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I. INTRODUCTION
On September 24, 2021, the Committee on Immigration, chaired by Council Member Carlos Menchaca, and the Committee on Consumer Affairs and Business Licensing, chaired by Council Member Diana Ayala, will hold an oversight hearing on immigration services fraud within the City, and efforts by the administration to combat this fraud. The Committees expect to receive testimony from the Mayor’s Office of Immigrant Affairs (MOIA), the Department of Consumer and Worker Protection (DCWP), as well as relevant advocacy groups and members of the public.
II. BACKGROUND
Approximately 36 percent of all New Yorkers are foreign born,[footnoteRef:1] while about 62 percent of all New Yorkers live in families with at least one immigrant.[footnoteRef:2] Immigrant New Yorkers are more likely than their U.S.-born counterparts to have Low English Proficiency (LEP),[footnoteRef:3] lower levels of education[footnoteRef:4] and live below the poverty line.[footnoteRef:5] These factors play a role in immigrant New Yorkers’ susceptibility to consumer fraud, whether it is targeted at immigrant consumers or not. Recently arrived immigrants, in particular, may be more susceptible to scams as they are often less connected to local support networks and have less understanding of customs and systems of the United States and local government. Immigrants are further unique in their susceptibility, as they risk adverse immigration consequences resulting from consumer fraud, in addition to risking their identity and financial security. [1:  NYC MAYOR’S OFFICE OF IMMIGRANT AFFAIRS, Annual Report (Calendar year 2019), (March 2020) https://www1.nyc.gov/assets/immigrants/downloads/pdf/MOIA-Annual-Report-for-2019.pdf, at 13.]  [2:  Id. at 17.]  [3:  Id. at 20.]  [4:  Id. at 24.]  [5:  Id. at 34.] 



Immigration Services Fraud 
Immigration services fraud involves immigration legal services-related scams that target vulnerable immigrant New Yorkers.[footnoteRef:6] These include scams by attorneys and non-attorneys.[footnoteRef:7] For many individuals seeking to adjust their immigration status, assistance in translation and other services from Immigration Service Providers (ISPs) are helpful in securing documentation required to live and work within the United States. Some ISPs, however, have been found to overcharge clients for services, charge for services they do not perform, or commit errors on immigration forms, which can cause adverse effects for clients.[footnoteRef:8] Some providers serving Latin American communities have historically used the term “notario,” to advertise their services, which often leads Spanish-speaking immigrants to believe that the providers are lawyers.[footnoteRef:9] In addition, some ISPs will guarantee outcomes that are beyond their control or expertise. The opportunistic actions of these providers can have serious ramifications for thousands of immigrants who spend limited resources paying for services that may be ineffective or fraudulent, and that can still ultimately lead to their detention or deportation. [6:  NYC MAYOR’S OFFICE OF IMMIGRANT AFFAIRS, Avoid Fraud, https://www1.nyc.gov/site/immigrants/help/legal-services/avoid-fraud.page. ]  [7:  Id.]  [8:  FEDERAL TRADE COMMISSION, Consumer Information, Scams Against Immigrants, https://www.consumer.ftc.gov/features/feature-0012-scams-against-immigrants]  [9:  In many Latin American countries, a notario publico is a high renowned attorney, respected and trusted by the community. See American Bar Association, “About Notario Fraud,” http://www.americanbar.org/groups/public_services/immigration/projects_initiatives/fightnotariofraud/about_notario_fraud.html.] 

ISPs are regulated by federal, state, and local law. Pursuant to United States Citizenship and Immigration Services rule, only two categories of people can represent applicants in immigration proceedings: attorneys in good standing and individuals accredited by the Board of Immigration Appeals who work for a recognized organization.[footnoteRef:10] ISPs who meet neither category may only read a form to an individual, translate or transcribe between English and the individual’s primary language, and record information the individual provides.[footnoteRef:11] Pursuant to federal law, ISPs who meet neither category may not select the form an applicant should complete, provide legal advice about documents to submit, explain immigration options, or communicate with USCIS about an applicant’s case.[footnoteRef:12] An ISP who performs any of these prohibited actions is engaging in the unauthorized practice of law.  [10:  8 C.F.R. §292.1. See also USCIS website at https://www.uscis.gov/avoid-scams.   ]  [11:  Id. ]  [12:  Id.] 

Existing state[footnoteRef:13] and local law[footnoteRef:14] impose additional regulations on ISPs, including a requirement that ISPs enter into written contracts, post specific notices in their offices, include specific information in any advertisements, retain all documents for three years, maintain a surety bond, and refrain from specific prohibited acts. These laws establish permissible activities and further detail prohibited acts that constitute the unauthorized practice of law. The underlying state bill was first passed in 2004 and the law was amended in 2014.[footnoteRef:15] The local law was added to the Administrative Code of the City of New York (Code) in 2004, and was further amended in 2017 to track with the 2014 changes to the state law, as well as expand protections for customers.[footnoteRef:16]  [13:  N.Y. Gen. Bus. Law Art. 28-C.]  [14:  N.Y. Admin. Code, Tit. 20, Chp. 5, Subchp. 14.]  [15:  Added by 2004 Sess. Law News of N.Y. Ch. 463, and amended by 2014 Sess. Law News of N.Y. Ch. 206.]  [16:  Local Law 31 of 2004; Local Law 63 of 2017.] 

Under Local Law 63 of 2017, ISPs are required to include specific language in their contracts related to the provider’s duties and limitations, as well as the customer’s rights.[footnoteRef:17] Additionally, providers have to post required signage in English, as well as in any languages in which they provide or offer to provide services.[footnoteRef:18] The local law prohibits ISPs from offering and providing services that should only be provided by an attorney, and from making statements that could lead a customer to believe that the provider is an attorney or an immigration expert.[footnoteRef:19] Pursuant to the law, DCWP must provide reports to the Council with information regarding the number, type, source, and result of complaints against providers.[footnoteRef:20] [17:  Id.]  [18:  Id.]  [19:  Id.]  [20:  Id. ] 

In recent reports submitted by DCWP, the department outlines complaints received related to providers of immigration assistance services, investigations conducted by the department and violations issued.[footnoteRef:21] The reports also outline collaboration on investigation, enforcement, and community education, and discuss changing trends and fraudulent schemes.[footnoteRef:22] A common scam is the “10-Year Visa” scam, fraudulently informing immigrants that they can obtain a visa or green card if they have lived in the United States for 10 years.[footnoteRef:23] Another involves scammers calling and leaving voicemails in Mandarin from numbers appearing to originate from mainland China and claiming to be from the Chinese embassy, Chinese Consulates, or Chinese law enforcement agencies, and requesting callers to provide personal financial information, such as bank account or credit card information, to avoid issues with legal status, or avoid arrest the next time the caller travels to China.[footnoteRef:24]  [21:  NYC CONSUMER AFFAIRS, Immigration Assistance Service Provider Reports (on file with Committee staff).]  [22:  Id.]  [23:  NYC MAYOR’S OFFICE OF IMMIGRANT AFFAIRS, supra note 6.]  [24:  Id.] 

New York City has invested significant resources in trusted immigration legal resources to mitigate against fraud, such as those described above, and to ensure that immigrant New Yorkers have access to free legal screenings and representation in a network of trusted community-based organizations.[footnoteRef:25]  [25:  See Spencer Lee Gallop, NYC Council Boosts NYIFUP Funding to Support Immigrants Facing Deportation, Legal Aid Society, Sept. 11, 2019, https://legalaidnyc.org/news/nyc-council-boosts-nyifup-funding-support-immigrants-facing-deportation/; NYC MAYOR’S OFFICE OF IMMIGRANT AFFAIRS, Action NYC, https://www1.nyc.gov/site/immigrants/help/legal-services/actionnyc.page. ] 


“Broad” Scams with Immigration Consequences
Research showing immigrant New Yorkers’ reliance on non-traditional banking and financial services,[footnoteRef:26] coupled with vulnerability to scams targeting immigrant users of such services, motivated the Council to pass Local Law 101 of 2016. The law required DCWP to provide information to immigrants on consumer protection issues, including financial institutions accepting IDNYC or Individual Taxpayer Identification Numbers, the risks of non-bank financial institution, federal and state laws regulating tax preparers and information on local institutions that provide resources to immigrant communities. The educational materials must include information about DCWP’s Office of Financial Empowerment (OFE), be available on DCWP’s website in at least the top six languages and submitted to MOIA for review. The committee is interested to hear updates on this program from DCWP and MOIA, as well as any evaluation the agencies have conducted on the success of targeted education to immigrant New Yorkers.  [26:  NYC DEPARTMENT OF CONSUMER AFFAIRS, OFFICE OF FINANCIAL EMPOWERMENT, Immigrant Financial Services Study, Nov. 2013, https://www1.nyc.gov/assets/dca/downloads/pdf/partners/Research-ImmigrantFinancialStudy-FullReport.pdf. ] 

The onset of the COVID-19 pandemic in early 2020 saw a proliferation of COVID-19 related scams targeting consumers. By May 2020, DCWP issued a statement decrying the rise in COVID-19 related scams, listing them to raise awareness for consumers, and sharing resources offered by DCWP to combat fraud. Types of scams targeting New Yorkers during the height of the pandemic included:
· Fake government agency communications, typically from the Internal Revenue Services or the New York State Department of Labor, asking for personal or banking information;[footnoteRef:27] [27:  NYC CONSUMER AND WORKER PROTECTION, COVID-19 Scams and Safety Tips, May 20, 2021, https://www1.nyc.gov/assets/dca/downloads/pdf/consumers/COVID-19-Scams-and-Safety-Tips-English.pdf. ] 

· Fake or fraudulent charity scams whether through an organization or individual GoFundMe page;[footnoteRef:28] [28:  Id.] 

· Fake COVID-19 treatment and testing, including products or medicines promoted as “anti-COVID-19.”[footnoteRef:29] Early in the pandemic, home test kits had not yet been approved by the CDC, even as scammers advertised such products. Since COVID-19 vaccines have become widely available, scams exist regarding requiring payment or asking for banking information in order to receive a vaccine;[footnoteRef:30] [29:  Id.]  [30:  NYC CONSUMER AND WORKER PROTECTION, National Consumer Protection Week Tips, https://www1.nyc.gov/site/dca/consumers/National-Consumer-Protection-Week-2021.page. ] 

· Fake requests for payment for personal protective equipment, typically stating a manager placed an order that needs to be paid prior to delivery;[footnoteRef:31] [31:  NYC CONSUMER AND WORKER PROTECTION, supra note 27.] 

· Phishing communications, often including a link or asking for personal information that may result in downloading malware on an individual’s device(s) and/or identity theft;[footnoteRef:32] [32:  Id.] 

· Unknown callers and robocalls pitching a variety of fake products, from COVID-19 treatments to work-from-home schemes;[footnoteRef:33] [33:  Id.] 

· Fake cash deals, including COVID-19 relief scams, debt relief scams, counterfeit coupons, sweepstakes, and tax refund loans;[footnoteRef:34]  [34:  Id.] 

· Puppy (or other pet) scams, where websites advertise pets that do not exist but collect pet adoption fees;[footnoteRef:35] [35:  Id.] 

· Student loan repayment scams claiming that the loan-holder needs to somehow initiate the payment suspension available to all federal student loan-holders under the Coronavirus Aid, Relief, and Economic Security (CARES) Act,[footnoteRef:36] currently extended through January 31, 2022.[footnoteRef:37] [36:  Id.]  [37:  Federal Student Aid, Coronavirus Info for Students, Borrowers, and Parents, https://studentaid.gov/announcements-events/coronavirus#:~:text=On%20Aug.%206%2C%202021%2C,a%20suspension%20of%20loan%20payments. ] 

In December 2020, the news publication Documented published a list of scams targeting Latinos, which their readers had flagged as receiving via Facebook and WhatsApp.[footnoteRef:38] These web scams appeared to announce sweepstakes giveaways from large corporations such as Walmart or Target, but included links to surveys or blank contact forms.[footnoteRef:39] The Federal Trade Commission highlighted that these scams are phishing for user information, collected when an individual completes the survey or fills in their contact information.[footnoteRef:40] Some of these scams may download malware onto the individual’s phone, tablet or computer.[footnoteRef:41] [38:  Sydney Kashiwagi, The Scams Targeting Latinos Via Messaging Apps, DOCUMENTED NY, Dec. 23, 2020, https://documentedny.com/2020/12/23/the-scams-targeting-latinos-via-messaging-apps/. ]  [39:  Id.]  [40:  Diana Shiller, Those free COVID-19 money offers on WhatsApp and Facebook are scams, FEDERAL TRADE COMMISSION, Aug. 28, 2020, https://www.consumer.ftc.gov/blog/2020/08/those-free-covid-19-money-offers-whatsapp-and-facebook-are-scams. ]  [41:  Id.] 

In March 2021, following passage of the American Rescue Plan, a $1.9 trillion economic stimulus bill, and the subsequent passage of the New York State budget, new forms of relief were made available to immigrant New Yorkers, including the Excluded Workers Fund, which provides financial relief for individuals, largely undocumented immigrants, who lost wages or income due to the COVID-19 pandemic, and were otherwise ineligible for unemployment or other government cash assistance, or for COVID-19 relief payments. New relief opportunities were exploited as opportunities for scammers to target vulnerable populations. In September 2021, CityLimits reported that tax preparers were charging up to $600 to assist individuals with submitting applications for the Excluded Worker’s Fund.[footnoteRef:42] While advocate organizations with strong ties to immigrant communities continue to conduct outreach and provide support for individuals applying for the fund, demand is higher than these organizations’ capacity can support, and many turn to private and fee-for-service tax preparers out of urgency for funds to cover living expenses.[footnoteRef:43] [42:  Rommel H. Ojeda & Giulia McDonnell Nieto del Rio, Tax Preparers Charge Up to $600 To Send Applications for the Excluded Workers Fund, CITY LIMITS, Sept. 1, 2021, https://citylimits.org/2021/09/01/tax-preparers-charge-up-to-600-to-send-applications-for-the-excluded-workers-fund/ ]  [43:  Id.] 


New York City’s Efforts to Combat Fraud Hurting Immigrant Communities
	MOIA regularly collaborates with DCWP on anti-fraud education campaigns and outreach among immigrant communities. In their 2020 Annual report, MOIA reported that this collaboration focused on staying abreast of fraud trends and emerging schemes, while conducting outreach with immigrant communities. MOIA created a “Consumer Fraud Protection” section in its Resource Guide,[footnoteRef:44] available in 29 languages (although human translations were only sourced for the top ten citywide designated languages, Google Translate was used for the other 19 languages). The guide stresses that price gouging is illegal and refers individuals to the DCWP website for more information along with the ability to file a direct complaint with 311. The guide also directs individuals to check DCWP’s website “nyc.gov/DCWPAlerts” which provides up-to-date information and translated resources related to scams and other consumer guides in multiple languages. Finally, the guide includes a running list of COVID-19 specific scams that have been identified. As of this writing, the guide was most recently updated on August 18, 2021. [44:  NYC MAYOR’S OFFICE OF IMMIGRANT AFFAIRS, Resources for Immigrants During COVID-19: Consumer Fraud Protection, https://www1.nyc.gov/site/immigrants/help/city-services/resources-for-immigrant-communities-during-covid-19-pandemic.page. ] 

	MOIA reported in 2020, that staff additionally recorded multilingual video presentations about resources available to immigrant New Yorkers for the Richmond County District Attorney’s Office Immigrant Affairs Unit. Their office has utilized these videos in community outreach efforts and at townhalls.[footnoteRef:45]  [45:  NYC MAYOR’S OFFICE OF IMMIGRANT AFFAIRS, supra note 1, at 77.] 


DCWP and the Consumer Protection Law
DCWP is empowered to protect immigrants against deceptive or unconscionable practices “in the sale, lease, rental, or loan, or in the offering for sale, lease, rental, or loan of any consumer goods and services, or in the collection of consumer debts” by the City’s Consumer Protection Law (CPL). In 1969, the City enacted the CPL, which codified a centralized agency dedicated to consumer protection by merging the Department of Markets and the Department of Licensing, into one Department of Consumer Affairs.[footnoteRef:46] In 2020, a local law changed the Department’s name to the Department of Consumer and Worker Protection to reflect additional mandates granted to the department, namely the enforcement of the City’s labor laws.[footnoteRef:47]   [46:  NYC Department of Consumer Affairs “History of the Department”, available at: https://www1.nyc.gov/site/dca/about/overview.page, last accessed August 23, 2021. ]  [47:  Local Law 80 of 2020, available at: https://legistar.council.nyc.gov/LegislationDetail.aspx?ID=3983141&GUID=F3370B22-9D76-401A-91BC-23736DBAA0EC&Options=ID|Text|&Search=1609.] 

Prior to the enactment of Introduction Number 1622-A (Int. 1622-A), the CPL’s penalty provisions had not been updated since 1969, which may have weakened the law’s ability to deter deceptive and unconscionable business practices. In order to address this, Int. 1622-A increased the penalties for violations, making the amounts more appropriate for businesses to comply. Int. 1622-A increased fines from the $50-$350 window to $350-$2,500 for numerous violations, and from $500 to $3,500 for knowing and third violations.
Int. 1622-A’s update to the CPL also addressed changes in modern-day trading, by redefining what constitutes a “deceptive trade practice” to include digital or electronic conduct. Such an update reflects changes in consumer behavior since the law was first passed. In recent years alone, e-commerce sales have increased exponentially between 2012 and 2020, and currently represent around 13 percent of all retails sales in the US.[footnoteRef:48] In 2020, during the height of the COVID-19 pandemic, e-commerce sales increased by more than 30 percent from the previous year, amounting to just under $760 billion in sales.[footnoteRef:49] While 2020 was a record year for e-commerce, the quarterly figures show that e-commerce is still growing. During the second quarter of 2021, e-commerce sales represented $222.5 billion, which was a three percent increase from the previous quarter and a nine percent year-over-year rise.[footnoteRef:50] Thus, communication with potential consumers using the web has increased, and may well continue on an upward trajectory. [48:  Census Bureau “Quarterly retail e-commerce sales: 2nd quarter 2021”, August 19, 2021, available at: https://www.census.gov/retail/mrts/www/data/pdf/ec_current.pdf.   ]  [49:  Oberlo “US commerce sales 2011-2021”, available at: https://www.oberlo.com/statistics/us-ecommerce-sales. ]  [50:  Id.] 

Int. 1622-A also empowers DCWP to enforce penalties based on the number of days the deceptive practice was advertised; or on how many consumers have been reached by the claim, if the business knew or should have known that the communication was deceptive. To address the City’s linguistic diversity, meanwhile, Int. 1622-A creates a violation if a business fails to provide translations of documents for transactions not predominantly negotiated in English. 
A final modernization provided by Int. 1622-A relates to subpoena powers and relief. Int. 1622-A empowers the Corporation Counsel to issue subpoenas to enforce the CPL, and would make explicit for the first time the forms of relief the agency can seek under the CPL at the Office of Administrative Trials and Hearings (OATH), including civil penalties and restitution.

DCWP Enforcement of the CPL
	The City may bring an action against companies for violating the CPL. On Earth Day 2021, the City filed a lawsuit against ExxonMobil, Shell, BP, and The American Petroleum Institute for misleading consumers about Big Oil’s effect on climate change, through false advertising and deceptive trade practices in violation of the CPL.[footnoteRef:51] DCWP also conducts routine inspections to ensure businesses are compliant with the CPL. In Fiscal Year (FY) 2021, DCWP’s enforcement division conducted 36,298 inspections, although this number represents a 13 percent decrease from the previous fiscal year.[footnoteRef:52] The number of inspections DCWP has conducted to enforce the CPL has decreased annually since 2017.[footnoteRef:53] In FY 2020 around 41,000 inspections were conducted, as opposed to 76,000 in FY 2017.[footnoteRef:54] DCWP has explained the decrease in inspections in FY 2021 by citing challenges resulting from the COVID-19 pandemic, which limited the number of inspections the agency was able to conduct.[footnoteRef:55] Enforcement priorities have also changed, according to DCWP, as business education inspections grew, which are counted as part of DCWP’s business outreach and not under enforcement and compliance.[footnoteRef:56]   [51:  “New York City Sues ExxonMobil, Shell, BP, and The American Petroleum Institute for Systematically and Intentionally Deceiving New Yorkers”, NEW YORK CITY OFFICE OF THE MAYOR, April 22, 2021, available at: https://www1.nyc.gov/office-of-the-mayor/news/293-21/new-york-city-sues-exxonmobil-shell-bp-the-american-petroleum-institute-systematically. ]  [52:  “Mayor’s Management Report”, DEPARTMENT OF CONSUMER AND WORKER PROTECTION, available at: https://www1.nyc.gov/assets/operations/downloads/pdf/mmr2021/dcwp.pdf ]  [53:  Id.]  [54:  Id.]  [55:  Id.]  [56:  Id.] 

III. CONCLUSION

	The COVID-19 pandemic created a ripe environment for scammers to target immigrant New Yorkers, and comprehensive action by the Administration was and is necessary to combat this increase in scams. The Committees look forward to hearing the steps the Administration took to educate and protect New Yorkers from immigration services fraud, as well as any ongoing challenges the Administration is currently facing. The Committees also look forward to hearing an update on DCWP’s enforcement of the CPL, including how it can reverse the current trend of annual decreases in inspections of businesses. This hearing will also provide an opportunity for advocates to discuss where the Administration’s resources can best be allocated to combat immigration services fraud and broader scams targeting immigrant New Yorkers. 
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