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I. INTRODUCTION 

On November 15, 2017 the Committee on Public Safety, chaired by Council Member Vanessa Gibson, will vote on Proposed Introductory Bill Number 1267-A (Prop. Int. No. 1267-A), a local law to amend the administrative code of the city of New York, in relation to prohibiting certain disclosures of intimate images. The Committee previously heard Introductory Bill Number 1267 (Int. No. 1267) on April 6, 2017. At that hearing, the Committee heard testimony from the New York City Police Department (NYPD), the Mayor’s Office to Combat Domestic Violence (MOCDV), representatives from District Attorney’s offices, advocates, and members of the public. 
II. BACKGROUND  
Prop. Int. No. 1267-A prohibits behavior that is commonly referred to as “revenge porn,” a term that broadly applies to the nonconsensual disclosure of sexually explicit images or videos.
 Though the term “revenge porn” may commonly refer to behavior not addressed by Prop. Int. No. 1267-A, such as images obtained without consent (i.e. by use of a hidden camera or hacking device
) the issues surrounding the broad area of the disclosure of sexually explicit images are relevant in understanding how and why Prop Int. No. 1267-A was created. 

Broadly, revenge porn is often used as a form of domestic violence, where abusers “use the threat of disclosure to keep their partner under control” and fulfill the threat once their partner leaves.
 Some advocates suggest the term “revenge porn” may be misleading, as not all perpetrators are motivated by vengeance, but instead participate in the distribution of explicit content to earn a profit, notoriety, or entertainment.
 Revenge porn is a national issue, as one in 25 internet users in America, or roughly 4%, have been a victim.
 Younger internet users, ages 18-29, are more likely than adults outside that age group to have sexual content of themselves posted without their consent.
 Additionally, internet users who identify as lesbian, gay, or bisexual have a higher rate than heterosexual internet users of being a victim of revenge porn.
 Day One, a nonprofit organization in New York that provides resources to address dating violence for youth of 24 years of age and under, testified that while young people use technology as a primary form of communication, it is also used by their abusive partners to “isolate, manipulate, shame, and silence” them.
 Popular social media platforms, such as Facebook, Instagram, and Tumblr, have become “weaponized,” providing a space for abuse that is then carried over into real life.

According to the Cyber Civil Rights Initiative (CCRI), while 94% of Americans believe their intimate photographs are safe with their current partners,
 as many as 10% of ex-partners have threatened to expose nude photographs or sexual content of their former partners, and 60% of those who make such threats actually followed through.
 In addition to sexual content, perpetrators have also posted other identifying information to revenge porn websites resulting in the further harassment of victims.
 Of the victims CCRI surveyed, 59% reported their full name was published to websites, 49% their social network information, 26% their email address, 20% their phone number, 16% their physical home address, 14% their work address, and 2% their social security number.
 Fifty percent of victims surveyed by CCRI also said they have been harassed or stalked by online users who saw the content disclosed without their consent.

According to CCRI, as many as 90% of victims are women, 93% of which said they suffered significant emotional distress because of this conduct.
 Studies suggest the mental health implications of revenge porn are similar to the long-term negative consequences seen in victims of child pornography.
 Victims of revenge porn, like victims of child pornography, suffer from mental health effects such as depression, withdrawal, low self-esteem, and feelings of worthlessness.
 As a result of being a victim of revenge porn, victims must also undergo a “lifelong battle to preserve their integrity.”
 
While the mental effects on victims are significant, the professional cost of revenge porn is significant as well. According to a 2009 study commissioned by Microsoft, nearly 80% of employers consult search engines to collect intelligence on job applicants.
 The survey found that 70% of the time, employers rejected applicants due to their findings.
 A more recent study, conducted by CareerBuilder in 2014, found that more employers were utilizing social networking sites to find additional information on potential candidates.
 CareerBuilder found that 51% of employers who researched job candidates on social media found content that impeded their decision to hire them, the most common reason being the posting of “provocative or inappropriate photographs or information”.
 While victims can now submit removal requests to both Google and Microsoft to remove links related to revenge porn from Google Search and Bling, removing content from other sites may come at a cost.
 Victims of revenge porn are at times unable to find employment, as recruiters typically do not ask if the content they have reviewed was posted consensually.
 Victims are also fired or quit their jobs because of harassment, and the fear of being in public spaces where they could be recognized or physically stalked.

In their testimony to the Council, the NYPD noted that revenge porn is commonly used in domestic violence cases, where an abusive partner threatens the disclosure of such images in order to gain and maintain control over their victims.
 Sergeant Frank Maiello, of the NYPD’s Domestic Violence Unit, provided several examples of domestic violence cases where the NYPD does not currently have tools to assist or bring charges forth because there is no current law that criminalizes the specific act.

III. CURRENT REVENGE PORN LAWS 
Currently 35 states and the District of Columbia have laws that criminalize revenge porn or the nonconsensual disclosure of sexually explicit content.
 The majority of these states have classified the crime as a misdemeanor, while eight states and the District of Columbia classify it as a felony.
 Minnesota is currently the only state that classifies revenge porn as a qualified domestic violence-related offense that enhances penalties for convictions for domestic assault, stalking, and violation of a harassment restraining order.

On August 1, 2014, Governor Andrew Cuomo signed into law S1982C/A2053C, a law related to unlawful surveillance in the second degree, and dissemination of unlawful surveillance image in the first and second degrees.
 The law amended the New York Criminal Procedure Law sections 250.45, 250.55 and 250.66 in an attempt to close a loophole within the statute pertaining to unlawful surveillance. Prior to these state law amendments, a victim’s sexual or intimate parts had to be shown in the content distributed in order to fall under the definition of the then pre-existing law.
 These Penal Law amendments provide that a person can be “charged with unlawful surveillance in the second degree if an individual uses a device to view, broadcast or record a person engaged in sexual conduct without their consent” so as long as someone’s intimate parts are exposed.
 However, the state law applies only in cases where the depicted person does not know or did not consent to being photographed or recorded.
 The amendment does not apply in cases where a person consented to the original image captured, or produced it themselves, but did not consent to its distribution. 
IV. ENFORCMENT OF REVENGE PORN
According to the NYPD, officers regularly receive complaints from individuals indicating that they have been the victim of the nonconsensual disclosure of sexually explicit images or videos, though gaps in current laws provide challenges to track complaints.
 In situations where the original image or video was taken consensually, but later disclosed non-consensually, officers are unable to charge or arrest individuals under the State Penal Law.
 While the State Penal Law does not currently provide criminal charges in cases where an image was taking consensually and later disclosed non-consensually, the police department may issue other relatable charges, especially when an additional crime may have occurred.
 For example, the police department may charge a person with stalking, if an image that is taken lawfully is “disseminated in a repeated manner that’s meant to harass.”
 According to the NYPD, in situations where  an image is taken lawfully but disseminated without an individual’s consent, often the Department cannot charge the perpetrator with any offense.
 
Similarly, while District Attorneys in New York investigate numerous cases involving non-consensual dissemination or threats to disseminate images, the lack of criminal statutes that address such conduct limits their ability to hold those accountable.
 According to representatives from the Queens District Attorney’s Office, prosecutors are “powerless to stop continued [non-consensual] dissemination” due to gaps in existing criminal statues in New York.
 Prosecutors in Queens County testified that they have sought input from others throughout the state, country, and have worked with other District Attorney’s offices across the city to address such cases.
 In rare instances, they have been able to charge the crime of coercion under Penal Law Section 135.60(9), though in most cases the “elements of the charge do not fit the facts and the resulting harm”.
 
When prosecutors have attempted to use Penal Law provisions to prosecute revenge porn cases, New York state courts have often struck them down. For example, in 2014, a New York City Criminal Court found charges of aggravated harassment, dissemination of unlawful surveillance, and public display of offensive sexual material to be legally insufficient in a case where a man allegedly posted naked photographs of his ex-girlfriend, which she previously shared with him, on his Twitter account, and sent the photos to her employer and her sister.
 While there is currently some recourse for victims in the civil arena, many victims cannot afford to pay attorney costs and litigation fees associated with civil cases.
 
Several organizations, in their testimony before the Council, raised the importance of providing a civil remedy for revenge porn cases. According to Day One, civil remedies allow victims to address the issue without a criminal penalty, which is often what their clients seek.
 Several advocates and attorneys suggested adopting language from proposed New York State bill A1641A/S2725A, sponsored by Assemblyman Edward Braunstein and Senator Joseph A. Griffo, which establishes the crime of non-consensual dissemination of sexually explicit images and adds a civil cause of action to the penal law.
 The civil cause of action in A1641A/S2725A does not require a criminal charge to be brought or criminal conviction obtained, and in addition to injunctive relief, victims are entitled to “actual damages, punitive damages, and reasonable court costs and attorney fees”.
 More importantly, as advocates and attorneys explained, A1641A/S2725A allows victims’ personal information to be redacted, meaning they can proceed under a pseudonym.
  The NYPD, District Attorney’s, attorneys, and advocates agreed in their testimony to the Council that enacting a law that explicitly prohibits the nonconsensual distribution of intimate images of another person would profoundly improve enforcement of such acts and contribute to their prevention. Many of the concerns and recommendations raised were included in the amendments to Int. No. 1267. 
V. ANALYSIS OF PROP. INT. NO. 1267-A
Broadly speaking, Prop. Int. No. 1267-A would establish both criminal and civil penalties for disclosing or threatening to disclose an intimate image of a person without their consent, with the intent to cause that person economic, physical, or substantial emotional harm. The misdemeanor would be punishable by up to a year of incarceration, a fine of up to $1000, or both. The civil cause of action would permit monetary and injunctive relief, allowing a victim to legally restrain a partner who threatened to disclose intimate images from doing so. Details of this prohibition are discussed infra. Notably, this prohibition is intended to apply to intimate images taken with the knowledge and consent of the parties depicted therein, as the Penal Law already addresses intimate images taken without a person’s knowledge or consent.

A. Defining Liable Individuals 
The prohibition in Prop. Int. No. 1267-A only applies to “covered recipients.” A covered recipient is defined as any individual who receives an intimate image directly from a person or who films such an image himself or herself. Therefore, the prohibition does not cover an individual who receives or accesses an intimate image indirectly. For example, the prohibition would not cover an individual who was sent an intimate image from a friend who received that image from the depicted individual. 
The prohibition in Prop. Int. No. 1267-A also does not apply to a person who discloses an intimate image in the course of reporting unlawful activities or in the course of a legal proceeding, or to law enforcement personnel who disclose an intimate image as part of their lawful duties. It also does not apply to providers of interactive computer services, as defined in federal law. 

B. Defining a “Depicted Individual”

The prohibition in Prop. Int. No. 1267-A would only apply to intimate images of a “depicted individual.” A “depicted individual” is defined as someone whose intimate body parts are exposed or who is engaged in sexual activities. The term “sexual activity” is defined by referring to similar definitions in the New York State Penal Law, and also includes elements that would commonly be included in revenge porn such the touching of sexual body parts for the purpose of gratifying sexual desire, sexual penetration with any object, or the transmission or appearance of semen upon any part of the body. The term “intimate body parts” is similar to the definition of “sexual or other intimate body parts” in the provision of the New York State Penal Law that prohibits the nonconsensual recording of intimate images.
 However, the definition in Prop. Int. No. 1267-A does not include the buttocks, only includes the female nipple and not the portions of the female breast below the top of the nipple, and does not include “parts which are covered only by an undergarment.”
 These elements were not included because Prop. Int. No. 1267-A is intended to address only images that are clearly explicit in nature, and not images about which there could be a legitimate dispute as to their explicit nature. Also, the definition of “intimate body parts” in Prop. Into. No. 1267-A only includes female nipples for depicted individuals over the age of 11, to avoid including pictures of younger children that would not typically be subject to revenge porn. The age limit of 11 years old matches the limit in the New York State Penal Law for rape in the first degree.


A “depicted individual” also includes a person depicted immediately before or after sexual activity, when they are depicted with the intimate body parts of another individual. This element was included to address situations in which a victim’s face or other non-intimate but identifiable body part would be pictured next to the intimate body part of another individual.
C. Defining an “Intimate Image”

The prohibition in Prop. Int. No. 1267-A only applies to the distribution of “intimate images.” An “intimate image” includes photographs, film, videotapes, and any other reproduction of an image. An image is “intimate” only if it has been disclosed or threatened to be disclosed in a manner inconsistent with the intention of the depicted individual. This element was included to ensure that the nature of the image was private or intimate in nature. For example, an image recorded for commercial purposes or one in which the depicted person recorded with the intent of sharing would not qualify as an “intimate image.” The definition of intimate image also contains an explicitly excluded category of images taken in a public place, as that term is defined in the Penal Law. This element was also included to ensure that the nature of the image was private or intimate, as a person who creates an image in a public place assumes the risk of public exposure regardless of their intent. However, the definition does contain a limited exception to this rule for situations in which a depicted person reasonably believed that no person other than the person recording the image could view them. This was included to address situations in which the broad definition of “public place” would cover locations within these spaces in which a reasonable person would expect privacy, or to cover unique situations where a space that would normally be publicly accessible would not be so accessible. For example, a vehicle is a “public place” under the Penal Law,
 but a person parked in a remote location late at night might reasonably expect privacy, at least for the duration of time required to take a single photograph. Similarly, a park is typically a public place, but certain spaces within parks might give a person a reasonable expectation of privacy – at least for the duration of time required to take a single photograph - consistent with the intent of the Council to protect legitimately intimate images. 
Whether an image is “intimate” depends on the intent of the depicted person at the time the “covered recipient” gained possession or access to such image. A covered recipient may gain possession of an image either by recording the image or by being given the image directly from a depicted individual. When a depicted individual consensually records an image with a covered recipient, their intent regarding its distribution at the time of such recording is determinative. When a depicted individual sends an image to a covered recipient,  their intent regarding its distribution at the time the image was sent is determinative. Thus, a depicted individual may send a single image to multiple recipients at multiple times, and that individual’s intent at each such time would determine whether each image was “intimate.” For example, a person may send an image to a friend at one time with the intent that it remain private, but may later share that same image for commercial purposes with no such intent. In the first scenario, the friend would be liable if they distributed the image, but in the second scenario the image would not be “intimate” and this law would not apply to its distribution.
This bill defines “intimacy” using the intent of the depicted individual, and not on a more objective standard such as one that relies on the person’s “reasonable expectation of privacy,” a standard used in similar statutes in other states.
 A factfinder could reasonably conclude that the victim of revenge porn should have reasonably expected an intimate partner to publish intimate images with malicious intent where the partner had a history of malicious behavior towards the victim, particularly if the partner had threatened the victim in the past or had committed similar malicious acts against other individuals. The testimony received by the Council by advocates in this field indicated that such problematic relationships are common in revenge porn cases. The Council intends this law to apply to such victims, and drafted this bill to ensure that the subjective standard of the victim’s intent would govern the determination of intimacy.
D. The Consent Exception
The prohibition in Prop. Int. No. 1267-A only applies to intimate images distributed without the depicted individual’s consent. The term “consent” is defined as permission “knowingly, intelligently, and voluntarily given for the particular disclosure at issue.” This definition explicitly covers only consent to a particular disclosure, and thus a person who consents to a limited disclosure would not consent to a full public disclosure. However, consent to full public disclosure would by its nature cover all disclosures, thus encompassing the “particular disclosure at issue.”

The terms “knowing, voluntary, and intelligent” are used in a variety of legal contexts, and in this case were included to ensure that consent to distribute an intimate image was not obtained through force, threat, coercion, or any similar influence on an individual that might manifest in what appears to be consent but what was in fact inconsistent with that person’s intent. This is similar to the requirement that guilty pleas in criminal cases be made “knowingly, intelligently, and voluntarily,”
 or that statements to police by criminal defendants be made “knowingly, intelligently, and voluntarily” in order to be admissible in a criminal proceeding.

A depicted individual’s intent regarding the private or public nature of an image exists at only one point in time,
 whereas an individual’s consent to distribute an image may occur at any point after the creation of such an image. Both the intimacy of an image and the lack of consent to distribute such image must exist in order to establish a violation under Prop. Int. No. 1267-A. Thus, a person may legally share an “intimate” image with the consent of the depicted individual. For example, a depicted individual may share an image with another person with the intent that this image remain private, but at a later point the depicted individual may give that person consent to share it. Such an image remains technically “intimate” under Prop. Int. No. 1267-A, but its distribution is legal based on the depicted individual’s consent to so distribute.
E. The Intent Element
Prop. Int. No. 1267-A prohibits the distribution of intimate images only when the images are distributed with the intent to cause the depicted individual “economic, physical, or substantial emotional harm.” The term “substantial emotional harm” is designed to mirror the term “substantial emotional distress” that appears in a federal statute designed to prohibit somewhat similar behavior, and which has been upheld repeatedly upon being challenged as unconstitutionally vague.
 This element was included to ensure that this prohibition applies only to individuals who act with malicious intent. For example, the prohibition would not apply to disclosures made with an attempt to titillate, brag, or profit. Instead, the prohibition would typically apply to a former or current intimate partner of a depicted individual who publicly discloses an intimate image to harm that individual, or threatens to do so.
The relevant intent is the intent behind the disclosure of an intimate image, and not the intent behind a threat to disclose such an image. A person may threaten to disclose an intimate image with the intent to gain an advantage in a custody dispute, for example, or for myriad other reasons, but this intent is not relevant to Prop. Int. No. 1267-A. Instead, the relevant intent is that which applies to the disclosure itself. If the intent of this disclosure is to cause harm, then this intent element is establishment. Thus, a person who threatens to disclose an intimate image with the intent to gain advantage in a custody dispute is liable under this legislation, as the threat would be to cause harm to the person by disclosing the image if they do not assist this person in the custody dispute.
F. A Depicted Individual Must Be Identifiable
Prop. Int. No. 1267-A also requires that a depicted individual be identifiable in the intimate image. A person who fraudulently claims than an individual is depicted in an intimate image may do harm to that individual, but this bill is not intended to address such images, nor is it intended to address edited images in which a person falsely appears to be doing something they have never done. Instead, this bill is intended address to the violation of trust that occurs when a legitimate and intimate image of an individual is used against them in a malicious fashion. For example, an image in which a person’s face is superimposed over another person’s body in a sexually explicit fashion – even in a convincing fashion – would not be covered by this bill. 
Prop. Int. No. 1267-A addresses both disclosures of intimate images, and the threat to do so. When an intimate image has been disclosed, whether a depicted individual is identifiable can be determined by examining the intimate image. However, where an intimate image is only threatened to be disclosed, no such examination could occur. A depicted individual might not even be aware which intimate image a covered recipient intends to disclose. Therefore, the bill prohibits the threat to disclose an intimate image as long as the covered recipient states or implies that the depicted individual would be identifiable. 
G. Threats To Disclose
Prop. Int. No. 1267-A prohibits not only the disclosure of intimate images, but also the threat to do so. The law “is well established that prohibitions of pure speech must be limited to communications that qualify as fighting words, true threats, incitement, obscenity, child pornography, fraud, defamation or statements integral to criminal conduct.”
 As the United States Supreme Court has held, so-called “true threats’ encompass those statements where the speaker means to communicate a serious expression of an intent to commit an act of unlawful violence to a particular individual or group of individuals.”
 A statement that may colloquially be deemed a “threat” is only a “true threat” if it is clear and unambiguous.
 The bulk of the law on the doctrine of “true threats” addresses threats of physical violence,
 however courts have applied the “true threat” doctrine to other types of injury, such as eviction,
 or threats to deport a person and cause their family economic harm.
 The Council intends that the “true threat” doctrine apply to Prop. Int. No. 1267-A. Therefore, the threats proscribed in this bill would not encompass only vague or flippant threats that might be made throughout the course of a dispute between intimate partners, but instead to legitimate and clear threats to harm a person by publicly disclosing an intimate image.
H. Constitutional Concerns
The Council has taken great care to ensure that Prop. Int. No. 1267-A does not run afoul of the First Amendment of the United States Constitution. A comprehensive evaluation of all the constitutional issues raised by this bill is beyond the scope of this report, but broadly speaking, the First Amendment does not protect speech in “historic and traditional categories long familiar to the bar, including obscenity, defamation, fraud, incitement, and speech integral to criminal conduct.”
 The conduct targeted by this statute falls within these categories, but to the extent that the statute may inadvertently cover speech made for political, journalistic, artistic, or other forms of traditionally protected speech, the bill contains an exception for any “matter of legitimate public concern” or speech that is “otherwise protected by the first amendment of the United States constitution.” 
I. Other Issues

Prop. Int. No. 1267-A includes a civil cause of action as well as a criminal penalty. The civil cause of action was included to afford victims a wide array of options to address revenge porn or the threat of revenge porn. The civil cause of action includes the possibility of injunctive relief, permitting those for whom revenge porn has been threatened to potentially obtain a court order preventing disclosure. There are myriad differences between civil and criminal enforcement, and the statute is designed to permit flexibility in choosing between remedies, and contains a specific provision indicating that the presence of a civil action does not necessitate a criminal action be commenced or a criminal conviction obtained.
Prop. Int. No. 1267-A prohibits the “disclosure” of intimate images, and the term “disclosure” is defined broadly with reference to two sections of the Penal Law that address a wide array of distribution methods.

The bill goes into effect immediately. However, in order to allow law enforcement entities sufficient time to train personnel on this new law, the criminal penalties do not go into effect for 60 days after this bill becomes law.
VI. AMENDMENTS TO INT. NO. 1267
Int. No. 1267 has been amended since it was introduced. The bill now prohibits threats to disclose as well as disclosures themselves. This element was added after the Council heard testimony that the threat to commit revenge porn is often used as a means of control in problematic relationships and is a common component of relationships that include domestic violence. As noted supra, domestic abusers often threaten to publicly disclose intimate images if their intimate partner terminates their relationship. This testimony also prompted the Council to insert the civil cause of action, which did not feature in the original version of the bill.
The original version of this bill included a definition of “matters of public interest” in order to ensure that the bill did not abridge any constitutional rights. The current version of the bill contains a similar provision excluding matters of “legitimate public concern” but does not define that term. This is because what constitutes a matter of legitimate public concern evolves as courts continue to evolve in analyzing constitutional issues, and the bill is intended to maintain flexibility in this regard instead of codifying one particular notion of “public interest” that may not apply in the future. 

The original version of this bill prohibited any person from distributing an intimate image, whereas the current version only prohibits a “covered recipient,” as described in Section V(A), supra. Given the potential of images “going viral” or distributed widely in a rapid fashion on the internet or social networking sites, prohibiting “any person” from distributing the intimate image was too broad. It could potentially hold an individual liable or criminally responsible for sharing an image that he or she was unaware of its source. Therefore, the current version of the bill only addresses “covered recipients.” 

Prop. Int. No. 1267-A also features a number of smaller changes from the original bill. The definition of “intimate image” now includes a reference to the intent of the depicted individual regarding its distribution, as well as an exclusion for images taken in a public place, as described in Section V(B), supra. The term “disseminate” has been changed to the term “disclosed” and now refers to relevant sections of the Penal Law instead of independently defining the term. The definition of sexual activity that appears in Prop. Int. No. 1267-A was not included in the original version of the bill, but that version did contain a definition of types of sexual activity. Those terms were changed for the reasons described in Section V(B), supra. The original version of the bill prohibited disseminating intimate images “unless” the person depicted “agrees” to the dissemination, whereas the current version contains a more specific  and clear requirement that an unlawful distribution must be without the depicted person’s “consent,” as described in Section V(D), supra. Both versions of the bill require that the perpetrator intend to cause “economic, emotional, or physical harm” but the new version of the bill requires “substantial emotional harm.” The term “substantial” was inserted to match language used in similar federal legislation, as described in Section V(E), supra. While the original version of this bill required a depicted person to be “identifiable,” the bill now includes more language on this issue to ensure that a person can be identifiable either directly or indirectly depending on the circumstances of the disclosure or threat to disclose. The bill now contains exceptions applying to persons who disclose an intimate image in the course of reporting unlawful activities or in the course of a legal proceeding, to law enforcement personnel who disclose an intimate image as part of their lawful duties, and to providers of interactive computer services, none of which featured in the original version of the bill. Finally, the effective date was modified for reasons described supra.
Proposed Int. No. 1267-A

By Council Members Lancman, Garodnick, Richards, Chin, Dromm, Cumbo, Cornegy, Johnson, Crowley, Williams, Menchaca, Salamanca, Maisel, Gibson, Levin, Rodriguez, Rosenthal and Treyger

A LOCAL LAW

..Title

To amend the administrative code of the city of New York, in relation to prohibiting certain disclosures of intimate images

..Body

Be it enacted by the Council as follows:

Section 1. Chapter 1 of title 10 of the administrative code of the city of New York is amended by adding a new section 10-177 to read as follows:

§ 10-177 Unlawful disclosure of an intimate image. 

a. Definitions. As used in this section, the following terms have the following meanings:

Consent. The term “consent” means permission that is knowingly, intelligently and voluntarily given for the particular disclosure at issue.

Covered recipient. The term “covered recipient” means an individual who gains possession of, or access to, an intimate image from a depicted individual, including through the recording of the intimate image.

Depicted individual. The term “depicted individual” means an individual depicted in a photograph, film, videotape, recording or any other reproduction of an image that portrays such individual (i) with fully or partially exposed intimate body parts, (ii) with another individual whose intimate body parts are exposed, as recorded immediately before or after the occurrence of sexual activity between those individuals, or (iii) engaged in sexual activity.

Disclose. The term “disclose” means to disseminate as defined in subdivision 5 of section 250.40 of the penal law, or to publish as defined in subdivision 6 of section 250.40 of the penal law. 

Intimate body parts. The term “intimate body parts” means the genitals, pubic area or anus of any person, or the female nipple or areola of a person who is 11 years old or older.

Intimate image. The term “intimate image” means a photograph, film, videotape, recording or any other reproduction of an image of a depicted individual that has been disclosed or threatened to be disclosed in a manner in which, or to a person or audience to whom, the depicted individual intended it would not be disclosed, at the time at which the covered recipient gained possession of, or access to, the intimate image. An intimate image does not include any image taken in a public place as defined in section 240.00 of the penal law, except if, at the time the image was recorded, an individual in the depicted individual’s position would reasonably have believed that no one other than the covered recipient could view the applicable intimate body parts or sexual activity while such body parts were exposed or such activity was occurring.

Sexual activity. The term “sexual activity” means sexual intercourse as defined in subdivision 1 of section 130.00 of the penal law, oral sexual conduct or anal sexual conduct as those terms are defined in subdivision 2 of section 130.00 of the penal law, touching of the sexual or other intimate parts of a person for the purpose of gratifying sexual desire, sexual penetration with any object or the transmission or appearance of semen upon any part of the depicted individual’s body.

b. Unlawful disclosure of an intimate image. 

1. It is unlawful for a covered recipient to disclose an intimate image, without the depicted individual’s consent, with the intent to cause economic, physical or substantial emotional harm to such depicted individual, where such depicted individual is or would be identifiable to another individual either from the intimate image or from the circumstances under which such image is disclosed.

2. It is unlawful for a covered recipient to make a threat to violate paragraph 1 of this subdivision, provided that for the purposes of this paragraph a depicted individual shall be considered to be identifiable where the covered recipient states or implies that such person would be so identifiable. 

c. Criminal penalty. Any individual who violates subdivision b of this section shall be guilty of a misdemeanor punishable by up to one year in jail, or a fine of up to $1,000, or both.

d. Civil cause of action. 

1. Any individual who suffers harm from a violation of subdivision b of this section shall have a civil cause of action in any court of competent jurisdiction against the individual who violated that subdivision.

2. The defendant may be held liable to the plaintiff for any or all of the following relief:

(a) Compensatory and punitive damages;

(b) Injunctive and declaratory relief;

(c) Attorneys’ fees and costs; and

(d) Such other relief as a court may deem appropriate.

3. This subdivision shall not be construed to require that a criminal charge be brought, or a criminal conviction be obtained, as a condition of bringing a civil action or receiving a civil judgment pursuant to this subdivision.

e. Provisos. The prohibitions contained in subdivision b do not apply if:

1. Such disclosure or threat of disclosure is made in the course of reporting unlawful activity, in the course of a legal proceeding or by law enforcement personnel in the conduct of their authorized duties;

2. Such disclosure is made by a provider of an interactive computer service, as defined in paragraph (2) of subsection (f) of section 230 of title 47 of the United States code, with regard to content provided by another information content provider, as defined in paragraph (3) of such subsection; or

3. Such disclosure or threat of disclosure is made in relation to a matter of legitimate public concern or is otherwise protected by the first amendment of the United States constitution.

§ 2. This local law takes effect immediately, provided that subdivision c of section 10-177 of the administrative code of the city of New York, as added by this local law, takes effect 60 days after it becomes law.
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