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prevention, preparation, response and recovery from terrorist attacks, major disasters, and other
emergencies and allows all levels-of government to-work efficiently and effectively together.
Through this structure, first responders can leverage the benefits of face to face communication,
which is the most effective way to share information. On 9-11, the NYPD and FDNY, following
long-standing operating procedures; establishéd separate operational commands. As a result—
and regardless ofithe radio techriology: then'in use by both.agencies—FDNY andNYPD
conducted parallel responses, rather than a unified response that can help to ensure the safest and
most efficient deployment of resources in an emergency sitnation, '

CIMS establishes clear roles for responder agencies in all types of multi-agency responses, from
_car accidents to a building collapse. And agency participation goes far beyond NYPD:and
FDNY—the Departments of Health, Environmental Protection, and Buildings (to.name just a B
few)—frequently have responsibilities in a multi-agency response, from testing air quality to.
assessing structural stability.. For example, just last week a facade.collapsed at a building being
demolished on 125th street. When I airived on scene, I immediately went to the unified
command location, where EDNY, DOB, and NYPD were coordinating the operation: CIMS is
designed to be scalable, facilitating the integration of additional organizations, such as private
sector and non-profit entities. D P : S

Through my centinued-work with Police Commissioner Kelly; Fire Commissicner Cassano, and
OEM Gommissioner Bruno, share the view that implementation of CIMS—and specifically the
requirement that a unified command be established at any multi-agency response——is amongthe -
most important advances in public safety communications'since 9-11. . : '

Moving on to.radio and other telecommunications systems, ten years ago, the use of disparate
spectrum created interoperability problems between the City’s first responders. Today, members . -
of the NYPD can not only talk to members of the FDNY, but also to a broad range of local, _
regional and Federal agencies as needed —including the: MTA, Port Authority-of New York'and"™ . -
New Jersey, Nassau, Suffolk, and Westchester Counties, as well as about a dozen Federal.-.
agencies including the FBI, Department of Homeland Security, and Secret Service. Infact, the -
Departmeit of HomelandSecurity’s Office of Emergency Communications (DHS OEC)- -
recognized New: York. City’s Interagency Commiunjeations-Committee (ICC) eatlier this month

as a best-practice model: for how sophisticated and innovative governance structures caf enhance .-
emergency communications efforts and support major initiatives within a region/multi-state = .
framework. ' The ICC, which was created in 2002, is a regional consortium of first responders

that bring: together:over-40 local, state and federal agencies to develop, test andimplement..
interopérable commuriications strategies. The group worked together to establish the Tactical
Interoperable: Communications Plan (TICP), which consolidates-information across agencies,
disciplines-and jurisdictions by documenting regional communications capabilities inorderto- . -
provide a usable and accurate regional tactical incident response tool. The TICP met the federal -
government’s mandate in 2004 and 2006 to achieve interoperability within one'hour of an -
incident, which was tested last summer. The Department of Homeland Security conferred-its
highest rating on the.ICC for the coordinated, multi-agency operational planning and- . .
mobilization during thie. Macy’s July 2010 F ireworks Show. During this event, more than.5,000
emergency responders and support personnel from more-than fifty governmental and non- - -,
governmental agenciés in New York and New Jersey worked together using a-series of mobile -



operatrona] and comma.nd.un contro, -evel

On a taotrcal Ievel the .N.YPD‘--'and FDNY prlmanly depend upon pomt-to-pomt radlo

eXeeute jomt operations ofy ded1cated tactl'cal channels

On an. operatlonal Ievel DoITT has;:'oompleted the de51gn and roll—out of the Cltvade Rad1o

and control Through' CRN ,users are able:to- recelve con31stent and rehabl communicatrons
throughout the five boroughs on the same frequency band. regardless of Iocatron /Fhis network -
even allows for unprecedented coverage on New York Clty S waterways The FDNY isin the

time; W]llCh assrsts 111 remote dec151on makmg

From a. Command iand Control perspectlve, commumca_tlons are supported 0 "the reglon s Wlde




Finally, there is-the 800-MHz Trunked Radie Network, which supports both day-to-day.and .
emergency communications for the City’s.public safety and essential seivice agencies. ‘Using -
this system, roll calls are conducted every other day by OEM Watch Command amongst 60 City,
state; federal, neighboring public safety .and-essential:service agencies-and associated:. = . -
jurisdictions, as well as.critical infrastructure/key resource subsciibers to ensure that all-lines of -~
- communication are open and-operational. A distinet healthcareand medical facility talk.group: '
has also been created onthe network to-make interoperability possible among the:OEM Health.
Response Unit ~=a conéortimnz of 87 health care and related:facilities.. Fhis SpécializédF.talk group-.
facilitates the redl-time exchange of inforration concerning the availability of medical services, -
and enhances the:Gity’s overall preparedness level. " Finally, more-than 50 comniissioners from"
the City’s Mayordl agencies. participate in.a supplementary: talk group, so that at the requestof -
the Mayor, agenéy heads can be quickly reached to:disseminate information.to executive staff
and fesponse teams should other channels of communication be unavailable. :

Not only has the City. become a model of voice interoperability, but we are léading the nation - -
through the development of our state-of-the-art wiréless data network, built exclusively for.the -
use of City-agencies..- NYCWIN is the most aggressive commitment:by any municipality in the
United States.to provide a next-generation public safety-infrastructure and has eliminated many -
of the challenges.of sharing data in the urban. environment. It was completed it 2009 and has :
been providing mission critical video, voice-and data communications — throngh portable, mobile
and fixed-location technologies — to the City’s first responders and essential public services: By
enabling se_:ou_ré trarisfer of critical information, coordination 6f mobile resources and automation
of labor intensive-processes; first responders are able to enhance:sitnational awareriess, improve -
responder. safety and enable remote decision making. ‘NYCWiN provides its:subscribers 24/7
network support, and features strong encryption; multi-level - authentication and physically- .
protected equipment installations. Nearly 400 sites provide ubiquitous’coverage to more than:
300 square miles spanning.all five boroughs. Teday, NYCWiN powers more than300 .-

applications =that?":>jpan=§29; City ageneies on neatly 750,000 -devices. .

First respondérs in the field rely on NYCWIiN-for-access.to real-time: vital information such as -
photos, watrants; }icense plates, maps, and ooperating-procedures. . Additionally,incident. .
commanders depend on the network to enhance coordination with en-scene personnel through.: *
the use of:data transmission, full-motion video streaming and automatic vehicle location. -The - ..
NYPD Real Time Crime Center leverages this network infrastructire by enabling officers in the
field to aceess and search their databases through NYCWiN. 'Another innovative use of '
NYEWiN is the emergence:of the FDNY Electronic Command Board, which coordinates fire
service tesoutces in the field. . Over NYCWIiN, fire-ground radios are keyed'up totrack, . - -
- firefighters.in real-time Vja mobile modem installations on the apparatus and: in-battalion:chief:
vehicles. - - SRR SR S

Further enhancing situational awareness is the City’s Operational Video System.(OVS), an .
interoperable video platform. This incident-based video is shared across disparate video systems
and links the Mayor’s Office, NYPD, FDNY, OEM and other authorizéd agencies. -OVS allows'
for highly coordinated responses and enhances the safety of first responders: by:bringing feeds
from helicopters, Watercraft, mobile command vehicles and other deployable cameras. In one
instance, the OVS was mobilized in January 2009 when US Airways flight 1549 landed in the
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Flnally, as you may know; this year Congress drastlcally cut the level of Homeland Secunty
funding direeted toward state and loeal govermmetits for FY12. New Yoik C1ty, which remains
the-number 1 target for terrorist threats cannot sustam such-an arbitrary- reduction in funds to
many of the City’s critical homeland: securlty programs. I hope that thie Couneil will work with
us to urge Congress to restore th1s vital ﬁmdmg '

New York C1ty has worked: hatd to ensure that our first responders can operate safely and
effectively when respondlng to anemergency. By demandmg the. hlghest standards in reliability
" and- mteroperablllty both for voice and data communications, we have improved significantly
over the past decade This in turn has made all New Yorkers safer.

Thank you again for this opportumty to testify and I am happy to answer any questions you may
have.
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Mr. Chairman, Ranking Member, and all the members of the Committees, thank you on
behalf of the leadership of APCO Intl. (The Association of Public-Safety
Communications International (APCO) and the Public Safety Alliance (PSA) for this
opportunity to appear before you today regarding Proposed Resolution Number 870-A,
which calls for Congress to pass and President Obama to sign into law S§.911; Public
Safety Spectrum and Wireless Innovation Act of 2011.

APCO International is the world’s largest organization of public safety communications
professionals. It serves the needs of public safety communications practitioners
worldwide—and the welfare of the general public as a whole—by providing complete
expertise, professional development, technical assistance, advocacy and outreach to
nearly 16,000 members.

The Public Safety Alliance is a partnership with the nation's leading public safety
associations, which includes the Association of Public-Safety Communications Officials
(APCO) International, the International Association of Chiefs of Police, the International
Association of Fire Chiefs, the National Sheriffs® Association, the Major Cities Chiefs
Association, the Major County Sheriffs’ Association, the Metropolitan Fire Chiefs
Association, the National Emergency Management Association and the National
Association. of State EMS Officials. The purpose of the PSA is to ensure law
enforcement, fire and EMS agencies are able to use the most technologically advanced
communications capabilities that meets the difficult, life-threatening challenges they face
everyday as they protect America. The partnership is operated as a program of APCO
International.

As you may know, For over two years now, APCO International and the PSA have
worked together tirelessly to ensure that our nation’s first responders have the best and
most up-to-date tools available to them in the event of another natural or man-made



disaster. One of the biggest challenges to the public safety community is a lack of
adequate spectrum for first responders to communicate with one another across different
counties, states, jurisdictions for day-to-day operations as well as acute emergencies. We
believe that the passage of S.911, bipartisan legislation introduced by Senators Kay
Bailey Hutchison (R-TX) and John “Jay” Rockefeller, IV (D-WV), holds the key to the
safety of all first responders. Since introduction, the bill has garnered overwhelming
support in the United States Senate Commiittee of jurisdiction, the Senate Commerce,
Science and Transportation Committee, where Senators Rockefeller and Hutchison serve
respectively as Chairman and Ranking Member.

Indeed, in re-introducing legislation at the beginning of this 112" Congress on January
25" _ the same day that President Obama and his administration formally announced his
support for the allocation of D block to public safety as part of his State of the Union
address -- Chairman Rockefeller declared resolution of this issue as the committee’s top
legislative priority for this year. After working through various issues regarding how to
fund and oversee the Public Safety Broadband Data Network (PSBN), Rockefeller and
Hutchison developed S.911 as a compromise bill this past spring, where it since has been
favorably voted out of committee in June by a margin of 21-4. Among the agreements
included in 8.911 was dedication of a portion of spectrum auction revenue for deficit
reduction of up to $10 billion dollars, as well as providing and $11.75 billion dollars over
10 years for the PSBN. $.911 has awaited floor consideration by the entire US Senate
since that time. The sponsors and supporters had hoped for its passage into law before the
recent 10 Year Remembrance of the tragic events of 9/11, and continue to actively push
for its enactment this year. Indeed, Senate Majority Leader Harry Reid (D-NV), a co-
sponsor of Senator Rockefeller’s legislation in the closing days of the 111" Congress,
had included language from $.911 in his debt deal proposal in August, 2011, but the
House Republicans opposed its’ inclusion in the final bill.

Led by Senators Charles Schumer and Kirsten Gillibrand, as well as Congressman Peter
King (R-NY), as Chairman of the House Homeland Security Committee, the State and
City of New York’s congressional delegation has been among the strongest supporters
and advocates in the nation for legislation to finally adopt one of the last unmet
recommendations of the 9/11 Commission, that is, to provide public safety and our first
responders with additional spectrum to improve the communications and interoperability
of our country’s emergency communications for both day-to-day and in times of crisis.
Indeed, Congressman King sponsored the first piece of legislation to allocate additional
spectrum in response to the 9/11 Report as H.R.5081 in April, 2010 in the 11 1m
Congress. HR5081 acquired more than 80 bipartisan co-sponsors last year. Chairman
King and Ranking Member Bennie Thompson (D-MS) reintroduced legislation this year,
H.R.607; the Broadband for First Responders Act of 2011, which builds upon HR5081
with the addition of funding and governance language for the PSBN. H.R. 607 currently
has 46 co-sponsors and sits before the House committee of jurisdiction, the House Energy
and Commerce Committee, awaiting further consideration. Just this past week,
Congressman King joined with Representative Steve Rothman (D-NIJ) to introduce the 7
bill in the 112" Congress to allocate D block to public safety, provide $7-12 billion
dollars in funding derived from other spectrum auctions to finance the build out of the



PSBN, and to establish a governance structure to oversee the build out and sustainment of
the nationwide network. Let me specify here that none of these proposals would require
any new monies from our nation’s taxpayers. It is fully funded with revenue derived from
new “incentive” and other spectrum auctions that are widely supported by government,
industry and consumer groups to free up additional spectrum to meet the dramatic
increase in demand for commercial wireless broadband services throughout our country.

As the 9/11 Co-chairs recently testified to Congress regarding their 9/11 Report Card,
“Despite considerable progress since 9/11, some major 9/11 Commission
recommendations remain unfulfilled. These remaining recommendations require urgent
attention”, and chief among them “is the provision of additional spectrum for public
safety.” The 9/11 Commission co-chairs, former New Jersey Governor Thomas Kean (R-
NJ) and former Congressman Lee Hamilton (D-NY), have repeatedly testified before
Congress urging “immediate allocation of the D-block spectrum to public safety,” stating
“We must not approach these urgent matters at a leisurely pace. We don’t know when
the next attack or disaster will strike. Further delay is intolerable. We urge the Congress
to act.”

As well, our nation’s first Secretary of Homeland Security, former Governor and
Congressman Tom Ridge (R-PA), recently spoke at a U.S. Chamber of Commerce
Homeland Security event declaring that Congress’ inaction regarding D block is a
“bloody outrage,” stating that “Congress has failed first responders.”

Industry has also joined in calling for immediate allocation of D block. Leading
technology association, TechAmerica, which is composed of our nation’s premiere
technology corporations and start-up innovators, held a briefing of congressional staff last
week calling on Congress to allocate D block to spur the economy and create jobs.
Likewise, the Telecommunications Industry Association (TTA) released a study in late
August estimating that 100,000 jobs would be created with the build-out of the Public
Safety Broadband Network, and later this week, the 9-1-1 Industry Alliance (91A) is
expected to formally endorse legislation to allocate D block to public safety.

Couple this with the fact that all of our nation’s first responders and major national public
safety associations — including the International Association of Chiefs of Police (IACP),
International Association of Fire Chiefs (IAFC), National Sheriffs” Association (NSA),
National Emergency Management Associations (NEMA), National Association of State
EMS Officials (NASEMSO), Emergency Nurses Association (ENA), Fraternal Order of
Police (FOP), National Association of Police Organizations (NAPQ), National Troopers
Council (NTC), National Volunteer Fire Council (NVFC), Major City Chiefs Association
(MCCA), Major County Sheriffs’ Association (MCSA), National Criminal Justice
Association (NCJA), Metro Fire Chiefs Association (MFCA), National Association of
Attorneys Generals (NAAG), Police Executive Research Forum (PERF), National
Organization of Black Law Enforcement Executives (NOBLE), and countless others —
have all united in support of allocation of D block with funding of the PSBN.
Furthermore, all of the major national associations representing state and local
government officials have come out in support, including the National Governors



Association (NGA), the U.S. Conference of Mayors (USCM), the National League of
Cities (NLC), Council of State Governments (CSG,) the National Association of State
Chief Information Officers (NASCIO), the National Association of State
Telecommunications Directors (NASTD), the National Association of Counties (NACO),
the International City/County Managers Association (ICMA) and the National Council of
State Legislatures (NCSL).

At this time, I would like to submit into the record a comprehensive report that APCO
Intl. has painstakingly compiled in recent weeks documenting the large volume of
reports, studies, field tests, commentary, testimony and legal filings that have become
part of the legislative and regulatory record that, when combined, provide an
overwhelming and convincing argument why Congress must act now. This report
includes a section-by-section analysis of $.911 and the July, 2011 Congressional Budget
Office’s (CBO) analysis of the bill’s costs and other provisions. I want to highlight that
the CBO report finds that the network, once built out, would be self-sustained for its
continuing operation, so no further costs are anticipated for the nationwide network once
its completed.

At this point, you may be asking, who is opposed and why? And why hasn’t Congress
already enacted this legislation? The answer is simple, “some in Congress still believe
that we cannot afford the cost of allocating spectrum to public safety, or as they phrase it,
“give away spectrum to public safety” and are weary of directing significant funding to a
network right now because of the current economic and fiscal challenges we face
nationally and at the federal level. To this, the answer is just as simple, “We cannot
afford to wait anymore.” As Congressman Bennie Thompson stated at a hearing on this
matter some months ago, “It is no time for Congress to be a penny wise and a pound
foolish.” With sufficient spectrum allocation and funding, this spectrum and this network
will save our nation immeasurable real costs, as well as in lives saved, time and
efficiency, in the immediate-to-fong term future.

We know that it will cost no more to build out a 20 MHz network than a 10 MHz
network today, but it will cost more than twice as much to provide this additional
spectrum and network capacity later. The Federal Communications Commission (FCC)
has been clear in saying that public safety will need more than 10 MHz of spectrum. A
recent study by wireless expert Peter Rysavy and results of a comprehensive field test on
one of the first “waiver” deployments of a public safety broadband network in greater
San Francisco by public safety wireless specialist Andy Seybold back up this claim.
Together they show that 10 MHz of spectrum will not provide enough capacity today to
allow public safety to fully utilize existing broadband technologies such as streaming
video for effective, mission-critical response to the most common and far too routine
incidents, such as large fires and bank robberies.

Over the past two years, the record has become quite clear and convincing. Public safety
requires (1) this additional spectrum, the D block, (2) a new, independent national
governance structure with sufficient state and local government and public safety
representation, and (3) sufficient funding to finally realize a nationwide, mission-critical,



and interoperable public safety broadband network for two-way transmission of data,
text, video, pictures and other large quantities of information to prevent, mitigate and
respond to emergency incidents, both everyday and during major critical incidents,
including natural disasters and terrorists threats and attacks.

Therefore, the PSA and APCO International urge you and your colleagues in the
strongest possible terms to pass Resolution 870-A; and we call upon you to provide this
resolution as a model for your colleagues in cities, counties and states nationwide to
emulate in formally adopting and submitting similar resolutions to Congress in the
coming days and weeks.

Finally, we understand that the Joint Committee on Deficit Reduction, otherwise known
as the Super Committee, which Congress created as part of the recently passed Debt
Deal, is actively considering inclusion of spectrum auctions and related spectrum policy
within their mandated legislative process. We respectfully request that, upon enactment
of Resolution 870-A, these committees and the City of New York’s entire City Council
direct that a copy of the resolution be provided to every member of the Super Committee,
as well as the bipartisan House and Senate leadership that appointed them, along with the
bipartisan leadership of the House and Senate committees of jurisdiction. Please tell them
that they must finally consider and pass this long overdue legislation to keep America and
its first responders safe today, tomorrow and well into the future by providing them with
the 21* Century technology and communication tools to do their job.

Thank again for this opportunity to provide testimony on behalf of APCO International
and the Public Safety Alliance. I am happy to take any questions that the committees may
have at this time.
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I. EXECUTIVE SUMMARY

Congress, by its actions, has established spectrum policy as a significant national interest,
and that electromagnetic spectrum is a finite and increasingly scarce national resource.
They have mandated that the Federal Communications Commission (FCC) and the National
Telecommunications and Information Administration (NTIA) within the United States
Department of Commerce be vested with the authority and responsibility for the
management, oversight and enforcement of spectral policy.

Congress further empowered the FCC with the authority to manage, oversee and enforce
state and local government assignment and use of spectrum, as well as commercial
assignment and use, and has likewise empowered NTIA with those same authorities with
respect to the Federal government’s assignment and use of spectrum. Congress also
charged the FCC with management and oversight of spectrum auction activities.

Since its inception, the FCC has assigned state and local public safety entities with spectrum
as needed, and has consistently utilized a policy of interweaving public safety spectrum
with industry and other spectrum licensees in an effort to provide public safety with
associated economies of scale based on the landscape of traditional voice-centric, Land
Mobile Radio (LMR) technology. Therefore, spectrum assignments were traditionally
provided to public safety on an “as needed” basis in small slivers of spectrum from
throughout the entire spectrum map. The policy resulted in the current patchwork of
spectrum that public safety maintains, which has resulted in multiple disparate networks
only partially pieced together through expensive patching technologies. (see Appendix
titled APCO: Current Public Safety Spectrum Holdings Report for detailed breakdown of
public safety’s current spectrum assignments)

With the advent of more advanced emergency communications systems, including cellular
and wireless broadband technologies, the spectrum assignment policies of the past has put
the public’s safety, as well as the entire Nation at risk. Instead of utilizing multiple small
slivers of spectrum to communicate through a 6.25 KHz or 12.5 KHz Land Mobile Radio
(LMR) channel, current and emerging communications will utilize larger swaths of
spectrum, commonly referred to broadband. Additionally, the traditional separation
between Federal public safety, first responders and state-local public safety entities in a
21st Century post 9/11 world, have become dramatically less effective when coordinating
both a day-to-day emergency response and major events/incidents. This requires the work
of both the NTIA and FCC to significantly strengthen their cooperation, spectrum
management oversight and policy development and implementation.

In the wake of the Oklahoma City bombing in 1995 - which at the time was the biggest
terror attack ever struck on US soil - all of the major national public safety and government
associations (referred to as the Big 7) came together with one voice to petition Congress,
the Administration and the Nation to allocate 24 MHz of additional spectrum to alleviate
the over congestion of then-current traditional, voice-centric LMR systems throughout the
nation, and to allow for increased interoperability with new and existing LMR systems.
Congress approved the assignment of the 24 MHz in 1997, and it was allocated to public
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safety from spectrum freed up by broadcasters’ analog to digital transition. It was not until
June, 2009 -- 12 years later -- that public safety finally obtained full access to utilize this
spectrum.

In the intervening years, the attacks of 9/11, Hurricane Katrina, the Columbine school
shootings and many other incidents further illustrated the need for additional spectrum,
beyond the 24 MHz, to allow public safety and first responders to develop and deploy
broadband networks for data and video usage. Meanwhile, the FCC had established a
spectrum policy that designated 10 MHz of the 24 MHz provided to state and local public
safety for development of a public safety broadband network (assigned to the current
Public Safety Broadband Licensee, which is the Public Safety Spectrum Trust). This public
safety broadband network was to be coupled with 10 MHz of adjacent spectrum
(commonly referred to as the D Block) that would be auctioned with public safety
encumbrances, including ruthless preemption, to a commercial provider to establish 20
MHz capacity for public safety through a public-private partnership. The subsequent
auction of the D block was scheduled for early 2008 as part of the overall auction of the 700
MHz band. By all accounts the auction of the 700 MHz band was a success and derived $19
billion in revenue for the United States Treasury, even as the Congressional Budget Office’s
analysis projected a revenue of $12 billion dollars. This estimate of $12 billion included the
auction of the D block, which in reality failed to receive a minimum bid and was never
auctioned.

Once again in 2009, all major state and local public safety, first responder and Big 7
national associations came together with industry and other supporters in the wake of the
failed auction of the D block to unify on a single effort to petition Congress and the
Administration to allocate the D block to public safety. The overall goal of the coalition is to
allocate the D block to public safety, provide sufficient funding derived from the auction of
other spectrum, and the creation of an independent, nationwide governance structure with
sufficient state and local government and public safety representation to allow for a Public
Safety Broadband Network, consistent with the vision of a public-private partnership.

Many leaders in Washington, as well as those in industry, academia, the public and non-
profit sectors, have come to support and champion public safety’s top legislative priority in
the current and previous Congress. Indeed, after a comprehensive, government-wide
analysis of the issue, President Obama and his Administration formally added their support
in January 2011 as part of the President’s State of Union (SOTU) address, as well as
Secretary Napolitano’s State of Homeland Security Union and the President’s Fiscal Year
2012 Budget submission to Congress.

The first piece of bipartisan legislation, introduced in April 2010 during the 111th Congress
by Congressman Peter King (R-NY) was H.R.5081; Broadband for First Responders Act of
2010, which focused primarily on allocation of the D block to public safety. HR5081
garnered 81 co-sponsors in less than eight months, roughly evenly divided among House
Republicans and Democrats. Additionally, Senators Lieberman (I-CT) and McCain (R-AZ)
introduced legislation, 8. 3625; First Responders Protection Act of 2010, which provided
D block allocation, $11 billion in funding derived from other spectrum auction revenues for
build-out of the Public Safety Broadband Network, and an expanded representation on the
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current PSBL. The final piece of legislation introduced in the last Congress was offered by
Senate Commerce, Science and Transportation Committee Chairman John “Jay” Rockefeller,
IV, as $.3756; Public Safety Spectrum and Wireless Innovation Act of 2010, which
allocated D block to public safety and provided $11 billion in funding derived from
“incentive” and other auction revenues.

Chairman Rockefeller reintroduced his legislation in January 2011 as S$.28; Public Safety
Spectrum and Wireless Innovation Act of 2011 and declared public safety spectrum and
the PSBN as his committee’s highest priority in the new 112th Congress. In June 2011, the
Senate Commerce Committee favorably reported out a bipartisan bill developed by
Chairman Rockefeller and Ranking Member Kay Bailey Hutchison, $.911; Public Safety
Spectrum and Wireless Innovation Act of 2011, by a vote of 21-4. S.911 allocates D block
to public safety, provides $11.75 billion in funding for the PSBN derived from “incentive”
and other spectrum auctions, and creates the Public safety Broadband Corporation as an
independent non-profit governance entity, as the new PSBL, to oversee the management
and implementation of the PSBN. The bill is also designed to provide $10 billion from the
aforementioned spectrum auctions to battle deficit reduction. The Congressional Budget
Office’s (CBO) July report estimated that the bill’s auctions would derive $24.5 billion in
revenue providing only $6.5 billion in deficit reduction, or $3.5 billion less than the bill
sponsors had estimated. Chairman Lieberman and McCain reintroduced their own bill,
S.1040; Broadband for First Responders Act of 2011, in May, 2011, which again allocates
D block to public safety, provides $11 billion in funding derived from other spectrum
auctions revenue, and expands representation within the current PSBL.

Meanwhile, House Homeland Security Chairman Peter King introduced new legislation,
H.R.607; Broadband for First Responders Act of 2011, along with Ranking Member
Bennie Thompson (D-MS), which allocates D block to public safety and provides $11 billion
in funding derived from other spectrum auction revenue. HR607 currently has garnered
46 bipartisan co-sponsors, and awaits action by the House Energy and Commerce
Committee, which is the committee with jurisdiction of spectrum policy in the House.

After holding four hearings since April 2011 on spectrum policy and the public safety
broadband network, the House Energy and Commerce Committee recently circulated
competing Majority and Democratic Staff Discussion Drafts that disagree on whether to
auction or allocate D block, on how much funding to provide, where the revenue is
acquired, and how the PBSN should be governed. The Democratic Discussion Draft is very
similar to S.911, which is overwhelmingly supported by public safety as well as state and
local governments. We have asked that the House Energy and Commerce Committee take
up and vote on legislation immediately in an effort to move it through the legislative
process.

Shortly before the August break, Senate Majority Leader Harry Reid (D-NV) proposed an
amendment to the Budget Deal that included language largely taken from S.911, which
would have allocated D block to public safety, provided $7 billion for build out of the PSBN
as derived from “incentive” and other auctions, while establishing the PSBC and providing
$13 billion for deficit reduction. The final agreement did not include the Reid Amendment,
but the issue of spectrum policy and the public safety broadband spectrum needs is
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reportedly under consideration as part of the Joint Select Committee on Deficit Reduction,
dubbed the Debt “Super Committee.” The Super Committee held its first official meeting on
September 8th.

As a solemn reminder to the tragic events of September 11th, a 9/11 Report Card was
issued by the Bipartisan Policy Center, and the National Security Preparedness Group Co-
Chairs, former Governor Thomas Kean (R-NJ]) and former Congressman Lee Hamilton (D-
NY), who also chaired the 9/11 Commission. The men urged Congress, once again, to
“immediately” allocate the D block spectrum to public safety to finally realize one of the last
unmet recommendations of the 9/11 Commission to build a nationwide, interoperable, and
mission-critical public safety broadband network before another strike or major disaster
happens.

II.

WHY THE D BLOCK

Excerpt: Public Safety Alliance, “America’s First Responders Need Your Help!” July
2011

Public safety is currently the license holder of 10 MHz of broadband-ready spectrum in
the 700 MHz band. As the only remaining portion of unlicensed 700 MHz spectrum on
a nationwide basis, public safety must be allocated the D Block, which is directly
adjacent to the public safety spectrum, in order to build out a 20 MHz broadband
network. From a fiscal standpoint, allocating the D Block to public safety would be the
most financially and nationally responsible use of the spectrum, as the build-out of a
20 MHz network split between two separate bands would cost taxpayers billions more
than simply building one 20 MHz network on a single spectral band. Allocating the D
Block to public safety will allow for a nationwide interoperable broadband network on
a contiguous 20 MHz spectrum swath.

The D Block is the only spectrum capable of accommodating public safety’s needs, due
to the unique propagation characteristics of 700 MHz spectrum. The combined 20 MHz
of spectrum would provide the framework for an ideal broadband network for first
responders because it would provide enough capacity necessary to transmit mission
critical real-time high resolution video, voice and data with the in-building
penetration required by police, EMS and fire services when responding to emergencies.
The robust network would be strong and efficient enough to provide mission critical-
grade communication in the case of a natural disaster, terrorist attack or other
emergency.

20 MHz Spectrum Block for
Public Safety Broadband
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Spectrum Currently Allocated to
Public Safety for LTE Broadband

Spectrum PSA Requests to be Assigned by
Congress to Public Safety for LTE Broadband
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III. WHY BROADBAND

TODAY’S APPLICATIONS

Excerpt: Dr. Alan R. Shark, D. (2010). 700 MHz “D” Block Public Safety Application
Needs Assessment. White Paper, Public Technology Institute.

How the 700 MHz D Block is ultimately allocated to public safety is critical to the
deployment of a new and dynamic plethora of advanced high-tech public-safety
applications. The 700 MHz band is exceptionally well suited for the new and
demanding requirements of a new generation of video/data/voice devices.

The evolution of wireless communications continues at a rapid pace. In mid-2007 the
iPhone was first launched - and lost in all the fanfare was that this phone was
produced by a computer manufacturer and not a cell phone manufacturer. This device
would change everything for consumers as every other manufacturer attempted to
match or beat the iPhone. Today there are over 100,000 applications available, and
there is no question that these devices have quietly morphed into powerful handheld
computers that just happen to offer a decent phone as an "app."

The following applications are either being deployed piecemeal or are being planned
for the near future. Because public safety agencies lack a common spectrum for the
newer technologies, the cost of equipment is far greater than it would be if the
applications highlighted below were located in a single 20 MHz spectrum block, with
appropriate rules and standards.

* Most local enforcement agencies have mobile crime units of some kind; some
in the form of buses, or vans. For mobile command applications to take better
advantage of the latest technologies and communications systems, they will
require greater bandwidth and spectrum to better integrate high-speed, high-
definition video, data, and voice communications. Typically, the equipment used
includes mobile, fingerprint reading and analysis, video crime scene analysis,
and blood sample analysis, as well as perimeter protection and monitoring, and
scene ID authentication.

* When natural disasters, major structural fires, hazmat incidents, hostage
situations, or terrorism incidents strike, a mobile command center is required
to coordinate and establish a mobile command system. The command center
serves as the central hub for receiving and analyzing various voice
communication paths, data monitoring and analysis, bio-monitoring, 3D
building schematics and diagrams, GIS mapping, individual first-responder
tracking, vehicle assets placement and tracking (AVL), incident ID
authentication.

* Automated license plate reader technology allows public safety officers to
passively or actively scan vehicle license plates, either moving or parked. Data
is retrieved from a specialized video camera and automatically sent to a
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database for immediate response. Such devices are particularly helpful with
event management, "amber” or "silver” alerts, and seeking out individuals of
interest.

Mobile ticket writer systems allow for near-instant license look-up with full
driver picture display, along with address, driving record, and any outstanding
warrants. This type of system has been proven to dramatically increase
productivity in ticket writing and leads to greater law enforcement personnel
protection. Moreover, mobile ticket writing systems help ensure officer safety,
as he or she would know instantaneously whether the subject is more than
merely a traffic violator.

Streaming video from mobile devices require a huge amount of bandwidth -
especially if offered as high-definition broadcast. Streaming video is required
for mobile incident feeds and supplies critical visual information to various
agencies and sites for improved coordination and multi-agency engagement.
Leading city, county, and state agencies are increasingly relying on accessing
geospatial information databases where building schematics, wiring,
ventilation systems, street conduits, underground structures, pipelines,
subways, and other critical infrastructures are displayed. Mashed-up data is
considered essential in being able to quickly respond to incidents and crises
requiring immediate analysis and response.

Mobile Video surveillance offers public safety officials the ability to connect
responding units within minutes and receive immediate feeds. The latest mobile
video technology provides for extreme lowlight capture plus high-definition
resolution. These must-have units also come with a large requirement for
intensive bandwidth.

Cities and counties are looking to purchase multi-mode biometrics
monitoring devices that are either fixed or mobile. Fixed units are designed to
be deployed in or around major transportation hubs as well as in high-risk
government buildings and structures, and landmarks. Mobile units are
designed to be deployed at planned incidents such as parades, festivals, etc, and
to warn of potential threat. Mobile units may also be deployed when an
incident may be about to occur or has already occurred, and precise
measurements are needed to ascertain site safety for first responders and the
general public.

New technology provides fire electronic command boards at the site where
they are most needed and shared simultaneously with other command centers.
A mobile command center is required to coordinate and establish a mobile
command system when natural disasters, major structural fires, hazmat
incidents, or terrorism incidents strike. The command board serves as the
central hub for receiving and analyzing various voice communication paths,
data monitoring and analysis, bio-monitoring, 3D building schematics and
diagrams, GIS mapping, individual first-responder tracking, vehicle assets
placement and tracking (AVL), and incident ID authentication.

Cities and counties have turned to Automatic Vehicle Location (AVL) and
telemetry systems to better coordinate their dispatch of first responder units
through improved tracking and system status management. ALS units can also
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broadcast key vital signs to medical experts in other locations, helping to better
ensure life-saving care. With patient telemetry hospitals can be better prepared
to offer life-saving measures before the patient arrives.

* With a growing population it is more important than ever before to deploy
technologies that can utilize facial recognition to seek out persons of interest,
or to simply permit passage of authorized first responders to an incident or
crime scene. Video analytics scans for visual anomalies, thus helping to track,
guard, and monitor buildings, sites and events for suspicious behavior.

* Ideally, the benefits are obvious if every public safety vehicle has the capacity to
view floor plans and have access to records, photos, and other 3D
graphical displays. Each vehicle would be required to have a more powerful
data terminal and screen capable of viewing high-definition video and audio.
The irony here is that many believe the general public will have access to
similar features with the next generation of broadband devices - slowed only by
network capability and non-public-safety-grade equipment devices.

* Telemedicine allows emergency and trauma physicians to triage cases
remotely, even while patients are in transit. The ability to transmit video and
images of the patient in transit can save big dollars considering that each Level
1 trauma activation involves 18 to 20 people and costs the hospital $5,000. If a
single physician or nurse triages the case by video, the system can prevent
unnecessary trauma calls. (Hospitals and Health Networks (H&HN), 2009)

* Bomb disposal units are increasingly relying on robots to take over the
dangerous task of finding and defusing bombs. But robots are also taking on
other hazardous duties, and their capabilities are evolving rapidly.

* In recent years, the emphasis on measures to combat terrorism has led to the
development of technologies to detect nuclear, chemical and biological
threats. Sensor capable of identifying nuclear, chemical and biological threats
and alerting authorities can potentially reduce the risk from future terrorist
actions.

FUTURE MISSION CRITICAL VOICE COMMUNICATIONS

Excerpt: Seybold, A. M. (2011, June 19). LTE Support for Mission Critical Voice for
Public

Mission critical voice communication reflects the harsh realities on the emergency
management scene: when every other commercial system is down, you expect mission
critical voice to be there. The exacting standards for mission critical networks and
devices disqualify many nascent technologies and devices in favor of proven, reliable
standards. In a mission critical environment, all aspects of a device or technology must
achieve interoperability, reliability, coverage, capacity, control and instant, real-time
communications.

If LTE broadband can meet both the voice and the data requirements of the first
responder community, a single device could be deployed that would provide not only
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data/video interoperability, but voice interoperability as well. This would be an ideal
situation and one that is worth pursing. However, existing narrowband spectrum
should not be reallocated for other uses until such time as LTE broadband can and
does meet all of the requirements for Public Safety mission critical voice as well as
data and video services.

LTE or fourth-generation (4G) wireless broadband was designed and implemented
primarily as a data over broadband technology. Voice in the form of Voice over IP,
which is being designed to implement voice calls in the traditional cellular fashion of
dialing a number and completing the call using the LTE network as transport, is being
developed. The issue is whether LTE can and will support other types of voice services,
specifically Push-To-Talk (PTT) voice and most importantly, PTT off-network [point-
to-point], when units are out of coverage of the network or when they need short-
range communications in buildings and in other areas where the network does not
provide coverage.

The standards for LTE are largely controlled by the 3GPP, an organization made up of
hundreds of commercial members including chipset companies, infrastructure
vendors, network operators, handset companies, software developers, and others. In
order to add mission critical voice requirements to the LTE standard, the Public Safety
community must petition the 3GPP for its inclusion AND there must be a number of
other members of 3GPP that concur. Once (if) this happens, the amendment to the
standard is assigned to a future release of LTE and when that release is being worked
on, the amendment will be considered.

In order for the amendment to the standard to be considered, all of the requirements
must be defined and support must be garnered from members of the 3GPP. At present,
there is no incentive for network operators that largely drive the direction of 3GPP, to
embrace mission critical voice, especially the part of mission critical voice that is of
paramount importance to Public Safety: The ability to communicate between devices
without having to make use of a network. Commercial network operators are not
inclined to agree to this type of voice communications because they won’t have control
of their customers and the minutes of use cannot be billed to the customer.

Therefore, Public Safety will have a difficult time convincing the 3GPP to address the
issue of mission critical voice. If a non-standard workaround can be and is developed,
it would mean that the devices used by Public Safety would not be nearly as standard
as the devices being envisioned today for data and video, thus the cost of these devices
would be considerably higher.

However, voice over LTE will happen. It might take longer than many people believe,
and it will certainly be implemented in stages. The first voice over LTE smartphones
will be available on commercial networks by the end of this year, and the first PTT LTE
devices will be tested. Initially, neither of these voice services will meet all of the voice
requirements of the Public Safety community. The first PTT service will probably be
PTT over LTE for non-mission critical voice communications that will be bridged to
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existing narrowband P25 voice systems in order to provide for interoperability
between narrowband voice and LTE PTT services.

For those trying to plan upgrades to or expansion of their existing narrowband voice
networks, it is possible that voice over LTE, both on and off-network, will eventually be
developed to provide all of the voice requirements for mission critical on and off-
network services. If there is funding for research and development available from
the federal government, the time frame will most likely be shortened. In either case,
it will take time to first build out the nationwide broadband network, then it will take
time for Public Safety to learn how to incorporate data and video into their everyday
incidents and then how to integrate voice over LTE into their systems over time.

Excerpt: National Public Safety Telecommunications Council Broadband Working
Group. (2011). Mission Critical Voice Communications Requirements for Public Safety.
White Paper.

LTE will be able to provide some of the voice capabilities needed by the Public Safety
community. The questions remaining are how long will it take to implement the rest of
these requirements, how much will it cost, and whether it is better in the near future to
integrate voice and data services in the back-end network but not necessarily over the
airlink. There is a lot of work to be done to transition from traditional narrowband
voice to voice over LTE, and at this point no one knows how long it will take or even if
all of Public Safety’s requirements can be fully met on a broadband network.

The key elements for the definition of Mission Critical voice include the following:

* Direct or Talk Around: This mode of communications provides public safety
with the ability to communicate unit-to-unit when out of range of a wireless
network OR when working in a confined area where direct unit-to-unit
communications is required.

* Push-to-Talk (PTT): This is the standard form of public safety voice
communications today - the speaker pushes a button on the radio and
transmits the voice message to other units. When they are done speaking they
release the Push-to-Talk switch and return to the listen mode of operation.

* Full Duplex Voice Systems: This part of the definition describes the use of
Public Safety devices. This form of voice communications mimics that in use
today on cellular or commercial wireless networks where the networks are
interconnected to the Public Switched Telephone Network (PSTN)

* Group Call: This method of voice communications provides communications
from one-to-many members of a group and is of vital importance to the Public
Safety community

* Talker Identification: This provides the ability for a user to identify who is
speaking at any given time and could be equated to caller ID available on most
commercial cellular systems today.
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* Emergency Alerting: This indicates that a user has encountered a life
threatening condition and requires access to the system immediately and is,
therefore, given the highest level or priority.

* Audio Quality: A vital ingredient to Mission Critical Voice. The listener MUST
be able to understand without repetition, and can identify the speaker, can
detect stress in a speaker’s voice, and be able to hear background sounds as
well without interfering with the prime voice communications.

Each of these components, which make up the requirements for Mission Critical Voice,
are essential. In order to be able to provide Mission Critical Voice over any type of
network the definition for each of these elements must be fully understood. It is,
however, important to understand that for a network to fully support Public Safety
Mission Critical Voice Communications each and every one of these elements must
address part of the overall voice communications services supported by the network.

SPECTRUM & CAPACITY

Excerpt: Rysavy, Peter. "Public Safety Spectrum.” July 2011.

The amount of capacity in wireless networks depends on a variety of factors, but in
general, mobile-broadband networks have significantly lower capacity than fixed-
broadband networks. Capacity can be calculated by assessing the spectral efficiency of
different wireless technologies, a value that is represented in bits per second per Hertz
of spectrum (bps/Hz). While new technologies such as LTE are spectrally more
efficient than prior technologies, all wireless technologies are reaching what is called
the Shannon bound, a law that dictates the maximum spectral efficiency that a
technology can achieve relative to noise. By knowing the radio channel size and the
spectral efficiency of the wireless technology, one can estimate the aggregate capacity
of a cell site. LTE in its initial deployments has a spectral efficiency value for the
downlink of about 1.5 bps/Hz per sector. For the uplink, it is .65 bps/Hz.

Given the application requirements discussed in the next section, these capacity values,
even for 20 MHz are quite finite. The capacity in 10 MHz, as is made clear below, is
simply too limiting to provide a broadband network that can accommodate the needs
of first responders.

There are multiple factors that are fueling growth in data usage including:

* Faster networks. The faster that data can be exchanged, the more likely it is
that applications will take advantage of the speeds, especially since faster
speeds can mean less waiting time for workers.

* More network-enabled devices. New device categories such as tablets and
netbooks are expanding overall data consumption, especially because of the
delivery of highquality video. Just as consumers and enterprises are adopting
these new device categories, so will first responders.
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* Increasing computing speeds. The faster the platform can compute, the more
data an application can process in real time.

* Higher screen resolution. Greater screen resolution corresponds to higher
resolution video options for users.

* Embedded modems. An increasing number of laptops and tablets come with
embedded 4G modems, facilitating the use of mobile broadband service.

The question is how much bandwidth do applications actually need.

* Voice over IP - 10 thousand bits per second (kbps) to 20 kbps (both
downlink and uplink directions.)

* General-purpose audio to record all sounds - About 100 kbps.

* Video - Ranges from 200 kbps on a small-screen device like a phone, to 1
million bits per second (Mbps) for medium resolution on a laptop, to 5 Mbps for
high definition.

* Web browsing - Usually requires about 1 Mbps or higher to provide good
response time.

By comparing these throughput requirements against the capacities listed in the
previous section, one can see that just a handful of first responders could easily
consume the capacity of a 10 MHz LTE network. LTE in 10 MHz has a downlink
capacity of 7.5 Mbps. Thus, 8 downlink streams at 1 Mbps each would consume the
capacity of the cell sector. On the uplink capacity is even more constrained at 3.25
Mbps where just 4 uplink streams would consume capacity. For example, these streams
could be video from patrol cars at a crime scene.

Public-safety applications will increasingly demand higher bandwidth. The same
innovation shown in commercial broadband will extend to public- safety broadband.
In the February 2011 report “Cisco Visual Networking Index: Global Mobile Data
Traffic Forecast Update, 2010-2015,” Cisco predicts a 92% compound annual growth
rate in mobile traffic. There is no reason that such trends do not also apply to Public
Safety. Examples of public- safety applications include:

* Wireless video surveillance.

* Aerial video from a helicopter over a scene fed to personnel below.

* Video- based training to remote emergency workers.

* Real-time license plate recognition.

* Testimony based on video transmitted from an emergency- services vehicle or
command post.

* Sending and receiving high - resolution pictures.

* In-field biometrics (such as iris and fingerprint identification).

* Automated vehicle location and navigation.

* Medical applications such as telemedicine, patient records, and high - resolution
video to enable medical services performed at a scene of an accident.
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It is important to note that another aspect of some public-safety applications is that
they demand bandwidth continuously. For example, a patrol car in an emergency
situation may need to transmit a constant video stream.

PRIORITY vs. PREEMPTION

Excerpt: Rysavy, Peter. "Public Safety Spectrum.” July 2011.

There are arguments for alternative approaches to dedicating spectrum for Public
Safety, such as sharing commercially-allocated spectrum between first responders and
commercial operators, with the commercial operator serving as the primary user or
licensee. This is a bad idea for a multitude of reasons.

The first reason is that the needs of commercial customers and Public Safety are
inherently different. Commercial networks are developed in a highly competitive
environment where operators invest in a way to provide services at the lowest possible
cost to customers. These low costs are a major factor in what is driving the broadband
market. First responders, however, need hardened networks that are extremely
reliable. This hardening includes items such as long term backup power, redundant
backhaul, diversified routing, and explosion proof sheltering, thus significantly
increasing the cost of the network, and likely not making it viable from a competitive
aspect for the private sector.

Sharing of spectrum also assumes that public-safety applications will obtain the
bandwidth they need when they need it from the commercial entity. This assumption,
however, is fraught with risk for the following reasons:

* Policies implemented by commercial operators may not sufficiently address
public safety needs. Policies, such as reserving certain amounts of bandwidth
for commercial customers, may result in insufficient capacity for public-safety
applications in emergency situations.

* Prioritization schemes may not work correctly. In an emergency situation
where there is massive demand on the network from both constituencies, it is
possible that prioritization schemes will not work as planned simply because
they may never have been tested under such extreme conditions.

» Users may defeat prioritization schemes. It is already common for users to hack
their devices, especially smart phones, to access services not in their current
service plans. These modifications could defeat the prioritization schemes at
exactly the time they are most needed.

Nevertheless, if Public Safety has control of the spectrum and they wish to lease part of
their network capacity to other entities, this can be feasible and even desirable for
defraying costs, so long as Public Safety can specify the terms of such arrangements,
can implement the appropriate preemption capabilities, and so long as the underlying
network is built to address the specific requirements of Public Safety.
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Excerpt: Seybold, A. M. (2011, September 1). Cell Phones and Nature. Retrieved
September 13, 2011, from AndeySeybold: http://andrewseybold.com/2617-cell-
phones-and-nature

The East Coast has suffered a double whammy as we all know. First was the 5.8
earthquake followed by Hurricane Irene, which was not as bad as was feared but still
bad enough that the damage will take a long time to repair. Both of these events
caused problems for the commercial wireless networks but in very different ways,
pointing out the major differences between network overload and cell site failures.

In both of these cases there were network issues. During the earthquake the problem
was simple: The networks stayed up but they were overloaded and could not process
all of the requests for service. This is the same scenario that has been experienced with
landline phones for years. Remember how difficult it used to be to get a dial tone on
Mother’s Day? Perhaps you remember when after an earthquake in California or
during the wildland fires you could not get a call through to your relatives using the
wired network?

While the cause of wired and wireless phone system overloads are different, the results
are the same. The network is up and running but the number of people trying to make
calls simply overwhelms the network. In the case of wired phones, the reason is that
after your dedicated line reaches the nearest central office your call is joined with all
of the other calls on a cable or microwave link. This link transfers the requests and the
calls overloaded the link since all of these systems are built on the premise that not all
phone users will want to make a phone call at exactly the same time. Therefore, the
wired phone systems were designed to handle a normal, expected traffic load with
extra capacity for peak call periods, but they were not designed for times when
demand is unusually high. The lines and switches were jammed and people could not
get dial tone and had to wait until the demand subsided.

For the sake of simplicity, let’s assume that within each sector the maximum number of
voice calls that can be handled is 100. A sector’s normal traffic load might be thirty
calls at the same time, peaking at sixty calls in a single cell sector during busy periods.
Good cellular design dictates that reserve capacity be built into each cell sector so that
others entering that sector from another have capacity on the new sector and are not
disconnected as they move from sector to sector.

The sector becomes overloaded when demand for service exceeds the maximum
number of calls that can be processed in that sector, in this case 100, so if there are
120 people within the sector some will not have network access. The way you gain
access to the network is that your device (or the network in the case of an incoming
call) sends a request on what is typically called the signally channel. This channel is
not only used to request a call but also for the network to track the location of the
device so it can be found during an inbound call as well as to facilitate the hand-off to
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the next sector when the phone is moving. In some networks this signaling channel is
also used for SMS traffic, which uses some of the capacity of the signaling channel.

If there are too many devices trying to access the network within a cell sector, the
signaling channel becomes overloaded and some customers’ requests will not even
reach the network (this is one reason priority access for public safety is not a viable
option). So there are two issues, the total number of calls a sector is capable of
handling, and the amount of traffic on the signaling channel. Even if more spectrum is
allocated to a cell sector, while the number of calls that can be handled by that sector
increases, there is still a finite number the sector is capable of processing and
completing.

On the data side, even fewer data sessions per sector are normally supported. In
normal usage, data bursts to and from the device will permit more customers to make
use of the broadband data side of the system. However, if a number of customers are
streaming video up or down, the total number of broadband data users is diminished
greatly. Even in normal times we have seen the results of cell site sector overloading.
AT&T had this type of problem as the iPhone took off a few years ago and many of its
customers started using a lot of data services. It is possible that one sector or multiple
cell sites are completely overloaded due to demand but calls can still be made and
received a few miles away where the demand is less.

What happened during the earthquake was that everyone reached for their phones at
once. The networks worked perfectly during the aftermath of the quake but they were
simply overloaded on both the voice and the data side. Calls could not be made or
received, calls were dropped, video taken of damage could not be sent, and SMS
messages did not get through. No matter how much spectrum we have or how robust
the commercial operators build these networks, we will have network overloading
during major events.

This is not a new problem. You might recall that during the Oklahoma bombing the
radio and TV stations were telling people within the affected areas not to use their
phones so the commercial systems could be used to augment the public safety
channels. During the earthquake, I am not aware of a single cell site failure so the
bottom line is that in this instance, the problems experienced were network
overloading and this will never be solved no matter how much spectrum we throw at it
and no matter how many more cell sites are built. It is not possible for anyone to build
a commercial wired or wireless network that will not reach saturation at some point,
due to some type of major incident. The same is true, by the way, with the Internet for
all of you who plan to rely on it and store all of your data in the cloud.

One advantage to the commercial wireless networks is that the network operators can
do some on-the-fly network management. Especially the newer 3G and 4G networks
have tools built in that enable pro-active traffic management by changing antenna
patterns to shrink the radius of a cell site, to overlap cell sectors in a given area, and to
try to balance the load. However, even with all of this new technology there comes a
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IV.

point where a cell sector, and possibly many cell sectors, will be overloaded and this
will happen over and over again. It is more severe during an event such as an
earthquake because once the event is over, everyone reaches for their phones at once.
During a longer incident, say a hurricane, the traffic does not usually peak as quickly
and therefore the networks are generally able to handle the additional traffic.

Two different acts of nature caused incidents resulting in two different types of
commercial network issues. During the earthquake, the networks stayed up but were
overcrowded, a situation that will be repeated regardless of what we do, and the
hurricane saw more spot outages due to power and communications links problems. In
both cases these types of problems cannot be fixed by an FCC inquiry or a change in the
rules, they will continue to happen. There is no such thing as a network that can
withstand overcrowding or wind and flooding.

MIGRATION OF LMR TO BROADBAND

Summary: Sen Hutchison, K. B, & Sen Rockefeller, J. D. (2011). S. 911: The Public Safety
Spectrum and Wireless Innovation Act of 2011. United States Senate, U.S. Senate
Committee on Commerce, Science, and Transportation.

S. 911 requires the Commission to conduct a study and submit a report to the
appropriate committees of Congress and to the Corporation on the spectrum used by
public safety licensees or for public safety services pursuant to section 337(f) of the
Communications Act of 1934 (47 U.S.C. 337). The report shall inventory the spectrum
assigned to public safety use; and include the amount of spectrum allocated to public
safety use; the number of licensees and amount of spectrum assigned to each licensee;
a general description of technologies and systems in each band; an approximation of
network coverage, as appropriate, of major systems (such as an estimation of land
mobile radio coverage by population) in major metropolitan areas; and an
approximate number of users of major systems, such as the number of first responders
using land mobile radio, in major metro areas; assess if spectrum is adequate to meet
the current and future needs for public safety services; and assess the opportunity for
return of any additional spectrum to the Commission for reallocation.

HOW MUCH WILL IT COST

Excerpt: Public Safety Alliance, “America’s First Responders Need Your Help!” July
2011

The Federal Communications Commission’s (FCC) National Broadband Plan states
that the build-out of a 10-MHz broadband network will cost between $12 and $16
billion over the next ten years. The cost of building a 20-MHz network is the same as
building a 10 MHz system, and could actually cost less. The FCC’s plan requires the
federal government to pay for the build-out.
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However, if public safety were able to leverage the excess network capacity, and utilize
existing public safety infrastructure when building out the network while securing
partnerships with private industry partners, the actual cost to local, state, tribal and
federal governments would be considerably less. A combination of leasing excess
capacity, prioritized federal grant programs and revenue from other auctioned
spectrum would help build and sustain the nationwide interoperable public safety
broadband network, while creating a budget neutral funding model.

The recently released Congressional Budget Office (CBO) report on the estimated costs
and revenues for S. 911 will provide more than $6.5 billion for deficit reduction. The
CBO’s estimated costs and revenues for S. 911 indicate that the FCC’s auction of
spectrum would generate $24.5 billion in auction revenues which would fully fund the
$11.75 billion broadband network for first responders.

The CBO'’s analysis of S.911 reflects the sentiments of Senators Rockefeller, Hutchison,
Schumer and others that this bill will help save lives, lower the national deficit and
implement a final outstanding recommendation of the 9/11 Commission, without
costing the American taxpayer.

Excerpt: Gramp, K., Willie, S., Pickford, M., Stocking, A., & Webre, P. (July 2011). COST
ESTIMATE: S. 911 Public Safety Spectrum and Wireless Innovation Act. Congressional
Budget Office.

S. 911: The Public Safety Spectrum and Wireless Innovation Act of 2011 would
establish a new entity, the Public Safety Broadband Corporation, to build, operate, and
maintain a broadband network for public safety agencies that would be available
across the country on a specific spectrum band. The bill would grant a license to the
corporation to use 22 MHz spectrum nationwide: the 10 MHz “D block” spectrum
(discussed above) and 12 MHz that has been allocated for public safety purposes under
current law. The license would have an initial term of 10 years and would be
renewable for additional 10-year terms if the FCC determines that the corporation has
met the requirements set out in S. 911.

The bill would appropriate $11.75 billion to the corporation from spectrum auction
receipts to build a nationwide network of wireless broadband. The corporation also
would be authorized to borrow funds from the public and incur other forms of
indebtedness. It would be given temporary authority to borrow funds from the
Treasury through the NTIA for amounts necessary to carry out its responsibilities; this
borrowing authority would terminate once certain auctions have begun. CBO expects
that the corporation would borrow amounts sufficient to allow the network to be
developed and operated, independent of the timing of the auctions under the bill.

S. 911 also would authorize the corporation to assess and collect several different fees

in amounts sufficient to cover, but not exceed, its annual operating expenses.
Specifically, the corporation would be authorized to assess:
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* A subscription fee from each entity using the public safety network;

* Fees from commercial services that choose to lease the network’s capacity on a
secondary basis; and

* Fees from entities that access equipment or infrastructure built and
maintained by the corporation.

CBO estimates that establishing the corporation would increase direct spending by
$12.5 billion over the 2012-2021 period. This amount includes amounts appropriated
to the corporation by S. 911 for capital expenditures and net operating losses that CBO
anticipates would be generated in the first few years of the corporation’s operations.

CAPITAL EXPENDITURES TO BUILD OUT THE NETWORK

CBO estimates that the corporation would spend $11.5 billion over the 2012-2021
period to build a nationwide wireless broadband network.

Based on information from the FCC and industry experts, CBO estimates that the
corporation would develop a network of about 45,000 sites to serve 95 percent of the
Cost of Build Out population by 2018 at an average cost of about $170,000 per site.
That estimate is higher than the costs typically incurred by private firms because of
the added reliability and security needed for public safety systems and the cost of
independent capabilities specified in the bill. CBO estimates that meeting the goal of
nationwide coverage would require several thousand additional sites to be built in
rural areas at roughly double that unit cost. Because S. 911 would provide funding for
the additional sites, CBO estimates that most of those sites would be operational by
2021.

NET OPERATING INCOME

The corporation’s annual cash flows from operations would depend on how quickly the
network is built and used. Operating costs would be largely tied to the number of sites
that are built and on the administrative costs of serving public safety users. CBO based
its estimate of operating costs on historical trends for wireless firms as well as FCC and
industry projections of the costs associated with sites that have been built or are leased
from other companies. Income from customers would depend on the network’s
available capacity and market conditions. For this estimate, CBO assumes that the
corporation would be able to sell virtually all of its available capacity by 2021 at prices
that are consistent with industry trends for retail and wholesale transactions.

Based on that information, CBO estimates that the corporation’s operating costs would
exceed its income by about $1 billion over the 2012-2021 period. Operating losses are
typical for new entrants in the wireless market because of the lag between start-up
costs and income from retail and wholesale customers. CBO estimates that the
corporation would experience annual losses ranging from about $200 million to $400
million a year in the first few years of operation but would start to generate sufficient
income to offset those losses by the end of the 10-year period. CBO also expects that the
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corporation’s losses would be higher than for commercial firms because the towers
located in areas with very low population densities may not generate enough income
during this period to cover the added operating costs.

STATE AND LOCAL GRANTS

S. 911 would appropriate $250 million from spectrum auction receipts for matching
grants to assist state, local, and tribal governments in developing effective ways to use
the public safety network created by the corporation. To implement the program, the
Department of Commerce would be allowed to borrow that amount from the Treasury
beginning on October 1, 2011. Once auction proceeds become available, they would be
deposited into a State and Local Implementation Fund and would be credited as an
offset to borrowed funds and cover other program expenses, subject to the $250
million limit.

RESEARCH AND DEVELOPMENT PROGRAMS

S. 911 would appropriate up to $1.5 billion from auction receipts for two research and
development (R&D) programs related to communications technologies. Funding would
be provided for each of the fiscal years 2012 through 2016 in the following amounts:
$100 million a year would be allocated for a new research program coordinated by the
National Institute of Standards and Technology (NIST) on systems for public safety
users and $200 million a year for additional research conducted by NIST, the National
Science Foundation, and the Defense Advanced Research Programs Agency.

Because of the time needed to conduct auctions and issue licenses to the winning
bidders, CBO estimates that there would not be any funding available for the R&D
programs until fiscal year 2014. As a result, we estimate that the funding available for
those initiatives would total $900 million over 2012-2021period.

TRANSFER OF THE D BLOCK SPECTRUM

Current law directs the FCC to auction commercial licenses for 10 MHz of spectrum
known as the “D block” and to deposit the proceeds in the Treasury. (The D block
covers spectrum between the frequencies from 758 MHz to 763 MHz and between 788
MHz to 793 MHz.) Under current law, CBO estimates that such an auction will be held
by the end of 2012 and will generate receipts of $2.75 billion over the 2012-2013
period.

S. 911 would reallocate the D block from commercial to public safety uses, at no cost to

those entities. CBO estimates that forgoing the offsetting receipts from the auction of
the D block would increase direct spending by $2.75 billion.
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HOW WILL IT BE FUNDED

Excerpt: Gramp, K., Willie, S., Pickford, M., Stocking, A., & Webre, P. (July 2011). COST
ESTIMATE: S. 911 Public Safety Spectrum and Wireless Innovation Act. Congressional
Budget Office.

S. 911 would amend existing law regarding the FCC’s authority to auction licenses to
use the electromagnetic spectrum. It would extend the commission’s auction authority,
which is currently scheduled to expire at the end of fiscal year 2012, through 2021. The
FCC would be directed to auction certain frequencies by January 31, 2014, including 95
megahertz (MHz) of spectrum that is currently used by the Department of Defense
(DoD) and other agencies. Other provisions would establish a statutory framework for
what are known as “incentive auctions,” in which private firms (primarily television
station owners) would voluntarily relinquish some or all of their existing spectrum
rights in exchange for a payment from the FCC. That spectrum would then be available
for new licensed or unlicensed services. To implement incentive auctions, the bill
would:

* Authorize the FCC to spend auction receipts to pay firms that voluntarily
relinquish their licenses;

* Appropriate up to $1 billion from auction receipts to create an Incentive
Relocation Fund administered by the National Technology Information
Administration (NTIA). The fund would be used to pay television broadcasters
who do not relinquish their licenses for costs the FCC would impose to change
their channel assignment as part of the process of clearing spectrum for
nonbroadcast services. The fund also would cover certain expenses incurred by
cable operators and other distributors of television programming.

* Allow the FCC to spend auction receipts to compensate television broadcasters
who do not relinquish their license for any modifications made by the FCC to
the quality or scope of their coverage as a result of efforts to clear spectrum for
nonbroadcast services; and

* Allow the FCC to make some television broadcast frequencies available for
unlicensed use if the amount of spectrum awarded through competitive
auctions is at least 84 MHz.

CBO estimates that enacting those provisions would reduce direct spending by $24.5
billion over the 2012-2021 period. That estimate reflects the expected value of
offsetting receipts (based on the outcomes of various scenarios regarding the quantity
and quality of frequencies likely to be auctioned over this period), net of direct
spending to compensate existing licensees affected by the auctions.

Establishes in the US Treasury the “State and Local Implementation Fund”. The
Treasury is authorized to deposit into or credited to the State and Local
Implementation Fund (1) any amounts specified in section 401; and (2) any
amounts borrowed by the Assistant Secretary. The Assistant Secretary is authorized
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VL.

to borrow from the general fund of the Treasury beginning on October 1, 2011, such
sums as may be necessary, but not to exceed $250,000,000, to implement section
222. The Assistant Secretary is required to reimburse the general fund of the
Treasury, without interest, for any amounts borrowed as funds are deposited into
the State and Local Implementation Fund.

Summary: Sen Hutchison, K. B, & Sen Rockefeller, ]. D. (2011). S. 911: The Public Safety
Spectrum and Wireless Innovation Act of 2011. United States Senate, U.S. Senate
Committee on Commerce, Science, and Transportation.

S. 911 establishes the “State and Local Implementation Gran Program” that is to be
administered by the Assistant Secretary in consultation with the Corporation. The
purpose of the grant program is to make grants to States to assist State, regional,
tribal, and local jurisdictions to identify, plan, and implement the most efficient and
effective way for such jurisdictions to utilize and integrate the infrastructure,
equipment, and other architecture associated with the nationwide public safety
interoperable broadband network to satisfy the wireless communications and data
services needs of that jurisdiction, including with regards to coverage, siting, and
other needs. The matching requirement for the grants is 80% of eligible costs but
the Assistant Secretary can waive, in whole or in part, the requirements for good
cause shown if the Assistant Secretary determines that such a waiver is in the public
interest.

Six months after the establishment of the bylaws of the Corporation the Assistant
Secretary, in consultation with the Corporation, shall establish requirements
relating to the grant program, including (1) defining eligible cost; (2) determining
the scope of eligible activities for grant funding; and (3) prioritizing grants for
activities that ensure coverage in rural as well as urban areas. In carrying out the
grant program, the Assistant Secretary shall require each State to certify in its
application for grant funds that the State has designated a single officer or
governmental body to serve as the coordinator of implementation of the grant
funds.

HOW WILL IT BE MANAGED

Alcatel-Lucent. (2010). Long Term Evolution (LTE) for Public Safety: Enabling Flexible
Business Models. White Paper.

STATE AND LOCAL DEPLOYMENT OPTIONS

The following three deployment options each have positive and negative factors. For
all options, it is important to understand the requirements, resources and risks.

* CAPEX model - All equipment and software is purchased, and ongoing support
is provided through in-house personnel.

-23-



* Managed model - All equipment and software is purchased, but the ongoing
support is either wholly provided by another party, or the support is shared by
another party and in-house personnel.

* Hosted model - Network access is provided by another party and leased to a
public safety entity for a monthly fee.

In the CAPEX model, the overall network is owned and managed by one or more
public safety entities. These entities take full responsibility for purchasing all network
elements and software, and they employ in-house personnel to build, manage, operate
and maintain the network. Individual agencies may be able to remotely monitor
network health.

Mission-critical networks are built with complete geographic redundancy to eliminate
any single point of failure. This approach increases costs for core network equipment,
beyond what is usually required for commercial networks. Initial upfront costs can be
offset — and ongoing OPEX costs can be reduced — through government grants and
incentives, along with any reallocated monthly per-subscriber fees (which may
currently be paid to commercial broadband wireless service providers). The extent of
upfront costs depends on: the scale of deployment (local or regional), whether the core
network is shared among multiple areas or entities and how deployment is scheduled
(gradually over years or within a shorter time period). With the CAPEX model, the
public safety entity must also employ skilled personnel for network design, operations,
maintenance, security and technical support, as well as program and project
management. For a small deployment, these expenditures might not be economically
viable.

The state and local public safety entity has full control over the network. A dedicated
network in the 700 MHz band provides operational benefits, along with potential
savings on margins imposed by service providers. With the proper know-how in place,
a self-managed network can also offer an “a-la-carte” selection of applications and
services customized to user needs in the target area, which could be local, county or
another public sector. On the other hand, smaller networks would not benefit from the
economies of scale a commercial operator might be able to realize. For example,
commercial operators could gain efficiencies by leveraging their existing commercial
resources to manage — and possibly build — the public safety network.

The CAPEX model can be a good option for local and state public safety entities that
deploy their own network as long as they have “critical size.” Critical size is determined
by comparing the total allocated costs with the cost of an equivalent outsourced or
managed service.

The managed model is a hybrid, combining elements of the CAPEX and hosted models.
With the managed model, the public safety entity is responsible for ensuring that
network elements are appropriately owned and deployed. But it contracts with
another party to manage and/or operate the network. Leased lines connect the
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network to the Operations, Administration and Maintenance (OA&M) center.
Individual agencies may be able to remotely monitor the health of the network.

Similar to the CAPEX model, this model requires each public safety entity to purchase
all the equipment and software and contract for the required deployment services.
Depending on the network architecture, these costs can vary significantly. Though in
this model, cost savings are possible by contracting management functions with
another party. For the highest Quality of Service (QoS), management services should
go beyond traditional network monitoring and provide a performance management
platform that proactively monitors for predetermined thresholds, along with
preventive maintenance to ensure all network elements are running at peak efficiency.
In doing so, the network is managed proactively to maintain network availability
while ensuring a high degree of service uptime.

The managed model offers flexibility in terms of the management functions
contracted. For example, a public safety entity could have another party provide end-
to-end operational support, using a service-centric approach. This approach provides
operational support from the core through the network to the end user. Contracting
one party to provide full operational support eliminates finger pointing and the need
to address multivendor management requirements.

The managed model provides a degree of control to each public safety entity. Network
elements are deployed at a site chosen (and often owned) by the public safety entity.
Owning the assets allows each public safety entity to decide when to upgrade the
network and implement its own security platform. By contracting with another party
to provide management services, the public safety entity will have a predictable
monthly fee with lower IT and administrative headcount. It will also require less
investment in network management tools and training.

The hosted model allows each public safety entity to use network assets that are
owned and managed by another party. These assets are usually shared among several
similar types of customers with similar needs, creating economies of scale for both
capital and operational expenses. While core infrastructure is shared, Radio Access
Networks (RANs) are usually owned — and may be unique to — each individual public
safety entity. The shared core provides the benefits of the platform while reducing
startup costs and ongoing operations costs.

With a hosted model, the public safety entity pays a consistent, predictable periodic fee
for network access. The fee is usually a function of some known factor, such as the
number of end users, devices or usage. This model also eliminates the need to plan and
allocate funding for network upgrades, maintenance contracts and ongoing training
for operations. These expenses are all handled by the hosting provider, who is
responsible for keeping the platform current, resolving all technical issues and
ensuring the appropriate level of service.
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A hosted model architecture, where a non-public safety entity is the host — thereby
owning a portion of the core and handling OA&M activities. The hosted core may
include all functions related to mobility control, bearer management, gateway
selection and authentication, messaging center, device management center, subscriber
databases and Quality of Service control. The public safety portion of the core consists
primarily of gateways to provide external connectivity and IP addressing. Both
fractional cores could be physically separate. This approach accommodates large
implementations and can eventually serve multiple jurisdictions. Transport is split
between public safety-owned backhaul — for example, within a given jurisdiction —
and a third-party transport cloud that carries traffic (mainly signaling) toward the
hosted core. Individual agencies may be able to remotely monitor the health of the
network.

FEDERALLY CHARTERED INDEPENDENT NON-PROFIT CORPORATION

Summary: Sen Hutchison, K. B, & Sen Rockefeller, J. D. (2011). S. 911: The Public Safety
Spectrum and Wireless Innovation Act of 2011. United States Senate, U.S. Senate
Committee on Commerce, Science, and Transportation.

S. 911 assigns the license 20 MHz of spectrum to the independent Public Safety
Broadband Corporation (PSBC). Term of license is 10 years. The Corporation can
renew the license for 10 more years if the Corporation demonstrates that it met the
duties and obligations set forth in the Act.

The Corporation will be incorporated in DC and will be subject to DC’s Non-Profit
Corporation Act (sec. 29-301.01 et seq., D.C. Official Code). The PSBC needs to have
headquartered out of DC. Members of the initial BoD will need to incorporate the
PSBC in DC. The Board will consist of:

* Non Federal Officials - Secretary of Commerce will appoint:

o At least 3 individuals to represent the interest of the states, localities,
tribes, and territories. The appointment needs to ensure geographic
and regional representation and ensure rural and urban representation.

o At least 3 individuals to represent the interests of public safety. The
appointees must be individuals who have served or are currently serving
as public safety professionals.

* 5 Other BoD comprised of experts in commercial cellular services,
communications and network managers, financial managers, corporate
leaders, and or additional state, local and public safety officials.

* Four Federal Officials

o The Secretary of Commerce.

o The Secretary of Homeland Security.

o The Attorney General of the United States.

o The Director of the Office of Management and Budget.
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Each non-Federal candidate for the Board must be able to meet at least one of the
following criteria:

* Expertise in public safety;

* Technical expertise regarding broadband communications, including public
safety;

* Network expertise in building, deploying and operating commercial networks;
and

* Financial expertise in funding and financing telecommunications networks.

The Secretary must appoint at least one individual satisfies each of the criteria listed
above to serve on the Board of Directors.

Board members may not accept consulting or advisory or other compensatory fee from
the Corporation. Board members may not be associated with the Corporation or any
affiliated company. Non-Federal Board members also can not be officers or employees
of the US Government or the District of Columbia and they must be a citizen of the
United States to be a Board of Officer.

Term of Office - Federal members of the Board will serve as members of the Board for
the life of life of the Corporation. Non-Federal members shall serve for 3 years. No
non-Federal Board may serve more than 2 consecutive 3-year terms. Board serves
until successor has taken office or the end of the calendar year in which the Board’s
term has expired, which ever is earlier. Term of the initial non-Federal Board members
will be:

* 4 members serve for 3 years;
* 4 members serve for 2 years; and
* 3 members serve for 1 year.

Vacancies will be filled in the same manner as the original member was appointed.

Appointment of the Chair - The Secretary of Commerce will select the Chair of the
Board from among the non-Federal Board. The Chair will serve for 2 years term. The
Chair may not serve more than two consecutive terms.

Removal of non-Federal Board Members - The Secretary of Commerce can remove
the Chair or any other non-Federal Board member for good cause. Non-Federal Board
members may also be removed by a majority vote for conduct that is detrimental to
the Corporation and a request from the Secretary of Commerce to remove the Chair
Board to be determined by the Board to be detrimental to the Corporation.

Meetings - The meetings will scheduled in accordance with the bylaws of the
Corporation but the Board is required to meet at least once a year and at the call of
the Chairperson. The meetings of the Board, including any committee of the Board,
shall be open to the public. The Board may, by majority vote, close any such meeting
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only for the time necessary to preserve the confidentiality of commercial or financial
information that is privileged or confidential, to discuss personnel matters, or to
discuss legal matters affecting the Corporation, including pending or potential
litigation. Eight members of the Board shall constitute a quorum, including at least 6
non-Federal members of the Board. Attendance at the meetings can be in person, via
telephone or videoconference.

Compensation - Members of the Board serve with without pay. Board members will
be allowed to per diem allowance for travel expenses at rates authorized for an
employee of an agency under subchapter I of chapter 57 of title 5, United States Code.

Corporation Staff - The Board shall appoint the CEO and other officers and
employees. The Board will set the terms and rates of compensation for the CEO and
other officers and employees. The CEO may appoint employees as necessary. All
employees and officers serve at the pleasure of the Board. To serve as and officer of the
Corporation, you must be a US citizen. No political test or qualification can be used in
selecting, appointing, promoting or other personnel actions with respect to officers,
agents or employees of the Corporation. The Federal Board members shall jointly
approve the compensation, including benefit plans and salary ranges, for officers and
employees of the Board. No officer or employee of the Corporation may receive any
salary or other compensation from any sources other than the Corporation for services
rendered during the period of employment. Service by any officer on boards of
directors of other organizations, on committees of such boards, and in similar
activities for such organizations shall be subject to annual advance approval by the
Board. No officer or employee of the Board or of the Corporation shall be considered
to be an officer or employee of the United States Government or of the government of
the District of Columbia.

Advisory Committee - The Board is required to establish a standing public safety
advisory committee. The Board can establish additional ad hoc committees, panels or
councils as the Board determines necessary.

Non-profit and non-political requirements on the Corporation - The Corporation
will not issue any stocks. No part of the income or assets of the Corporation shall inure
to the benefit of any director, officer, employee, or any other individual associated with
the Corporation, except as salary or reasonable compensation for services. The
Corporation may not contribute to or otherwise support any political party or
candidate for elective public office. The Corporation shall not engage in lobbying
activities (as defined in section 3(7) of the Lobbying Disclosure Act of 1995 (5 U.S.C.
1602(7))).

POWERS AND AUTHORITY OF THE CORPORATION

To carry out its duties and responsibilities under the law, general powers include:

* Adopt and use a corporate seal.
* Have succession until the Corporation is dissolved by an Act of Congress.
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* Regulate the way the Corporation conducts it general business.

» Exercise all powers specifically granted by the provisions of this subtitle, and
such incidental powers as shall be necessary.

* Hold hearings, sit and act at such times and places, take such testimony, and
receive such evidence as the Corporation considers necessary to carry out its
responsibilities and duties.

* Obtain grants and funds from and make contracts with individuals, private
companies, organizations, institutions, and Federal, State, regional, and local
agencies.

* Accept, hold, administer, and utilize gifts, donations, and bequests of property,
both real and personal, for the purposes of aiding or facilitating the work of the
Corporation.

* Issue notes or bonds.

* Incur indebtedness.

* Spend funds in a manner authorized by the Board, but only for purposes that
will advance or enhance public safety communications consistent with the Act.

* Establish a reserve fund.

* Expend reserve accounts.

* Take such other actions as the Corporation (through its Board) may from time
to time determine necessary, appropriate, or advisable to accomplish the
purposes set forth in the section.

Powers to deploy and operate a nationwide public safety interoperable broadband
network include:

* Holding the license for the 20 MHz of spectrum.

* Take all actions necessary to necessary to ensure the building, deployment, and
operation of a nationwide public safety interoperable broadband network in
consultation with Federal, State, tribal, and local public safety entities, the
Director of NIST, the Commission, and the public safety advisory committee. At
a minimum the Corporation will

o ensure nationwide standards for use and access of the network;

o issue open, transparent, and competitive requests for proposals (RFP) to
private sector entities for the purposes of building, operating, and
maintaining the network;

o encourage that such the RFPs leverage, to the maximum extent
economically desirable, existing commercial wireless infrastructure to
speed deployment of the network;

o manage and oversee the implementation and execution of contracts or
agreements with non-Federal entities to build, operate, and maintain
the network.

* The Corporation shall ensure the safety, security, and resiliency of the network,
including requirements for protecting and monitoring the network to protect
against cyberattack;
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* The Corporation will promote competition in the equipment market, including
devices for public safety communications, by requiring that equipment for use
on the network be:

o built to open, non-proprietary, commercially available standards;

o capable of being used by any public safety entity and by multiple
vendors across all public safety broadband networks operating in the
700 MHz band; and

o backward-compatible with existing second and third generation
commercial networks to the extent that such capabilities are necessary
and technically and economically reasonable.

* The Corporation will promote integration of the network with public safety
answering points or their equivalent.

* The Corporation shall require deployment phases with substantial rural
coverage milestones as part of each phase of the construction and deployment
of the network. To the maximum extent economically desirable, such proposals
shall include partnerships with existing commercial mobile providers to utilize
cost-effective opportunities to speed deployment in rural areas.

* The Corporation can obtain grants from and make contracts with individuals,
private companies, and Federal, State, regional, and local agencies to deploy
and operate a nationwide public safety interoperable broadband network.

* The Corporation can hire or accept voluntary services of consultants, experts,
advisory boards, and panels to deploy and operate a nationwide public safety
interoperable broadband network.

* The Corporation can receive payment for use of the network capacity licensed
to the Corporation; and network infrastructure constructed, owned, or
operated by the Corporation; and take such other actions as may be necessary
to accomplish the purposes set forth in this subsection.

Other duties and responsibilities of the Corporation include:

* Network Policy: Establishing the network policies by developing the RFPs with
appropriate timetables for construction, coverage areas, service levels,
performance criteria, and other similar in the construction of such networks;
the technical and operational requirements for the network; the practices,
procedures, and standards for the management and operation of such network;
the terms of service for the use of the network; the ongoing compliance review
and monitoring of the management, operation, use and training of network
operators and users.

* Existing Infrastructure: The Corporation has the authority to enter into
agreements to utilize, to the maximum extent economically desirable, existing
commercial or other communications infrastructure; and Federal, State, tribal,
or local infrastructure.

* Maintenance and Operation of the Network: The Corporation shall ensure
the maintenance, operation, and improvement of the nationwide public safety
interoperable broadband network.
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* Roaming on Commercial Networks - The Corporation shall negotiate and
enter into, as it determines appropriate, roaming agreements with commercial
network providers to allow the nationwide public safety interoperable
broadband network to roam onto commercial networks and gain prioritization
of public safety communications over such networks in times of an emergency.

* Network Infrastructure and Device - The Director of NIST, in consultation
with the Corporation and the Commission, shall ensure the development of a
list of certified devices and components meeting appropriate protocols and
standards for public safety entities and commercial vendors to adhere to, if
such entities or vendors seek to have access to, use of, or compatibility with the
nationwide public safety interoperable broadband network.

* Standards Setting - The Director of NIST, in consultation with the
Corporation, the Commission, and the public safety advisory committee, shall
represent the interests of public safety users of the nationwide public safety
interoperable broadband network before any proceeding, negotiation, or other
matter in which a standards organization, standards body, standards
development organization, or any other recognized standards-setting entity
regarding the development of standards relating to interoperability.

* Foreign Governments - The Corporation shall not have the authority to
negotiate or enter into any agreements with a foreign government on behalf of
the United States.

* US. Mail - The Corporation may use the United States mails in the same
manner and under the same conditions as the departments and agencies of the
United States.

CONSULTATION WITH STATE AND LOCAL GOVERNMENTS

In the development of RFPs and carrying out the duties and responsibilities established
under the Act, the Corporation shall consult with regional, State, tribal, and local
jurisdictions regarding the distribution and expenditure of any amounts required to
carry out the policies established above, including: construction of an Evolved Packet
Core and any Radio Access Network build out; placement of towers; coverage areas of
the network, adequacy of hardening, security, reliability, and resiliency requirements;
assignment of priority to local users; assignment of priority and selection of entities
seeking access to or use of the nationwide public safety interoperable broadband
network; and training needs of local users. The consultation shall occur between the
Corporation and the single officer or governmental body designated by each State to
certify in its application for grant funds.

[NOTE: The Public Safety Alliance has requested that S. 911 be
amended to require “coordination” with state and local
government instead of “consultation”. The PSA believes that
agency coordination across jurisdictions (local, tribal, state, and
federal) and close oversight of construction, operation, and funding
are essential to building out the broadband network, which is why
the PSA supports language in S. 911 that establishes the governance
structure of a new independent nonprofit Corporation. The PSA
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strongly believes, however, that public safety must hold majority
representation on the Board of Directors of the new Corporation. This
framework must ensure there is a requirement for state and local
coordination with the new Corporation but this coordination
requirement must not impede the build out of the network. The
governance of the new Corporation must be transparent and held
accountable to build out the nationwide network and ensure
interoperability. Chief Jeff Johnson, Answers to Questions for the
Record for House Energy and Commerce Subcommittee on
Communications and Technology Hearing titled “Creating an
Interoperable Public Safety Network.” (May 25, 2011)]

S. 911 authorizes the Corporation to collect fees for network use, lease of network
capacity, and lease of network equipment and infrastructure.

* Network User Fee - The Corporation is authorized to collect a user or
subscription fee from each entity, including any public safety entity or
secondary user, that seeks access to or use of the nationwide public safety
interoperable broadband network.

* Network Capacity Lease Fee - The Corporation is authorized to collect a fee
from any entity that seeks to enter into a covered leasing agreement. The
secondary user may access to network capacity on a secondary basis for non-
public safety services; and the spectrum allocated to such entity to be used for
commercial transmissions along the dark fiber of the long-haul network of such
entity.

* Network Equipment and Infrastructure Lease Fee - The Corporation is
authorized to collect a fee from any entity that seeks access to or use of any
equipment or infrastructure, including antennas or towers, constructed or
otherwise owned by the Corporation.

* Fee Amount - The total amount of the fees assessed for each fiscal year shall be
sufficient, and shall not exceed the amount necessary, to recoup the total
expenses of the Corporation in carrying out its duties and responsibilities of the
Corporation for the fiscal year involved.

* Reinvestment of Funds - The Corporation shall reinvest amounts received
from the assessment of fees in the nationwide public safety interoperable
broadband network by using such funds only for constructing, maintaining, or
improving the network.

S. 911 also requires the Comptroller General of the United States to conduct annual
audits of the Corporation. The audit report is required to be submitted to appropriate
committees of Congress; the President; and the Corporation.

The Corporation is required to submit and annual report to the appropriate
committees of Congress. The report is required to include a comprehensive and
detailed report of the operations, activities, financial condition, and accomplishments
of the Corporation; and such recommendations or proposals for legislative or
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VII.

administrative action as the Corporation deems appropriate. The directors, officers,
employees, and agents of the Corporation shall be available to testify before the
appropriate committees of the Congress with respect to the report; the report of any
audit made by the Comptroller General; or any other matter that such committees may
determine appropriate.

S. 911 authorizes the Commission to adopt rules, if necessary in the public interest, to
improve the ability of public safety networks to roam onto commercial networks and
to gain priority access to commercial networks in an emergency if the public safety
entity equipment is technically compatible with the commercial network; the
commercial network is reasonably compensated; and such access does not preempt or
otherwise terminate or degrade all existing voice conversations or data sessions.

S. 911 Prohibits the Corporation from offering commercial telecommunications
services to directly to consumers. The section however does not prohibit the
Corporation and a secondary user from entering into a covered leasing agreement.
The Corporation is not limited from collecting lease fees related to network equipment
and infrastructure.

COST-BENEFIT ANALYSIS OF ALLOCATION

Excerpt: Ford, G. S.,, & Spiwak, L. ]. (2011, March). Public Safety or Commercial Use? A
Cost/Benefit Framework for the D Block. PHOENIX CENTER POLICY BULLETIN (26).

Preliminary analysis suggests that the 10 MHz D Block plausibly provides at least $3.4
billion more in social benefits if assigned to public safety rather than to commercial
use. The lost auction revenue, we observe that the loss of auction revenues today is
more than offset by the gain of higher auction revenues and lower public safety
network deployment cost in the future. Thus, an auction of the D Block adds, rather
than relieves, stress to the public budget.

Perhaps the most daunting, yet relevant, question regards the social benefits of “public
safety.” Such benefits are real but difficult to quantify and, absent immediate crisis,
prone to be undervalued. If we faced another event like 9-11 or Hurricane Katrina, we
believe the 20 MHz would be allocated to public safety immediately and the network
fully funded in a week’s time. Fortunately, we are not presently victims of such a crisis
and, though the lack of crisis makes the spectrum allocation decision a more difficult
one, this is a burden we welcome. For the moment, we choose to set aside the
quantification of the benefits of an additional 10 MHz of spectrum for public safety,
looking instead at the cost side of equation.

Spectrum is not homogeneous. Not only is the 700 MHz spectrum highly valuable
because its technical properties are well-suited for mobile communications, including
broadband Internet services, but for the public safety community the D Block has
added value because it is contiguous to the PSB, which is already allocated to the
public safety community. A contiguous block of 20 MHz of spectrum is substantially
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more valuable than 20 MHz of nonadjacent spectrum. As noted above, a 10 MHz block
of contiguous spectrum in the 700 MHz band is worth about $2 to $6 billion more than
a non-contiguous block of the same size.

While this value differential is estimated based on commercial use, much of this
premium is based on the lower cost of deploying network for contiguous spectrum,
which would likewise apply to public safety. Evidence suggests that the cost of the
public safety network using 20 MHz of spectrum is probably about $10 billion. Andrew
Seybold, a highly regarded wireless industry expert, suggests that expanding a 10 MHz
public safety network to 20 MHz adds about 15% to 25% to network deployment costs.
By this standard, the incremental cost of the additional 10 MHz is about $1.5 to $2.5
billion. Alternately, adding a non-contiguous block of 10 MHz of spectrum to the
public safety network would cost about $5 to $7.5 billion in deployment costs.
Assignment of the D Block to public safety, therefore, is likely to reduce the cost of the
public safety network by around $4 billion in network deployment costs alone.
Operational costs are likely to be lower as well, perhaps adding billions more to the
savings. Moreover, the cost to deploy the 700 MHz band is much lower than other
bands (some estimates are 70% lower than other bands). Thus, depending on what
additional spectrum is provided to the public safety community if they do not receive
the current 10 MHz block, the ultimate deployment costs could be substantially higher
(though this differential may also apply to the commercial licensee). We leave a more
sophisticated assessment of such costs to others, and assume here that the cost
difference is $4 billion.

While we have not addressed the benefits of public safety’s use of the additional 10
MHz of spectrum, which could be quite large, we can see that the contiguous spectrum
premium of $4 billion is itself sufficient to offset the value of commercial assignment of
an additional 10 MHz ($0.6 billion).

Even if the 10 MHz provided zero benefit in terms of enhanced public safety, then
assignment of the D Block to public safety produces $3.4 billion in additional social
value over and above the commercial value of the same block.

Notably, much of this value spread arises from the unique opportunity to create
significant value by allocating a contiguous block of spectrum to public safety, and
then doing so in the future for commercial use. This value is foregone by commercial
allocation of the D Block today. While some may contest our estimates, it is necessary
to account for the economic value arising from contiguous spectrum.

VIIL.JOB CREATION (100,000 NEW JOBS)

Excerpt: Shapiro, Robert J. and Aparna Mathur. "The Contributions of Information and
Communication Technologies To American Growth, Productivity, Jobs and Prosperity."
September 2011. Telecommunications Industry Association. SONECOM.
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IX.

The $10 billion proposal to fund the development and initial deployment of a
nationwide wireless broadband data and communications network for public safety
agencies would lead to the creation of an estimated 100,000 new jobs in Information
and Communication Technologies (ICT) industries and, over time, produce indirect or
spillover benefits of an estimated $4 billion to $8 billion per year.

Based on the current use of labor and capital by ICT companies and prevailing wages,
nearly $8 billion of the initial funding would go to salaries, sufficient to produce some
74,000 new ICT jobs with average compensation of $107,229 per-worker. In addition,
the remaining, nearly $3 billion in new capital investments would support some 20,000
additional jobs.

Analysts calculate that the new network and its technologies could increase the
productivity of police and fire agencies by at last 1 percentage point per year,
producing direct efficiency savings of nearly $2 billion per year. The indirect
benefits from a nationwide public safety network could total another $2 billion to $6
billion per-year.

WHY PUBLIC SAFETY NEEDS MORE THAN 10 MHZ

Excerpt: Rysavy, Peter. "Public Safety Spectrum.” July 2011.

While commercial operators can design their networks for typical densities of mobile
users, emergency Ssituations can result in needing to support extremely high densities
of public safety workers. For this reason alone, the public-safety network has to have
as high a capacity as possible. The network must have at least 20 MHz of spectrum.
Anything less could lead to catastrophic consequences due to applications performing
unreliably or failing completely.

The consequence of insufficient spectrum is restricted capacity, which combined with
high demand, causes network congestion. For applications, this means sluggish
behavior or outright failures.

Consequences of such congestion are not just slower performance but also application
failures. Most communications protocols implement timeouts on their operations,
including Transmission Control Protocol (TCP) itself, the packet-transport protocol
used in the Internet to provide reliable end-to-end delivery. With large delays or
dropped packets, communications protocols attempt to deliver data reliably, but at
some level of congestion, they can no longer cope properly, and applications will either
indicate a failure, or worse yet, require an application or full-system restart.

Beyond needing 20 MHz just to satisfy bandwidth requirements, there are compelling
reasons for providing Public Safety 20 MHz of contiguous spectrum.
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* LTE is spectrally more efficient operating in 20 MHz channels than 10 MHz
channels. In other words, the network can deliver more bits per second using a
10 MHz radio channel (10 MHz down, 10 MHz up) than in two 5 MHz radio
channels.

* Using non-contiguous radio channels will significantly increase the cost of the
radio access network due to the need for additional radios and antennas.

* Adding spectrum later in a non-contiguous manner will result in devices in the
field likely not being able to take advantage of the new spectrum.

WHAT HAPPENS IF D BLOCK IS NOT ALLOCATED

Excerpt: Ford, G. S, & Spiwak, L. ]. (May 2011). Re-Auction of the D Block: A Review of
the Arguments. PHOENIX CENTER FOR ADVANCED LEGAL & ECONOMIC PUBLIC
POLICY STUDIES.

Many proponents of a D Block re-auction focus exclusively on the potential auction
revenues from the block. Others appear to believe the auction will somehow fund the
entire (or at least a good chunk of the) public safety network. In these tough financial
times, it is difficult to criticize anyone looking for revenues or cost savings. However, it
is essential to consider the full financial effects of the allocation options, not simply
those implications favoring one option or another.

First, the claimed $3 billion in revenue from a D Block re-auction is too rosy an
expectation. Statistical analysis of historical auctions indicates that a 10 MHz block of
spectrum in the 700 MHz band must be unencumbered to produce $3 billion in
revenues. Yet, the FCC’s National Broadband Plan envisions a number of significant
encumbrances on any reauction of the D Block which have substantially reduced
auction revenues in the past. (In 2008, the D Block failed to secure a minimum bid at
auction of $1.3 billion due to onerous encumbrances, creating the stalemate among
lawmakers and policymakers we are faced with today over this block of spectrum.)

Re-auction of the D Block will increase government spending on the public safety
network and reduce future auction revenues by far more than the re-auction may
generate in revenues.

Second, the re-auction of the D Block will under no circumstances come close to fully
funding a public safety network. A nationwide public safety network is expected to cost
about $10 to $13 billion. Even if a re-auction of the D Block did bring in $3 billion of
revenues, it offsets only about one quarter of the public safety network’s cost. The D
Block re-auction offers no other mechanism by which to generate funds for the
remaining network construction and operating costs.

Finally, we discuss the potential broader adverse market effects of a D Block re-
auction. The evidence indicates that the public safety community needs a full 20 MHz
of spectrum. If the D Block is assigned to commercial use, then an additional 10 MHz
for public safety must be obtained from either future spectrum assignments or the
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capacity-equivalent thereof obtained via burdensome public safety encumbrances on
commercial spectrum. This alternate block of spectrum will not be contiguous to the
Public Safety Broadband (“PSB”) Block, which has the effect of increasing the
deployment cost of the public safety network by an estimated $4 billion relative to the
D Block assignment.

A commercial assignment of the D Block also has the potential of frustrating the
creation of contiguous blocks of spectrum for future auctions, thereby substantially
reducing auction revenues. Moreover, filling the public safety spectrum shortage with
public safety obligations on all commercial providers could substantially reduce future
auction revenues.

Based on an econometric analysis of the more recent spectrum auctions in the United
States, if the FCC auctioned the D Block on a truly unencumbered basis, then we could
expect the auction to generate revenues in the range $1.3 to $3.3 billion. However, the
re-auction of the D Block is not unencumbered. The Commission has made clear that it
intends to impose costly requirements on any re-auction of the D Block.

While the agency hopes for a “voluntary” public-private partnership, it nevertheless
hedges, advancing a set of rules by which the D Block will be auctioned. These rules
include the following:

* D Block licensee(s) must use a nationally standardized air interface [to] ensure
that the D block will be technically capable of supporting roaming and priority
access by public safety users of the neighboring public safety broadband block;

* D Block licensee(s) are required to provide such roaming and priority access to
public safety users;

* D Block licensee(s) must develop and offer devices that operate both on the D
Block and the neighboring public safety broadband block; and

* [D Block licensee(s)] should be subject to commercially reasonable build out
requirements.

A network suitable for public safety also requires both higher technical standards and
a larger footprint than does a strictly commercial network. And, logically, with such
increased requirements comes higher network deployment costs, and, in turn, with
higher deployment costs comes a lower auction value for the spectrum.

Former FCC Chairman Reed Hundt, who was serving as the President of potential D
Block bidder Frontline Communications, conceded “the costs necessary to reach only a
few additional users would entail a vastly disproportionate additional cost.” Likewise,
Verizon testified that the build out requirements were too “costly” and Qualcomm
testified that the build out requirements were “too onerous”, going so far as to note
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that these requirements were “far more expensive than any of the current
[commercial] networks.”

The new D Block licensee would be required to take on cost-increasing mandates
including: (1) the use of a Commission-selected air interface; (2) the mandate to
develop and offer devices that operate both on the D Block and the PSB Block; and (3)
the requirement to build out the network on the agency’s timetable. All of these
requirements could increase deployment costs, thereby reducing the auction value of
the D Block.

Public safety obligations of the first auction attempt reduced the value of the spectrum
by 86% and, as discussed above, the FCC’s reauction plan embraces similar
encumbrances.

A reauction of the D Block could produce less than $1 billion in revenue and is unlikely
to exceed $2 billion in the best plausible scenario.

XI. CONCLUSION

Allocating the D Block to public safety for the build-out of a nationwide, interoperable and
mission critical-grade public safety broadband network will fundamentally alter the way
first, second and situational responders plan, respond and react to disasters of all
proportions. For the first time in decades, it will put leading edge technology into the
hands of those individuals who are called on every day to put their lives on the line for the
safety and security of the American public.

This paradigm shift has not gone unnoticed in the minds of scholars, public safety
professionals, legislators, corporations specializing in public safety communications
products and services, who have all written prodigiously on this subject. This report is
comprised of selected sections of these manuscripts. Our belief is that the passages will
help highlight key points in order to give the reader a granular, and ultimately more
comprehensive understanding of the issue at hand. In order to give context to the selected
passages, each of the papers are reproduced in their entirety, which can be found in the
appendix of this binder. A number of other supporting materials not highlighted in this
packet which speak to the need for additional spectrum for the public safety community
can also be found in the appendix.
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The Contributions of Information and Communication Technologies
To American Growth, Productivity, Jobs and Prosperity*

Robert J. Shapiro and Aparna Mathur

Executive Summary

This study examines the role and impact of information and communications technologies
(“ICT”) in the American economy, and evaluates the likely effects of several current policy
proposals and choices that involve ICT. This study includes both the reviews of the existing
literature in this area as well as new analysis of the economic impact of ICT. Our critical
findings include the following:

The Role of ICT in the American Economy

In 2009, ICT firms contributed about $1 trillion to U.S. GDP, or 7.1 percent of GDP.
This total includes nearly $600 billion in direct contributions from their own operations
and more than $400 billion in indirect contributions through the benefits other sectors
derived from the use of ICT.

ICT companies accounted for 3,535,000 jobs in 2009. While total ICT employment
declined since 2000, average compensation has risen sharply. In 2009, the compensation
of full-time ICT employees averaged $107,229, 80.6 percent higher than the average for
all full-time workers. From 1991 to 2009, average compensation in the ICT industry
increased 162 percent, the fastest income gains of any U.S. industry.

From 1991 to the present, ICT firms have contributed directly an average of $577 billion
per-year in value-added to America’s GDP. These direct contributions were equivalent
to nearly one-third of the value-added provided by all manufacturing.

According to an analysis by Federal Reserve economists, the use of ICT accounted for 28
percent of all U.S. productivity gains from 1995 to 2001, capital investments in those
technologies explain another 34 percent of those gains, and changes in the organization of
firms and worker training in response to ICT innovations accounted for another 10
percent of productivity gains.

From 1991 to 2009, full-time ICT workers experienced larger wage and compensation
gains than workers in any other sector, and the average compensation of ICT workers in
2009 was more than 80 percent higher than the average for all other private-sector
workers.

! The authors gratefully acknowledge the research assistance of Jiwon Vellucci and Lisa Hamilton, and financial
support for our research from the Technology Industry Association. The views and analyses are solely our own.

1



ICT’s direct contributions to GDP have increased nearly 25 percent since the 1990s,
growing from 3.4 percent of GDP per-year in 1991-1993 to an average of 4.2 percent per-
year over the years 2005-2009 — gains unmatched by any other industry.

The Impact of Policy Proposals that Rely on ICT Investments

The President’s proposal to invest $10.7 billion in a nationwide public safety network

The President’s proposal to fund the development and initial deployment of a nationwide
wireless broadband data and communications network for public safety agencies would
lead to the creation of an estimated 100,000 new jobs in ICT industries and, over time,
produce indirect or spillover benefits of an estimated $4 billion to $8 billion per year.

Based on the current use of labor and capital by ICT companies and prevailing wages,
nearly $8 billion of the initial funding would go to salaries, sufficient to produce some
74,000 new ICT jobs with average compensation of $107,229 per-worker. In addition,
the remaining, nearly $3 billion in new capital investments would support some 20,000
additional jobs.

Analysts calculate that the new network and its technologies could increase the
productivity of police and fire agencies by at last 1 percentage point per year, producing
direct efficiency savings of nearly $2 billion per year. The indirect benefits from a
nationwide public safety network could total another $2 billion to $6 billion per-year.

Investments of $3.4 billion in a “Smart Electricity Grid” under the 2009 Recovery Act

These investments should directly produce nearly 30,000 new jobs. If the funding
becomes seed money and an ICT-based Smart Grid is developed and deployed, analysts
estimate the net economic benefits could range from $48 billion to $76 billion per year.

If the Smart Grid can reduce power outages by 20 percent, as predicted by the National
Energy Technology Laboratory, it would save $20 billion per year. A Smart Grid also
would virtually eliminate large-scale power blackout which now cost the economy $10
billion per-incident.

Smart Grid monitoring of energy flows to large customers would generate benefits
estimated at $10 billion per-year. Continuous, ICT-based monitoring also should reduce
operational and maintenance costs by at least 10 percent, or another $2.5 billion per-year.

The Smart Grid also should reduce transmission and delivery losses by at least 10
percent, generating $2.5 billion in annual benefits, and cutting the costs of transmission
congestion by 10 percent, a reasonable target, should save another $2 billion per year.

The Smart Grid also would allow utilities to eliminate or defer some large capital
investments in centralized generating plants, substations and transmission and
distribution lines, reducing their costs by an estimated $2 billion to $6 billion per-year.
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Proposals to reduce the lower corporate tax burden

e Lowering the corporate tax burden by 10 percent would increase investments in ICT by
nearly $71 billion over several years, which in turn should raise productivity and total
business spending on wages, salaries and other compensation by nearly $450 billion.

e The additional ICT investments spurred by this lower corporate tax burden would
produce indirect benefits or spillovers in other industries that would increase the value-
added produced across the economy by nearly $450 billion.

e This reduction in the tax burden on businesses would generate an estimated $990 billion
increase in all capital investments, with the largest increases occurring in manufacturing
and utilities, mining and oil and gas exploration, finance and insurance, and real estate,
rentals and leasing.

e Over several years, these increases in business investment and productivity would drive
associated increases in workers’ compensation, sufficient to cover wage gains averaging
nearly $5,500 per-worker across the economy, or alternatively, some 6.8 million new
jobs, or some combination of higher wages and additional jobs.

e The additional investments in ICT spurred by the reduction in the corporate tax burden
would produce spillovers that would increase the value-added produced across the
economy by $447.9 billion.

. Introduction and Summary

For as long as organized economies have existed, human knowledge has been the basis
for most economic value. From farmers millennia ago who first figured out the benefits of
regularly watering and weeding their crops, to modern agribusiness applying advanced
technologies to tend and harvest thousands of acres of genetically-modified foods, every
economic advance has involved the use of new ideas. In recent times, the broad application of
information and communication technologies (ICT) has accelerated this process. As a result,
ICT industries have come to play a disproportionate role in the growth and continuing
development of the U.S. economy. This study analyzes and assesses that role.

The ICT sector encompasses four sub-industries: computer and electronic products;
publishing (including software); information and data processing services; and computer systems
design and related services. Over the last generation, these distinctive ICT goods, services and
systems have diffused across the American economy. This process of diffusion reflects the
growing direct demand for the products of ICT companies, and as a result, the inflation-adjusted
value-added created by ICT companies expanded from 3.4 percent of GDP in 1991 to 4.2 percent
of GDP in 2009.% This means that ICT firms directly contributed about $600 billion to U.S.
GDP in 2009. Over the same 18-year period, the average annual compensation of full-time ICT
workers increased from just under $41,000 to more than $107,000, the fastest wage and

2 See Table 2, below.



compensation gains of any sector. The average compensation of ICT workers is now more than
80 percent higher than the $59,400 average for all other private-sector American workers.®

ICT is broadly understood to be comprised of genuine “general purpose” or enabling
technologies that can be adopted and adapted by every other industry. The data bear out this
view: In the 1990s, investments in ICT by other industries grew 10 times faster than their
investments in any other inputs. By the mid-to-late 1990s, economists began to seriously assess
the effects of these investments Two early studies found that the use of ICT by other industries
contributed one-sixth of average annual GDP growth in the years 1990-1995/6.* The estimates
of ICT’s impact on U.S. growth in the later-1990s are even greater: Studies trace half or more of
U.S. gains in productivity in those years to ICT.> In the last decade, economists have focused on
the “spillovers” or “positive externalities” associated with the application of these ICT
investments, from e-commerce to ICT-based management of supply chains.

This study is part of this long line of analyses assessing the direct and indirect economic
benefits of ICT. Here, we use the 2009 Input-Output tables of the Bureau of Economic Analysis
(BEA) to trace the flows of goods and services between ICT industries and all other industries, in
order to estimate the value which each industry derived from its ICT investments. For example,
we find that 3.1 percent of the total output of U.S. manufacturing in 2009 can be traced to ICT
investments, as well as 4.3 percent of the output of the information sector, 4.0 percent of the
output of management consultants, and 2.4 percent of the output of professional, scientific and
technical services. Across industries, the benefits from ICT investments added over $400 billion
to GDP in 2009, on top of nearly $600 billion in direct economic activity by ICT firms.

All told, therefore, the ICT sector was responsible, directly or indirectly, for a little more
than $1 trillion in value-added in 2009, or 7.1 percent of U.S. GDP in that year.

Given the disproportionate economic impact of ICT industries, we also examine several
policy proposals that could affect both the direct demand for ICT and the use of ICT by other
industries. We focus on three initiatives — proposals to fund an ICT-based data and
communication network for public safety agencies; funding approved in the 2009 stimulus Act to
support the development of an ICT-enabled smart electricity grid; and a 10 percent reduction in
the corporate tax burden. All three initiatives could provide significant economic benefits.

The two funding proposals will (smart electricity grid) or may (public safety network, not
yet adopted) produce direct job creation in the ICT sector as well as large spillover effects in
other industries. The President’s recent proposal to commit $10.7 billion to develop and deploy
a nationwide wireless broadband data and communications network for public safety agencies
should enable police, fire personnel and other first-responder agencies to improve the quality of
their services and reduce operational costs. It also would lead to the creation of an estimated
100,000 new jobs in ICT industries alone and, over time, potential spillover benefits of some $4
billion to $8 billion per-year. Similarly, $3.4 billion allocated under the 2009 stimulus Act for
investments in the digital-based modernization of the nation’s electricity grid, in order to create a

® See Table 3, below.
* Jorgenson and Stiroh (1999); Oliner and Sichel (2000).
> See footnotes 11, 12 and 13.



“Smart Grid,” also should produce a stream of economic benefits. These expected benefits
include a greater capacity to maintain the national electricity grid, detect and prevent outages and
other problems throughout the grid, reduce both utility costs and energy consumption, and spur
the deployment of more energy-efficient “smart buildings” and “smart appliances.” The 2009
funding should directly produce nearly 30,000 new jobs directly. If this funding becomes the
seed money for the full development of an ICT-based Smart Grid, the net economic benefits
could range from $48 billion to $76 billion per-year.

Finally, a 10 percent reduction in the effective corporate tax rate would have large
positive effects on ICT investment and business investment generally, assuming that the
revenues costs would be offset by spending reductions or other revenue increases. A 10 percent
reduction in the tax burden for all U.S. industries would produce an estimated $990 billion
increase in business investment over several years, including nearly $71 billion in additional
investments in ICT goods and services. After several years, those increases in ICT capital would
produce an additional $448 billion in annual GDP. Based on how various industries have
responded to increases in their ICT capital stock, these increases in ICT investment should
produce significant gains for compensation and/or employment in every industry. If all of these
benefits went to higher wages with no additional jobs, it would raise the average compensation
of American workers after several years by $5,424, ranging from $836 per-worker in the
accommodations and food service sector to $15,316 per-worker in the information industry.®
Similarly, if all of the benefits of the additional ICT investments went to job creation, it would
generate more than 6.8 million additional jobs after several years.

I11.  Innovation and Economic Growth and Productivity

Knowledge is the source of most economic value. When a company or country improves
its underlying rates of growth and productivity, those improvements usually reflect the
application of new ideas embodied in technological or organizational innovations. In the current
period, many of those innovations involve ICT or organizational changes designed to enable
firms to take advantage of their ICT investments.

The natural factors involved in economic activities — fuels and minerals, animal and plant
life, land — all have been available for a very long time. Over time, however, innovators have
developed and applied successive generations of new ideas about how best to use and combine
those factors. The value of a microchip, fiber optic cable or supercomputer is countless times
greater than the value of the minerals and other natural elements that comprise them, and that
difference reflects the economic value of the many generations of ideas and innovations which
now enable us to transform those elements into these technologies.

How well and how quickly a nation’s enterprises develop, adopt and apply economic
innovations, therefore, significantly influences that nation’s overall growth, productivity and
wage progress. Economists have established that innovation plays a larger role in economic
progress than increases in capital investment or even improvements in the skills and education of
workers. Beginning with the research of Nobel laureate Robert Solow in the 1950s, studies have
established that the development and adoption of innovations is the single most powerful

® See Table 9, below.



determinant of a nation’s underlying rate of economic growth. For example, Solow and others
found that 30 percent to 40 percent of the economic gains achieved by the United States in the
20™ century can be traced to economic innovation.” These innovations encompass not only new
technologies, materials and production processes, but also new ways of financing, marketing and
distributing goods and services, and new approaches for organizing a business and managing the
workplace. By contrast, increases in the American economy’s capital stock can explain only 10
percent to 15 percent of those gains, while another 20 percent can be traced to improvements in
the education and skills of American workers.

Furthermore, the importance of innovations apparently has increased in recent times.
One recent study used a version of Solow’s growth accounting to examine the impact of
innovation from 1973 to 1995, compared to 1996 to 2003.% The authors found that the impact of
innovation on U.S. growth increased from 25 percent in the first period to 35 percent in the
second.® This conclusion is consistent with recent work by researchers at the Federal Reserve
Board of Governors, who found that since 1995, for the first time on record, U.S. businesses
have invested as much in these idea-related intangibles'® — about $1 trillion a year in the early
years of this decade — as they do on plant, equipment and other traditional, tangible forms of
investment.* The authors of this paper also found that U.S. business spending on long-lasting,
knowledge capital grew faster than any other type of business or personal spending. Finally, the
study traced more than four-fifths of the gains in U.S. productivity achieved in the latter-1990s to
the development and use of new technologies and other innovations.

The Role of ICT Innovation

Innovation in recent years, perhaps more than in most periods, has been concentrated in
a few areas, especially information and communications technologies. The Federal Reserve
study of intangible investment found that the development of new ICT accounted for 28 percent
of U.S. productivity gains from 1995 to 2001, capital investments in those technologies
explained another 34 percent, and changes in the organization of firms and worker training in
response to these innovations accounted for another 10 percent. These findings were the latest
in a long line of analyses of the impact of ICT, reaching back now nearly two decades. Ina 1999
study, for example, Harvard economist Dale Jorgenson and Kevin Stiroh from the Federal
Reserve Bank of New York tracked the extraordinarily rapid adoption of computers by
businesses and households in the 1990s, as the price of computers fell dramatically. *2
Throughout that decade, business investments in computers grew 28.3 percent per-year;
household computer purchases increased even faster, by 37.3 percent per-year; and computer
services to firms and households grew 20 percent per-year. These growth rates were 10 to 18
times the average annual growth for other inputs. By 1996, U.S. businesses spent nearly $180
billion annually on new computers, and consumers spent an additional $170 billion.

"Solow (1956); Solow (1957); Denison (1962).

Van Ark, , et. al. (2009).

® They divided up growth factors and found that the contribution of “multifactor productivity,” largely a proxy for
the development and application of innovations, increased from 25 to 35 percent.

'° This broad category includes including investments in software programs and databases, scientific and non-
scientific R&D, new-product development costs by service firms; advertising and market research to create brands;
the development of new business models and corporate cultures; and expenditures on firm-specific training.

1 Corrado, Hulten, and Sichel (2004)

12 Jorgenson and Stiroh (1999).



This broad adoption of computers and their software enhanced the economic impact of
the efficiencies and new capacities associated with their use. The Jorgenson-Stiroh study found
that business use of computers added 0.26 percentage-points per-year to U.S. growth over the
1990-1996 period, while household purchases of computing equipment and services contributed
an additional 0.13 percentage-points to growth, each year. Together, these two dynamics
accounted for nearly one sixth of the average annual 2.4 percent growth in GDP in these years.™

Another well-known study by Stephen D. Oliner and Daniel E. Sichel measured ICT’s
contribution to growth of information and communications technologies over two periods: 1974
to 1990 and 1990 to 1995.%* Over both periods, real growth averaged about 3 percent per-year;
and the authors traced 0.25 percentage-points of that to computer hardware. They further found
that software contributed 0.1 percentage-points to growth per-year in the first period and 0.25
percentage-points per-year in the second period, and that communications equipment contributed
another 0.1 percentage point per-year over both periods. All told, ICT capital accounted for
about 0.5 percentage points of U.S. annual growth over both periods, or again about one-sixth of
our growth. Moreover, these ICT contributions to growth surged in the second half of the 1990s:
The authors estimate that this contribution more than doubled to an average of 1.1 percentage-
points per-year over the years 1996-1999 as the growth of the real stock of ICT capital
accelerated. They also calculated that nearly half of the acceleration in labor productivity, from
gains of 1.5 percent per-year in the first half of the 1990s to gains of 2.6 percent per-year in the
second half of the decade, can be traced to rapid growth of ITC capital.

ICT’s total contribution to U.S. growth is even greater than these studies suggest,
however, because the studies do not take account of the spillover effects of ICT on growth in
other industries. One characteristic of ICT capital which distinguishes it from traditional capital
investment is the wide diffusion of ICT hardware and software across the economy and the broad
range of their applications. Manufacturing companies, for example, operate computer-integrated
systems that link together design, production, and management activities to produce more
efficient use of resources. Information and communication technologies also enable firms to
interact with other businesses faster and more efficiently, directly or through their supply chains.
Some researchers evaluating the impact of ICT have focused on these network effects.” I1CT-
based networks, then, not only facilitate communication between firms; they also help streamline
production processes and lower transaction costs. Therefore, another feature that distinguishes
ICT capital from other traditional inputs is that ICT capital can generate considerable positive
“externalities” or economic effects.

Network externalities, which occur when the efficiency or value of a product or service
increases as the product or service is adopted by more users, is a signature feature of ICT.

3 GDP growth can also be expressed as the sum of the contributions of increases in capital services, consumers'
durable services, labor inputs, and the TFP residual. The contributions of capital and consumers' durables can be
decomposed into computer and non-computer components. Through the 1990s, computers were responsible for
nearly 20 percent of the contribution of capital inputs to growth and 14 percent of the contribution of consumers'
durables services. Taken together, these computer inputs contributed 0 .16 percentage points to the output growth for
1990-1996. These sources of growth are a direct result of substitution toward relatively cheap computers.

 Oliner and Sichel (2000).

> For example, Bresnahan (2001); Brynjolfsson and Hitt (2000); and Inoue (1998).
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Economists further distinguish between direct and indirect network effects.*® The direct version
occurs from an increase in the number of users of an ICT product or service, as when growing
numbers of PC owners increase the value of each owner’s PC. The indirect network effect
occurs from the development of applications, as when the growing number of users of Windows
increases the usefulness of both PCs and Windows to each user, or more recently in the 1-Phone
and its many thousands of applications. The direct and indirect network effects of ICT,
therefore, can have a significant impact on the diffusion and usage of that capital.

In addition to these network externalities associated with ICT, ICT can produce another
type of externality, so-called knowledge spillovers or learning effects. The adoption of ICT
typically produces or involves innovations in the production process and organizational
changes.’” As the noted Berkeley economist Paul Romer wrote a generation ago, the knowledge
that enables a firm or industry to successfully adopt these advanced technologies tends to
naturally spread or spill over to other firms and industries.*® Therefore, in assessing the indirect
economic benefits associated with ICT, we need to take account of the interdependence of firms
in different industries and their inter-industry transactions.

A 2002 study measured these ICT spillovers using data for 42 industries from the
national Input-Output tables over the period 1984 to 2000.*° The authors found that industries
with more transactions with ICT-intensive industries have larger ICT spillover effects. One
striking finding is that the computerization of an industry’s suppliers and customers reduces the
industry’s average costs, a clear example of a positive externality from ICT. Table 1, below,
shows the average return received and average return generated by the 42 industries from their
ICT capital stock and its spillovers. The first column shows the average returns to an industry
from a one dollar increase in the ICT capital stock of other industries. Banking and security,
wholesale trade, and business services derived the greatest returns from their transactions with
ITC-intensive-industries; and among manufacturing industries, industrial machinery and
equipment, and electronic and other electric equipment received the greatest benefits from these
interactions. The common characteristic of the industries deriving the greatest benefits is that
they are themselves intensive users of ICT capital. These findings suggest that the returns to an
industry from these inter-industry transactions depend on an industry’s own ICT capital.

The second column in the table shows the benefits to an industry of interacting with other
industries that have ICT stocks, expressed as the returns that a one dollar increase in an
industry’s ICT capital stock generates for other industries. If a firm’s suppliers have large ICT
investments, the computerization of those suppliers will have positive spillovers for the firm,
called “backward linkage.” At the same time, the computerization of a firm’s customer
industries also produces spillovers for the firm, called “forward linkage.” Backward and forward
linkages from ICT investments reduce the average and variable costs for any industry, expressed
as a return achieved by firms from interacting with its supplier and customer industries.

The results suggest that industries which receive large returns from their interactions —
large spillover benefits -- also generate large returns from their own ICT for other industries.

18 Katz and Shapiro (1985).
7 Brynjolfsson and Hitt (2000).

'8 Romer (1986).
¥ Mun and Nadiri (2002).



The industry that generates the largest returns for other industries in this way is business
services. For example, a $1 increase in the ICT investments by other industries generates an
additional return — through lower costs -- of 4.8-cents for firms providing business services; and
a $1 increase in the ICT investments by business services generates an additional return of 4.7-
cents for other industries. The analysis also shows that some industries receive more benefits
from interacting with ICT-intensive industries than their own ICT generates for other industries.
For example, the bank and security industry receives four times the benefits from its interactions
with other industries than its own ICT capital generates for other industries. In general,
industries that receive greater returns than their ICT capital stocks generate for other industries
are mainly service industries such as bank and security, wholesale trade, and communication.

Table 1: Average Returns Received and Generated
From $1 Increase in ICT Capital Stock, By Industry, 1984-2000%°

T || S
Agriculture, forestry, and fishing 0.007 0.010
Mining 0.010 0.020
Construction 0.006 0.027
Lumber and wood products 0.001 0.004
Furniture and fixtures 0.001 0.002
Stone, clay, and glass products 0.002 0.003
Primary metal industries 0.003 0.008
Fabricated metal products 0.004 0.010
Industrial machinery and equipment 0.012 0.014
Electronic and other electric equipment 0.011 0.014
Transportation equipment 0.008 0.015
Instruments and related products 0.005 0.005
Miscellaneous manufacturing industries 0.001 0.002
Food and kindred products 0.006 0.015
Tobacco products 0.000 0.001
Textile mill products 0.002 0.003
Apparel and other textile products 0.001 0.002
Paper and allied products 0.003 0.007
Printing and publishing 0.007 0.008
Chemicals and allied products 0.009 0.013
Petroleum and coal products 0.003 0.010
Rubber , miscellaneous plastics products 0.002 0.008
Leather and leather products 0.000 0.000
Transportation 0.020 0.019
Communication 0.022 0.013
Electric, gas, and sanitary services 0.025 0.016
2 Ipid.



Wholesale trade 0.069 0.027
Retail trade 0.031 0.028
Bank and security 0.080 0.022
Insurance 0.015 0.012
Real estate 0.032 0.028
Hotels and other lodging places 0.004 0.005
Personal services 0.001 0.003
Business services 0.048 0.047
Auto repair, services, and parking 0.003 0.010
Miscellaneous repair services 0.001 0.003
Motion pictures 0.002 0.003
Amusement and recreation services 0.002 0.004
Health services 0.008 0.013
Legal services 0.004 0.008
Educational services 0.001 0.003
Other services 0.014 0.024

Other research has focused on estimating the benefits of ICT for specific sectors or
business lines. For example, a 2000 study analyzed the benefits of ICT for emergency response
or 911 systems.?* During the 1990s, many municipalities adopted “Enhanced 911” systems
which used ICT to link automatic caller-identification to a database of address and location
information, in an effort to shorten the time required for emergency responses. Using data from
Enhanced 911 systems in counties in Pennsylvania from 1994 to 1996, the authors found that E-
911 systems increased short-term survival rates for patients with cardiac diagnoses by about one
percent. Similarly, the use of ICT enables hospitals to remotely monitor their intensive care
units, feeding video, audio, and vital data to a single interface that allows doctors, nurses, and
assistants to monitor many beds in multiple hospitals at once. By improving patient surveillance,
two ICUs in Norfolk, VA, reduced deaths by 27 percent in the first year and cut their costs per-
ICU case by 25 percent.?? Other studies have documented a similar role for ICT in improving
the affordability, safety, capability and efficiency of air transportation.?®

In general, the ICT sector provides a wide range of benefits to different industries
depending on how the technologies are applied and the characteristics of the adopting
organization. With the broad adoption of ICT by retail businesses, for example, e-commerce
transactions have grown six times faster than total retail sales, providing large externality
benefits. This growth has also generated externality benefits for consumers: One recent survey
found, for example, that consumers save between 10 percent and 40 percent by buying contact
lenses over the Internet, compared to the prices charged by optometrists.?* Online retail should
continue to grow, in part because the longer people are online, the more likely they are to make
more online purchases. While e-commerce still represents a modest share of retail sales, it

2! Athey and Stern (2002).

2 Mullaney (2006).

% Hansman (2005).

# Atkinson and McKay (2007).
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accounts for a sizeable share of the total transactions in certain areas, with, for example, more
than 20 percent of airline and other travel reservations occurring online.

IV.  The Contributions of the ICT sector to GDP, Value-Added, Jobs and Compensation

The ICT sector — computer and electronic products, software and other publishing,
information and data processing services, and computer systems design and services — has
averaged double-digit growth for the past decade. From 1987 to 2008, the sector grew every
year.” The recession years of 2001 and 2009 were the only times that ICT’s value-added
declined, driven by contractions in software and computer and electronics products. Table 2
shows the ICT sector’s direct contribution to economic growth, employment, and incomes.*®

Table 2: Contribution of ICT to U.S. GDP, Value-Added,
Employment and Compensation, 1991-2009

Value Added | Value Added Com-gg:g!ation ICT EmpI(_)yment, Corﬁ;:rrsgteion,
Year By ICT as A Percent Full-Time -
($ millions) of GDP By ICT Equivalents Al ey
($ millions) Worker
1991 $203,829 3.4% $172,258 4,207,000 $40,946
1992 $215,949 3.4% $177,104 4,076,000 $43,450
1993 $227,404 3.4% $185,636 4,081,000 $45,488
1994 $253,404 3.6% $198,533 4,183,000 $47,462
1995 $275,859 3.7% $208,887 4,242,000 $49,243
1995 $303,962 3.9% $217,225 4,303,000 $50,482
1997 $343,181 4.1% $234,466 4,415,000 $53,107
1998 $372,043 4.2% $279,707 4,124,000 $67,824
1999 $405,625 4.3% $321,562 4,238,000 $75,876
2000 $409,867 4.1% $378,022 4,534,000 $83,375
2001 $380,771 3.7% $359,948 4,430,000 $81,252
2002 $422,572 4.0% $321,700 3,923,000 $82,004
2003 $438,412 3.9% $315,852 3,674,000 $85,970
2004 $496,244 4.2% $329,010 3,628,000 $90,686
2005 $537,385 4.3% $348,134 3,685,000 $94,473
2006 $560,332 4.2% $370,093 3,779,000 $97,934
2007 $580,183 4.1% $389,004 3,764,000 $103,349
2008 $607,128 4.2% $395,959 3,782,000 $104,696
2009 $599,797 4.2% $379,056 3,535,000 $107,229

% Harris, et al. (2011).

% Bureau of Economic Analysis. Industry Economic Accounts: Gross-Domestic-Product-(GDP)-by-Industry Data.
The compensation and jobs data before 1997 use the SIC classification of industries, while post-1997 uses NAICS
data. Data on Full-time Equivalent workers are available only by SIC codes, and therefore the SIC-based series
from 1991-1997 may not be perfectly comparable to the NAICs-based series from 1998 to 2009.
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As Table 2 shows, ICT’s contribution to GDP has risen nearly 25 percent since the
1990s, increasing from 3.4 percent of GDP in 1991-1993 to an average of 4.2 percent over the
years 2005-2009. No other industry matches those gains. Over this period, ICT firms directly
contributed an average of $577 billion per-year in value-added to GDP. Thus, ICT’s direct
contribution was equal to nearly one-third of the contribution of all manufacturing at 11.2
percent of GDP. From 2005 to 2009, GDP grew by about $4.2 trillion, from $9,951.5 billion to
$14,119 billion; and ICT gains directly accounted for 4.0 percent to 4.5 percent of that growth.

ICT companies also accounted for 4.1 million to 4.5 million full-time jobs in the 1990s.
ICT employment has declined gradually since 2001, but the average compensation of its workers
has increased sharply. From 1991 to 2000, this average compensation more than doubled from
$40,946 in 1991 to $83,375 in 2000. From 2000 to 2009, this average compensation rose
another 29 percent from $83,375 in 2000 to $107,229 in 2009, even as average incomes for all
Americans declined. From 1991 to 2009, average ICT compensation rose 162 percent, the
fastest gains of any sector. As a result, the gap between the average compensation of ICT and
other private-sector workers widened sharply, from 29.5 percent in 1991 to 80.6 percent in 2009.
(Table 3, below) Counting only wages and salaries, the average weekly earnings of ICT
employees in 2010 were $938.89 or nearly 50 percent higher than all private-sector employees.?’

Table 3. Average Compensation, ICT versus All Other Private-Sector Workers, 1991-2009

Year Average Compensation, A\::el:ﬁ?.f_i?n%n,'\lp;r?_siaél? n Difference: Compensation
Full-Time ICT Worker Private-Sector Worker Advantage of ICT Workers
1991 $40,946 $31,613 29.5%
1992 $43,450 $33,372 30.2%
1993 $45,488 $34,222 32.9%
1994 $47,462 $34,978 35.7%
1995 $49,243 $35,711 37.9%
1995 $50,482 $36,682 37.6%
1997 $53,107 $38,094 39.4%
1998 $67,824 $40,168 68.9%
1999 $75,876 $41,693 82.0%
2000 $83,375 $44,063 89.2%
2001 $81,252 $45,508 78.5%
2002 $82,004 $47,009 74.4%
2003 $85,970 $49,217 14.7%
2004 $90,686 $50,952 78.0%
2005 $94,473 $52,681 79.3%
2006 $97,934 $54,742 78.9%
2007 $103,349 $56,805 81.9%
2008 $104,696 $58,437 79.2%
2009 $107,229 $59,381 80.6%

%’ Bureau of Labor Statistics, ftp://ftp.bls.gov/pub/suppl/empsit.ceseeb2.txt.
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We also can estimate the contribution of ICT investments to the output of other
industries. To do so, we use BEA input-output tables.?® BEA provides two types of these tables
to measure linkages between industries. The first is called the Make table, with rows that show
the value of each good or commodity produced by each industry and columns that distribute the
output of each good or commodity across industries.”® For example, the 2009 Make table shows
that the “Farms” industry contributed 99.8 percent of total “Farms” commodities. The second
table is the Use table, which shows the value of each commodity or good used in producing the
output of each industry. Each column in the Use table sums to an industry’s total output, while
each row shows the value of each good or commodity that goes towards producing that output.
For example, the 2009 Use table shows that the “Farms” industry used 12.3 percent of Farm
industry commaodities and less than 1 percent of Machinery industry commodities to produce
total output of $299.1 billion.

To estimate the value each industry derives from ICT investments, we created an
“Adjusted Make Table” that shows the share of each commodity’s total output contributed by all
other industries. Technically, we divide each element of the Make Table by its column total,
which is the industry’s total output of a commodity, and each element in the row shows the
output of that commaodity being produced by the industry. Therefore, the Adjusted Make Table
shows the share of the total value of the commodity produced by each industry. Next, we
multiply these values by those in the Use table. This gives us an industry-by-industry matrix in
which each element shows the contribution of each industry to the total output of all other
industries. From this matrix, we can isolate the spillovers or contributions of ICT industries to
other industries.*

Table 4, below, shows, for example, that the output by information and services
industries as well as several manufacturing industries depend particularly on ICT investments.
ICT investments account for more than 4.3 percent of the total output of the information sector,
more than 3.1 percent of the output of all manufacturing, and nearly 4.0 percent of the output of
business management services. Moreover, this analysis also can measure spillovers from ICT by
analyzing the flow of goods between the ICT industries and all other industries. We find that the
ICT industries contributed $528.2 billion in value to other industries in 2009, or 3.74 percent of
the total U.S. GDP of $14.1 trillion in that year. The public sector accounts for $128.6 billion of
that total. Considering only the private sector, spillovers from ICT were responsible for $401.3
billion of the value produced by non-ICT industries. Moreover, this estimate is conservative,
because it captures direct spillovers but not indirect ones that, for example, reduce costs in other
industries. !

*® Bureau of Economic Analysis. Industry Economic Accounts: Input-Output Accounts Data,
http://www.bea.gov/industry/io_annual.htm.

% There are 65 industry and commodity groups. Each column corresponds to a specific commodity group and the
column total is the total output of that commodity. Each row corresponds to a specific industry and shows the output
of each commodity produced by that industry. Note that the industry and commaodity groupings are titled the same.
% Note we show the ICT industries, such as computer and electronics product, publishing industries, and so on.

1 Mun and Nadiri (2002).
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Table 4: Spillover Effects of the ICT Sector On All Industries, 2009%

Industry Use (_)f_ICT Ou_tp_ut* ICT Share of
($ millions) ($ millions) Total Output

Agriculture, Forestry, Fishing $847 $340,726 0.25%
Mining, Oil, Gas Exploration $1,797 $349,233 0.51%
Utilities $1,733 $392,461 0.44%
Construction $13,809 $1,091,005 1.27%
Manufacturing $141,115 $4,522,357 3.12%
Wholesale Trade $10,591 $1,018,943 1.04%
Retail Trade $14,363 $1,193,407 1.20%
Transportation and Warehousing $3,605 $712,451 0.51%
Information $51,429 $1,191,925 4.31%
Finance & Insurance $43,049 $2,264,742 1.90%
Real Estate, Rental & Leasing $8,340 $2,619,605 0.32%
Profess’al, Scientific, Tech. Services $35,716 $1,514,926 2.36%
Management of Companies $14,965 $378,177 3.96%
Administrative, Support, Waste Mgt $15,362 $621,861 2.47%
Education $5,879 $240,194 2.45%
Health Care & Social Assistance $19,020 $1,705,157 1.12%
Arts, Entertainment & Recreation $1,989 $209,568 0.95%
Accommodation & Food Services $8,572 $718,869 1.19%
Other Services $9,166 $559,502 1.64%

Total or Average $401,347 $21,645,109 1.93%
Government $126,811 $3,159,049 4.01%

Based on this analysis, we can measure ICT’s total contribution to U.S. GDP and growth.
As Table 4, above, shows, the industries deriving the greatest benefits from ICT are
manufacturing, information, finance and insurance, and professional, scientific and technical
services. Across the economy, these indirect effects from ICT investments added nearly $401.4
billion to U.S. GDP in 2009, on top of the $599.8 billion in value-added contributed directly by
ICT companies in 2009. All told, therefore, the ICT industry contributed $1,001.1 billion to U.S.
GDP in 2009, or 7.1 percent of total GDP. In addition, this analysis allows us to estimate the
value derived by government from its use of ICT, which as noted came to $126.8 billion in 20009.

V. The Impact of Policy on Levels on ICT Investment and Innovation

The powerful impact of ICT on the performance of other industries increases the
importance of policies that can affect their use of ICT. Here, we examine three such initiatives
currently discussed in policy circles and analyze the ICT-related benefits generated in each case:
1) The range of economic benefits expected from proposed funding for an ICT-based national
wireless public safety network; 2) the potential economic benefits from the proposed funding for
an ICT-based reconfiguration of the nation’s electricity grid into a “Smart Grid;” and 3) the
impact of a 10 percent reduction in corporate taxes on ICT investments by various industries, and
their impact on wage and employment gains.

% Total exceeds GDP, because outputs from one industry are inputs for other industries. Also, the contributions of
ICT to each sub-industry in the manufacturing sector are presented in the Appendix (Table A-1).
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The National Public Safety Network

Since taking office, the Obama administration has proposed a number of initiatives
involving the intensive use of ICT to help address social and economic issues. One prominent
example is the proposal in the President’s current, FY 2011 budget for $10.7 billion to support
the development and deployment of a nationwide wireless broadband network dedicated to
public safety. The funds would go to create a wireless communications network for emergency
service agencies across the country, including police, firefighters and emergency medical service
personnel, to help them prevent or respond more efficiently and effectively to incidents that
endanger people or property.

The proposed program should generate a range of economic benefits. To begin, the
direct funding should create nearly 100,000 new jobs: A White House assessment and a separate
study by Cisco (2009) concurred that the program and its funding would generate employment
for network planners; laborers for laying and installing cable; technicians to build and install
network devices, wireless access points, video surveillance cameras, gunshot detectors, and
environmental sensors; and trainers for installation.*® As the network is established, it would
create more jobs for network administrators and managers, technical support staff, network
analysts, project managers, and IT analysts. Based on the current use of labor and capital by ICT
companies and prevailing wages, nearly $8 billion of the initial funding would go to salaries,
sufficient to create about 74,000 new ICT jobs. In addition, the nearly $3 billion in new capital
investments should support perhaps 20,000 additional jobs.

While a majority of the ICT investments would occur from public-sector agencies, and
there are no analyses of the employment effects of ICT investments specifically by the public
sector, we assume here that the new public-sector ICT investments would be allocated to capital
and labor in the same proportions as in the ICT sector itself. With a capital-labor ratio of 0.32,
approximately 25 percent of the total value of the capital and labor employed should go for
capital investments. Therefore, about 75 percent of the total $10.7 billion invested in the public
safety networks would be used for new ICT-related employment, or nearly $8 billion. At an
average compensation per-worker of $107,229, those funds would produce the nearly 74,000
new jobs. If the investments in the public safety network are more capital intensive than we
assume here, the employment gains could be less.

A wireless broadband network of public safety agencies also would generate substantial
direct savings for law enforcement and other emergency personnel, and equally substantial
indirect savings from the lives saved and property preserved. We cannot know precisely how
great these savings would be. However, if the use of the new network and its technologies
increases the productivity of police and fire agencies by 1 percentage point per-year — less than
comparable innovations increased private-sector productivity — the direct efficiency savings
would be nearly $2 billion per-year. In addition, economic analysts at the Phoenix Center
estimate that the indirect benefits from a full-fledged public safety network could come to
another $2 billion to $6 billion per-year.>* In short, therefore, the proposal would create nearly

*The White House, Office of the Press Secretary (2011).; Cisco (2009).
* Ford and Spiwak (2011).
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100,000 jobs; and over time, the network itself should generate savings or benefits of some $4
billion to $8 billion per-year.

The network’s main purpose is to support the daily operations of police, fire fighters and
other public safety agencies — for example, by providing real-time video surveillance of critical
areas and crime and fire scenes, so police and firefighters can monitor and deploy the appropriate
personnel, hour-to-hour. In addition, the 1CT-based network would provide wireless data and
communication networks for officers in the field to consult databases, building plans and
schematics, and public and private surveillance systems. Further, first-responders on their way
to fires, hostage situations, and other incidents will be able to review real-time video from the
incident scenes, as well as public and private databases, to better plan and coordinate their
responses. The President’s proposal also includes other provisions that could further expand its
economic benefits.* For example, other public agencies could be permitted to use the network.
The plan also would encourage police and firefighting agencies to enter into partnerships with
appropriate commercial operators, so each side could leverage the experience and assets of the
other. Finally, the network’s value also could rise sharply when major terrorism and natural
disasters strike. In fact, the original impetus for the proposal came from the 9/11 Commission’s
criticism of the lack of inter-operable communications systems among the diverse first-
responders at the World Trade Center and the resulting vulnerabilities for homeland security.*®

The proposal to allocate nearly $11 billion to create a wireless local, regional and
national data and communications network for public safety officials and agencies represents an
acute public policy application of ICT that should generate large economic benefits. The initial
appropriation should generate nearly 100,000 jobs; once in place, the system should produce an
estimated $2 billion per-year in efficiency savings by police and fire departments, as well as
another $2 billion to $6 billion per-year benefits from additional lives and property preserved
from the application of ICT to the daily operations of public safety officers. And these benefits
could be much greater if they are applied, as they almost certainly would be, to instances of
major terrorism or large natural disasters.

Investments in a Smart Grid

Another current example of ICT-related funding by the federal government that will
produce significant economic benefits is the provision in the American Recovery and
Reinvestment Act of 2009 allocating $3.4 billion for investments in a “Smart Grid,” the largest
energy-grid modernization effort on record. A Smart Grid is an ICT-based network that delivers
electricity to businesses and consumers using two-way digital data and communications systems,
often linked directly to systems and appliances in offices, factories and homes. To achieve this,
the Smart Grid overlays the existing electrical grid with a range of information and
communications technologies, including extensive deployment of smart meters. As with the
federal support for a wireless broadband public safety data and communications network, the
Smart Grid would generate significant direct and indirect savings and economic benefits.

* Testimony of Paul Steinberg (2011)
** Moore (2010).
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The most direct benefit from the appropriation is the jobs it has created: Based on ICT
industry’s allocation of expenditures between labor and capital investments, and average salaries
in the sector, the provision has directly generated about 24,000 jobs, plus perhaps another 5,000
jobs associated with the program’s capital purchases. Moreover, this represents an initial
investment in the long-term creation of an ICT-based Smart Grid, over some 20 years, that will
probably be funded by both the private utility industry and government. The creation of a
nationwide Smart Grid will entail hundreds of thousands of additional jobs, including smart-
meter manufacturing workers; engineering technicians, electricians and equipment installers, IT
system designers and cyber security specialists, data entry clerks and database administrators,
and business and power system analysts.®” The greatest economic benefits, however, will follow
from the actual use of the Smart Grid. For example, in a recent analysis, the Electric Power
Research Institute (2010) identified additional new capacities possible with a Smart Grid.*
They include reconfigurations so utilities can prevent “fault currents” from exceeding damaging
levels, wide-area monitoring of the condition of the bulk power system in real time, real-time
determination of the capacity to carry load for each element in the grid, and advanced metering
systems for real time management of power demand by customers based on adjusted pricing.

Another often-cited benefit of an ICT-based Smart Grid is fewer power outages. If the
Smart Grid can reduce those outages by 20 percent, as predicted by the National Energy
Technology Laboratory, it would save $20 billion per-year from some $100 billion in current
annual costs from such outages as estimated by the Electric Power Research Institute (EPRI).*
Industry experts have enumerated additional applications of a Smart Grid that also would
generate significant savings or economic benefits,** including automating the operations of the
core grid, collecting the data required to reduce the cost and increase the effectiveness of
maintenance programs, smart metering to shift power use by businesses and households from
high-use times of the day and month to lower-use days and times, and the eventual development
and operations of “smart buildings” that automatically optimize their use of electricity.

Some of these applications are possible today. For example, Oberlin College conducted
a competition a half-decade ago in which it challenged its students to conserve and shift their
electricity consumption. *  On average, dormitories were able to cut their electricity use by 32
percent; but two dormitories that received real-time feedback on their energy use and costs,
through smart metering within a wireless data communication network tied to the electricity grid,
reduced their electricity consumption by 56 percent. A Smart Grid also could support
homeowners and businesses that want to produce their own energy, using small-scale generation
from photovoltaics, solar thermal energy, and oil and natural gas-fired generators. The ICT-
based grid could not only accommodate the use of such “microgeneration” and provide outside
energy when needed; it also could transfer excess energy from microgenerators to other
customers and credit the small producer. Similarly, with the deployment of a Smart Grid, drivers

¥ KEMA (20009).

8 EPRI (2010).

% National Energy Technology Laboratory (2010).

“0 EPRI (2001)

*! Feisst, Schlesinger and Frye (2008).

*2 Dormitory Energy Competition at Oberlin College (2005).
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of hybrids or all-electric cars could create and store electricity in their automobiles and then sell
it back to the grid whenever they chose to do so.

Beyond the 29,000 jobs created directly by the appropriation and potential $20 billion in
annual benefits or savings from reducing power outages, the National Energy Technology
Laboratory (2010), has identified other potential economic benefits of a Smart Grid.** For
example, the ICT components of a Smart Grid would monitor the energy flows to large
customers and reduce the incidence of poor power quality, generating benefits estimated at $10
billion per-year. Raising the stakes on quality control, the Smart Grid also could virtually
eliminate the danger from large-scale blackouts, which cost the economy some $10 billion each.

Furthermore, by improving the efficiency of the energy infrastructure, from generation to
consumer, and of local and national electricity markets, the Smart Grid will reduce electricity
consumption and drive down prices, relative to the continued reliance on less efficient energy
infrastructure. Recent experiments suggest that these savings could cut current electricity bills
by 10 percent to 15 percent: In 2010, American households and businesses spent $370.5 billion
for electricity, suggesting economic benefits from this source of $37 billion to $55 billion per-
year.** The ICT-enabled monitoring of the power grid also should reduce transmission and
delivery losses (T&D) by at least 10 percent, producing another $2.5 billion in annual benefits;*
and cutting the costs of transmission congestion costs by 10 percent, a reasonable target, would
save another $2 billion per-year. The system’s continuous ICT-based monitoring also should
reduce operations and maintenance costs by at least 10 percent, generating another $4 billion in
annual savings. These efficiency gains should not reduce overall employment: While some of
the savings in operations and maintenance may cost jobs, the efficiency gains generate new
demand for other and services, leading to more employment to produce, distribute and sell them.
Finally, the deployment of a Smart Grid would allow utilities to eliminate or defer a share of the
planned, large capital investments — in centralized generating plants, substations and
transmission and distribution lines — reducing costs by an average of roughly $2 billion to $6
billion per-year.*

All told, these enumerated benefits from the application of ICT to the nation’s electricity
grid come to some $70 billion to $90 billion per-year. This estimate is reasonably close to an
analysis by the Electric Power Research Institute working with the Department of Energy: Their
study projects total Smart Grid costs of $340 billion to $480 billion over 20 years, and economic
benefits of $1.3 trillion to $2 trillion over the same period.*’ That suggests benefits that would
average $65 billion to $100 billion per-year, and exceed costs by roughly 3-to-1 to 5-to-1. That
would mean net benefits averaging $48 billion to $76 billion per-year. With regard to jobs, a
report by the energy consultancy KEMA (2008) has forecast that building and operating a Smart
Grid would create thousands of jobs across the country, including smart meter manufacturing
workers; engineering technicians, electricians and equipment installers, IT system designers and
cyber security specialists, data entry clerks and database administrators, and business and power

“ NETL (2010).

*“ Energy Information Administration (2011).
*> Business Roundtable Report (2007).

16 Kintner-Meyer, Schnieder and Pratt (2007).
*"EPRI, (2011).
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system analysts.”® To be sure, these benefits will be accrued over many years. Smart Grid
activity in the United States is focused today on *“advanced metering,” a precursor to a genuine
Smart Grid. Duke Energy is the only utility that has filed plans with regulators for elements of a
Smart Grid, although others have filed plans that involve advanced metering. These activities,
however, were spurred in part by the 2009 funding, which may be seen years from now as the
seed money for an ICT-based transformation of our energy infrastructure.

Reducing the Corporate Tax Burden

The tax treatments of corporate investments, their financing and their returns affect the
cost of capital for businesses and thus actual investment levels, including the investments in ICT
that drive the direct and spillover benefits documented earlier in this study. Many economists
have studied the impact of the corporate tax burden and its top tax rate on investment, here and
in other nations. This research shows, first, that capital investment responds to both the marginal
corporate tax rate and the “effective” tax rate or tax burden, which takes into account deductions
and credits for particular investments and expenditures. It is also often noted that over the last
decade, the United States has maintained a relatively high marginal tax rate and tax burden on
corporate profits, while most European countries have reduced their corporate taxes.* This
research suggests that our high corporate tax rates and tax burdens may contribute to our
relatively low domestic investment rates.

The high U.S. corporate tax burden and rates may particularly affect investment by ICT
industries, because the value of corporate tax preferences critical to investment is less for the ICT
sector than for many other industries. In addition, as noted by the Joint Committee on Taxation
(JCT), the ICT industry has not received new tax benefits since at least 1986.°° By contrast, in
2004 alone, Congress provided new tax preferences for railroads, film and TV production, and
biodiesel blender makers; and the 2009 stimulus included new tax expenditures for a range of
clean energy producers and consumers.

Unsurprisingly, there has been considerable research and debate recently about the
economic impact of reducing the corporate tax burden and marginal tax rate. We leave that
debate to others. Instead, we focus on how a 10 percent reduction in the corporate tax burden or
effective rate would affect investments by ICT companies and ICT investments by other
industries, because those investments produce disproportionately large benefits for GDP,
productivity and wages. As we will see, such a 10 percent tax reduction would increase
investments in ICT by nearly $71 billion over several years, which in turn would raise
productivity and total spending on compensation by nearly $450 billion. Over several years,
those investment and productivity gains would drive higher levels for compensation, sufficient to
cover wage increases averaging $5,424 per-worker across the economy, or some 6.8 million new
jobs, or some combination of higher wages and additional jobs.

** KEMA (2009).

“ A recent study from the American Enterprise Institute, for example, found that among all OECD nations, the
United States has the second highest effective corporate tax rate and combined national and local marginal corporate
tax rate (Japan is number one in both cases)Hassett and Mathur (2011).

% Joint Committee on Taxation (2011).
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To calculate these effects, we begin by estimating how much investment would increase
in response to a reduction in its tax burden, or in economic terms, “the elasticity of investment
with respect to effective corporate tax rates.” A recent review of the international tax literature
found that this average elasticity is 0.6: A one percent reduction in the corporate tax burden is
followed on average by a 0.6 percent increase in investment.* Other studies have found larger
responses, as high as 3.3 percent,> but here we adopt the more conservative value.

Applying this value, we estimate how much each industry would expand its investments,
in ICT and overall, over three-to-five years, if Congress reduced the corporate tax burden by 10
percent. (Table 5, below) Over several years, American businesses would increase their ICT
capital stock by some $71 billion, relative to what we would expect under the present corporate
tax. The largest increases in ICT investments would occur in the information industry;
manufacturing; professional, scientific and technical services; and transportation and
warehousing. American businesses would increase their overall capital investments by $990
billion, with the largest increases occurring in manufacturing and utilities, mining and oil and gas
exploration, finance and insurance, and real estate, rentals and leasing.

Table 5: Impact of a 10 Percent Reduction in Corporate Tax Burden
On ICT Investment and Total Capital Investment, by Industry ($ millions)

ICT Total Increase in Increase in
Industry Capital Capital ICT Capital | Total Capital
Stock Stock Stock Stock
(millions) (millions) (millions) (millions)

Ag., Forestry, Fishing $2,397 $492,462 $144 $29,548
Mining, Oil, Gas Exploration $13,751 $1,269,032 $825 $76,142
Utilities $23,575 $1,823,966 $1,415 $109,438
Construction $28,462 $283,702 $1,708 $17,022
Manufacturing $150,873 | $2,309,681 $9,052 $138,581
Wholesale Trade $61,282 $502,948 $3,677 $30,177
Retail Trade $29,057 $1,036,955 $1,743 $62,217
Transportation & Warehousing $109,863 $1,105,476 $6,592 $66,329
Information $270,001 $1,162,888 $16,200 $69,773
Finance & Insurance $114,331 $1,278,624 $6,860 $76,717
Real Estate, Rental, Leasing $55,510 $1,320,507 $3,331 $79,230
Profess’al, Scientific & Tech. Services $153,348 $371,962 $9,201 $22,318
Mgt of Companies $59,743 $479,134 $3,585 $28,748
Admin., Support & Waste Mgt. $32,639 $226,256 $1,958 $13,575
Education $9,418 $429,122 $565 $25,747
Health Care, Social Assist. $43,835 $1,187,396 $2,630 $71,244
Arts, Entertain., Recreation $4,250 $226,104 $255 $13,566
Accommodation, Food Services $8,587 $524,951 $515 $31,497
Other Services $8,908 $464,058 $534 $27,843

Total $1,179,830 | $16,495,224 $70,790 $989,712

Next, we look at how these increases in ICT investments would affect each industry’s
wages and employment. For this analysis, we use BEA data on compensation and ICT

> Gordon and Hines (2002).
> De Mooij and Ederveen (2003).
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investment for 1998 to 2007, and calculate how much compensation rises when an industry
increases its ICT investments — the “elasticity of compensation to ICT investment.” This
analysis of total compensation covers both increases in wages and increases in the numbers of
workers earning them. We cannot know how much of the gains from ICT investments would go
to wages and how much to additional jobs, although we would expect that more would go to
higher wages then additional jobs, because ICT investment is associated closely with gains in
productivity that lead to higher wages. Table 6, below, shows the increases in total
compensation spending, by industry, that should follow from the higher ICT investments
expected from a 10 percent reduction in corporate tax burdens.>

The analysis shows that these increases in ICT investments would lead to increases in
compensation spending ranging from 3 percent (accommodations and food services; utilities;
management of companies and enterprises; and mining, oil and gas exploration) to 16 percent
(transportation and warehousing; information; and real estate, rentals and leasing).
Compensation spending would increase by $35.5 billion in manufacturing, by $39 billion in
health care and social assistance, by over $40 billion in the information sector, and by nearly $79
billion in finance and insurance. All told, the increases in ICT capital investments would raise

private-sector compensation spending by nearly $450 billion or by an average of 7 percent.

Table 6. Impact of Increased ICT Capital on Total Compensation,
By Industry, Over Time ($ billions)

ICT Capital I(; léz':;?t Post-tax Increase in
Industry After Tax y Compensation | Compensation
Cut Compen§at|on Spending Spending
Spending

Ag., Forestry, Fishing $2.54 $43.77 $46.86 $3.10
Mining, Oil, Gas Exploration $14.58 $64.77 $66.80 $2.03
Utilities $24.99 $67.04 $69.01 $1.97
Construction $30.17 $378.35 $395.94 $17.60
Manufacturing $159.93 $858.65 $893.15 $34.51
Wholesale Trade $64.96 $410.86 $452.46 $41.60
Retail Trade $30.80 $480.42 $515.81 $35.39
Transportation & Warehousing $116.46 $245.93 $284.60 $38.66
Information $286.20 $248.36 $288.75 $40.39
Finance & Insurance $121.19 $568.12 $646.80 $78.68
Real Estate, Rental, Leasing $58.84 $102.47 $118.97 $15.51
Prof’al, Scientific, Tech. Services $162.55 $669.14 $696.35 $27.21
Mgt of Companies $63.33 $212.83 $219.45 $6.62
Admin. Support & Waste Mgt. $34.60 $286.52 $305.67 $19.15
Education $9.98 $135.62 $146.29 $10.67
Health Care, Social Assist. $46.47 $855.87 $894.91 $39.05
Arts, Entertainment, Recreation $4.51 $322.86 $337.66 $14.79
Accommodation, Food Services $9.10 $242.64 $250.10 $7.46
Other Services $9.44 $234,747 $247.26 $12.51

Total $1,250.62 $6,428.95 $6,876.84 $447.89

>* These estimates are based on the elasticity of an industry’s ICT investments to the reduction in its effective tax
rate, and the elasticity of an industry’s compensation costs to increases in its stock of ICT.
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Since we cannot know how this additional compensation spending would be divided
between higher wages and additional jobs, we provide the two upper bounds: The increase in
per-worker wages or compensation if all of the additional resources went to that use with no
increase in the number of workers; and the increase in jobs if all of those resources went to job
creation with no increase in wages. (Table 7, below) The reality would fall somewhere in-
between. For example, the additional investment in ICT by manufacturing firms would lead to
some combination of wage increases of up to $2,993 per-worker and job gains of up to 463,347
slots, a midpoint of about $1,500 in higher wages per-worker and about 232,000 additional jobs
in manufacturing. Similarly, the construction industry would see some combination of wage
increases of up to $2,957 per-worker and job gains of up to 276,768 positions. Across the
economy, the rule would be, the greater the gains in wages, the smaller the increase in jobs (and
vice versa).

Table 7. Impact of Increased ICT Capital on Wages and Employment, By Industry

Average FOBL a U Post-Tax-Cut
. Increase in Total
Industry Compensation Compensation | Employment Increase In
Per-Worker, " | Employment,
2009 Per Worker, 2009 Upper Bound
Upper Bound
Ag., Forestry, Fishing $41,366 $2,926 1,058,000 74,843
Mining, Oil, Gas Exploration $102,648 $3,220 631,000 19,796
Utilities $120,795 $3,549 555,000 16,306
Construction $63,578 $2,957 5,951,000 276,768
Manufacturing $74,477 $2,993 11,529,000 463,347
Wholesale Trade $75,888 $7,684 5,414,000 548,223
Retail Trade $37,807 $2,785 12,707,000 936,057
Transportation & Warehousing $61,376 $9,649 4,007,000 629,936
Information $94,182 $15,316 2,637,000 428,830
Finance & Insurance $102,051 $14,133 5,567,000 770,963
Real Estate, Rental, Leasing $54,824 $8,831 1,869,000 301,061
Prof’al, Scientific, Tech. Services $93,221 $3,791 7,178,000 291,925
Mgt of Companies $118,437 $3,681 1,797,000 55,855
Admin. Support & Waste Mgt. $43,158 $2,884 6,639,000 443,607
Education $48,315 $3,801 2,807,000 220,804
Health Care, Social Assist. $58,373 $2,663 14,662,000 668,892
Arts, Entertainment, Recreation $200,661 $9,195 1,609,000 73,728
Accommodation, Food Services $27,162 $836 8,933,000 274,784
Other Services $40,600 $2,164 5,782,000 308,148
Average or Total $76,785 $5,424 101,332,000 6,803,873

If all of the additional resources for compensation spending went into higher wages with
no additional jobs, the higher ICT investments would raise the wages of an average U.S. worker
by $5,424 over several years, ranging from a high of $15,316 per-worker in the information
industry and $14,133 in finance and insurance, to a low of $836 per-worker in the
accommodations and food service sector and $2,164 in other services. Alternatively, if all of the
new ICT-driven spending for compensation went into job creation with no increase in wages, it
would mean an additional 6.8 million new jobs over several years. The largest job gains would
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occur in retail trade (936,057 positions), finance and insurance (770,963 jobs), health care and
social assistance (668,892 jobs), and transportation and warehousing (629,936 positions).

Finally, the increases in compensation correspond economically to the increase in value-
added or GDP. Therefore, the additional investments in ICT spurred by the reduction in the
corporate tax burden would produce spillovers that would increase the value-added produced
across the economy by $447.9 billion.**

VI. Conclusion

Information and communications technologies have played a unique role in the
development and success of the American economy over the last two decades. ICT industries
have grown more rapidly than any other economic sector, and the average compensation of ICT
industry workers now runs more than 80 percent more than the average for all other U.S.
industries. Moreover, ICT has been on the cutting edge of economic innovation. These
innovations have diffused across nearly every other industry, increasing efficiency and driving
additional innovations in the way other industries operate and the goods and services they
produce.

This study has measured these various effects. We found that in 2009, ICT itself was
responsible for some $600 billion in value-added, or 4.2 percent of GDP. We further found that
the ICT investments by other industries were responsible for an additional $400 billion in value-
added produced by those industries. In short, ICT generates unusually large and extensive
“spillover benefits” for other industries and their workers. All told, ICT industries in 2009 were
responsible, directly or indirectly, for the production of about $1 trillion in goods and services, or
7.1 percent of GDP in that year. Given ICT’s disproportionate impact on U.S. growth, public
policies that promote investments in ICT also would produce disproportionate benefits for the
economy.

These economic benefits also are apparent in our analysis of the impact of three ICT
related public policies. A proposed $10.7 billion public investment in an ICT-based wireless
data and communications network for police and other public safety agencies would lead to the
creation of nearly 100,000 new jobs in ICT industries alone and, over time, spillover benefits of
some $4 billion to $8 billion per-year. The $3.4 billion stimulus funding for an ICT-based
wireless data and communications network for a “Smart Grid” should directly produce nearly
30,000 new jobs and, if this funding becomes seed money for the full development of an ICT-
based Smart Grid, the net benefits will range from $48 billion to $76 billion per-year. Finally, a
10 percent reduction in corporate tax burdens would spur nearly $71 billion in additional
investments in ICT goods and services by other industries. And after several years, those
increases in ICT capital would produce an additional $448 billion in annual GDP and significant
increases in compensation and/or employment in every industry. If all of these benefits went to
higher wages with no additional jobs, it would over time raise the average compensation of
American workers by $5,424; and if all of the benefits of the additional ICT investments went to
job creation, it would over time generate more than 6.8 million additional jobs.

> This is derived from Table 6, the differences between total current compensation and total compensation after the
tax change and additional ICT investments.
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The critical role of ICT in the current growth and development of the U.S. economy is
also central to establishing and maintaining a comparative advantage for American companies
and workers in the global economy. ICT advances and their adoption by industries across the
U.S. economy help drive innovation in every sector. With scores of developing nations now able
to operate standard technologies and business methods at less cost than in the United States, the
American capacity to apply ICT to develop and adapt new innovations for every phase of the
economic process has become critical to U.S. competitiveness in a global economy.
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Appendix

Table A-1. Contribution of ICT to the Output on Industries, By Industry, 2009

Industry

Contribution of ICT

ICT Contribution to

(millions) Industry Output
Farms $731 0.24%
Forestry, fishing, and related activities $117 0.28%
Qil and gas extraction $595 0.32%
Mining, except oil and gas $540 0.71%
Support activities for mining $662 0.75%
Utilities $1,733 0.44%
Construction $13,809 1.27%
Wood products $1,174 1.48%
Nonmetallic mineral products $1,573 1.70%
Primary metals $3,598 2.00%
Fabricated metal products $6,983 2.30%
Machinery $6,683 2.55%
Computer and electronic products $55,310 15.66%
Electrical equipment, appliances, and components $3,348 3.23%
Motor vehicles, bodies and trailers, and parts $10,713 3.07%
Other transportation equipment $26,258 10.52%
Furniture and related products $1,276 2.09%
Miscellaneous manufacturing $2,848 1.93%
Food and beverage and tobacco products $4,746 0.62%
Textile mills and textile product mills $567 1.24%
Apparel and leather and allied products $99 0.55%
Paper products $2,439 1.54%
Printing and related support activities $2,270 2.53%
Petroleum and coal products $523 0.11%
Chemical products $7,643 1.24%
Plastics and rubber products $3,064 1.80%
Wholesale trade $10,591 1.04%
Retail trade $14,363 1.20%
Alir transportation $214 0.16%
Rail transportation $1,069 1.69%
Water transportation $90 0.26%
Truck transportation $1,332 0.56%
Transit and ground passenger transportation $116 0.36%
Pipeline transportation $127 0.66%
Other transportation and support activities $281 0.21%
Warehousing and storage $374 0.65%
Publishing industries (includes software) $20,166 6.28%
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Motion picture and sound recording industries $2,275 2.18%
Broadcasting (except internet) and telecom. $20,360 3.25%
Other information services $8,627 6.14%
Federal Reserve banks, credit intermediation $18,268 1.78%
Securities, commaodity contracts, and investments $21,048 4.76%
Insurance carriers and related activities $3,213 0.48%
Funds, trusts, and other financial vehicles $520 0.42%
Real estate $3,665 0.16%
Rental, leasing services, lessors of intangible assets $4,676 1.54%
Legal services $4,731 1.68%
Computer systems design and related services $8,261 3.44%
Misc. professional, scientific, technical services $22,724 2.29%
Management of companies and enterprises $14,965 3.96%
Administrative and support services $14,243 2.61%
Waste management and remediation services $1,119 1.47%
Educational services $5,879 2.45%
Ambulatory health care services $9,335 1.17%
Hospitals and nursing and residential care facilities $8,215 1.07%
Social assistance $1,469 1.03%
Performing arts, spectator sports, museums $1,091 0.91%
Amusements, gambling, and recreation industries $898 1.00%
Accommodation $2,711 1.40%
Food services and drinking places $5,862 1.12%
Other services, except government $9,166 1.64%
Contribution to total GDP, Private Sector $401,344 1.99% (average)
Federal general government $88,295 8.81%
Federal government enterprises $951 1.04%
State and local general government $33,062 1.82%
State and local government enterprises $4,503 1.81%
Contribution to GDP, Public and Private Sectors $528,158 2.07% (average)
Total GDP $14,119,040 3.74%
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Executive Summary

The public safety community is about to embark on the most important upgrade to its mission-critical
communications systems ever. Today, police, sheriff, fire, and EMS personnel only have access to voice
communications on dedicated public safety spectrum. However, since the Federal Government
allocated this spectrum for public safety use over the course of many years, it is not contiguous in
nature but available on six different portions of the wireless spectrum.

The voice channels on each of these portions of the spectrum allocated to public safety communications
voice are not sufficient to provide communications for all of the agencies and, therefore, over the years,
some agencies make use of one portion of the spectrum while other agencies are assigned channels on
another portion of the spectrum. This has resulted in a lack of interoperability between agencies, even
within the same jurisdiction. It is not unusual for the police department in a city to be on a different
portion of the spectrum than the fire and EMS departments. The result of this is that when these
agencies are working side-by-side on an incident they cannot directly communicate with each other.

In addition, since these channels are suitable for voice communications only, the public safety
community has little or no access to data services, pictures, or video. In order to partially solve some of
these problems, some departments have entered into service agreements with commercial wireless
operators for wireless phone, messaging, and broadband services. However, during major incidents
these commercial networks are jammed with news media and citizens trying to contact their offices or
loved ones. At the time this capability is needed most by the first responder community, it becomes
unavailable due to commercial network overload.

The lack of interoperability that has been an issue for public safety nationwide for more than three
decades was brought to the nation’s attention during the terrorist attacks on 9/11 and again during
Katrina. A number of different agencies all responded to provide services and were unable to coordinate
with each other due to a lack of interoperable voice communications along with the lack of data and
video communications. Since these incidents, many agencies have upgraded their voice communications
systems and banded together to form regional and even statewide voice communications systems.
However, because of the nature of their spectrum allocations they have not been able to address the
issue of providing broadband communications services to those in the field.

Recently, Congress and the FCC allocated additional spectrum for public safety in what is known as the
700-MHz band. This band was occupied by TV stations above channel 53 that were relocated lower in
the TV spectrum. The resulting band was divided into blocks. Public safety received two blocks of this
spectrum: one for additional voice channels and one for a nationwide, fully interoperable broadband
system that will add data, picture, and video capabilities for first responders. AT&T, Verizon, and others
were then permitted to bid on other blocks within this band. The block adjacent to the public safety
allocation known as the D Block was supposed to have been sold at auction with the condition that the
winner would work with public safety to build out a nationwide private/public partnership system that
would result in a shared network for both the private network operator and for public safety.
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For a number of reasons, no bids were received for this spectrum, thus it was not auctioned. Today it
sits idle. The public safety community quickly rallied and joined forces in order to convince both the FCC
and Congress that the D Block should be reallocated to public safety so the amount of broadband
spectrum available meets the needs of the public safety community on a daily basis. During the past two
years, public safety has gained a lot of traction for this reallocation of the D Block but has also faced
some stiff opposition from those who would like to see it re-auctioned for commercial purposes. Most
of the discussions about who should gain access to the D Block have to do with how much broadband
spectrum public safety really needs on a daily basis for local incidents. There have been many studies (all
theoretical in nature) about the capacity of the existing public safety spectrum but until now there have
been no real-world tests to validate whether the Public Safety Spectrum Trust (PSST) spectrum is really
sufficient for public safety’s daily requirements.

While this debate continues, the FCC issued waivers to 21 jurisdictions allowing them to start building
their portion of the network. The San Francisco Bay Area applied for and received one of the waivers.
The East Bay Regional Communications System Authority in partnership with the Bay Area Urban Area
Security Initiative (UASI) developed Project Cornerstone as a proof of concept for the larger LTE network
planned for the Bay Area. For the first time, we were able to conduct real-world testing of the first
demonstration system of public safety broadband. The methodology and the test results are presented
in the following report.

The conclusion reached by Andrew Seybold, Inc. as a result of this in-depth testing is that the presently
allocated 10 MHz of spectrum (5 MHz by 5 MHz) for public safety’s exclusive use is not sufficient to meet
its needs on a daily basis. One of the prime advantages to implementing a nationwide broadband
network is to enable first responders in the field to have access to video for the first time. Think of this
as giving sight to the blind. For the first time, those responding to incidents will be able to see video
from a fixed camera near the incident. For the first time, those in the command center in charge of an
incident will be able to view, in real time, video sent back from the scene. The SWAT commander will be
able to see exactly what his team’s sharpshooters can see using their rifle scopes, and during a bomb
incident, live video of the bomb can be made available to bomb experts anywhere in the world, one of
whom might recognize it and be able to guide those at the scene as to the best way to disarm it and
render it harmless.

In order to accomplish all of this and more, including having access to information regarding an incident,
the history of the perpetrator, or perhaps still pictures of a suspect wanted for a crime, public safety
needs sufficient bandwidth for this nationwide broadband system and as our test results conclusively
show, the 10 MHz of spectrum presently allocated to public safety does not provide sufficient
bandwidth for incidents that occur in cities and counties on a daily basis. Therefore, the 700-MHz
spectrum known as the D Block needs to be reallocated to public safety to ensure it has the bandwidth it

needs.

Andrew M. Seybold Robert O’Hara

CEO and Principal Consultant  Partner

Andrew Seybold, Inc. Andrew Seybold, Inc.
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Introduction

Andrew Seybold, Inc. (ASl) was contracted by the East Bay Regional Communications System Authority
(EBRCSA) to undertake a series of network capacity tests for the first 700-MHz system in the United
States to deploy LTE. This network operates in 10 MHz (5 MHz by 5 MHz) of spectrum licensed to the
Public Safety Spectrum Trust (PSST) and under a waiver granted to EBRCSA by the FCC.

EBRCSA, in turn, will be integrated with the planned nationwide fully interoperable broadband network
dedicated to public safety and providing, for the first time, a nationwide public safety network based on
commercial standards that will enable the first responder community to move equipment and
manpower anywhere in the nation and be able to communicate with all of the other agencies involved
in a major incident. The lack of interoperability for public safety agencies has created problems during
major incidents for more than thirty years but was brought to the attention of the public during the
Oklahoma City bombing, the 9/11 tragedy, and major hurricanes such as Katrina.

The reason for the engagement of ASI to perform capacity tests on this system was many fold: First, it is
important for network planning purposes to understand both the capacity and the limitations of the
network. Next, there are ongoing discussions about the amount of spectrum, and therefore the amount
of capacity the public safety community needs on a daily basis. The public safety community and its
supporters believe that 10 MHz of broadband spectrum is not sufficient for the types of broadband
services that will be required on a daily basis, especially in major metropolitan areas. There are also
those who believe that the D Block, the additional 10 MHz of spectrum being requested, should instead
be auctioned for use by a commercial network operator.

Up to this point, all of the capacity models that have been run by those involved with the public safety
community have indicated that 10 MHz of spectrum is not sufficient for normal daily data and video
requirements while those who are in favor of auctioning the D Block have presented their own capacity
models that are designed to support their own position. These tests conducted on the Cornerstone
system are the first real-world tests conducted on a live system, and simulating a variety of incidents
that are commonplace and handled, on a daily basis, by police, fire and EMS agencies either acting alone
or in combination with the other agencies.

ASI has been involved in these discussions and Andrew M. Seybold has filed numerous comments with
the FCC based on our own computer-generated capacity studies. We found what we believe to be a
major discrepancy in the way capacity was measured in the case of those who are proponents of the D
Block auction. The capacity calculations used by these companies and the FCC were based on capacity
models developed by the 3GPP and were based on a grid of 19 cells sites, each with 3 sectors, for a total
of 57 cell sectors. Interference was assumed to be equal across all of these cell sectors and the capacity
measurements were based on spreading a user base across all of the sectors. While this capacity
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modeling method may in fact work for commercial network deployments, it is not germane when
running capacity studies for a public safety broadband system.

The public safety community—police, fire, and EMS—responds to multiple incidents per day within their
own jurisdictions that involve multiple public safety responders. These incidents, for the most part, are
confined to a small geographic area that will usually be provided coverage by only one or at the most
two cell sectors of the LTE broadband network. Therefore, the most important measure of capacity for a
public safety broadband system needs to be focused on the capacity within a single cell sector rather
than over a broader area. The testing methodology developed by ASI was based on self-contained
incidents confined to a small geographic area and modeled based on real-world incidents that the public
safety community responds to every day.

As an incident grows in complexity the number of first responders on the scene increases rapidly and
the amount of video and data resources needed to manage the incident will increase exponentially.
Incidents can grow in size and complexity quickly. During the early stages, while there is an incident
commander on the scene, the demands that will be placed on the broadband network will continue to
expand. If the incident needs to be managed for a longer period of time, additional resources such as
command-and-control vehicles and incident management personnel will be put into place. At this point,
it will be possible to manage the demand for voice, data, and video services, but in the early stages of an
incident, those who are responding are occupied with sizing up the incident, deploying personnel,
ensuring that the general public is out of harm’s way, and coordinating resources that are either on the
scene or responding to it.

As an incident builds, so too will the demand placed on the LTE broadband network, and since the vast
majority of these incidents will occur within a small geographic area, the coverage of that area will, in
most cases, be provided by a single cell sector or two overlapping cell sectors. Further, it is important to
understand that a blocked call or lack of available bandwidth during the incident as it grows in size and
complexity is not an option for public safety. Therefore, the total amount of bandwidth available within
a single cell sector is of paramount importance when designing the public safety broadband network
and the amount of capacity available within each cell sector is directly proportional to the amount of
bandwidth available within the cell sector. It is imperative that there be enough bandwidth available to
handle the increased demand in service on a daily basis.

Based on our testing and the resources public safety agencies have identified as required for these types
of incidents, ASI has concluded that 10 MHz of broadband spectrum (5 MHz X 5 MHz) is not sufficient to
meet the needs of the public safety community on a daily basis in metropolitan and suburban areas of
the United States.

The Network Under Test

The LTE network under test is located in Alameda County, California. The Evolved Packet Core (EPC) that
is used to manage the network, identify units on the network, and for all command-and-control
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functions is located in the Alameda County Emergency Operations Center (EOC). The EPC is connected to
the two cell sites via County Microwave with a total per cell site capacity of 30 Mbits per second. For the
purposes of these tests, the test server was co-located at the Core in order to ensure that there were no
network bottlenecks between the test server and the network under test.

This is a diagram of the Alameda County test network:

Each of the two active cell sites is divided into three sectors, which is the standard cell site configuration
for all commercial cellular networks. For the purposes of these tests, all were conducted within the
coverage of a single cell sector for each of the two sites and it was verified that there was no network
traffic on the other two sectors. The total backhaul of 30 Mbits per second provided by the County
Microwave system was available for the single sector under test.

The field devices we used were Panasonic Toughbook computers of the same variety that are in daily
use within the public safety community, and the LTE field devices were standard LTE USB modems that
were connected to the Toughbooks with USB cables. These USB modems were connected to two unity
gain antennas mounted on the roofs of the test vehicles, providing the best case connectivity between
the user device and the network (units with internal antennas such as handheld LTE devices when
available will have degraded coverage and capabilities).
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Additional network details may be found in Appendix A. The network was functional and fully
operational and drive tests were conducted both by Motorola and Anritsu prior to beginning the testing.
Stationary tests were conducted at multiple locations, run multiple times for verification, and the results
are presented later in this report.

The Test Procedures

The test methodology developed by ASI for these capacity tests are based on real-world scenarios. That
is, typical incidents that require public safety response on a daily basis. The incidents were created by
ASI with the assistance of public safety officials from various police, fire, and EMS departments across
the nation. They are based first on the amount of manpower and the number of units needed to
respond to each of the various types of incidents and then the stated requirements in terms of video
and data traffic public safety officials believe would be required for each incident. The incidents were
developed using the Incident Command Structure (ICS), which is almost universally used by all public
safety agencies.

The resulting scenarios included:

1. Bank robbery with potential hostage situation
a. Firstresponders on the scene: police
b. Additional police response
c. Fire and EMS staged near the scene
d. SWAT team deployment
e. Perimeter units to seal off the incident area

2. Multi-story building fire
a. First responders on the scene: fire
b. Additional fire units and EMS responding
c. Police response for street and crowd control
3. Multi-vehicle accident, multiple injuries and extensive damage to vehicles
a. First responders on the scene: police
b. Fire and EMS response
c. Additional police for traffic control
d. Tow trucks (secondary responders)

The tests were designed around each of these incidents and the number of personnel from each agency
was vetted by several departments across the country. The data and video requirements for each
incident were calculated to provide uplink video to the dispatch center from the first unit on scene. This
would then be retransmitted down to additional incoming resources including the ranking officer who
responds to take command of the scene.

A video was recorded in the test area, streaming at a resolution and data rate comparable to those used
in police patrol cars. Streaming software and measurement software were loaded onto both the server
computer and each of the client computers. Scripts were written to calculate actual throughput,
accuracy of reception, and other factors. Video files were created for both uplink (from the scene) and
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downlink (to the scene and responding units) and were varied in capacity requirements based on the
resolution of the video required by public safety.

Prior to and during the stationary tests, both Motorola and Anritsu personnel conducted drive tests of
the cell sector coverage area to verify coverage of the cell sector in use during the tests. During the
actual tests, Anritsu America personnel equipped with state-of-the-art network monitoring equipment
were monitoring and recording the amount of both the uplink and downlink traffic being generated

during the tests.

More details of the testing methodology and the testing software used are provided in Appendix B.

The Actual Tests

The main objective of the tests was to measure network capacity in both the uplink and downlink
directions from the scene of an incident and at various distances from the center of the cell sector under
test. Four locations were chosen for each cell sector under test:

Near the cell center (highest possible data rates) location was 0.5 miles from the cell center

Mid-coverage (lower average data rates) location was 1.5 miles from cell center

Edge of cell (lowest average data rates) location was 3.8 miles from the cell center

A final location at the very edge of the cell coverage, in this case 4.2 miles from the cell

center

5. The terrain varied for the two cell sectors under test

a. One cell sector was located within the City of Martinez in a semi-dense building
environment, but most of the buildings while multi-story were not more than six to
eight floors tall

b. The second location was more suburban in nature on the edge of Martinez with
sparse housing, large trees, and in one case in the parking lot of a large shopping
center.

Bl

It should be noted that LTE broadband networks are designed to provide three different data speeds
down to the devices and two different data rates from the devices up to the network. Basically, those
closest to the cell site will have the fastest data speeds to and from the network, those located in the
middle of the cell sector coverage will have the next fastest data speed down from the network and,
depending upon their location, either of the two up-to-the-network data speeds. Those toward the edge
of the cell sector will have access to the slowest outbound data speed and the slower of the two up-to-
the-network data speeds.
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Devices and Configurations

The devices used for field testing were USB LTE modems built and designed specifically to provide
service within the public safety licensed spectrum. In most cases, during the actual tests these modems
were connected via USB cables to the Panasonic Toughbooks and external unity gain antennas on
magnetic mounts were placed on the roof and/or back deck of the test vehicles. Two antennas were
connected to each modem.

Seven Panasonic Toughbooks with Windows XP were used for all of the testing

For several of the tests, the USB modems made use of external antennas but were located within the
vehicle rather than roof-mounted. This provided us with a sample of lower performance devices as well
as the optimum performance of the modems using external antennas.

One of the test modems

For the most part, the modems performed well. There were several times during the tests when the
modems stopped working due to glitches within the modem and the tests were stopped and restarted
multiple times to verify all of the results. However, as can be seen from the data in Appendices C and D,
a few of the tests are reported using only a single test session. The test Toughbooks were placed in two
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or three vehicles and the vehicles were placed within 50 to 300 feet of each other, simulating a number
of devices within a confined location.

One of the test vehicles — note the antennas on the roof

The actual testing started with a single video or data stream from the vehicle up to the server at the
Alameda County EOC, followed by a simulation of a retransmission of the video down to the scene.
During each test, the number of video and/or data streams to and from the scene was increased. At the
same time, Anritsu was monitoring the LTE channel in both directions and was recording the percentage
of the capacity in use during each phase of the testing. This gave us a visual indication of the percentage
of capacity that was being used during each phase of the testing. In addition, the other criteria
measured included the quality of the video in both directions and any packet loss experienced during
the up and down loading of the data files. Appendix C shows the test results as recorded for both data
and video up and downloading as well as the capacity usage as measured by Anritsu during the tests.
The tests were run multiple times except as noted above and the overall results are recapped in the next
section of this report and in a detailed listing of the tests included in Appendices C and D.

The test results reported were collected over several multi-day test cycles, recorded on the server
(uplink) and on each of the seven Panasonic Toughbooks used for testing (downlink). Anritsu’s data was
captured in real time. Some of this data is included in the next section and some is included in Appendix
E as well. ASl is confident that these test results reflect real-world scenarios and that the results are
based on best case network performance with no known chokepoints between the mobile devices and
the test server located within the core of the network.
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Test Results

We first measured the total capacity of the cell site by sending data from it to the mobile units
(downlink or download). We measured sending data to a single mobile unit and to several mobile units
at the same time. Note that when we used multiple mobile units they were all located in the same cell
sector. These tests were made under what should be considered “ideal” conditions: We were the only
users of the network during the tests; there was no other traffic.

As described in Appendix B, we tested at three different locations. The locations were selected to
represent “best case” (near the cell tower), “typical case” (a midpoint in the cell coverage area), and
“worst case” (at the cell edge) network coverage and performance. We sent random data to and from
the mobile units using the same network protocols that streaming video cameras use. From these tests
we arrived at the following measurements of the network’s total available bandwidth for a single sector:

Test Site Downlink Bandwidth  Uplink Bandwidth

Glacier Street (near cell) 16 to 19 Mbits / sec 6 to 7 Mbits / sec
Sunvalley Mall (mid cell) 11 to 15 Mbits / sec 2 Mbits / sec
John Muir House (cell edge) 6 to 8 Mbits / sec 0.2 to 0.3 Mbits / sec

These measurements were made streaming data to and from a single or at most a handful of mobile
units. As more mobile units are present in the cell sector, more network bandwidth will be devoted to
packet management and other network traffic.

Diagram of LTE Resource Blocks

LTE assigns resource blocks to each user within a cell sector; in a 5 MHz by 5 MHz network the total
number of resource blocks available is 520. Some of these blocks are reserved for signaling data (16
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blocks) and network-to-device communications and are therefore not available for data
communications.

The LTE carrier is made up of resource blocks. Some are reserved for signaling, but most of them are for
data. Each user is assigned a number of resource blocks depending upon their priority on the system.
The more data they are sending, the more resource blocks are required during their transmission. When
sending a streaming video, the system allocates as many resource blocks as it can to that user.

Resource blocks in use during the network testing, courtesy of Anritsu America

Resource blocks that are not in use during these video transmissions are the signaling channel resource
blocks that are used for the network and device to communicate with each other. In this particular case,
100% of the available resource blocks are being occupied with data. The signal level being reported is

very good.

Besides streaming random data to and from the mobile units, we also streamed actual video using an
MPEG4 codec. We recorded a VGA quality (640 x 480 pixels at about 15 frames per second) video while
driving around the streets of Martinez near the test locations. This quality is typical of video cameras
currently installed in police cars. The captured video enabled us to consistently stream a video with a
known data rate of 1.91 Mbits per second.

Cornerstone LTE Network Capacity Test Results



At each of the test locations we simultaneously streamed videos to and from multiple mobile units while
recording the received videos. Below is an image from the test video:

It became very obvious when there was insufficient bandwidth for a video to display, as the image
quickly froze and broke up as shown below:
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Actual video playbacks will be available in the PowerPoint presentation that will accompany this report
and at www.andrewseybold.com.

The table below shows the number of simultaneous videos we were able to successfully stream to or
from the cell site. Note that at the John Muir House location, which is at the edge of cell coverage, we
were unable to stream a single video from the mobile unit to the cell site. This confirms the data
measurements presented above, as we only measured an uplink bandwidth of 0.2 to 0.3 Mbits per

second at that location, which is clearly below the 1.91 Mbits per second needed for the test video to
successfully stream.

Test Site Downlink Video Streams Uplink Video Streams
Glacier Street (near cell) 5 3
Sunvalley Mall (mid cell) 3 2
John Muir House (cell edge) 2 0

More information on the data test results can be found in Appendix C. More information on the video
test results can be found in Appendix D. We interpret the above numbers in the next section.

Anritsu Network Monitor showing very strong signal strength and 100% network utilization
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What the Test Results Mean

Perhaps the best way to interpret the test results is to walk through two scenarios where first
responders are reacting to an incident. We are not describing these incidents as they happen today, but
as we project they will occur in the future when public safety LTE networks are widely deployed. The
obvious change from today will be a significant increase in the use of live video feeds as a real-time
information gathering tool for the first responders. The two scenarios are:

o “Barricaded Hostage”: a gunman holds one or more hostages in a building
o “Suspected Bomb”: a suspicious package turns out to be a bomb and must be deactivated

In each of these scenarios there will be a variety of data traffic both up to and down from the LTE
network. Not every source will be active at all times. Data traffic will be transmitted from devices such
as these in the field:

. Sniper scope (3.1 Mbits per second)

o Police car dashboard camera (1.9 Mbits per second)

o Helicopter-mounted camera (3.1 Mbits per second, typically via microwave link, not LTE
network)

. Video feed from bomb / hazardous situation robot (3.1 Mbits per second)

. Additional handheld video feed (1.9 Mbits per second)

o Uploaded data from EMS response units (EKGs, scans, etc. at 0.1 Mbits per second)

Typically, all video feeds from the field are transmitted to the central dispatch center where the
dispatcher relays one or more selected feeds to the police incident commander, the SWAT commander,
and the fire chief. Therefore, in addition to the above traffic, the following data traffic will be
transmitted down to devices in the field from the LTE network:

o Video feeds from any of the sources listed above, in either high resolution or converted
down to a lower resolution

o Video feeds from existing wired street or highway cameras

. Video feeds from third-party cameras such as news helicopters

o Downloads of building plans, utility network plans, photographs, or other data

Beyond the above traffic related to the incident, there will be ongoing data traffic (both up and down)
related to normal police activity in the same cell sector. An example of this would be a license check
arising from a traffic stop.

What is important to this report is the estimated data traffic at the peak of the incident. Of course, in
real life such incidents unfold over time. We are interested in projecting whether the LTE network can
handle the maximum data load each scenario will generate.

Barricaded Hostage

A gunman holds one or more hostages in a building for a period of hours. The police respond with the
following mobile units:
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. 2 snipers

o 1 helicopter

o 1 police incident commander

. 1 SWAT commander

o 1 police car camera

. 2 police vehicles receiving video feed

At the peak of the incident, we have the following data being uploaded to the LTE network:

o Sniper 1 high-resolution streaming video: 3.1Mbits per second
o Sniper 2 low-resolution streaming video: 1.2 Mbits per second
. Police car camera streaming video: 1.9 Mbits per second

. “Background” ongoing police activity: 0.1 Mbits per second

This gives us a 6.3 Mbits per second uplink data stream to the LTE network and over the backhaul to the
command center. We assume that the command center relays the sniper streams (one at high
resolution and one at low resolution) and the helicopter stream to both the police and SWAT
commanders, and the police car video stream to each of two close-in police vehicles. This means the
following data are downloaded over the LTE network:

. Sniper 1 high-resolution streaming video to police commander: 3.1Mbits per second

. Sniper 1 high-resolution streaming video to SWAT commander: 3.1Mbits per second

o Sniper 2 low-resolution streaming video to police commander: 1.2Mbits per second

. Sniper 2 low-resolution streaming video to SWAT commander: 1.2Mbits per second

o Police car low-resolution streaming video to police vehiclel: 1.9Mbits per second

o Police car low-resolution streaming video to police vehicle2: 1.9Mbits per second

o Helicopter high-resolution streaming video to police commander: 3.1 Mbits per second
. Helicopter high-resolution streaming video to SWAT commander: 3.1 Mbits per second
o Download of floor plans: 0.5 Mbits per second

o “Background” ongoing police activity: 0.1 Mbits per second

This gives us a 19.2 Mbits per second downlink data stream from the command center over the
backhaul and down the LTE network. The total backhaul load imposed by these streaming video feeds is
25.5 Mbits per second. Note that the downloads of floor plans or other data requests are probably only
a few megabytes each and would only last 10 or 20 seconds.
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The following diagram illustrates both the projected bandwidth required for the incident and the
bandwidth that is available on a 10 MHz (5 MHz by 5 MHz) system. Where the available bandwidth is
inadequate it is highlighted in red (below the line indicating required bandwidth):

Barricaded hostage scenario bandwidth as measured and required

It should be obvious that this scenario exceeds the capabilities of the network we tested in almost every
situation.
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Suspected Bomb

A suspicious package turns out to be a bomb and must be deactivated. The bomb squad uses a remote-
controlled robot to open the package and deactivate the explosive device. Civilian cellular telephone
service is turned off in the area to foil remote activation. The police respond with the following mobile

units:
o 1 helicopter
o 1 police incident commander
o 1 bomb squad commander
o 1 bomb squad remote control camera
o 1 police car camera
o 1 police vehicle receiving video feed

At the peak of the incident, we have the following data being uploaded to the LTE network:

o Bomb squad remote control high-resolution streaming video: 3.1 Mbits per second
o Police car low-resolution streaming video: 1.2 Mbits per second
. “Background” ongoing police activity: 0.1 Mbits per second

This gives us a 4.4 Mbits per second uplink data stream to the LTE network and over the backhaul to the
command center. We assume that the command center relays the helicopter stream, bomb squad
remote control camera stream, and police vehicle stream to the bomb squad commander; the
helicopter and squad car stream to the police commander; and the helicopter stream to a close-in police
vehicle. This means the following data are downloaded over the LTE network:

o Helicopter high-resolution streaming video to police commander: 3.1 Mbits per second

o Helicopter high-resolution streaming video to bomb squad commander: 3.1 Mbits per
second

o Bomb remote control camera high-resolution streaming video to bomb squad commander:
3.1 Mbits per second

o Police vehicle low-resolution streaming video: to police commander: 1.2 Mbits per second

o Police vehicle low-resolution streaming video: to bomb squad commander: 1.2 Mbits per
second

o Helicopter high-resolution streaming video to police vehicle: 1.2 Mbits per second

o Download of utility plans of the neighborhood: 0.5 Mbits per second

o “Background” ongoing police activity: 0.1 Mbits per second

This gives us a 13.5 Mbits per second downlink data stream from the command center over the
backhaul and down the LTE network. The total backhaul load imposed by these streaming video feeds is
17.9 Mbits per second. Note that the downloads of utility plans or other data requests are probably only
a few megabytes each and would only last 10 or 20 seconds.
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The following diagram illustrates both the projected bandwidth required for the incident and the
bandwidth that is available on a 10 MHz (5 MHz by 5 MHz) system. Again, where the available
bandwidth is inadequate it is highlighted in red (below the line indicating required bandwidth):

Suspected bomb scenario bandwidth as measured and required

It is clear that the test network can only support this scenario if it occurs very close to the cell site.

Public Safety Video and Data Requirements

The above scenarios do not account for any other types of applications that may be used or needed
during these incidents but they clearly show that even under these conditions the 10 MHz of spectrum
allocated to public safety is not sufficient to provide the video and data services that will be required
during these types of incidents. These incidents are not events that happen once in a while within a
given jurisdiction, these and other incidents that require multiple-unit response and the use of video
and data for extended periods of time occur on a daily basis.
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Note that the above scenarios do not include any voice service over LTE. If and when mission-critical
voice does become available over LTE it will put additional stress on the broadband network, especially
in confined areas, which is the case for most incidents. If we had added the bandwidth required for 30
push-to-talk devices into our testing scenarios, the amount of available bandwidth for video and data
services would be reduced by 15-20% (based on current estimates within the LTE technology
community). Thus the public safety network needs to have enough spectrum available to be able to
provide the types of video and data services required as well as to be able to add mission-critical voice
services if they become available.

Public demand for broadband services has grown more than 75% each year for the past three years, yet
if you had asked prior to commercial broadband being available what the demand for wireless
broadband services would be, the answer, three years ago, would not have anticipated this huge rate of
growth due to the advancement of smartphones and tablets as well as the proliferation of applications.
This same growth curve will apply to the public safety community as well. Until the network is built and
placed into operation we can only identify the most obvious of applications and services. However, once
the network is online, just as in the commercial world, public safety will find additional uses and
applications for the broadband network that will not only drive up daily demand and usage but also
drive up the amount of bandwidth that will be consumed during these types of incidents. Therefore, to
limit the public safety community to 10 MHz of broadband spectrum will not meet its needs on a daily
basis nor will it allow for new and innovative applications that can be used to better serve the pubic and
protect the lives of first responders as well.

What Public Safety Can Count On in 10 MHz of Spectrum

As described above, the tests were conducted with the minimum expected response to an incident. As
incidents escalate, response levels will increase and the demand for data and video services will increase
as well. As can be seen by the test results, additional demand would create network overload in every
condition and at every location within a cell sector.

During a major incident, once an incident command center has been established it will be possible to
interactively manage the demand for data and video, but the demand will outstrip the network’s ability
to meet that demand. Well before an incident command post is established at the scene, the demand
for data services will be such that the network will quickly reach saturation and become non-functional.
As we observed, when the network is overloaded, the impact of the overload was not only to block the
subsequent video or data stream but also to cause the videos or data streams that had been usable to
become unusable.

Public safety will be able to rely on a 10-MHz network during the initial phase of the incident and
perhaps again once a command structure has been established. However, during the most critical
portion of the response as more first responders arrive on the scene and when the agency’s command
center is in an information gathering mode, the system will reach saturation and not be able to provide
the critical data needed to contain the incident. Incidents can and do grow rapidly in size and
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complexity, and it is crucial to those in the field as well as those within the command structure to have
real-time video and data services available to them during the entire incident, not only at the beginning.

How Much Spectrum Is Required?

As described above, the tests demonstrate that 10 MHz of spectrum is inadequate to support the needs
of the public safety community. The obvious question then is if 10 MHz is too little, how much is
enough? While we do not have a 20-MHz network to test, we can project its performance. The following
diagram illustrates how 20 MHz of contiguous spectrum would perform in the barricaded hostage
scenario. Again, where the available bandwidth is inadequate it is highlighted in red (below the line
indicating required bandwidth):

Barricaded hostage scenario bandwidth as projected and required
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The projected 20 MHz (10 MHz by 10 MHz) network has sufficient capacity for this demanding scenario
in all locations except at the very edge of the cell sector coverage. Edge of cell communications is an
issue with both commercial and public safety networks. It will be critical for the network to be designed
to minimize the edge of cell situations within a given coverage area. This can be accomplished with
overlapping cell coverage but at the same time care must be taken to minimize the interference
between overlapping cells. After the initial network completion it will be necessary to drive test the
network to ensure that sufficient bandwidth is available, especially within major metro areas. Ensuring
that there is sufficient bandwidth could add to the overall cost of this network.

The following diagram illustrates how 20 MHz of contiguous spectrum would perform in the suspected
bomb scenario:

Suspected bomb scenario bandwidth as projected and required

The 20 MHz (10 MHz by 10 MHz) network has sufficient capacity for this demanding scenario in all
locations except at the very edge of the cell sector coverage, and that for uplink only. Again, system
design will be critical to ensure that edge of cell situations are minimized whenever possible.

Cornerstone LTE Network Capacity Test Results



Conclusions

We believe that the tests conducted using the Cornerstone network provide the first real-world results
for a 10-MHz public safety broadband system. After vetting the incidents chosen prior to the testing and
vetting the results of the testing with seasoned first responders and commanders, it is clear to us that 10
MHz of spectrum will not meet the daily incident requirements of the public safety community.

Some detractors might try to point out that some broadband is better than none. However, this is not
the case since at the most crucial times network overload can and does result in the entire system not
being available for use. During the recent earthquake on the east coast, the commercial networks were
fully operational but they were overloaded. The result was not only that those who wanted to make a
call or send video were denied access to the network, but many who had network connectivity lost that
connectivity—a situation that is intolerable for public safety.

The public safety voice networks are built to meet harsh standards, and the broadband network must be
designed and built to those same mission-critical standards. Not having enough capacity available for
the network is not an acceptable option. Neither is expecting the commercial operators to provide
priority access to the first responder community. Again, during the east coast earthquake not only were
the networks overloaded, the signaling channel used by devices to communicate their requests for
service was overloaded. In that circumstance, even if priority had been granted to public safety, the
devices would not have been able to communicate that priority status with the network and would not
have had access to the network.

Public safety needs a dedicated, nationwide broadband network. The network must be robust and it
must have sufficient bandwidth available within a single cell sector. Our findings clearly show that 10
MHz of spectrum and the bandwidth it provides does not meet these criteria. More spectrum is needed
and it must be contiguous to the existing public safety broadband spectrum, not in some other portion
of the spectrum and not allocated after the public safety broadband network is in operation. To add
spectrum that is not adjacent to the existing broadband spectrum would more than double the cost of
the network and would increase the cost of the devices used on the network.

Based on these real-world tests, we strongly recommend that public safety be provided with at least 20
MHz of contiguous spectrum (10 MHz by 10 MHz). The only way to accomplish this is to reallocate the
700-MHz D Block to public safety and this should be done prior to the build-out of the waiver recipients’
portion of the nationwide network. The cost to build out 10 MHz of spectrum and 20 MHz of spectrum is
identical at the time of construction. Later, the addition of this spectrum would add to the cost of the
network and require device redesign, adding to the cost of the user equipment. The entire premise of
providing public safety with broadband spectrum using a commercial technology is to provide public
safety personnel with capabilities they do not have presently at a lower cost than its existing voice
communications equipment.

The public safety nationwide interoperable broadband network based on 10 MHz of spectrum that is
currently available will not meet the needs of the public safety community. Rather it will, on a daily
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basis, end up congested at incident locations and fail to provide the public safety community with the
bandwidth that is needed for data, pictures, and video. Most emergency incidents are confined to a
small geographic area and, as noted above, our testing results conclude that the current bandwidth
assigned to public safety is not sufficient even for incidents that occur on a daily basis.

If, in the future, mission-critical voice is added to this network, it will further degrade the amount of
available bandwidth. The demand for voice, data, and video all within the same cell sector will swamp
the network’s capacity and even with Quality of Service and priority status enabled, the public safety
community will not have enough bandwidth to provide the mission-critical level of service required.
Public safety cannot afford to rely on a network that will not provide the amount of bandwidth it needs
when it needs it. We therefore recommend that the additional 10 MHz of bandwidth that is adjacent to
the public safety spectrum be reallocated to public safety in a timely manner.
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Appendix A: Network Details

The network under test was configured in this manner:

Motorola, the network system supplier, stated that the network was configured with a 30-Mbps
backhaul bandwidth:

o Not limited to eNodeB sector or user device
. Available on a first come, first served basis
o Full 30 Mbps can be assigned to a single user device

The bottom line is that the backhaul did not create a network chokepoint. Also, note that none of the
tests transmitted data over the Internet.

The cell site power output and effective radiated power are as follows:

o Full power output of the system is 80 Watts (2 x 40 Watts max) and the corresponding ERP
(with conservative estimates on line losses) is 56.9dBm
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o FCC Experimental License limits to 59.4 Watts max ERP. To abide by this limitation, the
power on the eNb has been turned down to 10 Watts total, which corresponds to about
59.4 Watts ERP.

To explain further:

Tx Power = 10W =40 dBm
Antenna Gain = 14 dBi

Cable + Connectors Loss = 4 dB*
EIRP =40+ 14 -4 =50 dBm
ERP = EIRP —2.1dB =47.9 dBm

This is almost right at the FCC Experimental License ERP limit of 59.4W = 10*log10(59.4x1000) =
47.7dBm.

At the Glacier Street site, pictured below, the LTE antennas (circled) are co-located on a tower hosting
public cellular antennas as well as microwave antennas:

LTE Antenna location at the Glacier Street site
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In downtown Martinez at 651 Pine Street the LTE antennas are located on top of the tallest building in
the area:

LTE Antennas at 651 Pine Street

The network core and our test server were located at the Contra County Emergency Operations Center:

Microwave dishes at EOC network core and test server location
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Appendix B: Testing Methodology

Test Locations

We tested at three different sites in the Martinez, California area. The Glacier Street site was adjacent to
the LTE base station at the center of the cell sector; our test location was 0.1 miles from the base
station. This gave us the best possible signal strength, and thus the maximum data throughput over the
air. In other words, this was the “best case” network performance.

Below is a photograph of the Glacier Street site, showing the location of the cell tower and the test site:
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The Sunvalley Mall is located in the center of the cell sector at the midpoint of the base station’s

coverage map, 2.23 miles from the tower. We characterize this site as giving us “typical” network
performance.

Below is a photograph showing the cell tower in the upper left corner and the Sunvalley Mall test site in
the lower right corner:
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The final site is at the John Muir House National Monument, 2.35 miles from the tower. Even though
this location is only slightly farther from the tower than the Sunvalley Mall site, intervening hills place it
at the edge of the base station’s coverage area. Therefore this site gives us a measure of “worst case”
performance.

Below is a photograph showing the cell tower at the right and the test location at the left. The area in
the center contains hills that block line of sight between the tower and the test location:

Test Procedures and Tools

At each site we streamed data from the network core to the client computers (“download” tests) and
streamed data from the client computers to the core (“upload” tests). We also streamed test videos in
each direction. For both data and video we streamed to a single client and simultaneously to multiple
clients. Likewise, we performed upload tests to the server from both single and multiple clients.

We used seven client computers during the tests. Each was a Panasonic Toughbook CF-30 with a 1.6-
GHZ Intel Core 2 Duo CPU and 2 GB of memory running Microsoft Windows XP with Service Pack 3.
Attached to the client computers was a pre-production external USB LTE modem. At the network core
we installed a server computer that was powered by a 2.66-GHZ Intel Core i5 processor and 4 GB of
memory, running Windows 7 Professional 32-bit. Since the server was located at the network core, we
never relied on an Internet connection for any of the data traffic.

Several different software packages were used to conduct the tests:

VLC media player, available at videolan.org, was used to stream and display the test videos. VLC is a free
and open source cross-platform multimedia player and framework that plays most multimedia files as
well as DVD, audio CD, VCD, and various streaming protocols.

Wireshark, available at wireshark.org, was used to measure the data traffic generated by streaming the
test videos. Wireshark is the world's foremost network protocol analyzer. It captures and allows
interactive browsing of traffic running on a computer network. It is the de facto (and often de jure)
standard across many industries and educational institutions.
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Iperf, available at sourceforge.net/projects/iperf, was used to stream and measure data traffic. Iperf

was developed by NLANR/DAST as a modern alternative for measuring maximum TCP and UDP
bandwidth performance. Iperf allows the tuning of various parameters and UDP characteristics and
reports bandwidth, delay jitter, and datagram loss.

We ran two types of tests: data streaming and video streaming.

In the data streaming tests we used Iperf to stream random data via UDP, sending 1470-byte data
packets. As explained above, UDP is the carrier protocol for streaming video, so streaming UDP packets
is a valid stand-in for streaming video. As well as performing the streaming, Iperf generated
comprehensive logs that enabled us to accurately characterize the end-to-end network performance.

We used a webcam to record a video while driving through Martinez, California. The video was recorded
on one of the Panasonic Toughbooks with VGA resolution (640 by 480 pixels). Because of the limited
processing power of the Toughbook, the recorded video was captured at about 15 to 20 frames per
second and exhibited the occasional dropped frame on playback. Streaming the test video on a
computer with a 2.3-GHz Intel Core i5 processor produces an outbound bit rate of 1.91 Mbits per
second.

In the video streaming tests we used VLC to stream a test video to a particular client computer using the
Real-time Transport Protocol (RTP), which defines a standardized packet format for delivering audio and
video over IP networks. RTP is used extensively in communication and entertainment systems that
involve streaming media and it is designed for end-to-end, real-time transfer of streaming data. The
protocol provides facility for jitter compensation and detection of out of sequence arrival in data that
are common during transmissions on an IP network. RTP is regarded as the primary standard for
audio/video transport in IP networks.

Real-time multimedia streaming applications require timely delivery of information and can tolerate
some packet loss to achieve this goal. Thus the majority of the RTP implementations are built on the
User Datagram Protocol (UDP) rather than on the Transmission Control Protocol (TCP), commonly used
for email, file transfer, and web browsing. However, too many lost packets result in dropped video
frames, lost pixels, and image freezing.
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Appendix C: Data Test Results

The following tables present the raw data from the field tests. The columns display the following
information:

Mbits/sec is the rate at which data was received by the target computer (client computer on
downloads, server computer on uploads) measured in megabytes (not megabits) per
second of data delivered.

Jitter is the average of the deviation from the network mean packet latency across the
network, measured in milliseconds.

Lost Data is the percentage of sent data that was not received by the target computer.

Antenna indicates whether the field computer’s LTE modem is connected to an external antenna
or is relying on an antenna internal to the modem. During the tests we found the
modems with external antennas to perform significantly better than those with internal
antennas.

Test summarizes the particular test for which the results are displayed. If the test mentions
more than one client, it means that data was being sent to or received from multiple
computers at the same time.

Glacier Street (near cell) Downlink Tests

The first test set below demonstrates the maximum capacity of the network at the “best case” location.
We streamed data to a mobile unit at a rate of 50 Mbits per second, well above the network capacity. As
expected, only a fraction of the packets were received. We repeated the test twice more at a lower rate
of 20 Mbits per second, for an average capacity of slightly less than 16 Mbits per second.

The next two test sets demonstrate that at 10 Mbits per second the network is highly reliable with very
few lost packets, and at 5 Mbits per second no packets are lost.

Following that, the next two tests show the limits of the network: Streaming to three mobile units at 5
Mbits per second shows that more than 25% of the data packets are lost. The final test shows that
performance will vary, as we were able to stream data to four mobile clients at 5 Mbits per second with
negligible packet loss.
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Mbits/sec Jitter (ms) Lost Data Antenna Test

15.40 2.77 69% | External Download at 50 Mbits/sec to 1 client
14.60 1.78 3% @ External Download at 20 Mbits/sec to 1 client
17.00 1.86 15% External Download at 20 Mbits/sec to 1 client
15.67 1.82 9% | External Average Mbits/sec
9.97 1.39 0% | External Download at 10 Mbits/sec to 1 client
9.83 2.32 2% | External Download at 10 Mbits/sec to 1 client
9.90 1.85 1% | External Average Mbits/sec
5.00 2.03 0% | External Download at 5 Mbits/sec to 1 client
4.99 1.99 0% | Internal Download at 5 Mbits/sec to 2 clients
4.99 3.96 0% | External
9.98 Total Mbits/sec
3.56 9.73 28% | External Download at 5 Mbits/sec to 3 clients
4,49 1.61 10% | External
4.82 3.90 4% | Internal
12.87 Total Mbits/sec
7.73 2.37 23% | External Download at 10 Mbits/sec to 2 clients
7.12 2.43 29% | Internal
14.85 Total Mbits/sec
4.82 5.34 2%  Internal Download at 5 Mbits/sec to 4 clients
4.69 3.68 2%  External
4,74 3.79 1% | External
4,74 2.13 1% | Internal
18.99 Total Mbits/sec

Eleven attempts were made to simultaneously download data at 5 Mbits/sec to four clients.
Unfortunately, only one of these tests completed (and as noted above, with almost no dropped
packets). During the other ten tries one or more of the modems dropped the network connection.

Glacier Street (near cell) Uplink Tests

In the first test set below we streamed data to from a mobile unit at a rate of 100 Mbits per second, well
above the network capacity. As expected, only a fraction of the packets were received. The average
capacity of the network was somewhat less than 6 Mbits per second.

The second test set shows that at an upload rate of 5 Mbits per second the network is highly reliable
with no lost packets.

The next two test sets demonstrate the difference between a modem with an internal antenna and one
connected to an external antennal. The mobile units with external antennas were able to stream data to
the server at a higher data rate, with fewer lost packets.
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The final two tests show the limits of the network: Streaming from multiple mobile units at 5 Mbits per
second each resulted in significant packet loss.

Mbits/sec Jitter (ms) Lost Data Antenna Test

6.25 8.52 90% @ External Upload at 100 Mbits/sec from 1 client
5.44 3.68 92% | External Upload at 100 Mbits/sec from 1 client
5.85 6.10 91% @ External Average Mbits/sec

5.00 4.31 0% | External Upload at 5 Mbits/sec from 1 client
4.99 3.72 0% | External Upload at 5 Mbits/sec from 1 client
5.00 4.01 0% | External Average Mbits/sec

5.75 3.57 42% | External Upload at 10 Mbits/sec from 1 client
5.70 5.92 43% | External Upload at 10 Mbits/sec from 1 client
5.49 3.82 8% | External Upload at 10 Mbits/sec from 1 client
5.65 4.44 31% | External Average Mbits/sec

2.20 6.07 78% | Internal Upload at 10 Mbits/sec from 1 client
4.40 7.62 56% | Internal Upload at 10 Mbits/sec from 1 client
4.21 5.16 58% | Internal Upload at 10 Mbits/sec from 1 client
4.35 3.37 27% | Internal Upload at 10 Mbits/sec from 1 client
3.79 5.55 55% | Internal Average Mbits/sec

2.98 9.02 40% @ External Upload at 5 Mbits/sec from 2 clients
3.57 4.17 29% | External

6.55 Total Mbits/sec

2.12 11.13 57% | External Upload at 5 Mbits/sec from 3 clients
2.52 5.54 49% | External

2.44 4.67 51% | External

7.08 Total Mbits/sec

As with the download tests reported above, we were unable to upload data from more than three
clients simultaneously since none of these tests completed. One or more of the modems dropped the
network connection.
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Glacier Street (near cell) Simultaneous Downlink / Uplink Tests

These tests confirm what we observed in the separate download and upload tests above. Since the
downlink and uplink operate on different frequencies, they are independent of each other, and that is
what we measured. Also, these tests show the lower performance of the modems with internal
antennas.

Mbits/sec Jitter (ms) LostData Antenna Test
Download at 5 Mbits/sec to 2 clients,

5.00 1.60 0% @ External upload at 5 Mbits/sec from 2 clients
4.97 2.98 1% | External
9.97 Total Download Mbits/sec
1.00 5.95 0% | Internal
2.87 8.04 42% | Internal
3.87 Total upload Mbits/sec
Download at 5 Mbits/sec to 3 clients,
4,99 3.21 0% @ External upload at 5 Mbits/sec from 2 clients
4.97 2.98 1% | External
4.99 3.15 0% | External
14.95 Total Download Mbits/sec
1.00 8.86 0% | Internal
1.94 5.53 61% | Internal
2.94 Total upload Mbits/sec

Beyond these tests, five attempts were made to simultaneously download data to four clients while
uploading from two others. Unfortunately, none of these tests completed. One or more of the modems
dropped the network connection.

Sunvalley Mall (mid cell) Downlink Tests

The first test set below demonstrates the maximum capacity of the network at the “typical case”
location. We streamed data to a mobile unit at data rates ranging from 20 Mbits per second, well above
the network capacity, down to 10 Mbits per second. The average capacity measured was slightly less
than 11 Mbits per second. Note that at a streaming rate of 10 Mbits per second, only 1% of the data
packets were lost.

The next two test sets demonstrate the difference between a modem with an internal antenna and one
connected to an external antennal. The mobile units with external antennas were able to receive data
from the server at a higher data rate, with fewer lost packets.

The final two test sets demonstrate that at 5 Mbits per second the network is highly reliable and able to
stream to three clients simultaneously with few if any lost packets.
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Mbits/sec
11.10

11.10

9.76

11.10

12.50

11.30

9.89

10.96

4.60

4.96
2.45
7.41

4.97
4.98
9.95

4.97
4.97
4.98
14.92

Jitter (ms)
2.23
2.20
2.03
2.30
5.04
1.57
0.70

4.29

4.88
5.16

2.50
0.55

4.44
4.62
0.83

Lost Data
44%

26%

35%

21%

4%

6%

1%

7%
1%
51%

1%
0%

1%
1%
0%

Antenna
External
External
External
External
External
External
External

Internal

External
Internal

External
External

External
External
External

Test

Download at 20 Mbits/sec to 1 client
Download at 15 Mbits/sec to 1 client
Download at 15 Mbits/sec to 1 client
Download at 14 Mbits/sec to 1 client
Download at 13 Mbits/sec to 1 client
Download at 12 Mbits/sec to 1 client
Download at 10 Mbits/sec to 1 client
Average Mbits/sec

Download at 5 Mbits/sec to 1 client

Download at 5 Mbits/sec to 2 clients

Total download Mbits/sec

Download at 5 Mbits/sec to 2 clients

Total download Mbits/sec

Download at 5 Mbits/sec to 3 clients

Total download Mbits/sec

Two attempts were made to simultaneously download data at 5 Mbits/sec to four clients.

Unfortunately, none of these tests completed. One or more of the modems dropped the network

connection.

Sunvalley Mall (mid cell) Uplink Tests

In these tests we streamed data from one and then two mobile units at a rate of 5 Mbits per second,
which turned out to be well above the network capacity. Thus only a fraction of the packets were

received. The measured capacity of the network was slightly more than 2 Mbits per second.

Mbits/sec
0.85

0.75
1.36
2.11

Three additional attempts were made to stream data to the host, but the modems disconnected before

Jitter (ms)
27.76

36.15
8.22

the tests could be completed.

Lost Data
83%
85%
72%

Antenna
External

External
External

Test
Upload at 5 Mbits/sec from 1 client

Upload at 5 Mbits/sec from 2 clients

Total upload Mbits/sec
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Sunvalley Mall (mid cell) Simultaneous Downlink / Uplink Tests

These tests confirm what we observed in the separate download and upload tests above. We were able
to stream from the server to the mobile units at a total rate of almost 10 Mbits per second while
simultaneously uploading at 1 Mbit per second.

Mbits/sec Jitter (ms) LostData Antenna Test
Download at 5 Mbits/sec to 2 clients,

4,98 5.18 5% | External upload at 5 Mbits/sec from 1 client
4.98 0.00 2%  External

9.96 Total download Mbits/sec

1.02 21.11 79% @ External Total upload Mbits/sec

John Muir House (cell edge) Download Tests

Because this location is at the edge of the LTE cell coverage, the modems with internal antennas were
unable to make a connection to the network, thus we were unable to run all of the planned tests.

The first two test sets below demonstrate the maximum capacity of the network at the “worst case”
location. We streamed data to a mobile unit at data rates ranging from 15 Mbits per second, well above
the network capacity, down to 10 Mbits per second. The average capacity measured was slightly less
than 11 Mbits per second. Note that at a streaming rate of 5 Mbits per second, only 4% of the data
packets were lost.

The last two test sets demonstrate that the network cannot support streaming to more than one mobile
client at 5 Mbits per second without suffering significant data packet loss.

Mbits/sec Jitter (ms) LostData Antenna Test

6.08 3.19 59% | External Download at 15 Mbits/sec to 1 client
6.05 3.21 49% | External Download at 12 Mbits/sec to 1 client
5.99 3.53 40% | External Download at 10 Mbits/sec to 1 client
6.04 Average Mbits/sec

4.88 3.59 4%  External Download at 5 Mbits/sec to 1 client
3.26 6.79 35% | External Download at 5 Mbits/sec to 2 clients
4,32 0.58 14%  External

7.58 Total download Mbits/sec

2.13 4.22 57% | External Download at 5 Mbits/sec to 3 clients
2.84 7.66 43% | External

3.14 3.44 37% | External

8.11 Total download Mbits/sec
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Two attempts were made to simultaneously download data at 5 Mbits/sec to four clients.

Unfortunately, none of these tests completed. One or more of the modems dropped the network
connection.

John Muir House (cell edge) Upload Tests

In these tests we streamed data from a mobile unit at a rate of 10 and then 5 Mbits per second, which

turned out to be well above the network capacity, thus only a fraction of the packets were received. The
measured capacity of the network was slightly more than 0.2 Mbits per second.

Mbits/sec Jitter (ms) LostData Antenna Test

0.19 67.35 98% | External Upload at 10 Mbits/sec from 1 client
0.19 70.20 96% | External Upload at 5 Mbits/sec from 1 client
0.27 47.86 95% | External Upload at 5 Mbits/sec from 1 client
0.22 Average Mbits/sec
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Appendix D: Video Test Results

The following tables present the raw data from the field tests. The columns display the following

information:

Mbits/sec

Jitter

Lost Data

Antenna

Test

is the rate at which data was received by the target computer (client computer on
downloads, server computer on uploads) measured in megabytes (not megabits) per
second of data delivered.

is the average of the deviation from the network mean packet latency across the
network measured in milliseconds.

is the percentage of sent data that was not received by the target computer.

indicates whether the field computer’s LTE modem is connected to an external antenna
or is relying on an antenna internal to the modem. During the tests we found the
modems with external antennas to perform significantly better than those with internal
antennas.

summarizes the particular test for which the results are displayed. If the test mentions
more than one client, it means that data was being sent to or received from multiple
computers at the same time.

Note that some of the tests do not have the data rates recorded due to a software failure on the mobile

units.
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Downlink Tests

In these tests we streamed our test video to one or more mobile units. We recorded the received video
image and later checked it for quality. When the received video is labeled “good quality” it means a
reasonable image is displayed, although some dropped frames are noticeable.

Location Mbits/sec Lost Data Antenna Test

Glacier Street 1.86 3% | External Stream to client — good quality
5.73 Stream to 3 clients — good quality
7.64 Stream to 4 clients — good quality
9.55 Stream to 5 clients — good quality

Stream to 6 clients — modems disconnect

Sunvalley Mall 5.73 Stream to 3 clients — good quality
Stream to 4 clients — modems disconnect

John Muir House 1.76 8% | External Stream to client — good quality
John Muir House 1.60 16% @ External Stream to 2 clients — good quality
1.42 26% @ External
3.02 External | Total Mbits/sec
John Muir House 1.71 10% External Stream to 3 clients — good quality
1.28 33% | External
1.81 5% | External
4.80 Total Mbits/sec
John Muir House Stream to 4 clients — modems disconnect
Uplink Tests

In these tests we streamed our test video from one or more mobile units to the server. We recorded the
received video image and later checked it for quality. When the received video is labeled “good quality”
it means a reasonable image is displayed, although some dropped frames are noticeable.

Location Mbits/sec Lost Data Antenna Test

Glacier Street 1.67 13% | External Stream from client — good quality

Sunvalley Mall 0.93 51% External Stream from client — image breakup
3.82 Stream from 2 clients — good quality

Stream from 3 clients —image breakup

Several attempts were made to stream more than one video simultaneously to the server at the Glacier
Street test location, but none were successful. We were unable to successfully stream any videos from
the mobile units to the server at the “worst case” John Muir House test site. The available network
bandwidth was inadequate.
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Appendix E: Anritsu Test Data

The following are images taken off the screen of the Anritsu LTE broadband test sets used during the
tests. Each of these represents a snapshot in time and each includes a total of 520 Resource Blocks, 16
of which are used for signaling between the network and the device, leaving a total of 504 resource
blocks allocated for data transfer.

The downlink and uplink each contain the same number of resource blocks; these screen shots are for
the downlink only. The color of the resource block indicates the signal strength of the received signal.
The lower numbers (i.e., closer to -0) indicate a stronger signal. As the signal weakens the numbers will
move lower, i.e., -50, -89, etc. See the color grid within each screen shot to indicate the signal strength
for each resource block. Black indicates that that resource block is empty and therefore available.

Diagram 1: Closest to the cell center, very strong signal, network is operating at 100% of its capacity
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Notice in this diagram that the 16 signaling channel resource blocks as well as a few others in this frame
are not in use.

Diagram 2: Middle of cell coverage, signal level weaker, 98% network utilization
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In the next diagram, notice that signal strength is much weaker and unevenly distributed within the
resource block.

Diagram 3: Edge of cell, 96% system utilization
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Appendix F: Test Logs

In this section we list a sample Iperf report from each of the three test sites.

Glacier Street (near cell)

This log documents the server sending data to a single client at the rate of 20 megabits per second:

Server 1listening on UDP port 5001

Receiving 1470 byte datagrams

UDP buffer size: 8.00 KByte (default)

[1908] Tocal 10.170.2.224 port 5001 connected with 10.171.96.6 port 51051
[ ID] Interval Transfer Bandwidth Jitter Lost/Total Datagrams

[1908] 0.0- 1.0 sec 1.15 MBytes 9.68 Mbits/sec 1.740 ms 1313429363/ 846 (1.6e+008%)
[1908] 1.0- 2.0 sec 1.17 MBytes 9.85 Mbits/sec 0.920 ms 3/ 841 (0.36%)
[1908] 2.0- 3.0 sec 1.19 MBytes 9.96 Mbits/sec 1.689 ms 11/ 858 (1.3%)
[1908] 3.0- 4.0 sec 1.16 MBytes 9.76 Mbits/sec 1.826 ms 13/ 843 (1.5%)
[1908] 4.0- 5.0 sec 1.16 MBytes 9.73 Mbits/sec 2.240 ms 19/ 846 (2.2%)
[1908] 5.0- 6.0 sec 1.19 MBytes 9.97 Mbits/sec 1.699 ms 15/ 863 (1.7%)
[1908] 6.0- 7.0 sec 1.19 MBytes 9.95 Mbits/sec 1.616 ms 5/ 851 (0.59%)
[1908] 7.0- 8.0 sec 1.18 MBytes 9.87 Mbits/sec 1.801 ms 2/ 841 (0.24%)
[1908] 8.0- 9.0 sec 1.19 MBytes 9.98 Mbits/sec 1.082 ms 9/ 858 (1%)
[1908] 9.0-10.0 sec 1.16 MBytes 9.73 Mbits/sec 1.552 ms 23/ 850 (2.7%)
[1908] 10.0-11.0 sec 1.18 MBytes 9.91 Mbits/sec 1.395 ms 2/ 845 (0.24%)
[1908] 11.0-12.0 sec 1.14 MBytes 9.57 Mbits/sec 1.914 ms 34/ 848 (4%)
[1908] 12.0-13.0 sec 1.18 MBytes 9.94 Mbits/sec 0.747 ms 6/ 851 (0.71%)
[1908] 13.0-14.0 sec 1.16 MBytes 9.76 Mbits/sec 0.918 ms 20/ 850 (2.4%)
[1908] 14.0-15.0 sec 1.17 MBytes 9.85 Mbits/sec 2.511 ms 15/ 853 (1.8%)
[1908] 15.0-16.0 sec 1.19 MBytes 9.95 Mbits/sec 1.104 ms 11/ 857 (1.3%)
[1908] 16.0-17.0 sec 1.15 MBytes 9.67 Mbits/sec 2.070 ms 19/ 841 (2.3%)
[1908] 17.0-18.0 sec 1.17 MBytes 9.80 Mbits/sec 1.721 ms 25/ 858 (2.9%)
[1908] 18.0-19.0 sec 1.19 MBytes 9.98 Mbits/sec 1.818 ms 1/ 850 (0.12%)
[1908] 19.0-20.0 sec 1.16 MBytes 9.77 Mbits/sec 1.708 ms 19/ 850 (2.2%)

Transfer Bandwidth Jitter
sec 8 MBytes 0 Mbits/sec
sec 1.18 MBytes 9.89 Mbits/sec
sec 1.16 MBytes 9.76 Mbits/sec
sec 1.18 MBytes 9.93 Mbits/sec
sec 1.17 MBytes 9.81 Mbits/sec
sec 1.19 MBytes Mbits/sec
sec 1.16 MBytes 9.73 Mbits/sec
sec 1.17 MBytes 9.82 Mbits/sec
sec 1.17 MBytes 9.85 Mbits/sec
sec MBytes 9.85 Mbits/sec
sec 1.16 MBytes 9.71 Mbits/sec
sec 1.20 MBytes 10.0 Mbits/sec
sec 1.16 MBytes 9.70 Mbits/sec
sec 1.18 MBytes 9.89 Mbits/sec
sec 1.17 MBytes 9.85 Mbits/sec
sec 1.12 MBytes 9.37 Mbits/sec
sec 1.21 MBytes 10.1 Mbits/sec
sec 1.06 MBytes 8.87 Mbits/sec
sec 1.27 MBytes 10.6 Mbits/sec
sec 1.19 MBytes 10.0 Mbits/sec
Transfer Bandwidth Jitter
sec 1.19 MBytes 10.0 Mbits/sec
sec 1.04 MBytes 8.75 Mbits/sec
sec 1.30 MBytes 10.9 Mbits/sec
sec 1.17 MBytes 9.78 Mbits/sec
sec 1.16 MBytes 9.73 Mbits/sec
sec 1.17 MBytes 9.84 Mbits/sec
sec 1.18 MBytes 9.87 Mbits/sec
sec 1.18 MBytes 9.90 Mbits/sec
sec MBytes 3.93 Mbits/sec

9

9

9

[ ID] Interval

[1908] 20.0-21.
[1908] 21.0-22.
[1908] 22.0-23.
[1908] 23.0-24.
[1908] 24.0-25.
[1908] 25.0-26.
[1908] 26.0-27.
[1908] 27.0-28.
[1908] 28.0-29.
[1908] 29.0-30.
[1908] 30.0-31.
[1908] 31.0-32.
[1908] 32.0-33.
[1908] 33.0-34.
[1908] 34.0-35.
[1908] 35.0-36.
[1908] 36.0-37.
[1908] 37.0-38.
[1908] 38.0-39.
[1908] 39.0-40.
[ ID] Interval

[1908] 40.0-41.
[1908] 41.0-42.
[1908] 42.0-43.
[1908] 43.0-44.
[1908] 44.0-45.
[1908] 45.0-46.
[1908] 46.0-47.
[1908] 47.0-48.
[1908] 48.0-49.
[1908] 49.0-50.
[1908] 50.0-51.
[1908] 51.0-52.
[1908] 52.0-53.
[1908] 53.0-54.
[1908] 54.0-55.
[1908] 55.0-56.
[1908] 56.0-57.

Lost/Total Datagrams
.894 ms 2/ 844 (0.24%)
.631 ms 17/ 858 (2%)
.943 ms 12/ 842 (1.4%)
.828 ms 6/ 850 (0.71%)
.764 ms 17/ 851 (2%)
.861 ms 8/ 857 (0.93%)
.721 ms 16/ 843 (1.9%)
.550 ms 24/ 859 (2.8%)
.964 ms 4/ 842 (0.48%)
.992 ms 12/ 850 (1.4%)
.840 ms 25/ 851 (2.9%)
.758 ms 4/ 857 (0.47%)
.639 ms 27/ 852 (3.2%)
.303 ms 11/ 852 (1.3%)
.480 ms 10/ 848 (1.2%)
.190 ms 38/ 835 (4.6%)
.746 ms 2/ 865 (0.23%)
.159 ms 11/ 765 (1.4%)
.842 ms 27/ 931 (2.9%)
.164 ms 8/ 859 (0.93%)
Lost/Total Datagrams
674 ms 5/ 855 (0.58%)
.121 ms 15/ 759 (2%)
.849 ms 15/ 940 (1.6%)
.658 ms 12/ 844 (1.4%)
.780 ms 23/ 850 (2.7%)
.998 ms 13/ 850 (1.5%)
.709 ms 20/ 859 (2.3%)
.903 ms 0/ 842 (0%)
.780 ms 14/ 858 (1.6%)
.668 ms 19/ 843 (2.3%)
.832 ms 12/ 850 (1.4%)
.773 ms 26/ 858 (3%)
.670 ms 25/ 843 (3%)
.312 ms 9/ 868 (1%)
.863 ms 21/ 847 (2.5%)
.370 ms 36/ 853 (4.2%)
.775 ms 16/ 856 (1.9%)
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Y (e
o]
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sec 1.16 MBytes 9.69 Mbits/sec
sec 1.17 MBytes 9.85 Mbits/sec
sec 1.17 MBytes 9.78 Mbits/sec
sec 1.15 MBytes 9.62 Mbits/sec
sec 1.20 MBytes 10.1 Mbits/sec
sec 1.16 MBytes 9.71 Mbits/sec
sec 1.15 MBytes 9.61 Mbits/sec
sec 1.18 MBytes 9.88 Mbits/sec
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[1908] 57.0-58.
[1908] 58.0-59.
[1908] 59.0-60.
[ ID] Interval
[1908] 60.0-61.
[1908] 61.0-62.
[1908] 62.0-63.
[1908] 63.0-64.
[1908] 64.0-65.
[1908] 65.0-66.
[1908] 66.0-67.
[1908] 67.0-68.
[1908] 68.0-69.
[1908] 69.0-70.
[1908] 70.0-71.
[1908] 71.0-72.
[1908] 72.0-73.
[1908] 73.0-74.
[1908] 74.0-75.
[1908] 75.0-76.
[1908] 76.0-77.
[1908] 77.0-78.
[1908] 78.0-79.
[1908] 79.0-80.
[ ID] Interval
[1908] 80.0-81.
[1908] 81.0-82.
[1908] 82.0-83.
[1908] 83.0-84.
[1908] 84.0-85.
[1908] 85.0-86.
[1908] 86.0-87.
[1908] 87.0-88.
[1908] 88.0-89.
[1908] 89.0-90.
[1908] 90.0-91.
[1908] 91.0-92.
[1908] 92.0-93.
[1908] 93.0-94.
[1908] 94.0-95.
[1908] 95.0-96.
[1908] 96.0-97.
[1908] 97.0-98.
[1908] 98.0-99.
[1908] 0.0-100.

sec 1.17 MBytes 9.78 Mbits/sec 1.681 ms 10/ 842 (1.2%)
sec 1.12 MBytes 9.41 Mbits/sec 1.228 ms 50/ 850 (5.9%)
sec 1.18 MBytes 9.91 Mbits/sec 1.521 ms 14/ 857 (1.6%)
Transfer Bandwidth Jitter Lost/Total Datagrams
sec 8 MBytes 9.90 Mbits/sec 0.990 ms 11/ 853 (1.3%)
sec 1.17 MBytes 9.81 Mbits/sec 1.677 ms 16/ 850 (1.9%)
sec 1.16 MBytes 9.77 Mbits/sec 0.924 ms 19/ 850 (2.2%)
sec 1.12 MBytes 9.41 Mbits/sec 1.609 ms 48/ 848 (5.7%)
sec 1.19 MBytes 10.0 Mbits/sec 1.780 ms 0/ 852 (0%)
sec 1.19 MBytes 9.97 Mbits/sec 1.976 ms 0/ 848 (0%)
sec 1.18 MBytes 9.94 Mbits/sec 1.556 ms 0/ 845 (0%)
sec 1.17 MBytes 9.82 Mbits/sec 1.807 ms 15/ 850 (1.8%)
sec 1.19 MBytes 10.0 Mbits/sec 1.377 ms 9/ 859 (1%)
sec 1.18 MBytes 9.89 Mbits/sec 1.884 ms 7/ 848 (0.83%)
sec 1.19 MBytes 10.0 Mbits/sec 1.634 ms 2/ 852 (0.23%)
sec 1.18 MBytes 9.90 Mbits/sec 1.798 ms 0/ 842 (0%)
sec 1.17 MBytes 9.81 Mbits/sec 0.653 ms 17/ 851 (2%)
sec 1.18 MBytes 9.88 Mbits/sec 1.820 ms 17/ 857 (2%)
sec 1.18 MBytes 9.91 Mbits/sec 1.106 ms 6/ 849 (0.71%)
sec 1.18 MBytes Mbits/sec 1.844 ms 6/ 851 (0.71%)
sec 1.18 MBytes 9.93 Mbits/sec 1.717 ms 7/ 851 (0.82%)
sec 1.18 MBytes 9.93 Mbits/sec 1.734 ms 7/ 851 (0.82%)
sec 1.18 MBytes 9.91 Mbits/sec 1.805 ms 0/ 843 (0%)
sec 1.08 MBytes 9.06 Mbits/sec 1.792 ms 87/ 857 (10%)
Transfer Bandwidth Jitter Lost/Total Datagrams
sec 2 MBytes 9.36 Mbits/sec 0.770 ms 55/ 851 (6.5%)
sec 1.18 MBytes 9.91 Mbits/sec 1.886 ms 6/ 849 (0.71%)
sec 1.19 MBytes 9.98 Mbits/sec 1.619 ms 1/ 850 (0.12%)
sec 1.19 MBytes 10.0 Mbits/sec 1.746 ms 0/ 851 (0%)
sec 1.15 MBytes 9.65 Mbits/sec 1.770 ms 30/ 851 (3.5%)
sec 1.05 MBytes 8.81 Mbits/sec 0.858 ms 9/ 758 (1.2%)
sec 1.28 MBytes 10.7 Mbits/sec 1.020 ms 31/ 942 (3.3%)
sec 1.19 MBytes 9.95 Mbits/sec 2.225 ms 0/ 846 (0%)
sec 1.15 MBytes 9.61 Mbits/sec 0.514 ms 31/ 848 (3.7%)
sec MBytes 9.98 Mbits/sec 2.083 ms 6/ 855 (0.7%)
sec 1.17 MBytes 9.84 Mbits/sec 1.815 ms 15/ 852 (1.8%)
sec 1.16 MBytes 9.74 Mbits/sec 2.205 ms 0/ 828 (0%)
sec 1.21 MBytes 10.1 Mbits/sec 2.642 ms 7/ 867 (0.81%)
sec 1.19 MBytes 9.98 Mbits/sec 1.521 ms 7/ 856 (0.82%)
sec 1.19 MBytes 9.95 Mbits/sec 1.771 ms 5/ 851 (0.59%)
sec 1.15 MBytes 9.61 Mbits/sec 1.711 ms 32/ 849 (3.8%)
sec 1.16 MBytes 8.71 Mbits/sec 1.688 ms 27/ 853 (3.2%)
9
9
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sec 1.17 MBytes 9.84 Mbits/sec 1.632 ms 5/ 842 (0.59%)
sec 1.18 MBytes 9.90 Mbits/sec 1.709 ms 16/ 858 (1.9%)
sec 117 MBytes 9.83 Mbits/sec 2.323 ms 1485/85031 (1.7%)
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Sunvalley Mall (mid cell)

This log documents the server sending data to a single client at the rate of 20 megabits per second:

Server listening on UDP port 5001

Receiving 1470 byte datagrams

UDP buffer size: 8.00 KByte (default)

[1908] Tocal 10.170.2.207 port 5001 connected with 10.171.96.6 port 51726

[ ID] Interval Transfer Bandwidth Jitter Lost/Total Datagrams

[1908] 0.0- sec 1.17 MBytes 9.80 Mbits/sec 0.849 ms 1547322235/ 897 (1.7e+008%)
[1908] 1.0- sec 1.29 MBytes 10.8 Mbits/sec 1.077 ms 782/ 1699 (46%)

[1908] 2.0- sec 1.47 MBytes 12.4 Mbits/sec 1.683 ms 535/ 1586 (34%)
[1908] 3.0- sec 1.63 MBytes 13.7 Mbits/sec 2.016 ms 637/ 1802 (35%)
[1908] 4.0- sec 1.27 MBytes 10.7 Mbits/sec 1.802 ms 806/ 1715 (47%)
[1908] 5.0- sec 1.30 MBytes 10.9 Mbits/sec 1.718 ms 765/ 1692 (45%)
[1908] 6.0- sec 1.39 MBytes 11.6 Mbits/sec 1.748 ms 710/ 1698 (42%)
Mbits/sec 0.963 ms 635/ 1718 (37%)
Mbits/sec 1.473 ms 565/ 1681 (34%)
Mbits/sec 1.879 ms 621/ 1722 (36%)
Mbits/sec 1.765 ms 734/ 1655 (44%)
Mbits/sec 1.491 ms 806/ 1721 (47%)
Mbits/sec 1.776 ms 756/ 1680 (45%)
Mbits/sec 1.558 ms 793/ 1720 (46%)
Mbits/sec 1.953 ms 775/ 1679 (46%)
Mbits/sec 2.138 ms 827/ 1723 (48%)
Mbits/sec 1.190 ms 758/ 1688 (45%)
Mbits/sec 1.258 ms 794/ 1702 (47%)
Mbits/sec 0.629 ms 827/ 1693 (49%)
Mbits/sec 2.483 ms 740/ 1624 (46%)
h Jitter Lost/Total Datagrams

[1908]
[1908] 8.0-
[1908] 9.0-10.
[1908] 10.0-11.
[1908] 11.0-12.
[1908] 12.0-13.
[1908] 13.0-14.
[1908] 14.0-15.
[1908] 15.0-16.
[1908] 16.0-17.
[1908] 17.0-18.
[1908] 18.0-19.0 sec 1.21 mMBytes 10.
[1908] 19.0-20.0 sec 1.24 mBytes 10.
[ ID] Interval Transfer Bandwid

.0- sec
sec
sec
sec
sec
sec
sec
sec
sec
sec
sec

.52 MBytes 12.
.56 MBytes 13.
54 MBytes 12.
.29 MBytes 10.
.28 MBytes 10.
.30 mBytes 10.
.30 mBytes 10.
.27 MBytes 10.
.26 MBytes 10.
.30 mBytes 10.
.27 MBytes 10.
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Cornerstone LTE Network Capacity Test Results



[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]

[ 1D]

[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]

[ 1D]

[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]

[ 1D]

[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]
[1908]

.0-21.
.0-22.
.0-23.
.0-24.
.0-25.
.0-26.
.0-27.
.0-28.
.0-29.
.0-30.
.0-31.
.0-32.
.0-33.
.0-34.
.0-35.
.0-36.
.0-37.
.0-38.
.0-39.
.0-40.

Interval

.0-41.
.0-42.
.0-43.
.0-44.
.0-45.
.0-46.
.0-47.
.0-48.
.0-49.
.0-50.
.0-51.
.0-52.
.0-53.
.0-54.
.0-55.
.0-56.
.0-57.
.0-58.
.0-59.
.0-60.

Interval

.0-61.
.0-62.
.0-63.
.0-64.
.0-65.
.0-66.
.0-67.
.0-68.
.0-69.
.0-70.
.0-71.
.0-72.
.0-73.
.0-74.
.0-75.
.0-76.
.0-77.
.0-78.
.0-79.
.0-80.

Interval

80.0-81.
.0-82.
.0-83.
.0-84.
.0-85.
.0-86.
.0-87.
.0-88.
.0-89.
.0-90.
.0-91.
.0-92.
.0-93.
.0-94.
.0-95.
.0-96.
.0-97.
.0-98.

[eleolololololololelololololololololollolololololololololololololololololololo i olololololololololololololololololololo i olololololololololololololololololol el o)

sec 1.26 MBytes 10.6
sec 1.28 MBytes 10.8
sec 1.29 MBytes 10.8
sec 1.25 mBytes 10.5
sec 1.30 MBytes 10.9
sec 1.31 MBytes 10.9
sec 1.28 MBytes 10.8
sec 1.22 MBytes 10.2
sec 1.32 mMBytes 11.1
sec 1.28 MBytes 10.7
sec 1.28 MBytes 10.7
sec 1.27 MBytes 10.7
sec 1.30 MBytes 10.9
sec 1.26 MBytes 10.5
sec 1.29 mMBytes 10.8
sec 1.30 MBytes 10.9
sec 1.17 MBytes 9.80
sec 1.40 MBytes 11.7
sec 1.30 MBytes 10.9
sec 1.33 MBytes 11.2
Transfer  Bandwidth
sec 1.31 MBytes 11.0
sec 1.34 MBytes 11.2
sec 1.29 MBytes 10.9
sec 1.25 MBytes 10.5
sec 1.31 MBytes 11.0
sec 1.35 MBytes 11.3
sec 1.33 mMBytes 11.1
sec 1.35 MBytes 11.3
sec 1.32 MBytes 11.1
sec 1.31 mMBytes 11.0
sec 1.31 MBytes 11.0
sec 1.32 mMBytes 11.1
sec 1.32 mMBytes 11.1
sec 1.33 MBytes 11.2
sec 1.28 MBytes 10.7
sec 1.33 MBytes 11.2
sec 1.29 MBytes 10.9
sec 1.23 MBytes 10.3
sec 1.24 MBytes 10.4
sec 1.28 MBytes 10.7
Transfer  Bandwidth
sec 1.29 MBytes 10.8
sec 1.33 MBytes 11.1
sec 1.33 MBytes 11.1
sec 1.32 mMBytes 11.1
sec 1.38 MBytes 11.6
sec 1.55 MBytes 13.0
sec 1.55 MBytes 13.0
sec 1.35 MBytes 11.3
sec 1.45 mMBytes 12.1
sec 1.39 MBytes 11.7
sec 1.33 MBytes 11.2
sec 1.31 MBytes 11.0
sec 1.36 MBytes 11.4
sec 1.26 MBytes 10.6
sec 1.33 MBytes 11.2
sec 1.32 mMBytes 11.1
sec 1.31 MBytes 11.0
sec 1.33 MBytes 11.1
sec 1.29 mMBytes 10.9
sec 1.31 MBytes 11.0
Transfer  Bandwidth
sec 1.26 MBytes 10.5
sec 1.29 MBytes 10.8
sec 1.34 MBytes 11.2
sec 1.29 MBytes 10.8
sec 1.28 MBytes 10.8
sec 1.29 mMBytes 10.9
sec 1.28 MBytes 10.8
sec 1.33 MBytes 11.2
sec 1.29 MBytes 10.8
sec 1.30 MBytes 10.9
sec 1.30 MBytes 10.9
sec 1.34 MBytes 11.2
sec 1.30 MBytes 10.9
sec 1.27 MBytes 10.7
sec 1.31 mMBytes 10.9
sec 1.20 mMBytes 10.0
sec 1.19 MBytes 9.97
sec 1.34 MBytes 11.2

Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec

Jitter

Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec

Jitter

Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec

Jitter

Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
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.101
.155
.444
.344
.655
.123
.047
.304
.350
.372
.277
.283
.257
.657
.390
.432
.081
.287
.336
.323

872/
804/
784/
801/
764/
767/
786/
840/
766/
776/
788/
807/
765/
805/
780/
775/
709/
862/
771/
765/

1772
1720
1702
1694
1692
1698
1701
1711
1709
1690
1699
1714
1689
1702
1702
1699
1542
1858
1699
1715

(49%)
(47%)
(46%)
(47%)
(45%)
(45%)
(46%)
(49%)
(45%)
(46%)
(46%)
(47%)
(45%)
(47%)
(46%)
(46%)
(46%)
(46%)
(45%)
(45%)

Lost/Total Datagrams

.195
.437
.117
.408
.361
.029
.426
.176
.217
.209
.973
.542
.117
.326
.002
.267
.294
.127
.547
.049

ms

ms

753/
761/
778/
798/
773/
743/
739/
756/
746/
775/
765/
740/
773/
749/
777/
760/
748/
855/
806/
801/

1688
1714
1701
1690
1709
1703
1685
1716
1686
1713
1703
1685
1715
1699
1689
1710
1671
1732
1688
1712

(45%)
(44%)
(46%)
(47%)
(45%)
(44%)
(44%)
(44%)
(44%)
(45%)
(45%)
(44%)
(45%)
(44%)
(46%)
(44%)
(45%)
(49%)
(48%)
(47%)

Lost/Total Datagrams

.310
.218
.289
.457
.825
.931
.898
.775
.026
.826
.199
.229
.003
.056
.146
.294
.711
.581
.153
.263
Lost/Total Datagrams
077 787/ 1684

.429
.952
.612
.303
.314
.179
.825
.857
.547
.155
.221
.401
.296
.209
.489
.256
.271

ms
ms

ms

788/
740/
767/
751/
721/
595/
588/
612/
804/
690/
756/
766/
726/
817/
748/
755/
755/
764/
781/
764/

800/
746/
778/
777/
777/
787/
756/
748/
799/
786/
748/
762/
795/
768/
841/
860/
754/

1706
1687
1713
1692
1704
1704
1695
1572
1835
1685
1707
1701
1695
1717
1700
1697
1693
1711
1704
1698

1720
1699
1697
1692
1700
1703
1706
1670
1724
1711
1701
1688
1704
1699
1695
1708
1709

(46%)
(44%)
(45%)
(44%)
(42%)
(35%)
(35%)
(39%)
(44%)
(41%)
(44%)
(45%)
(43%)
(48%)
(44%)
(44%)
(45%)
(45%)
(46%)
(45%)

(47%)
(47%)
(44%)
(46%)
(46%)
(46%)
(46%)
(44%)
(45%)
(46%)
(46%)
(44%)
(45%)
(47%)
(45%)
(50%)
(50%)
(44%)

Cornerstone LTE Network Capacity Test Results



[1908] 98.0-99.0 sec 1.35 MBytes 11.3 Mbits/sec 1.804 ms 723/ 1687 (43%)
[1908] 99.0-100.0 sec 1.35 MBytes 11.3 Mbits/sec 1.279 ms 740/ 1704 (43%)

[ ID] Interval Transfer Bandwidth Jitter Lost/Total Datagrams
[1908] 0.0-100.5 sec 132 MBytes 11.1 Mbits/sec 2.228 ms 75636/170043 (44%)

John Muir House (cell edge)

This log documents the server sending data to a single client at the rate of 15 megabits per second:

Server listening on UDP port 5001

Receiving 1470 byte datagrams

UDP buffer size: 8.00 KByte (default)

[1908] Tocal 10.170.2.217 port 5001 connected with 10.171.96.6 port 62928
ID] Interval Transfer Bandwidth Jitter Lost/Total Datagrams

[1908] 0.0- 1.0 sec 659 KBytes 5.40 Mbits/sec 2.824 ms 1313429522/ 641 (2e+008%)
[1908] 1.0- 2.0 sec 689 KBytes 5.64 Mbits/sec 3.884 ms 795/ 1275 (62%)
[1908] 2.0- 3.0 sec 678 KBytes 5.55 Mbits/sec 4.422 ms 804/ 1276 (63%)
[1908] 3.0- 4.0 sec 614 KBytes 5.03 Mbits/sec 1.804 ms 703/ 1131 (62%)
[1908] 4.0- 5.0 sec 670 KBytes 5.49 Mbits/sec 2.681 ms 849/ 1316 (65%)
[1908] 5.0- 6.0 sec 797 KBytes 6.53 Mbits/sec 3.970 ms 822/ 1377 (60%)
[1908] 6.0- 7.0 sec 711 KBytes 5.82 Mbits/sec 3.302 ms 781/ 1276 (61%)
[1908] 7.0- 8.0 sec 708 KBytes 5.80 Mbits/sec 3.503 ms 742/ 1235 (60%)
[1908] 8.0- 9.0 sec 820 KBytes 6.71 Mbits/sec 2.970 ms 746/ 1317 (57%)
[1908] 9.0-10.0 sec 781 KBytes 6.40 Mbits/sec 3.810 ms 732/ 1276 (57%)

[1908] 10.0-11.
[1908] 11.0-12.
[1908] 12.0-13.
[1908] 13.0-14.
[1908] 14.0-15.
[1908] 15.0-16.
[1908] 16.0-17.
[1908] 17.0-18.
[1908] 18.0-19.
[1908] 19.0-20.
[ ID] Interval
[1908] 20.0-21.
[1908] 21.0-22.
;1908; 22.0-23.
[1908] 23.0-24.
[1908] 24.0-25.
[1908] 25.0-26.
[1908] 26.0-27.
[1908] 27.0-28.
[1908] 28.0-29.
[1908] 29.0-30.
[1908] 30.0-31.
[1908] 31.0-32.
[1908] 32.0-33.
[1908] 33.0-34.
[1908] 34.0-35.
[1908] 35.0-36.
[1908] 36.0-37.
[1908] 37.0-38.
[1908] 38.0-39.
[1908] 39.0-40.
[ ID] Interval
[1908] 40.0-41.
[1908] 41.0-42.
;1908; 42.0-43.
[1908] 43.0-44.
[1908] 44.0-45.
[1908] 45.0-46.
[1908] 46.0-47.
[1908] 47.0-48.
[1908] 48.0-49.
[1908] 49.0-50.
[1908] 50.0-51.
[1908] 51.0-52.
[1908] 52.0-53.
[1908] 53.0-54.
[1908] 54.0-55.
[1908] 55.0-56.
[1908] 56.0-57.
[1908] 57.0-58.
[1908] 58.0-59.
[1908] 59.0-60.

sec 758 KBytes
sec 670 KBytes
sec 769 KBytes
sec 811 KBytes
sec 744 KBytes
sec 742 KBytes
sec 778 KBytes
sec 706 KBytes 5.79 Mbits/sec
sec 755 KBytes 6.19 Mbits/sec
sec 761 KBytes 6.23 Mbits/sec
Transfer Bandwidth Jitter
sec 639 KBytes 5.23 Mbits/sec
sec 782 KBytes 6.41 Mbits/sec
sec 777 KBytes 6.36 Mbits/sec
sec 780 KBytes 6.39 Mbits/sec
sec 709 KBytes 5.81 Mbits/sec
sec 739 KBytes 6.06 Mbits/sec
sec 775 KBytes 6.35 Mbits/sec
sec 736 KBytes 6.03 Mbits/sec
sec 699 KBytes 5.73 Mbits/sec
sec 617 KBytes 5.06 Mbits/sec
sec 815 KBytes Mbits/sec
sec 719 KBytes 5.89 Mbits/sec
sec 725 KBytes 5.94 Mbits/sec
sec 645 KBytes 5.28 Mbits/sec
sec 738 KBytes 6.04 Mbits/sec
sec 769 KBytes 6.30 Mbits/sec
sec 755 KBytes 6.19 Mbits/sec
sec 653 KBytes 5.35 Mbits/sec
sec 790 KBytes 6.47 Mbits/sec
sec 797 KBytes 6.53 Mbits/sec
Transfer Bandwidth Jitter
sec 663 KBytes 3 Mbits/sec
sec 718 KBytes 5.88 Mbits/sec
sec 568 KBytes 4.66 Mbits/sec
sec 718 KBytes 5.88 Mbits/sec
sec 767 KBytes 6.28 Mbits/sec
sec 726 KBytes 5.95 Mbits/sec
sec 680 KBytes 5.57 Mbits/sec
sec 734 KBytes 6.01 Mbits/sec
sec 699 KBytes 5.73 Mbits/sec
sec 759 KBytes 6.22 Mbits/sec
sec 837 KBytes Mbits/sec
sec 660 KBytes 5.41 Mbits/sec
sec 838 KBytes 6.87 Mbits/sec
sec 724 KBytes 5.93 Mbits/sec
sec 738 KBytes 6.04 Mbits/sec
sec 775 KBytes 6.35 Mbits/sec
sec 817 KBytes 6.69 Mbits/sec
sec 721 KBytes 5.90 Mbits/sec
sec 775 KBytes 6.35 Mbits/sec
sec 673 KBytes 5.52 Mbits/sec

.21 Mbits/sec
.49 Mbits/sec
.30 Mbits/sec
.64 Mbits/sec
Mbits/sec
.08 Mbits/sec
.37 Mbits/sec

.236 ms 745/ 1273 (59%)
.835 ms 671/ 1138 (59%)
.869 ms 787/ 1323 (59%)
.073 ms 762/ 1327 (57%)
.071 ms 798/ 1316 (61%)
.361 ms 722/ 1239 (58%)
.705 ms 771/ 1313 (59%)
.398 ms 745/ 1237 (60%)
.400 ms 786/ 1312 (60%)
.696 ms 747/ 1277 (58%)
Lost/Total Datagrams

.544 ms 746/ 1191 (63%)
.652 ms 816/ 1361 (60%)
.506 ms 734/ 1275 (58%)
.338 ms 734/ 1277 (57%)
.416 ms 780/ 1274 (61%)
.579 ms 761/ 1276 (60%)
.690 ms 732/ 1272 (58%)
.687 ms 764/ 1277 (60%)
.907 ms 772/ 1259 (61%)
.906 ms 722/ 1152 (63%)
.041 ms 851/ 1419 (60%)
.697 ms 773/ 1274 (61%)
.704 ms 768/ 1273 (60%)
.915 ms 691/ 1140 (61%)
.445 ms 816/ 1330 (61%)
.691 ms 821/ 1357 (61%)
.926 ms 753/ 1279 (59%)
.600 ms 781/ 1236 (63%)
.151 ms 761/ 1311 (58%)
.896 ms 722/ 1277 (57%)
Lost/Total Datagrams

.196 ms 730/ 1192 (61%)
.910 ms 821/ 1321 (62%)
.789 ms 861/ 1257 (68%)
.188 ms 793/ 1293 (61%)
.151 ms 780/ 1314 (59%)
.054 ms 764/ 1270 (60%)
.438 ms 799/ 1273 (63%)
.577 ms 734/ 1245 (59%)
.033 ms 740/ 1227 (60%)
.169 ms 695/ 1224 (57%)
.250 ms 828/ 1411 (59%)
.745 ms 681/ 1141 (60%)
.629 ms 824/ 1408 (59%)
.911 ms 740/ 1244 (59%)
.482 ms 795/ 1309 (61%)
.381 ms 702/ 1242 (57%)
.044 ms 744/ 1313 (57%)
.446 ms 736/ 1238 (59%)
.565 ms 687/ 1227 (56%)
.071 ms 753/ 1222 (62%)
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721 KBytes 5.90 Mbits/sec 3.243 ms 777/ 1279 (61%)
Jitter
[1908] 0.0-100.5 sec 72.8 MBytes 6.08 Mbits/sec 3.189 ms 75602/127553 (59%)

[ ID] Interval Transfer Bandwidth
[1908] 60.0-61.0 sec 732 KBytes 6.00
[1908] 61.0-62.0 sec 722 KBytes 5.92
[1908] 62.0-63.0 sec 746 KBytes 6.12
[1908] 63.0-64.0 sec 731 KBytes 5.99
[1908] 64.0-65.0 sec 772 KBytes 6.33
[1908] 65.0-66.0 sec 804 KBytes 6.59
[1908] 66.0-67.0 sec 758 KBytes 6.21
[1908] 67.0-68.0 sec 840 KBytes 6.88
[1908] 68.0-69.0 sec 775 KBytes 6.35
[1908] 69.0-70.0 sec 811 KBytes 6.64
[1908] 70.0-71.0 sec 935 KBytes 7.66
[1908] 71.0-72.0 sec 827 KBytes 6.77
[1908] 72.0-73.0 sec 838 KBytes 6.87
[1908] 73.0-74.0 sec 797 KBytes 6.53
[1908] 74.0-75.0 sec 719 KBytes 5.89
[1908] 75.0-76.0 sec 685 KBytes 5.61
[1908] 76.0-77.0 sec 701 KBytes 5.74
[1908] 77.0-78.0 sec 782 KBytes 6.41
[1908] 78.0-79.0 sec 757 KBytes 6.20
[1908] 79.0-80.0 sec 589 KBytes 4.82
[ ID] Interval Transfer Bandwidth
[1908] 80.0-81.0 sec 800 KBytes 6.55
[1908] 81.0-82.0 sec 685 KBytes 5.61
[1908] 82.0-83.0 sec 742 KBytes 6.08
[1908] 83.0-84.0 sec 738 KBytes 6.04
[1908] 84.0-85.0 sec 693 KBytes 5.68
[1908] 85.0-86.0 sec 815 KBytes 6.68
[1908] 86.0-87.0 sec 703 KBytes 5.76
[1908] 87.0-88.0 sec 693 KBytes 5.68
[1908] 88.0-89.0 sec 887 KBytes 7.27
[1908] 89.0-90.0 sec 755 KBytes 6.19
[1908] 90.0-91.0 sec 699 KBytes 5.73
[1908] 91.0-92.0 sec 739 KBytes 6.06
[1908] 92.0-93.0 sec 713 KBytes 5.84
[1908] 93.0-94.0 sec 703 KBytes 5.76
[1908] 94.0-95.0 sec 790 KBytes 6.47
[1908] 95.0-96.0 sec 739 KBytes 6.06
[1908] 96.0-97.0 sec 724 KBytes 5.93
[1908] 97.0-98.0 sec 748 KBytes 6.13
[1908] 98.0-99.0 sec 880 KBytes 7.21
[1908] 99.0-100.0 sec
[ ID] Interval Transfer Bandwidth

Wireshark Download Log

Jitter

Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec

Jitter

Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec
Mbits/sec

WANWUJWWNNWWLHWLMI—‘WWNW NWWEREREWWNNNNNWNWRWRWN

Lost/Total Datagrams

.747
.865
.895
.163
.967
.280
.383
.723
.352
.755
.667
.501
.934
.487
.314
.155
.657
.438
.932
.623

ms 816/ 132

ms

723/
799/
864/
645/
806/
747/
611/
728/
657/
766/
659/
733/
719/
774/
755/

728/

1226
1319
1373
1183
1366
1275
1196
1268
1222
1417
1235
1317
1274
1275
1232
1316
1280
1272
1138

6 (62%)

(59%)
(61%)
(63%)
(55%)
(59%)
(59%)
(51%)
(57%)
(54%)
(54%)
(53%)
(56%)
(56%)
(61%)
(61%)
(63%)
(57%)
(59%)
(64%)

Lost/Total Datagrams

.499
.536
.178
.019
.791
.448
.035
725
.433
.604
.895
.864
.650
.870
.490
.727
.933
.365

.940

ms

856/
802/

723/
724/
840/
661/

1413
1279
1274
1276
1189
1363
1274
1139
1411
1277
1277
1274
1274
1237
1315
1238
1228
1361
1274

(61%)
(63%)
(59%)
(60%)
(59%)
(58%)
(62%)
(58%)
(56%)
(59%)
(62%)
(60%)
(61%)
(60%)
(58%)
(58%)
(59%)
(62%)
(52%)

Lost/Total Datagrams

This log documents the server streaming the video to a client. In two minutes of elapsed time, more

than 20,000 packets will be transmitted. The first six, representing a little more than 1/100th of a

second, are shown here:

No.

1 0.000000 10.171.96.6

Time

avt-profile-1

Frame 1: 1370 bytes on wire (10960 bits),

Ethernet II, S
(02:50:f2:00:01:81)

Internet Protocol Version 4, Src:
User Datagram Protocol,

source

Destination

10.170.2.218

UDP

rc: 11:22:33:44:55:66 (11:22:33:44:55:66),

Data (1328 bytes)

No.

2 0.002860 10.171.96.6

Time

avt-profile-1

Frame

2: 1370 bytes on wire (10960 bits),

Ethernet II, S
(02:50:f2:00:01:81)

Internet Protocol Vversion 4, Src:
User Datagram Protocol,

source

Src Port:

Destination

10.170.2.218

UDP

rc: 11:22:33:44:55:66 (11:22:33:44:55:66),

Data (1328 bytes)

No.

Time

3 0.005993
avt-profile-1

sourc

10. 171 96.6

Src Port:

Destination

10.170.2.218

UDP

Protocol Length Info
1370 Source port:

1370 bytes captured (10960 bits)

58055 Destination port:

Dst: 02:50:f2:00:01:81

10.171.96.6 (10.171.96.6),
58055 (58055),

Dst: 10.170.2.218 (10.170.2.218)
Dst Port: avt-profile-1 (5004)

Protocol Length Info
1370 Source port:

1370 bytes captured (10960 bits)

58055 Destination port:

Dst: 02:50:f2:00:01:81

10.171.96.6 (10.171.96.6),
58055 (58055),

Dst: 10.170.2.218 (10.170.2.218)
Dst Port: avt-profile-1 (5004)

Protocol Length Info
1370 Source port:

58055 Destination port:

Cornerstone LTE Network Capacity Test Results



Frame 3: 1370 bytes on wire (10960 bits), 1370 bytes captured (10960 bits)

Ethernet II, Src: 11:22:33:44:55:66 (11:22:33:44:55:66), Dst: 02:50:f2:00:01:81
(02:50:f2:00:01:81)

Internet Protocol version 4, Src: 10.171.96.6 (10.171.96.6), Dst: 10.170.2.218 (10.170.2.218)
User Datagram Protocol, Src Port: 58055 (58055), Dst Port: avt-profile-1 (5004)

Data (1328 bytes)

No. Time Source Destination Protocol Length Info
4 0.008890 10.171.96.6 10.170.2.218 UDP 1370 Source port: 58055 Destination port:
avt-profile-1

Frame 4: 1370 bytes on wire (10960 bits), 1370 bytes captured (10960 bits)

Ethernet II, Src: 11:22:33:44:55:66 (11:22:33:44:55:66), Dst: 02:50:f2:00:01:81
(02:50:f2:00:01:81)

Internet Protocol version 4, Src: 10.171.96.6 (10.171.96.6), Dst: 10.170.2.218 (10.170.2.218)
User Datagram Protocol, Src Port: 58055 (58055), Dst Port: avt-profile-1 (5004)

Data (1328 bytes)

No. Time Source Destination Protocol Length Info
5 0.010870 10.171.96.6 10.170.2.218 ubpP 1370 Source port: 58055 Destination port:
avt-profile-1

Frame 5: 1370 bytes on wire (10960 bits), 1370 bytes captured (10960 bits)

Ethernet II, Src: 11:22:33:44:55:66 (11:22:33:44:55:66), Dst: 02:50:f2:00:01:81
(02:50:f2:00:01:81)

Internet Protocol Vversion 4, Src: 10.171.96.6 (10.171.96.6), Dst: 10.170.2.218 (10.170.2.218)
User Datagram Protocol, Src Port: 58055 (58055), Dst Port: avt-profile-1 (5004)

Data (1328 bytes)

No. Time Source Destination Protocol Length Info
6 0.013887 10.171.96.6 10.170.2.218 ubpP 1370 Source port: 58055 Destination port:
avt-profile-1

Frame 6: 1370 bytes on wire (10960 bits), 1370 bytes captured (10960 bits)

Ethernet II, Src: 11:22:33:44:55:66 (11:22:33:44:55:66), Dst: 02:50:f2:00:01:81
(02:50:f2:00:01:81)

Internet Protocol Version 4, Src: 10.171.96.6 (10.171.96.6), Dst: 10.170.2.218 (10.170.2.218)
User Datagram Protocol, Src Port: 58055 (58055), Dst Port: avt-profile-1 (5004)

Data (1328 bytes)

Cornerstone LTE Network Capacity Test Results



Appendix G: Acknowledgements

The following companies and organizations provided support and/or equipment for these tests and we
are grateful for their contribution:

Motorola Solutions

Motorola, which provided the system under test, was gracious in the time and personnel it provided
before, during, and after the tests. In addition, its initial drive tests of the network enabled us to
determine the best test locations within the cell sector.
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Panasonic

Panasonic loaned us seven Toughbook computers (model CF 30) in order to provide a consistent set of
test devices. Each of these notebooks was running the same version of Windows XP. These notebooks
are the same as those used by many public safety agencies in the United States and around the world.

Two Toughbooks during the testing.

Toughbook displaying the test video.
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Anritsu America

Anritsu America provided personnel, test equipment, and the latest version of its test software. Anritsu
also verified our findings during the entire test period.

Anritsu America performing network measurements

The Anritsu America test equipment

Cornerstone LTE Network Capacity Test Results
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An Analysis of State of Arizona and Broadband Services

Senator: Jon Kyl

State Statistics: (from http://www.broadbandmap.gov/summarize/state/arizona )

As of June 2010

ARIZONA —
EEE MEXICO
rvns ) mountams| (E}GraphicMaps.com

Geography:

Total area (sq miles) 44,825
Population 11,478,141

Households 4,495,475


http://www.broadbandmap.gov/summarize/state/arizona

Age

under 5

Number of Wireline Providers

Area (%)
6.8%

20.2%
19.6%
33.7%

19.6%

Nationwide
7.2%

20.7%

19.9%

33.6%

18.7%

Map of Arizona Broadband Deployment

(]

I~

N

AR Census Blocks
Has Reported Broadband
1037 Mouseholds Per Sq. M.

Momes Presant - No Reportad Broadband

Percent Population Nationwide
3.1% 5.8%

10.1% 15.3%

63.1% 47.7%

560 Mousetolds Per S, M.
No Momes in the Cersus Block.


http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/demographics-age-under-5/ascending/
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/demographics-age-5-19/ascending
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/demographics-age-20-34/ascending
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/demographics-age-35-59/ascending
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/demographics-age-60+/ascending
http://www.broadbandmap.gov/source/summarize#number-of-wireline-service-providers
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/number-of-wireline-service-providers-0/ascending/
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/number-of-wireline-service-providers-greater-than-1/ascending/
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/number-of-wireline-service-providers-greater-than-2/ascending/

Number of Wireline Providers Percent Population Nationwide

3 23.4% 21.5%

4 0.4% 7.8%

5 0.0% 1.2%

6 0.0% 0.4%

7 0.0% 0.3%
8+ 0.0% 0.1%
Number of Wireless Providers Percent Population Nationwide
0 0.5% 1.5%

1 3.5% 5.8%

2 7.1% 10.6%

3 12.2% 15.2%

4 30.7% 27.6%

5 24.1% 18.3%

6 14.3% 11.6%
7 3.8% 4.3%
8+ 3.9% 5.0%
DSL 92.6% 86.6%
Fiber 5.4% 14.5%


http://www.broadbandmap.gov/source/summarize#number-of-wireline-service-providers
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/number-of-wireline-service-providers-greater-than-3/ascending/
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/number-of-wireline-service-providers-greater-than-4/ascending/
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/number-of-wireline-service-providers-greater-than-5/ascending/
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/number-of-wireline-service-providers-greater-than-6/ascending/
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/number-of-wireline-service-providers-greater-than-7/ascending/
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/number-of-wireline-service-providers-greater-than-8/ascending/
http://www.broadbandmap.gov/source/summarize#number-of-wireless-service-providers
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/number-of-wireless-service-providers-0/ascending/
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/number-of-wireless-service-providers-greater-than-1/ascending/
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/number-of-wireless-service-providers-greater-than-2/ascending/
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/number-of-wireless-service-providers-greater-than-3/ascending/
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/number-of-wireless-service-providers-greater-than-4/ascending/
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/number-of-wireless-service-providers-greater-than-5/ascending/
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/number-of-wireless-service-providers-greater-than-6/ascending/
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/number-of-wireless-service-providers-greater-than-7/ascending/
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/number-of-wireless-service-providers-greater-than-8/ascending/
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/technology-wireline-dsl/ascending/
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/technology-wireline-optical-carrier-fiber-to-the-end-user/ascending/

Number of Wireline Providers Percent Population Nationwide

Cable 90.0% 82.2%
Speed Percent Population Nationwide
Unreported 0.0% 0.6%
Download > 0.768 Mbps, Upload > 0.2 Mbps 98.2% 98.3%
Download > 3 Mbps, Upload > 0.768 Mbps 96.8% 95.5%

Proposed Private/Public Partnership for Broadband Deployment

Results in Near 100% 9opulation Coverage and Higher Data Speeds

One business model that has been proposed for other states where the rural population does not have
access to broadband services is as follows:

1) The Public Safety Governance organization (the license holder), enters into a public/private
partnerships with interested parties to build-out the 700-MHz Public Safety broadband network in
the state.

2) The private companies involved could include private telecommunications companies, local
power utilities, health care and educational organizations.

3) The private companies would help fund the cost of the network build out in rural areas with the
balance of the funds coming from the federal funding as proposed in several of the bills now
before congress.

4) The private companies would also contribute existing telecommunications and power line towers,
back-haul, and right-of-way access.

5) The network would then be available, on a secondary basis as follows:

a. Power companies would use the network to meet their SmartGrid needs
i. They could then resell broadband services to their rural customers for Internet
access
b. Telecommunications companies would also be able to make use of and resell wireless
broadband services to their customers.
c. Health Care and educations organizations would be able to make use of the network for
their own use at favorable broadband rates.

6) The on-going cost of operating the network would be funded by a combination of the private and

public safety entities that would make use of the network.

This type of private/public partnership would provide the state with almost 100% of the population with
access to broadband services for their businesses, homes, schools, and other locations where broadband
services are currently not available. Public Safety would have full use of the network during major
disasters but at all other times the network would be shared by all of the contributing parties.

4


http://www.broadbandmap.gov/source/summarize#number-of-wireline-service-providers
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/technology-wireline-cable-modem/ascending/
http://www.broadbandmap.gov/source/summarize#speed
http://www.broadbandmap.gov/rank/arizona/state/percent-population/within-nation/speed-download-greater-than-0.768mbps-upload-greater-than-0.200mbps/ascending/
http://www.broadbandmap.gov/rank/arizona/state/percent-population/within-nation/speed-download-greater-than-3mbps-upload-greater-than-0.768mbps/ascending/

It should be noted that during a major disaster or incident that required Public Safety pre-emption of the
broadband network this pre-emption would only occur within the immediate are of the disaster while other
areas of the state would remain unaffected and therefore broadband services would be available.

This type of program will provide the state with broadband services to its rural population at affordable
prices, AND will provide broadband services in these areas faster than any plan that has, so far, been
presented by the federal or state Government.

Andrew M. Seybold



ANDREWSEYBOLD

Andrew Seybold, Inc., 315 Meigs Road, A-267, Santa Barbara, CA 93109

805-898-2460 voice, 805-898-2466 fax, www.andrewseybold.com

An Analysis of State of California’s 31° Congressional District
and Broadband Services

Representative: Xavier Becerra

State Statistics: (from http://www.broadbandmap.gov/summarize/state/california/congressional-

districts/31)

As of June 2010
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California’s 31st congressional district is a congressional district in the U.S. state of California
based in Los Angeles County. It is currently the only congressional district entirely based within
the city of Los Angeles and includes the heavily Hispanic/Latino portions of inner-city Los
Angeles, including Hollywood.

Geography:

Total area (sq miles) 40

Population 687,443


http://www.broadbandmap.gov/summarize/state/california/congressional-districts/31
http://www.broadbandmap.gov/summarize/state/california/congressional-districts/31
http://en.wikipedia.org/wiki/Congressional_district
http://en.wikipedia.org/wiki/U.S._state
http://en.wikipedia.org/wiki/California
http://en.wikipedia.org/wiki/Los_Angeles_County,_California
http://en.wikipedia.org/wiki/Los_Angeles,_California
http://en.wikipedia.org/wiki/Hispanic_(U.S._Census)
http://en.wikipedia.org/wiki/Latino_(U.S._Census)
http://en.wikipedia.org/wiki/Hollywood,_California

Households

Age
under 5

ANDREWSEYBOLD

215,800
Area (%) Nationwide
7.9% 7.2%
23.9% 20.7%
22.0% 19.9%
33.0% 33.6%
13.3% 18.7%



http://www.broadbandmap.gov/rank/california-31/congressional-districts/percent-population/within-nation/demographics-age-under-5/ascending/
http://www.broadbandmap.gov/rank/california-31/congressional-districts/percent-population/within-nation/demographics-age-5-19/ascending
http://www.broadbandmap.gov/rank/california-31/congressional-districts/percent-population/within-nation/demographics-age-20-34/ascending
http://www.broadbandmap.gov/rank/california-31/congressional-districts/percent-population/within-nation/demographics-age-35-59/ascending
http://www.broadbandmap.gov/rank/california-31/congressional-districts/percent-population/within-nation/demographics-age-60+/ascending
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Wireless Service

Maximum Advertised Downstream Speed

Fixed Mobile
v/ R :z19bps
vl B =100 mbpsand < 1gbps
777, B =50 mbps and < 100 mbps
v/ B  =25mbps and < 50 mbps
= 10 mbps and < 25 mbps
= 6 mbps and < 10 mbps
w7 | = 3mbpsand <6 mbps
2 1.5 mbps and < 3 mbps
= 768 kbps and < 1.5 mbps
|| Counties Major Roads
D Broadband Regions E Lakes

Number of Wireline Providers

(e}

=

N

[[6§]

I

(&)}

(o]

I~

Percent Population

0.1%

9.9%

55.4%

34.1%

0.5%

0.0%

0.0%

0.0%

0.0%

Nationwide

5.8%

15.3%

47.7%

21.5%

7.8%

1.2%

0.4%

0.3%

0.1%


http://www.broadbandmap.gov/source/summarize#number-of-wireline-service-providers
http://www.broadbandmap.gov/rank/california-31/congressional-districts/percent-population/within-nation/number-of-wireline-service-providers-0/ascending/
http://www.broadbandmap.gov/rank/california-31/congressional-districts/percent-population/within-nation/number-of-wireline-service-providers-greater-than-1/ascending/
http://www.broadbandmap.gov/rank/california-31/congressional-districts/percent-population/within-nation/number-of-wireline-service-providers-greater-than-2/ascending/
http://www.broadbandmap.gov/rank/california-31/congressional-districts/percent-population/within-nation/number-of-wireline-service-providers-greater-than-3/ascending/
http://www.broadbandmap.gov/rank/california-31/congressional-districts/percent-population/within-nation/number-of-wireline-service-providers-greater-than-4/ascending/
http://www.broadbandmap.gov/rank/california-31/congressional-districts/percent-population/within-nation/number-of-wireline-service-providers-greater-than-5/ascending/
http://www.broadbandmap.gov/rank/california-31/congressional-districts/percent-population/within-nation/number-of-wireline-service-providers-greater-than-6/ascending/
http://www.broadbandmap.gov/rank/california-31/congressional-districts/percent-population/within-nation/number-of-wireline-service-providers-greater-than-7/ascending/
http://www.broadbandmap.gov/rank/california-31/congressional-districts/percent-population/within-nation/number-of-wireline-service-providers-greater-than-8/ascending/
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0.0%

0.0%

0.0%

0.0%

6.6%

93.5%

0.0%

0.0%

0.0%

Percent Population

92.8%

0.1%

95.7%

100.0%

0.0%

Nationwide

1.5%

5.8%

10.6%

15.2%

27.6%

18.3%

11.6%

4.3%

5.0%

Percent Population

Nationwide

86.6%

14.5%

82.2%

96.9%

1.5%

Nationwide


http://www.broadbandmap.gov/source/summarize#number-of-wireless-service-providers
http://www.broadbandmap.gov/rank/california-31/congressional-districts/percent-population/within-nation/number-of-wireless-service-providers-0/ascending/
http://www.broadbandmap.gov/rank/california-31/congressional-districts/percent-population/within-nation/number-of-wireless-service-providers-greater-than-1/ascending/
http://www.broadbandmap.gov/rank/california-31/congressional-districts/percent-population/within-nation/number-of-wireless-service-providers-greater-than-2/ascending/
http://www.broadbandmap.gov/rank/california-31/congressional-districts/percent-population/within-nation/number-of-wireless-service-providers-greater-than-3/ascending/
http://www.broadbandmap.gov/rank/california-31/congressional-districts/percent-population/within-nation/number-of-wireless-service-providers-greater-than-4/ascending/
http://www.broadbandmap.gov/rank/california-31/congressional-districts/percent-population/within-nation/number-of-wireless-service-providers-greater-than-5/ascending/
http://www.broadbandmap.gov/rank/california-31/congressional-districts/percent-population/within-nation/number-of-wireless-service-providers-greater-than-6/ascending/
http://www.broadbandmap.gov/rank/california-31/congressional-districts/percent-population/within-nation/number-of-wireless-service-providers-greater-than-7/ascending/
http://www.broadbandmap.gov/rank/california-31/congressional-districts/percent-population/within-nation/number-of-wireless-service-providers-greater-than-8/ascending/
http://www.broadbandmap.gov/source/summarize#technology
http://www.broadbandmap.gov/rank/california-31/congressional-districts/percent-population/within-nation/technology-wireline-dsl/ascending/
http://www.broadbandmap.gov/rank/california-31/congressional-districts/percent-population/within-nation/technology-wireline-optical-carrier-fiber-to-the-end-user/ascending/
http://www.broadbandmap.gov/rank/california-31/congressional-districts/percent-population/within-nation/technology-wireline-cable-modem/ascending/
http://www.broadbandmap.gov/rank/california-31/congressional-districts/percent-population/within-nation/technology-wireless-any/ascending/
http://www.broadbandmap.gov/source/summarize#speed
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Speed Percent Population Nationwide
Unreported 0.0% 0.6%
Download > 0.768 Mbps, Upload > 0.2 Mbps 100.0% 98.3%
Download > 3 Mbps, Upload > 0.768 Mbps 99.8% 95.5%

Proposed Private/Public Partnership for Broadband Deployment

Results in Near 100% Population Coverage and Higher Data Speeds

One business model that has been proposed for other states where the rural population does not have
access to broadband services is as follows:

1)

2)

3)

4)

5)

6)

The Public Safety Governance organization (the license holder), enters into a public/private
partnerships with interested parties to build-out the 700-MHz Public Safety broadband network in
the state.
The private companies involved could include private telecommunications companies, local
power utilities, health care and educational organizations.
The private companies would help fund the cost of the network build out in rural areas with the
balance of the funds coming from the federal funding as proposed in several of the bills now
before congress.
The private companies would also contribute existing telecommunications and power line towers,
back-haul, and right-of-way access.
The network would then be available, on a secondary basis as follows:

a. Power companies would use the network to meet their SmartGrid needs

i. They could then resell broadband services to their rural customers for Internet
access
b. Telecommunications companies would also be able to make use of and resell wireless
broadband services to their customers.
c. Health Care and educations organizations would be able to make use of the network for
their own use at favorable broadband rates.

The on-going cost of operating the network would be funded by a combination of the private and
public safety entities that would make use of the network.

This type of private/public partnership would provide the state with almost 100% of the population with
access to broadband services for their businesses, homes, schools, and other locations where broadband
services are currently not available. Public Safety would have full use of the network during major
disasters but at all other times the network would be shared by all of the contributing parties.

It should be noted that during a major disaster or incident that required Public Safety pre-emption of the
broadband network this pre-emption would only occur within the immediate are of the disaster while other
areas of the state would remain unaffected and therefore broadband services would be available.

This type of program will provide the state with broadband services to its rural population at affordable
prices, AND will provide broadband services in these areas faster than any plan that has, so far, been
presented by the federal or state Government.

Andrew M. Seybold


http://www.broadbandmap.gov/source/summarize#speed
http://www.broadbandmap.gov/rank/california-31/congressional-districts/percent-population/within-nation/speed-download-greater-than-0.768mbps-upload-greater-than-0.200mbps/ascending/
http://www.broadbandmap.gov/rank/california-31/congressional-districts/percent-population/within-nation/speed-download-greater-than-3mbps-upload-greater-than-0.768mbps/ascending/
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An Analysis of State of Kentucky and Broadband Services
Senator: Mitch McConnell
State Statistics:
Total Population: 4,314,113 (2009 Est)

Broadband usage in Kentucky (NTIA 2007 statistics):

Total Households: 1,749,000
Total with Internet access: 960,000 54.86%
Total with dial-up access: 253,000 14.44%

Total with broadband access: 700,000 40.02%
Total with anywhere access: 1,166,000 66.67%

According to the ITU Report (for all of United States)

Internet users in 2010 239,893,600 77.3%
Broadband users 85,287,100
Conclusions:

In Kentucky, 253,000 households have only slow-speed dial-up access available.
In Kentucky, 1,049,000 households have no access to broadband services.

Broadband for Kentucky:

The recent stimulus funds made available by NTIA and IUS did not materially increase the broadband
penetration rate in Kentucky.

What is needed in order to provide broadband access to most of the citizens of Kentucky are
private/public partnerships. Commercial wired and wireless operators do not build facilities where the
population per square mile is low. There is no return on investment for these companies to cover these
rural areas in any state.

Coverage of most of the population of Kentucky CAN be provided if there are public/private
partnerships.

IF the 700-MHz D Block is reallocated to Public Safety THEN there will be sufficient spectrum to enable
private/public partnerships in the rural areas of Kentucky and broadband services can be made
available.

A Workable Business Model:

One business model that has been proposed for other states where the rural population does not have
access to broadband services is as follows:
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1)

2)

The Public Safety Governance organization (the license holder), or the State of Kentucky, enters
into a public/private partnerships with interested parties to build out the 700-MHz Public Safety
broadband network in the district.

The private companies involved could include private telecommunications companies, local
power utilities, health care and educational organizations.

The private companies would help fund the cost of the network build-out with the balance of
the funds coming from Federal funding as proposed in Senate Bill 911 which was passed by
committee 24/4 (a bipartisan vote) and which is now ready to be introduced in the full Senate.
The private companies would also contribute right-of-ways, existing telecommunications and
power line towers, backhaul, and right-of-way access, thus making the build-out of this shared
wireless broadband system more attractive and feasible for both the private and public entities.

5) The network would then be available, on a secondary basis as follows
a. Power companies would use the network to meet their SmartGrid needs.

i. They could then resell broadband services to their rural customers for Internet

access.

b. Telecommunications companies would also be able to make use of and resell wireless

broadband services to their customers.

c. Health care and educational organizations would be able to make use of the network for

their own use at favorable broadband rates.

6) The ongoing cost of operating the network would be funded by a combination of the private and

Public Safety entities that would make use of the network.

One set of potential private partners is listed below. Many of these companies are non-profit coops, and

are members of the National Rural Telecommunications Cooperative. Many of them are power

companies and the NRTC, on behalf of its members, has expressed an interest in working with Public

Safety in the type of public/private partnerships described above:

Big Rivers Electric Corporation

Blue Grass Energy Cooperative Corporation

Clark Energy Cooperative, Inc.

Cumberland Valley Electric

East Kentucky Power Cooperative

Farmers Rural Electric Cooperative

Fleming Mason Energy

Foothills Rural Telephone Cooperative Corporation
Fox Creek R.E.C.C.

Gearheart Communications / dba Inter Mountain Cable, Inc.
Grayson Rural Electric Cooperative Corp

Green River Electric Corporation

Harrison County R.E.C.C.

Henderson Union RECC

Hickman-Fulton Counties Rural Electric Cooperative Corporation
Inter-County Energy Cooperative

Jackson Energy Cooperative

Jackson Purchase Energy

Kenergy

Kentucky Association of Electric Cooperatives
Licking Valley Rural Electric Cooperative Corporation
Logan Telephone Cooperative

Meade County Rural Electric Cooperative



javascript:refreshframe('Big%20Rivers%20Electric%20Corporation','1088','908')
javascript:refreshframe('Hickman-Fulton%20Counties%20Rural%20Electric%20Cooperative%20Corporation','894','1115')
javascript:refreshframe('Inter-County%20Energy%20Cooperative','1543','1551')
javascript:refreshframe('Jackson%20Energy%20Cooperative','889','1114')
javascript:refreshframe('Jackson%20Purchase%20Energy','577','1089')
javascript:refreshframe('Kenergy','271','2')
javascript:refreshframe('Kentucky%20Association%20of%20Electric%20Cooperatives','1497','926')
javascript:refreshframe('Licking%20Valley%20Rural%20Electric%20Cooperative%20Corporation','2175','1006')
javascript:refreshframe('Logan%20Telephone%20Cooperative','1008','2228')
javascript:refreshframe('Meade%20County%20Rural%20Electric%20Cooperative','143','857')
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Mountain Rural Telephone Cooperative Corporation
Nolin Rural Electric Cooperative Corporation

Owen Electric Cooperative, Inc.

Pennyrile Rural Electric Cooperative Corporation
Peoples Rural Telephone Cooperative

Salt River Electric Cooperative Corporation

Shelby Rural Electric Cooperative Corporation

South Central Rural Telephone Co.

South Kentucky Rural Electric Cooperative Corporation
SouthEast Telephone, Inc.

Taylor County Rural Electric Cooperative Corporation
Three Oaks Marketing and Development

Warren Rural Electric Cooperative Corporation

West Kentucky RECC

West Kentucky and Tennessee Telecommunications Cooperative

This type of private/public partnership would provide almost 100% of the population of Kentucky with
access to broadband services for their businesses, homes, schools, and other locations where
broadband services are currently not available today. Public Safety would have full use of the network
during major disasters but at all other times the network would be shared by all of the contributing
parties.

This type of program will provide the State of Kentucky and other states with broadband services to
their rural populations at affordable prices AND will provide broadband services in these areas faster
than any plan that has, so far, been presented by the Federal or State Governments.

Andrew M. Seybold
CEO and Principal Consultant
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javascript:refreshframe('Salt%20River%20Electric%20Cooperative%20Corporation','1957','1583')
javascript:refreshframe('Shelby%20Rural%20Electric%20Cooperative%20Corporation','1164','905')
javascript:refreshframe('South%20Central%20Rural%20Telephone%20Co.','2112','1643')
javascript:refreshframe('South%20Kentucky%20Rural%20Electric%20Cooperative%20Corporation','2176','1007')
javascript:refreshframe('SouthEast%20Telephone,%20Inc.','2681','1039')
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javascript:refreshframe('Three%20Oaks%20Marketing%20and%20Development','1081','1098')
javascript:refreshframe('Warren%20Rural%20Electric%20Cooperative%20Corporation','538','1086')
javascript:refreshframe('West%20Kentucky%20RECC','573','2953')
javascript:refreshframe('West%20Kentucky%20and%20Tennessee%20Telecommunications%20Cooperative','2628','1451')

ANDREWSEYBOLD

Andrew Seybold, Inc., 315 Meigs Road, A-267, Santa Barbara, CA 93109

805-898-2460 voice, 805-898-2466 fax, www.andrewseybold.com

An Analysis of State of Michigan 4th Congressional District
and Broadband Services

Representative: David Camp

State Statistics: (from http://www.broadbandmap.gov/summarize/state/michigan/congressional-

districts/04 )
As of June 2010
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Michigan's 4th congressional district is a United States Congressional district that currently
includes portions of Northern and Central Michigan, consisting of all of Clare, Grand Traverse,
Gratiot, Isabella, Kalkaska, Leelanau, Mecosta, Midland, Missaukee, Montcalm, Osceola, and
Roscommon counties and the northern portion of Shiawassee and most of the western portion of

Saginaw counties.



http://www.broadbandmap.gov/summarize/state/michigan/congressional-districts/04
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Geography:

Total area (sg miles) 8,150
Population 685,815
Households 262,695

Age Area (%) Nationwide
under 5 6.8% 7.2%

5-19 18.9% 20.7%
20-34 20.5% 19.9%
35-59 32.9% 33.6%

60+ 20.9% 18.7%

NOTE: Connect Michigan does not have Broadband penetration maps by County available yet.

Number of Wireline Providers Percent Population Nationwide
0 16.5% 5.8%
1 18.1% 15.3%
2 31.9% 47.7%
3 24.6% 21.5%
4 8.0% 7.8%
5 0.8% 1.2%
6 0.0% 0.4%
7 0.0% 0.3%


http://www.broadbandmap.gov/rank/michigan-04/congressional-districts/percent-population/within-nation/demographics-age-under-5/ascending/
http://www.broadbandmap.gov/rank/michigan-04/congressional-districts/percent-population/within-nation/demographics-age-5-19/ascending
http://www.broadbandmap.gov/rank/michigan-04/congressional-districts/percent-population/within-nation/demographics-age-20-34/ascending
http://www.broadbandmap.gov/rank/michigan-04/congressional-districts/percent-population/within-nation/demographics-age-35-59/ascending
http://www.broadbandmap.gov/rank/michigan-04/congressional-districts/percent-population/within-nation/demographics-age-60+/ascending
http://www.broadbandmap.gov/source/summarize#number-of-wireline-service-providers
http://www.broadbandmap.gov/rank/michigan-04/congressional-districts/percent-population/within-nation/number-of-wireline-service-providers-0/ascending/
http://www.broadbandmap.gov/rank/michigan-04/congressional-districts/percent-population/within-nation/number-of-wireline-service-providers-greater-than-1/ascending/
http://www.broadbandmap.gov/rank/michigan-04/congressional-districts/percent-population/within-nation/number-of-wireline-service-providers-greater-than-2/ascending/
http://www.broadbandmap.gov/rank/michigan-04/congressional-districts/percent-population/within-nation/number-of-wireline-service-providers-greater-than-3/ascending/
http://www.broadbandmap.gov/rank/michigan-04/congressional-districts/percent-population/within-nation/number-of-wireline-service-providers-greater-than-4/ascending/
http://www.broadbandmap.gov/rank/michigan-04/congressional-districts/percent-population/within-nation/number-of-wireline-service-providers-greater-than-5/ascending/
http://www.broadbandmap.gov/rank/michigan-04/congressional-districts/percent-population/within-nation/number-of-wireline-service-providers-greater-than-6/ascending/
http://www.broadbandmap.gov/rank/michigan-04/congressional-districts/percent-population/within-nation/number-of-wireline-service-providers-greater-than-7/ascending/
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http://www.broadbandmap.gov/source/summarize#number-of-wireline-service-providers
http://www.broadbandmap.gov/rank/michigan-04/congressional-districts/percent-population/within-nation/number-of-wireline-service-providers-greater-than-8/ascending/
http://www.broadbandmap.gov/source/summarize#number-of-wireless-service-providers
http://www.broadbandmap.gov/rank/michigan-04/congressional-districts/percent-population/within-nation/number-of-wireless-service-providers-0/ascending/
http://www.broadbandmap.gov/rank/michigan-04/congressional-districts/percent-population/within-nation/number-of-wireless-service-providers-greater-than-1/ascending/
http://www.broadbandmap.gov/rank/michigan-04/congressional-districts/percent-population/within-nation/number-of-wireless-service-providers-greater-than-2/ascending/
http://www.broadbandmap.gov/rank/michigan-04/congressional-districts/percent-population/within-nation/number-of-wireless-service-providers-greater-than-3/ascending/
http://www.broadbandmap.gov/rank/michigan-04/congressional-districts/percent-population/within-nation/number-of-wireless-service-providers-greater-than-4/ascending/
http://www.broadbandmap.gov/rank/michigan-04/congressional-districts/percent-population/within-nation/number-of-wireless-service-providers-greater-than-5/ascending/
http://www.broadbandmap.gov/rank/michigan-04/congressional-districts/percent-population/within-nation/number-of-wireless-service-providers-greater-than-6/ascending/
http://www.broadbandmap.gov/rank/michigan-04/congressional-districts/percent-population/within-nation/number-of-wireless-service-providers-greater-than-7/ascending/
http://www.broadbandmap.gov/rank/michigan-04/congressional-districts/percent-population/within-nation/number-of-wireless-service-providers-greater-than-8/ascending/
http://www.broadbandmap.gov/source/summarize#technology
http://www.broadbandmap.gov/rank/michigan-04/congressional-districts/percent-population/within-nation/technology-wireline-dsl/ascending/
http://www.broadbandmap.gov/rank/michigan-04/congressional-districts/percent-population/within-nation/technology-wireline-optical-carrier-fiber-to-the-end-user/ascending/
http://www.broadbandmap.gov/rank/michigan-04/congressional-districts/percent-population/within-nation/technology-wireline-cable-modem/ascending/
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Number of Wireline Providers Percent Population Nationwide
Wireless 98.3% 96.9%
Other 0.0% 1.5%
Speed Percent Population Nationwide
Unreported 0.0% 0.6%
Download > 0.768 Mbps, Upload > 0.2 Mbps 99.3% 98.3%
Download > 3 Mbps, Upload > 0.768 Mbps 99.1% 95.5%

Proposed Private/Public Partnership for Broadband Deployment

Results in Near 100% Population Coverage and Higher Data Speeds

One business model that has been proposed for other states where the rural population does not have
access to broadband services is as follows:

1)

2)

3)

4)

5)

The Public Safety Governance organization (the license holder), enters into a public/private
partnerships with interested parties to build-out the 700-MHz Public Safety broadband network in
the state.
The private companies involved could include private telecommunications companies, local
power utilities, health care and educational organizations.
The private companies would help fund the cost of the network build out in rural areas with the
balance of the funds coming from the federal funding as proposed in several of the bills now
before congress.
The private companies would also contribute existing telecommunications and power line towers,
back-haul, and right-of-way access.
The network would then be available, on a secondary basis as follows:
a. Power companies would use the network to meet their SmartGrid needs
i. They could then resell broadband services to their rural customers for Internet
access
b. Telecommunications companies would also be able to make use of and resell wireless
broadband services to their customers.
c. Health Care and educations organizations would be able to make use of the network for
their own use at favorable broadband rates.


http://www.broadbandmap.gov/source/summarize#number-of-wireline-service-providers
http://www.broadbandmap.gov/rank/michigan-04/congressional-districts/percent-population/within-nation/technology-wireless-any/ascending/
http://www.broadbandmap.gov/source/summarize#speed
http://www.broadbandmap.gov/rank/michigan-04/congressional-districts/percent-population/within-nation/speed-download-greater-than-0.768mbps-upload-greater-than-0.200mbps/ascending/
http://www.broadbandmap.gov/rank/michigan-04/congressional-districts/percent-population/within-nation/speed-download-greater-than-3mbps-upload-greater-than-0.768mbps/ascending/
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6) The on-going cost of operating the network would be funded by a combination of the private and
public safety entities that would make use of the network.

This type of private/public partnership would provide the state with almost 100% of the population with
access to broadband services for their businesses, homes, schools, and other locations where broadband
services are currently not available. Public Safety would have full use of the network during major
disasters but at all other times the network would be shared by all of the contributing parties.

It should be noted that during a major disaster or incident that required Public Safety pre-emption of the
broadband network this pre-emption would only occur within the immediate are of the disaster while other
areas of the state would remain unaffected and therefore broadband services would be available.

This type of program will provide the state with broadband services to its rural population at affordable
prices, AND will provide broadband services in these areas faster than any plan that has, so far, been
presented by the federal or state Government.

Andrew M. Seybold



An Analysis of State of Ohio and Broadband Services

Senator: Rob Portman

State Statistics: (from http:

www.broadbandmap.gov/summarize/state/ohio )

As of June 2010
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Geography:
Total area (sq miles) 44,825
Population 11,478,141
Households 4,495,475
Age Area (%) Nationwide
under 5 6.8% 7.2%
5-19 20.2% 20.7%
20-34 19.6% 19.9%
35-59 33.7% 33.6%
60+ 19.6% 18.7%


http://www.broadbandmap.gov/summarize/state/ohio
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/demographics-age-under-5/ascending/
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/demographics-age-5-19/ascending
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/demographics-age-20-34/ascending
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/demographics-age-35-59/ascending
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/demographics-age-60+/ascending

Broadband Adoption in Ohio
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Number of Wireline Providers Percent Population Nationwide
0 3.1% 5.8%

1 10.1% 15.3%

2 63.1% A7.7%

3 23.4% 21.5%

4 0.4% 7.8%

5 0.0% 1.2%

6 0.0% 0.4%

7 0.0% 0.3%

8+ 0.0% 0.1%

Number of Wireless Providers Percent Population Nationwide
0 0.5% 1.5%

1 3.5% 5.8%

2 7.1% 10.6%

3 12.2% 15.2%

4 30.7% 27.6%


http://www.broadbandmap.gov/source/summarize#number-of-wireline-service-providers
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/number-of-wireline-service-providers-0/ascending/
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/number-of-wireline-service-providers-greater-than-1/ascending/
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/number-of-wireline-service-providers-greater-than-2/ascending/
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/number-of-wireline-service-providers-greater-than-3/ascending/
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/number-of-wireline-service-providers-greater-than-4/ascending/
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/number-of-wireline-service-providers-greater-than-5/ascending/
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/number-of-wireline-service-providers-greater-than-6/ascending/
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/number-of-wireline-service-providers-greater-than-7/ascending/
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/number-of-wireline-service-providers-greater-than-8/ascending/
http://www.broadbandmap.gov/source/summarize#number-of-wireless-service-providers
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/number-of-wireless-service-providers-0/ascending/
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/number-of-wireless-service-providers-greater-than-1/ascending/
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/number-of-wireless-service-providers-greater-than-2/ascending/
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/number-of-wireless-service-providers-greater-than-3/ascending/
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/number-of-wireless-service-providers-greater-than-4/ascending/
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Number of Wireline Providers
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Technology

DSL

Fiber

Cable

Wireless

Other

Speed

Speed

Unreported

Download > 0.768 Mbps, Upload > 0.2 Mbps

Download > 3 Mbps, Upload > 0.768 Mbps

Percent Population

24.1%

14.3%

3.8%

3.9%

Percent Population

92.6%

5.4%

90.0%

98.1%

0.0%

Percent Population

0.0%

99.4%

99.3%

Nationwide

18.3%

11.6%

4.3%

5.0%

Nationwide

86.6%

14.5%

82.2%

96.9%

1.5%

Nationwide

0.6%

98.3%

95.5%


http://www.broadbandmap.gov/source/summarize#number-of-wireline-service-providers
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/number-of-wireless-service-providers-greater-than-5/ascending/
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/number-of-wireless-service-providers-greater-than-6/ascending/
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/number-of-wireless-service-providers-greater-than-7/ascending/
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/number-of-wireless-service-providers-greater-than-8/ascending/
http://www.broadbandmap.gov/source/summarize#technology
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/technology-wireline-dsl/ascending/
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/technology-wireline-optical-carrier-fiber-to-the-end-user/ascending/
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/technology-wireline-cable-modem/ascending/
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/technology-wireless-any/ascending/
http://www.broadbandmap.gov/source/summarize#speed
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/speed-download-greater-than-0.768mbps-upload-greater-than-0.200mbps/ascending/
http://www.broadbandmap.gov/rank/ohio/state/percent-population/within-nation/speed-download-greater-than-3mbps-upload-greater-than-0.768mbps/ascending/
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Proposed Private/Public Partnership for Broadband Deployment

Results in Near 100% 9opulation Coverage and Higher Data Speeds

One business model that has been proposed for other states where the rural population does not have
access to broadband services is as follows:

1)

2)

3)

4)

5)

6)

The Public Safety Governance organization (the license holder), enters into a public/private
partnerships with interested parties to build-out the 700-MHz Public Safety broadband network in
the state.
The private companies involved could include private telecommunications companies, local
power utilities, health care and educational organizations.
The private companies would help fund the cost of the network build out in rural areas with the
balance of the funds coming from the federal funding as proposed in several of the bills now
before congress.
The private companies would also contribute existing telecommunications and power line towers,
back-haul, and right-of-way access.
The network would then be available, on a secondary basis as follows:

a. Power companies would use the network to meet their SmartGrid needs

i. They could then resell broadband services to their rural customers for Internet
access
b. Telecommunications companies would also be able to make use of and resell wireless
broadband services to their customers.
c. Health Care and educations organizations would be able to make use of the network for
their own use at favorable broadband rates.

The on-going cost of operating the network would be funded by a combination of the private and
public safety entities that would make use of the network.

This type of private/public partnership would provide the state with almost 100% of the population with
access to broadband services for their businesses, homes, schools, and other locations where broadband
services are currently not available. Public Safety would have full use of the network during major
disasters but at all other times the network would be shared by all of the contributing parties.

It should be noted that during a major disaster or incident that required Public Safety pre-emption of the
broadband network this pre-emption would only occur within the immediate are of the disaster while other
areas of the state would remain unaffected and therefore broadband services would be available.

This type of program will provide the state with broadband services to its rural population at affordable
prices, AND will provide broadband services in these areas faster than any plan that has, so far, been
presented by the federal or state Government.

Andrew M. Seybold
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An Analysis of State of Pennsylvania and Broadband Services

Senator: Pat Toomey

State Statistics: (from http://www.broadbandmap.gov/summarize/state/pennsylvania )

As of June 2010

PEMNSYLVANIA
EEN
Low s wms

Geography:

Total area (sq miles) 46,054
Population 12,435,962
Households 4,831,324
Age Area (%) Nationwide
under 5 6.6% 7.2%

5-19 19.1% 20.7%


http://www.broadbandmap.gov/summarize/state/pennsylvania
http://www.broadbandmap.gov/rank/pennsylvania/state/percent-population/within-nation/demographics-age-under-5/ascending/
http://www.broadbandmap.gov/rank/pennsylvania/state/percent-population/within-nation/demographics-age-5-19/ascending
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20-34 19.0% 19.9%
35-59 33.9% 33.6%
60+ 21.5% 18.7%

State of Pennsylvania: All types of broadband coverage shown

NTIA 18 €

™ psL
2 cable
2 Fiber

™2 Fixed Wireless

- ¥ Mobile Wireless

W Other

Community Anchor Institution
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http://www.broadbandmap.gov/rank/pennsylvania/state/percent-population/within-nation/demographics-age-20-34/ascending
http://www.broadbandmap.gov/rank/pennsylvania/state/percent-population/within-nation/demographics-age-35-59/ascending
http://www.broadbandmap.gov/rank/pennsylvania/state/percent-population/within-nation/demographics-age-60+/ascending
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Number of Wireline Providers Percent Population  Nationwide
0 2.7% 5.8%
1 14.9% 15.3%
2 41.3% 47.7%
3 36.8% 21.5%
4 4.0% 7.8%
5 0.2% 1.2%
6 0.0% 0.4%
7 0.0% 0.3%
8+ 0.0% 0.1%
Number of Wireless Providers Percent Population Nationwide
0 1.3% 1.5%
1 12.1% 5.8%
2 7.1% 10.6%
3 12.7% 15.2%
4 13.3% 27.6%
5 25.6% 18.3%
6 20.8% 11.6%


http://www.broadbandmap.gov/source/summarize#number-of-wireline-service-providers
http://www.broadbandmap.gov/rank/pennsylvania/state/percent-population/within-nation/number-of-wireline-service-providers-0/ascending/
http://www.broadbandmap.gov/rank/pennsylvania/state/percent-population/within-nation/number-of-wireline-service-providers-greater-than-1/ascending/
http://www.broadbandmap.gov/rank/pennsylvania/state/percent-population/within-nation/number-of-wireline-service-providers-greater-than-2/ascending/
http://www.broadbandmap.gov/rank/pennsylvania/state/percent-population/within-nation/number-of-wireline-service-providers-greater-than-3/ascending/
http://www.broadbandmap.gov/rank/pennsylvania/state/percent-population/within-nation/number-of-wireline-service-providers-greater-than-4/ascending/
http://www.broadbandmap.gov/rank/pennsylvania/state/percent-population/within-nation/number-of-wireline-service-providers-greater-than-5/ascending/
http://www.broadbandmap.gov/rank/pennsylvania/state/percent-population/within-nation/number-of-wireline-service-providers-greater-than-6/ascending/
http://www.broadbandmap.gov/rank/pennsylvania/state/percent-population/within-nation/number-of-wireline-service-providers-greater-than-7/ascending/
http://www.broadbandmap.gov/rank/pennsylvania/state/percent-population/within-nation/number-of-wireline-service-providers-greater-than-8/ascending/
http://www.broadbandmap.gov/source/summarize#number-of-wireless-service-providers
http://www.broadbandmap.gov/rank/pennsylvania/state/percent-population/within-nation/number-of-wireless-service-providers-0/ascending/
http://www.broadbandmap.gov/rank/pennsylvania/state/percent-population/within-nation/number-of-wireless-service-providers-greater-than-1/ascending/
http://www.broadbandmap.gov/rank/pennsylvania/state/percent-population/within-nation/number-of-wireless-service-providers-greater-than-2/ascending/
http://www.broadbandmap.gov/rank/pennsylvania/state/percent-population/within-nation/number-of-wireless-service-providers-greater-than-3/ascending/
http://www.broadbandmap.gov/rank/pennsylvania/state/percent-population/within-nation/number-of-wireless-service-providers-greater-than-4/ascending/
http://www.broadbandmap.gov/rank/pennsylvania/state/percent-population/within-nation/number-of-wireless-service-providers-greater-than-5/ascending/
http://www.broadbandmap.gov/rank/pennsylvania/state/percent-population/within-nation/number-of-wireless-service-providers-greater-than-6/ascending/
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Number of Wireline Providers Percent Population  Nationwide

7 7.1% 4.3%
8+ 0.0% 5.0%

Technology Percent Population Nationwide

DSL 82.7% 86.6%

Eiber 29.7% 14.5%

Cable 90.3% 82.2%

Wireless 97.1% 96.9%

Other 0.0% 1.5%
Speed Percent Population Nationwide
Unreported 0.0% 0.6%
Download > 0.768 Mbps, Upload > 0.2 Mbps 99.6% 98.3%
Download > 3 Mbps, Upload > 0.768 Mbps 99.4% 95.5%

Proposed Private/Public Partnership for Broadband Deployment

Results in Near 100% 9opulation Coverage and Higher Data Speeds

One business model that has been proposed for other states where the rural population does not have
access to broadband services is as follows:


http://www.broadbandmap.gov/source/summarize#number-of-wireline-service-providers
http://www.broadbandmap.gov/rank/pennsylvania/state/percent-population/within-nation/number-of-wireless-service-providers-greater-than-7/ascending/
http://www.broadbandmap.gov/rank/pennsylvania/state/percent-population/within-nation/number-of-wireless-service-providers-greater-than-8/ascending/
http://www.broadbandmap.gov/source/summarize#technology
http://www.broadbandmap.gov/rank/pennsylvania/state/percent-population/within-nation/technology-wireline-dsl/ascending/
http://www.broadbandmap.gov/rank/pennsylvania/state/percent-population/within-nation/technology-wireline-optical-carrier-fiber-to-the-end-user/ascending/
http://www.broadbandmap.gov/rank/pennsylvania/state/percent-population/within-nation/technology-wireline-cable-modem/ascending/
http://www.broadbandmap.gov/rank/pennsylvania/state/percent-population/within-nation/technology-wireless-any/ascending/
http://www.broadbandmap.gov/source/summarize#speed
http://www.broadbandmap.gov/rank/pennsylvania/state/percent-population/within-nation/speed-download-greater-than-0.768mbps-upload-greater-than-0.200mbps/ascending/
http://www.broadbandmap.gov/rank/pennsylvania/state/percent-population/within-nation/speed-download-greater-than-3mbps-upload-greater-than-0.768mbps/ascending/

1)

2)

3)

4)

5)

6)

ANDREWSEYBOLD

The Public Safety Governance organization (the license holder), enters into a public/private
partnerships with interested parties to build-out the 700-MHz Public Safety broadband network in
the state.
The private companies involved could include private telecommunications companies, local
power utilities, health care and educational organizations.
The private companies would help fund the cost of the network build out in rural areas with the
balance of the funds coming from the federal funding as proposed in several of the bills now
before congress.
The private companies would also contribute existing telecommunications and power line towers,
back-haul, and right-of-way access.
The network would then be available, on a secondary basis as follows:

a. Power companies would use the network to meet their SmartGrid needs

i. They could then resell broadband services to their rural customers for Internet
access
b. Telecommunications companies would also be able to make use of and resell wireless
broadband services to their customers.
c. Health Care and educations organizations would be able to make use of the network for
their own use at favorable broadband rates.

The on-going cost of operating the network would be funded by a combination of the private and
public safety entities that would make use of the network.

This type of private/public partnership would provide the state with almost 100% of the population with
access to broadband services for their businesses, homes, schools, and other locations where broadband
services are currently not available. Public Safety would have full use of the network during major
disasters but at all other times the network would be shared by all of the contributing parties.

It should be noted that during a major disaster or incident that required Public Safety pre-emption of the
broadband network this pre-emption would only occur within the immediate are of the disaster while other
areas of the state would remain unaffected and therefore broadband services would be available.

This type of program will provide the state with broadband services to its rural population at affordable
prices, AND will provide broadband services in these areas faster than any plan that has, so far, been
presented by the federal or state Government.

Andrew M. Seybold
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An Analysis of State of South Carolina’s 6th Congressional
District and Broadband Services
Representative: James Clyburn

State Statistics: (from http://www.broadbandmap.gov/summarize/state/california/congressional-

districts/31)

As of June 2010
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The 6th Congressional District of South Carolina is a congressional district in central South
Carolina. It includes all of Bamberg, Clarendon, Colleton, Marion and Williamsburg counties

and parts of Berkeley, Calhoun, Charleston, Dorchester, Florence, Georgetown, Lee,
Orangeburg, Richland and Sumter counties.

Geography:

Total area (sq miles) 40
Population 687,443
Households 215,800
Age Area (%) Nationwide
under 5 7.9% 7.2%

5-19 23.9% 20.7%


http://www.broadbandmap.gov/summarize/state/california/congressional-districts/31
http://www.broadbandmap.gov/summarize/state/california/congressional-districts/31
http://en.wikipedia.org/wiki/South_Carolina
http://en.wikipedia.org/wiki/South_Carolina
http://en.wikipedia.org/wiki/Bamberg_County,_South_Carolina
http://en.wikipedia.org/wiki/Clarendon_County,_South_Carolina
http://en.wikipedia.org/wiki/Colleton_County,_South_Carolina
http://en.wikipedia.org/wiki/Marion_County,_South_Carolina
http://en.wikipedia.org/wiki/Williamsburg_County,_South_Carolina
http://en.wikipedia.org/wiki/Berkeley_County,_South_Carolina
http://en.wikipedia.org/wiki/Calhoun_County,_South_Carolina
http://en.wikipedia.org/wiki/Charleston_County,_South_Carolina
http://en.wikipedia.org/wiki/Dorchester_County,_South_Carolina
http://en.wikipedia.org/wiki/Florence_County,_South_Carolina
http://en.wikipedia.org/wiki/Georgetown_County,_South_Carolina
http://en.wikipedia.org/wiki/Lee_County,_South_Carolina
http://en.wikipedia.org/wiki/Orangeburg_County,_South_Carolina
http://en.wikipedia.org/wiki/Richland_County,_South_Carolina
http://en.wikipedia.org/wiki/Sumter_County,_South_Carolina
http://www.broadbandmap.gov/rank/california-31/congressional-districts/percent-population/within-nation/demographics-age-under-5/ascending/
http://www.broadbandmap.gov/rank/california-31/congressional-districts/percent-population/within-nation/demographics-age-5-19/ascending
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20-34 22.0%
35-59 33.0%
60+ 13.3%

Number of Wireline Providers
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Percent Population

12.3%

29.7%

54.5%

3.4%

0.2%

0.0%

0.0%

0.0%

0.0%

Percent Population

0.4%

20.5%

23.1%

33.1%

19.9%

33.6%

18.7%

Nationwide

5.8%

15.3%

47.7%

21.5%

7.8%

1.2%

0.4%

0.3%

0.1%

Nationwide

1.5%

5.8%

10.6%

15.2%


http://www.broadbandmap.gov/rank/california-31/congressional-districts/percent-population/within-nation/demographics-age-20-34/ascending
http://www.broadbandmap.gov/rank/california-31/congressional-districts/percent-population/within-nation/demographics-age-35-59/ascending
http://www.broadbandmap.gov/rank/california-31/congressional-districts/percent-population/within-nation/demographics-age-60+/ascending
http://www.broadbandmap.gov/source/summarize#number-of-wireline-service-providers
http://www.broadbandmap.gov/rank/south-carolina-6/congressional-districts/percent-population/within-nation/number-of-wireline-service-providers-0/ascending/
http://www.broadbandmap.gov/rank/south-carolina-6/congressional-districts/percent-population/within-nation/number-of-wireline-service-providers-greater-than-1/ascending/
http://www.broadbandmap.gov/rank/south-carolina-6/congressional-districts/percent-population/within-nation/number-of-wireline-service-providers-greater-than-2/ascending/
http://www.broadbandmap.gov/rank/south-carolina-6/congressional-districts/percent-population/within-nation/number-of-wireline-service-providers-greater-than-3/ascending/
http://www.broadbandmap.gov/rank/south-carolina-6/congressional-districts/percent-population/within-nation/number-of-wireline-service-providers-greater-than-4/ascending/
http://www.broadbandmap.gov/rank/south-carolina-6/congressional-districts/percent-population/within-nation/number-of-wireline-service-providers-greater-than-5/ascending/
http://www.broadbandmap.gov/rank/south-carolina-6/congressional-districts/percent-population/within-nation/number-of-wireline-service-providers-greater-than-6/ascending/
http://www.broadbandmap.gov/rank/south-carolina-6/congressional-districts/percent-population/within-nation/number-of-wireline-service-providers-greater-than-7/ascending/
http://www.broadbandmap.gov/rank/south-carolina-6/congressional-districts/percent-population/within-nation/number-of-wireline-service-providers-greater-than-8/ascending/
http://www.broadbandmap.gov/source/summarize#number-of-wireless-service-providers
http://www.broadbandmap.gov/rank/south-carolina-6/congressional-districts/percent-population/within-nation/number-of-wireless-service-providers-0/ascending/
http://www.broadbandmap.gov/rank/south-carolina-6/congressional-districts/percent-population/within-nation/number-of-wireless-service-providers-greater-than-1/ascending/
http://www.broadbandmap.gov/rank/south-carolina-6/congressional-districts/percent-population/within-nation/number-of-wireless-service-providers-greater-than-2/ascending/
http://www.broadbandmap.gov/rank/south-carolina-6/congressional-districts/percent-population/within-nation/number-of-wireless-service-providers-greater-than-3/ascending/
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Number of Wireline Providers
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18.3%

11.6%

4.3%

5.0%

Nationwide
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14.5%

82.2%

96.9%

1.5%
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Download > 0.768 Mbps, Upload > 0.2 Mbps

Download > 3 Mbps, Upload > 0.768 Mbps

0.0%

99.0%

98.6%

Nationwide

0.6%

98.3%

95.5%


http://www.broadbandmap.gov/source/summarize#number-of-wireline-service-providers
http://www.broadbandmap.gov/rank/south-carolina-6/congressional-districts/percent-population/within-nation/number-of-wireless-service-providers-greater-than-4/ascending/
http://www.broadbandmap.gov/rank/south-carolina-6/congressional-districts/percent-population/within-nation/number-of-wireless-service-providers-greater-than-5/ascending/
http://www.broadbandmap.gov/rank/south-carolina-6/congressional-districts/percent-population/within-nation/number-of-wireless-service-providers-greater-than-6/ascending/
http://www.broadbandmap.gov/rank/south-carolina-6/congressional-districts/percent-population/within-nation/number-of-wireless-service-providers-greater-than-7/ascending/
http://www.broadbandmap.gov/rank/south-carolina-6/congressional-districts/percent-population/within-nation/number-of-wireless-service-providers-greater-than-8/ascending/
http://www.broadbandmap.gov/source/summarize#technology
http://www.broadbandmap.gov/rank/south-carolina-6/congressional-districts/percent-population/within-nation/technology-wireline-dsl/ascending/
http://www.broadbandmap.gov/rank/south-carolina-6/congressional-districts/percent-population/within-nation/technology-wireline-optical-carrier-fiber-to-the-end-user/ascending/
http://www.broadbandmap.gov/rank/south-carolina-6/congressional-districts/percent-population/within-nation/technology-wireline-cable-modem/ascending/
http://www.broadbandmap.gov/rank/south-carolina-6/congressional-districts/percent-population/within-nation/technology-wireless-any/ascending/
http://www.broadbandmap.gov/source/summarize#speed
http://www.broadbandmap.gov/rank/south-carolina-6/congressional-districts/percent-population/within-nation/speed-download-greater-than-0.768mbps-upload-greater-than-0.200mbps/ascending/
http://www.broadbandmap.gov/rank/south-carolina-6/congressional-districts/percent-population/within-nation/speed-download-greater-than-3mbps-upload-greater-than-0.768mbps/ascending/
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Proposed Private/Public Partnership for Broadband Deployment

Results in Near 100% Population Coverage and Higher Data Speeds

One business model that has been proposed for other states where the rural population does not have
access to broadband services is as follows:

1)

2)

3)

4)

5)

6)

The Public Safety Governance organization (the license holder), enters into a public/private
partnerships with interested parties to build-out the 700-MHz Public Safety broadband network in
the state.
The private companies involved could include private telecommunications companies, local
power utilities, health care and educational organizations.
The private companies would help fund the cost of the network build out in rural areas with the
balance of the funds coming from the federal funding as proposed in several of the bills now
before congress.
The private companies would also contribute existing telecommunications and power line towers,
back-haul, and right-of-way access.
The network would then be available, on a secondary basis as follows:

a. Power companies would use the network to meet their SmartGrid needs

i. They could then resell broadband services to their rural customers for Internet
access
b. Telecommunications companies would also be able to make use of and resell wireless
broadband services to their customers.
c. Health Care and educations organizations would be able to make use of the network for
their own use at favorable broadband rates.

The on-going cost of operating the network would be funded by a combination of the private and
public safety entities that would make use of the network.

This type of private/public partnership would provide the state with almost 100% of the population with
access to broadband services for their businesses, homes, schools, and other locations where broadband
services are currently not available. Public Safety would have full use of the network during major
disasters but at all other times the network would be shared by all of the contributing parties.

It should be noted that during a major disaster or incident that required Public Safety pre-emption of the
broadband network this pre-emption would only occur within the immediate are of the disaster while other
areas of the state would remain unaffected and therefore broadband services would be available.

This type of program will provide the state with broadband services to its rural population at affordable
prices, AND will provide broadband services in these areas faster than any plan that has, so far, been
presented by the federal or state Government.

Andrew M. Seybold
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An Analysis of State of Utah and Broadband Services

Senator: Orin Hatch

State Statistics: (from Hatch.senate.gov)

2000 Census Information

Race UTAH USA avg.
White persons 92.7%  79.6%
Black persons 1.4% 12.9%
American Indian and Alaska Native persons 1.4% 1.0%
Asian persons 2.1% 4.6%
Native Hawaiian and Other Pacific Islander 0.8% 0.2%
Persons reporting two or more races 1.7% 1.7%
Persons of Hispanic or Latino origin 12.3% 15.8%
White persons not Hispanic 81.2% 65.1%
Foreign born persons 7.1% 11.1%
Geography
Geography QuickFacts Utah USA
Land area, (2000) (square miles) 82,143.65 3,537,438.44
Persons per square mile 27.2 79.6
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Current map of broadband availability:
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The recent stimulus funds made available by NITA and IUS did not materially increase the broadband
penetration rate in Utah. Private providers will not build either wired or wireless broadband
infrastructure in rural areas with low density populations. They simply cannot afford to do so. What is
needed in order to provide broadband access to most of the citizens of Utah are private/public
partnerships.

Coverage of most of the population of Utah CAN be provided if there are public/private partnerships.

IF the 700 MHz D block is re-allocated to public safety THEN there will be sufficient spectrum to permit
private/public partnerships in the rural areas of Kentucky and broadband services can be made
available.

A Workable Business Model:

One business model that has been proposed for other states where the rural population does not have
access to broadband services is as follows:

1) The Public Safety Governance organization (the license holder), and/or the State of Utah, enters
into a public/private partnerships with interested parties to build out the 700-MHz Public Safety
broadband network in the district.

2) The private companies involved could include private telecommunications companies, local
power utilities, health care and educational organizations.

3) The private companies would help fund the cost of the network build-out with the balance of
the funds coming from Federal funding as proposed in Senate Bill 911 which was passed by
committee 24/4 (a bipartisan vote), and which is now ready to be introduced in the full Senate.

4) The private companies would also contribute right-of-ways, existing telecommunications and
power line towers, backhaul, and right-of-way access, thus making the build-out of this shared
wireless broadband system more attractive and feasible for both the private and public entities.
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5) The network would then be available, on a secondary basis as follows:
a. Power companies would use the network to meet their SmartGrid needs.
i. They could then resell broadband services to their rural customers for Internet
access.
b. Telecommunications companies would also be able to make use of and resell wireless
broadband services to their customers.
c. Health care and educational organizations would be able to make use of the network for
their own use at favorable broadband rates.
6) The ongoing cost of operating the network would be funded by a combination of the private and
Public Safety entities that would make use of the network.

One set of potential private partners is listed below, many of these companies are non-profit coops, and
are members of the National Rural Telecommunications Cooperative (NRTC) .Many of them are power
companies and the NRTC, on behalf of its members has expressed an interest in working with public
safety in the type of public/private partnerships described above:

Utah Telcos

Beehive Telephone, St. George

Central Utah Telephone, Fairview

Emery Telephone, Orangeville

South Central Utah Telephone, Escalante

Uintah Basin Telecommunications Association, Roosevelt

Utah Electrics

Dixie Escalante Rural Electric Association (REA), Beryl
Garkane Energy Coop, Loa

Moon Lake Electric Association (EA), Roosevelt

Utah REA, South Jordan

This type of private/public partnership would provide almost 100% of the population of the State of
Utah with access to broadband services for their businesses, homes, schools, and other locations where
broadband services are currently not available today. Public Safety would have full use of the network
during major disasters but at all other times the network would be shared by all of the contributing
parties. It should be noted that with broadband technology, built in a cellular network configuration only
the area directly affected by the disaster would have limited or not access to broadband services, all
other areas of the statewide system would remain available to secondary usage.

This type of program will provide the State of Utah and other states with broadband services to their
rural populations at affordable prices AND will provide broadband services in these areas faster than any
plan that has, so far, been presented by the Federal or State Governments.

Andrew M. Seybold
CEO and Principal Consultant
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An Analysis of Virginia’s 7th Congressional District

Representative: Majority Leader Eric Cantor

7th District of Virginia: Jurisdictions

Part of: Henrico, Richmond city, Chesterfield, Caroline, and Spotsylvania All of: Hanover, Goochland,
Louisa, Madison, Orange, Culpeper, Rappahannock, and Page
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While no specific information appears to be available for the 7" District in Virginia, the statistics for broadband in
rural Virginia are as follows:

Total State Population: 7,078,515
Urban Population: 5,169,955
Rural Population: 1,908,560
Percent of the State population with high speed access: 78.8 percent

The Governor’s office for the State of Virginia has issued a series of maps depicting in which portions of the state
broadband services are available. This first map shows that a significant portion of the State is already covered by
broadband, however it should be noted that is map includes Broadband Wire line services (usually DSL or Cable
with data speeds of between 1 and 3 Mbps, as well as two forms of mobile broadband coverage. The maps below
show the State’s broadband status for both what is called Broadband Mobile Wireless Personal and Broadband
Mobile Wireless Advanced.
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As can be seen from these two maps the State of Virginia and including the 7™ district has wireless broadband
coverage at the lower data rate (Broadband Wireless Personal) but when reviewing the map for Mobile Wireless
Advanced services, (4G or LTE services) the State remains basically uncovered.

The expansion of 4G or LTE high-speed broadband wireless services will be slow to materialize because of the large
investment required by the commercial network operators. However, if the D block is re-allocated to public safety,
in many rural areas of Virginia, including those within the 7" Congressional District, Public Safety will be able to
team up with many potential private companies to jointly build out 4G broadband wireless.

These public/private partnerships would provide much faster deployment of 4" generation broadband wireless
services in all of Virginia but especially in the rural areas. The public safety community (local jurisdictions) would
enter into these partnerships which would permit the private companies to contribute funding, and existing cell
sites and power lines as well as back-haul, and would result in a rapid build out of the entire State. In this manner
the State of Virginia and including the 7" Congressional district would achieve near 100% broadband coverage
within the next few years.
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The business model could look something like this:

1)

2)
3)
4)

5)

6)

The Public Safety Governance organization (the license holder), or the State of Virginia, enters into a
public/private partnership with interested parties to build out the 700 MHz Public Safety broadband
network in district.
The private companies involved could include private telecommunications companies, local power
utilities, health care and educational organizations.
The private companies would help fund the cost of the network build out with the balance of the funds
coming from the Federal funding as proposed in several of the bills now before congress.
The private companies would also contribute rights of way, existing telecommunications and power line
towers, back-haul, and right of way access.
The network would then be available, on a secondary basis as follows:
a. Power companies would use the network to meet their SmartGrid needs
i. They could then resell broadband services to their rural customers for Internet access
b. Telecommunications companies would also be able to make use of and resale wireless
broadband services to their customers.
c. Health Care and educations organizations would be able to make use of the network for their
own use at favorable broadband rates.
The on-going cost of operating the network would be funding by a combination of the private and public
safety entities that would make use of the network.

State Map of areas covered by 3™ generation wireless broadband (1-2 Mbps)
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Map of the State showing current 4™ Generation Wireless Broadband Services (12-15 Mbps)

V]]_gﬂ]_l_’cl_gﬂ Online Services | Commonwealth Sites | Help | Governor
OFFICE OF
TELEWORK PROMOTION & BROADBAND ASSISTANCE

Locality: ' Select a locality b

Aerial Map [ ‘.

LayerList

Broadband | Community Information

Layer Visibility

& W Broadband Technology Opportunities Projects
& M Broadband Wireline

™ Broadband Mobile Wireless Personal

# ¥ Mobile Wi

This type of private/public partnership would provide the 7" District of Virginia with almost 100% of the
population with access to broadband services for their businesses, homes, schools, and other locations where
broadband services are currently not available today. Public Safety would have full use of the network during
major disasters but at all other times the network would be shared by all of the contributing parties.

During times of a major emergency only those secondary customers within the affected area would be have
reduced access or no access to the wireless broadband network. Those outside of the affected area would still
have full access the wireless broadband network on a secondary basis.

Conclusion:

These types of public/private partnerships, on a local level, are good for public safety, good for the private
companies who will be working with the public safety community to build and operate this network and will
provide faster broadband in the rural areas of the State, including the 7" Congressional district to those living in
these rural areas.

As far as | know there is nothing planned with in the State or the 7" District which will provide broadband services
to not only the first responder community but to private companies as well as the residents of the area in such a

timely and affordable manner.

Andrew M. Seybold
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Re-Auction of the D Block: A Review of the Arguments
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May 24, 2011

Introduction

Last March, we released a POLICY BULLETIN
entitled: Public Safety or Commercial Use? A
Cost/Benefit Framework for the D Block,' in which
we proposed a framework to assess the relative
benefits of having the government either assign
the D Block to public safety or re-auction the
spectrum for commercial use. Each approach
has its costs and its benefits. Our analysis
indicated that the 10 MHz D Block provides $3.4
billion more in social benefits if assigned to
public safety rather than to commercial use,
even accounting for the expected auction
revenues from that block. That is, the financial
benefits of public safety assignment exceed any
lost auction revenue from the D Block.

Notwithstanding, some policymakers remain
committed to a re-auction attempt of the D Block
for commercial use. Many proponents of a
D Block re-auction focus exclusively on the
potential auction revenues from the block.
Others appear to believe the auction will
somehow fund the entire (or at least a good
chunk of the) public safety network.3 In these
tough financial times, it is difficult to criticize
anyone looking for revenues or cost savings.:
However, it is essential to consider the full
financial effects of the allocation options, not
simply those implications favoring one option or
another.

In this PERSPECTIVE, we present a more holistic
view of the financial implications of a D Block
re-auction. First, we present evidence
suggesting that the claimed $3 billion in revenue

from a D Block re-auction is too rosy an
expectation.s  Statistical analysis of historical
auctions indicates that a 10 MHz block of
spectrum in the 700 MHz band must be
unencumbered to produce $3 billion in revenues.s
Yet, the FCC’s National Broadband Plan envisions
a number of significant encumbrances on any re-
auction of the D Block which have substantially
reduced auction revenues in the past.” (In 2008,
the D Block failed to secure a minimum bid at
auction of $1.3 billion due to onerous
encumbrances, creating the stalemate among
lawmakers and policymakers we are faced with
today over this block of spectrum.)

re-auction of the D Block will
increase government spending on
the public safety mnetwork and
reduce future auction revenues by
far more than the re-auction may
generate in revenues.

Second, the re-auction of the D Block will under
no circumstances come close to fully funding a
public safety network. A nationwide public
safety network is expected to cost about $10 to
$13 billion. Even if a re-auction of the D Block
did bring in $3 billion of revenues, it offsets only
about one quarter of the public safety network’s
cost. The D Block re-auction offers no other
mechanism by which to generate funds for the
remaining network construction and operating
costs. To date, the only formal proposal put

PHOENIX CENTER PERSPECTIVES 11-03
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forth to fund the public safety network with
auction revenue is a voluntary incentive auction
for television broadcast spectrum.s

Finally, we discuss the potential broader
adverse market effects of a D Block re-auction.
The evidence indicates that the public safety
community needs a full 20 MHz of spectrum.® If
the D Block is assigned to commercial use, then
an additional 10 MHz for public safety must be
obtained from either future spectrum
assignments or the capacity-equivalent thereof
obtained via burdensome public safety
encumbrances on commercial spectrum.’ This
alternate block of spectrum will not be
contiguous to the Public Safety Broadband
(“PSB”) Block, which has the effect of increasing
the deployment cost of the public safety
network by an estimated $4 billion relative to
the D Block assignment.1!

. a 10 MHz block of spectrum in
the 700 MHz band must be
unencumbered to produce $3 billion
in revenues. Yet, the FCC’s
National Broadband Plan envisions
a number of significant
encumbrances on any re-auction of
the D Block ...

A commercial assignment of the D Block also
has the potential of frustrating the creation of
contiguous blocks of spectrum for future
auctions, thereby substantially reducing auction
revenues. Moreover, filling the public safety
spectrum shortage with public safety obligations
on all commercial providers could substantially
reduce future auction revenues.

In all, a plausible case can be made that the re-
auction of the D Block will increase government
spending on the public safety network and
reduce future auction revenues by far more than

the re-auction may generate in revenues. Even
under the favorable scenarios (e.g., $3 billion in
revenues), the re-auction of the D Block does not
appear to pass a cost-benefit test.

Revenues from the D Block are Likely to be
Relatively Small

The D Block and the PSB Block are two
contiguous 10 MHz blocks in the 700 MHz band.
In 2008, the Commission attempted to auction
the D Block to create a mandated public-private
partnership for a public safety network. Since
the D Block is contiguous to the 10MHz
PSB Block, the agency hoped that the
partnership would permit some commercial use
of the PSB Block and provide additional capacity
for public safety professionals on the D Block
when needed. As we all know, the effort was an
unmitigated failure, effectively leaving fallow
both blocks —a condition that persists today.12

Despite the D Block bust, the National Broadband
Plan proposes to try again. Recognizing the past
failure, the Commission hopes to “overcome
past challenges by encouraging, though not
requiring, incentive-based partnerships to
ensure success.”13 In other words, the
Commission intends to assign the D Block to
commercial use, leaving the public safety
community to make its way with its 10 MHz
PSB Block, an amount that appears to be
insufficient for a modern, interoperable public
safety network.1

Some favor the agency’s plan; others oppose it.
Support for the re-auction of the D Block is
based largely on its potential to generate auction
revenue, which will be used to support
unprecedented levels of federal deficit
spending.’s By government estimates, the
D Block would generate about $3 billion in
auction revenues.1

Based on an econometric analysis of the more
recent spectrum auctions in the United States, if
the FCC auctioned the D Block on a truly
unencumbered basis, then we could expect the

PHOENIX CENTER PERSPECTIVES 11-03
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auction to generate revenues in the range $1.3 to
$3.3 billion.? However, the re-auction of the
D Block is not unencumbered. The Commission
has made clear that it intends to impose costly
requirements on any re-auction of the D Block.

While the agency hopes for a “voluntary”s
public-private  partnership, it nevertheless
hedges, advancing a set of rules by which the
D Block will be auctioned. These rules include
the following;:

e D Block licensee(s) must use a nationally
standardized air interface [to] ensure that
the D block will be technically capable of
supporting roaming and priority access by
public safety users of the neighboring public
safety broadband block;

e D Block licensee(s) are required to provide
such roaming and priority access to public
safety users;

e D Block licensee(s) must develop and offer
devices that operate both on the D Block and
the neighboring public safety broadband
block; and

e [D Block licensee(s)] should be subject to
commercially reasonable buildout
requirements. 19

Clearly, the National Broadband Plan’s proposal
for re-auctioning the D Block includes a number
of meaningful value-reducing encumbrances.2

As what is past can easily become prologue, it is
sensible to look for guidance at the effects of
similar requirements from the original failed
auction.  Fortunately, we have available a
detailed report on the first failed auction from
the agency’s own Inspector General (“IG”), who
conducted a careful and detailed investigation
into the reasons underlying the failure of the
first D Block auction. This report contains
numerous interviews with many of the major
industry players, and presents a devastating
critique of the public-private partnership

approach to the public safety network.2? Many
of the findings in the IG’s Report remain
relevant to the National Broadband Plan’s re-
auction proposal, as we discuss below.

Roaming and Priority Access

Perhaps the biggest conflict for any public safety
public/private partnership comes over the
crucial and highly contentious issue of roaming
and priority access. Under both the FCC’s old
and new proposed paradigm, the D Block
licensee is “required to provide roaming and []
priority access” for public safety use.22

... the re-auction of the D Block will
under no circumstances come close
to fully funding a public safety

network.

In the case of the original D Block auction, the
IG found such access requirements to be a major
impediment to the successful implementation of
the D Block paradigm. Indeed, as the IG
pointed out, public safety’s mandatory
prioritization meant that commercial users on
the D Block would have been “subject to the
very kinds of service interruptions—during
periods  of peak  preemption—deemed
unacceptable to public safety.”» One industry
executive described the plan as “ruthless
preemption” that would lead to “a very costly
network with diminished commercial value.”2

Moreover, given the requirement to enter into
roaming and access agreements, the parties are
obligated to set compensation to the private
operator for use of its spectrum. A likely
approach is for the FCC to impose on
commercial providers a mandatory obligation
similar to that imposed in the agency’s recent
Data Roaming Order, where parties must reach
“commercially reasonable” roaming agreements
with public safety entities or deal with the
Commission as arbiter.>
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... filling the public safety spectrum

shortage  with  public  safety
obligations on all commercial
providers  could  substantially

reduce future auction revenues.

The problem with such a paradigm, particularly
in regards to public safety entities, is that the
Commission has very little credibility with Wall
Street as a neutral arbiter of disputes. Indeed, in
the case of the original D Block auction, the IG
found that private firms expressed a legitimate
“fear that the FCC would have a tendency to
support the perceived needs [of public safety...
and, as such, the] assurance that the FCC would
monitor the negotiations, require good faith, and
be the final arbiter of disputes was small
comfort” to any  prospective bidder.>
Obviously, such risk will continue reduce the
value of the D Block at any re-auction.

Increased Cost of Deployment

A network suitable for public safety also
requires both higher technical standards and a
larger footprint than does a strictly commercial
network. And, logically, with such increased
requirements comes higher network
deployment costs, and, in turn, with higher
deployment costs comes a lower auction value
for the spectrum.? Former FCC Chairman Reed
Hundt, who was serving as the President of
potential D Block bidder Frontline
Communications, conceded “the costs necessary
to reach only a few additional users would
entail a vastly disproportionate additional
cost.”2  Likewise, Verizon testified that the
buildout requirements were too “costly”> and
Qualcomm  testified that the buildout
requirements were “too onerous”, going so far
as to note that these requirements were “far
more expensive than any of the current
[commercial] networks.”30

The National Broadband Plan’s re-auction
proposal does not fully alleviate these cost
concerns. The new D Block licensee would be
required to take on cost-increasing mandates
including: (1) the use of a Commission-selected
air interface; (2) the mandate to develop and
offer devices that operate both on the D Block
and the PSB Block; and (3) the requirement to
buildout the network on the agency’s
timetabler  All of these requirements could
increase deployment costs, thereby reducing the
auction value of the D Block.

The Value of the Encumbered D Block

According the FCC’s Inspector General, public
safety encumbrances on quasi-commercial
spectrum create “many layers of uncertainty
and risk,” and these problems “were responsible
for potential bidders’ decisions not to bid” on
the public/private partnership promoted by the
agency.® The National Broadband Plan’s proposal
likewise creates “many layers of uncertainty and
risk,” and it is reasonable to expect a significant
diminution in the value of the block to private-
sector bidders, reducing auction revenues.

Public safety obligations of the first auction
attempt reduced the value of the spectrum by
86%3 and, as discussed above, the FCC’s re-
auction plan embraces similar encumbrances.
Moreover, in light of recent Commission actions
in the Harbinger Order,* and the pending merger
of AT&T and T-Mobile, we believe there will be
few established bidders for the D Block, either as
a result of carrier choice or, more likely, by
government mandated exclusion.ss Fewer
bidders typically implies less revenue.

As we concluded in our earlier paper, a re-
auction of the D Block could produce less than
$1 billion in revenue and is unlikely to exceed $2
billion in the best plausible scenario.’e (We note,
however, such predictions are necessarily
speculative.)
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Revenues from a New D Block Auction Will
Not Fully Fund a Public Safety Network

As noted above, one alleged benefit of re-
auctioning the D Block is the creation of
revenues to help fund the public safety network.
It appears that some policymakers believe these
revenues will be sufficient to fully fund the
public safety network. Nothing could be further
from the truth.

The cost of constructing a public safety network
is estimated to be about $10 to $13 billion.#” In
light of the numerous encumbrances, it is
unlikely that the D Block will generate auction
revenues anywhere near the claimed $3 billion.
A more reasonable estimate is revenue in the $1
billion to $2 billion range. So, under the best of
conditions, therefore, the re-auction offsets
about one one-third of the costs. A more
plausible case is one-tenth of the cost.

Plainly, a D Block re-auction will not pay for the
public safety network. Indeed, it will cover only
a small share of the costs under the best of
conditions, and, as explained in the next section,
may actually increase the cost of the network.

Broader Adverse Market Effects of a D Block
Re-Auction

As noted above, evidence indicates that public
safety needs 20 MHz of spectrum to construct a
modern, interoperable LTE public safety
network.3 Re-auctioning the D Block, however,
leaves the public safety community with only 10
MHz of spectrum (the PSB Block). If 20 MHz is
indeed required for a fully-functioning public
safety network, then, as we explained in POLICY
BULLETIN NO. 26, there are two solutions to
resolve this shortfall, neither of which favor the
re-auction of the D Block.

One option is to give additional spectrum, say
10 MHz, to the public safety community in the
future. This block, however, will not be
contiguous to the PSB Block. As a consequence,
the efficiencies of contiguous spectrum are lost.

Adding a non-contiguous 10 MHz block to the
PSB Block increases deployment costs for the
public safety network by about $4 billion.»

Now, rather than reducing the public cost of the
public safety network by an amount equal to
auction revenues (as re-auction proponents
hope), the re-auction plan increases the cost of
the network by more than any offered estimate
of auction revenues. The re-auction places a
heavier burden on government finances than
does a reassignment of the block to public
safety. In essence, it could be argued that the re-
auction proposal is founded on the logic that $3
billion in revenues (at best) is sufficient to justify
$4 billion in additional network deployment
costs (which must be funded by the
government).

... the re-auction of the D Block will
increase government spending on
the public safety network and
reduce future auction revenues by
far more than the re-auction
generates in revenues.

A second approach is to burden all commercial
providers with public safety obligations.
Indeed, this approach is already being
contemplated by the Commission. In the
National Broadband Plan’s re-auction plan, the
Commission intends to impose a requirement
that “commercial mobile radio service providers
... give public safety users the ability to roam on
commercial networks in 700 MHz and
potentially other bands.”« Unlike in the earlier
attempt to auction the D Block, the Commission
now proposes to extend the “priority access on
commercial networks” to “all networks using the
700 MHz band and potentially other networks as
well. "

Thus, under the agency’s purportedly new and
improved plan, the value-killing obligations that
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sank the first D Block auction apply not just to
the D Block but to all spectrum licenses,
sabotaging the commercial value of spectrum
and increasing compliance costs for firms. As
such, the expectation should be that the D Block
re-auction curbs future auction revenues,
including the contemplated voluntary incentive
auction to reclaim unused broadcast spectrum.
The plan also reduces the value of spectrum
auctioned in the past, though we do not expect
the Commission to issue refunds (though
perhaps they should).«

The voluntary spectrum incentive
auctions proposed for broadcast
spectrum could break the stalemate
on this wvitally important issue
regarding robust broadband
communications for America’s first
responders.

Depending on the rules, which the agency
suggests may be expansive, the lost auction
revenues could accrue on virtually all spectrum
auctioned in future periods. Adding these lost
revenues to the attenuation in commercial value
of previously auctioned spectrum would easily
swamp the $1 to $2 billion in auction revenues
expected from the D Block. If true, the re-

auction option appears exceedingly short
sighted.
Conclusion

Resistance to the assignment of the D Block to

the  public safety = community—thereby
providing these vital public servants the
resources to build a modern mobile

communications network —rests largely on the
hope of significant revenues generated from the
re-auction of the D Block for commercial uses.
However, a re-auction of the D Block offers far
less revenue potential than the government
predicts. Given the FCC's proposed

encumbrances, and other likely auction rules
imposed by an aggressively regulatory agency,
the auction revenues from the block are more
likely to be about $1 billion —about one-third of
the number bandied about by auction
proponents.

Yet, regardless of whether or not revenues are
$1 billion or $3 billion, the auction revenues do
not come close to fully funding the public safety
network, as some appear to believe it will, and
the re-auction plan offers no other source of
revenue for funding the network. The
government is on the hook for funding the vast
majority of the costs of the public safety
network. As noted above, to date, the only
credible proposal that could provide sufficient
spectrum to alleviate the looming spectrum
exhaust and provide significant auction revenue
sufficient to cover the cost of building a public
safely network and have money left over for
deficit reduction is the notion of voluntary
incentive auctions to repurpose unused
broadcast spectrum.#

If the 10 MHz PSB Block falls short of satisfying
public safety’s spectrum requirements, as
studies indicate it will, then the re-auction of the
D Block actually increases the taxpayer’s share
of network deployment costs by far more than
anyone’s expectation of auction revenues. Also,
the re-auction will cut substantially future
auction revenues if the Commission imposes
public safety encumbrances on all 700 MHz
spectrum and other spectrum as well to cover
the spectrum shortfall for public safety.

In all, the notion that the re-auction of the
D Block is a net positive for the government’s
budget is exceedingly weak. A more likely
consequence is that the re-auction increases
deficit spending by adding costs to the public
network and reducing future auction revenues.

If Congress is truly serious about raising money
through commercial spectrum auctions, then it
should encourage federal regulators in their
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efforts to find more spectrum, including the
repurposing of television broadcast spectrum to
more valued uses. The voluntary spectrum
incentive auctions proposed for broadcast
spectrum could break the stalemate on this
vitally important issue regarding robust, reliable
and resilient broadband communications for
America’s first responders.
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PUBLIC SAFETY OR COMMERCIAL USE?
A COST/BENEFIT FRAMEWORK FOR THE D BLOCK

Abstract: The issue of whether the government should assign the D Block of
spectrum to public safety or auction the spectrum for commercial use requires an
assessment of the relative benefits and costs of these two alternatives. We
propose such a framework, and preliminary analysis suggests that the 10 MHz
D Block plausibly provides at least $3.4 billion more in social benefits if assigned
to public safety rather than to commercial use. Much of this difference is
attributable to the unique opportunity to create a contiguous 20 MHz block of
spectrum, and to the fact that this opportunity exists only for the public safety
community. As for the lost auction revenue, we observe that the loss of auction
revenues today is more than offset by the gain of higher auction revenues and
lower public safety network deployment cost in the future. Thus, an auction of
the D Block adds, rather than relieves, stress to the public budget. Finally, we
estimate that if policymakers choose not to give public safety the D Block and
instead opt to require service obligations on other 700 MHz spectrum that would
permit the encroachment of public safety users during episodes of resource
scarcity, then such encumbrances could materially diminish the auction value of
any newly allocated 700 MHz spectrum by as much as 86 %.

I. Introduction

As part of the reallocation of the spectrum made available by the digital television (“DTV”)
transition, the Federal Communications Commission boldly attempted to create, and fund, a
nationwide interoperable public safety network. To make a very complicated story simple, as
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part of the DTV transition, Congress set aside approximately 10 MHz of the new spectrum for
public safety use (commonly referred to as the “Public Safety Broadband” allocation or “PSB”).
When the FCC set up its auctions for the DTV spectrum, it placed the PSB next to a contiguous
10 MHz of spectrum (the D Block) that was to be auctioned, so the theory went, to create a
public/private partnership that could be used for both commercial and public safety purposes
utilizing both the D Block and the PSB.: However, due to the public service obligations
imposed on the D Block auction and the questionable logic of the scheme, the auction effort
failed, an outcome of little surprise to anyone.2 Today, three years after the failed auction, the
debate about what should be done next about the D Block is fully engaged.:

Given the observed failure of the “public/private partnership” approach, the rapid rise in
public safety capacity demands, and the unique benefits of combining the PSB and the D Block,
the public safety community has requested that the Federal government forgo the auction of the
D Block and directly assign it to public safety. This allocation would thus provide for a full
20 MHz of contiguous prime spectrum that could be used to construct a modern, interoperable
nationwide public safety communications network.+ The FCC to date has rejected this request,
planning instead to auction the D Block on an unencumbered basis for commercial use (subject
to technical capability for public safety broadband use),s although the agency has granted some
waivers to begin operations in the PSB.s In the FCC’s view, any shortfall in capacity on the

L In the Matter of Service Rules for the 698-746, 747-762 and 777-792 MHz Bands, Revision of the Commission’s Rules
to Ensure Compatibility with Enhanced 911 Emergency Calling Systems; Section 68.4(a) of the Commission’s Rules Governing
Hearing Aid-Compatible Telephones Biennial Regulatory Review — Amendment of Parts 1, 22, 24, 27, and 90 to Streamline and
Harmonize Various Rules Affecting Wireless Radio Services; Former Nextel Communications, Inc. Upper 700 MHz Guard
Band Licenses and Revisions to Part 27 of the Commission’s Rules Implementing a Nationwide, Broadband, Interoperable Public
Safety Network in the 700 MHz Band Development of Operational, Technical and Spectrum Requirements for Meeting Federal,
State and Local Public Safety Communications Requirements Through the Year 2010 Declaratory Ruling on Reporting
Requirement under Commission’s Part 1 Anti-Collusion Rule, FCC 07-132, SECOND REPORT AND ORDER, __ FCC Red ____
(rel. Aug. 10, 2007) at 99 325-36.

2 See, e.g., Art Brodsky, Public Safety Doomed “D Block” Auction To Failure, Public Knowledge Blog (March 26,
2008) (available at: http:/ /www.publicknowledge.org/node/1479); Mathew Lasar, 700 MHz D Block Autopsy: Public
Safety Net Concept Was Doomed, ARs  TECHNICA (April 27, 2008) (available at:
http:/ /arstechnica.com/old/content/2008 /04 /700mhz-d-block-autopsy-public-safety-net-concept-was-doomed.ars).

3 Auction 73 was closed on March 18, 2008
(http:/ /wireless.fcc.gov /auctions/ default. htm?job=auction_factsheet&id=73).

4 See, e.g., Public Safety Alliance, “What's at Stake”, available at: http:/ /www.psafirst.org/what-is-at-stake.

5  CONNECTING AMERICA: THE NATIONAL BROADBAND PLAN, Federal Communications Commission (March 16,
2010) (available at: http://hraunfoss.fcc.gov/edocs public/attachmatch/DOC-296935A1.pdf) (hereinafter the
National Broadband Plan) at 86.

6 See In Re Service Rules for the 698-746, 747-762 and 777-792 MHz Bands, WT Docket No. 06-150; Implementing a
Nationwide Broadband, Interoperable Public Safety Network in the 700 MHz Band, PS Docket No. 06-229; Amendment of
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public safety network can be resolved by roaming agreements with commercial carriers.” And,
of course, an auction brings with it the potential to enrich the Treasury with much needed
revenues.s

Interestingly, the White House has rejected the FCC’s proposal and has sided with the
public safety community, explicitly calling for the reallocation of the full 20 MHz of contiguous
spectrum to build a modern, interoperable nationwide public safety network.® Such a position
is consistent with the “Public Safety Spectrum and Wireless Innovation Act” recently
introduced by Commerce Committee Chairman Senator Jay Rockefeller (D-WV), which would
also give public safety the entire 20 MHz of the D Block and PSB.10 This plan has received wide
bi-partisan support,? although the FCC was reportedly opposed to it.2 Other policymakers
from both political parties, however, have views more aligned with those of the Commission,

Part 90 of the Commission’s Rules, WP Docket No. 07-100; Third Report and Order and Fourth Further Notice of Proposed
Rulemaking, FCC 11-6, __ FCC RCD __ (rel. January 26, 2011) at q 4.

7 A Broadband Network Cost Model: A Basis for Public Funding Essential to Bringing Nationwide Interoperable
Communications to America’s First Responders, OBI TECHNICAL PAPER No. 2 (May 2010) at 1 (available at:
http:/ /download.broadband.gov/plan/fcc-omnibus-broadband-initiative-(obi)-technical-paper-broadband-
network-cost-model-basis-for-public-funding-essential-to-bringing-nationwide-interoperable-communications-to-
americas-first-responders.pdf) (hereinafter “Broadband Network Cost Model”); see also Jon Peha, The Public Safety
Nationwide Interoperable Broadband Network: A New Model for Capacity, Performance and Cost, FCC White Paper (June
2010) at 18 ( “The network is based on the availability of 10 megahertz of spectrum dedicated to public safety use by
Congress, which provides public safety with substantially more spectrum per user than major commercial networks,
providing them with the required capacity and performance for critical communications needs. Roaming and priority
access will provide additional capacity on up to 70 megahertz or more of spectrum”)(available at:
http:/ /fcc.gov/pshs/docs/releases/ DOC-298799A1.pdf).

8  See, e.g., Oral Testimony of Coleman Bazelon, The Brattle Group, U.S. House of Representatives, Committee
on Energy and Commerce Subcommittee on Communications, Technology, and the Internet (June 17, 2010).

9  White House Press Release, President Obama Details Plan to Win the Future through Expanded Wireless Access
(February 10, 2011) (available at: http://www.whitehouse.gov/the-press-office/2011/02/10/president-obama-
details-plan-win-future-through-expanded-wireless-access).

10 Available at: http:/ /commerce.senate.gov/public/?a=Files.Serve&File_id=6321ae2e-fc48-412a-8eaf-
15c848bc7047. To alleviate the “spectrum crunch”, Senator Rockefeller is also including the bold idea of “incentive
auctions” to try to coax broadcasters to free up additional spectrum. According to a study by CEA and CTIA, such
incentive auctions can be expected to generate over $30 billion in new revenue, some of which can be used to fund
the new public safety network. See, Broadcast Spectrum Incentive Auctions, White Paper prepared by CTIA: The
Wireless Association and CEA: Consumer Electronics Association (February 15, 2011).

11 http://www.house.gov/apps/list/hearing /ny03_king/dblockreallocation.html.

12 Sara Jerome, Rockefeller: FCC was “Not Happy” with his Public Safety Communications Plan, THE HILL (February
6, 2011) (available at: http://thehill.com/blogs/hillicon-valley/technology/142345-sen-rockefeller-fcc-was-not-
happy-with-his-public-safety-plan).
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and are calling for the prompt auction of the D Block for commercial purposes.:2 This intra-
governmental quibbling proceeds unabated as the public safety community waits to build a
modern communications network.

Resolution to the D Block issue is a complex problem. Here, we present an economically-
valid framework —heretofore absent from the debate —within which we can evaluate the cost
and benefits of the relevant alternatives. While we cannot claim to answer every question
relevant to the allocation decision and some of our estimates are necessarily speculative (e.g.,
what is the social value of public safety?), our analysis suggests that the assignment of the
D Block to public safety is advised, with a net benefit of $3.4 billion dollars even when we
pointedly ignore the benefits of the additional spectrum for the provision of public safety. The
cost-benefit calculus depends largely on the benefits arising from the technical and economic
advantages of contiguous spectrum and the relatively small impacts of a temporary,
incremental increase of 10 MHz of spectrum on market outcomes. While more research on this
topic is warranted, we hope future contributions will adhere to an explicit, rational framework
for analysis.

II. A Decision Framework

A sensible decision framework begins by recognizing there are costs and benefits to all
actions. If alternatives are mutually exclusive, as is the assignment of a particular 10 MHz block
of spectrum, then assignment to one party excludes assignment to any other. In other words,
assignment has an opportunity cost, and the proper accounting of such costs and their offsetting
benefits is critical to rational decision making. The goal of public policy is to maximize
economic well-being by choosing the option with the highest net value to the people of the
United States.

A review of the D Block debate suggests the following characterization. Today, there is
10 MHz of spectrum that can be allocated either for public safety or for commercial purposes.i+
This D Block is contiguous to the 10 MHz PSB block already dedicated to public safety,
permitting a unique opportunity for a public safety network of 20 MHz using contiguous

13 See, e.g., Sara Jerome, Blackburn Supporting D Block Auction, THE HILL (January 24, 2011); Sara Jerome, GOP
Torn Between Homeland Security, Fiscal Restraint in Public Safety Fight, THE HILL (January 26, 2011) (available at:
http:/ /thehill.com/blogs/hillicon-valley / technology / 140475-gop-torn-between-homeland-security-fiscal-restraint-
in-public-safety-fight); Rep. Henry Waxman, Emergency System Needs Upgrade, ROLL CALL (July 8, 2010)(available at:
http:/ /www.rollcall.com/features/ Technology Telecommunications/tandt/-48166-1.html).

14 We ignore other alternatives not part of the present debate.
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spectrum.’> In the relatively near future, according to the FCC and the Obama Administration,
there will be much more spectrum available. The Federal government is in the process of
adding an additional 500 MHz of spectrum for commercial use, with 300 MHz of that spectrum
intended to be online by 2015.16 The need for additional spectrum for the commercial sector has
been established, and the evidence indicates that public safety’s current and expected needs
exceed 10 MHz.7 Thus, we assume there will be another 10 MHz that must be allocated to
whichever party does not receive the current allocation. However, this new spectrum will not
be contiguous to the PSB, and the D Block will not be contiguous to this new spectrum.
Additionally, this future 10 MHz block allocation is assumed to be part of a contiguous block,
an option likely to become available as the government reassigns 500 MHz of spectrum to
commercial uses. The issue, therefore, is about the timing of benefits and costs, with one type
accruing now and the other later.

Given this specification, there are two relevant options to consider in a cost-benefit tradeoff.
In the first option, the D Block spectrum, which is contiguous to the PSB 10 MHz already
assigned to public safety, is allocated to the public safety community, which precludes its
auction now to the commercial sector. This choice permits the benefits and costs derived from
public safety’s use of the spectrum to accrue now, while postponing the benefits and costs from
commercial use of this additional 10 MHz of spectrum into the future. That is, allocating the

15 See, e.g., Public Safety Alliance, House of Cards: FCC’s Capacity White Paper Built on Assumptions and Conjecture
(July 2, 2010) at 3 (“Since the D-Block spectrum is adjacent to the public safety broadband allocation, it is uniquely
positioned to provide the needed additional capacity throughput for a public safety agency’s entire coverage area
including the cell edge where throughput decreases significantly. Any alternative spectrum offered in other bands
will be less efficient. Additional components would be required which would increase the cost and reduce
performance of broadband devices. Non-adjacent spectrum blocks of the same size as the D Block will not provide as
much throughput capacity, since greater efficiency is achieved through spectrum aggregation.”).

16 National Broadband Plan at XII (“Make 500 megahertz of spectrum newly available for broadband within 10
years, of which 300 megahertz should be made available for mobile use within five years.”); Remarks by Lawrence H.
Summers, Technical Opportunities, Job Creation and Economic Growth (June 28, 2010) (available at:
http:/ /www.whitehouse.gov/administration/eop/nec/speeches/technological-opportunities-job-creation-
economic-growth); Plan and Timetable to Make Available 500 Megahertz of Spectrum for Wireless Broadband, Department
of Commerce (October 2010)(available at: http:/ /www.ntia.doc.gov/reports/2010/TenYearPlan 11152010.pdf).

17 Bill Schrier, Chief Technology Officer, City of Seattle, Public Safety, Government, Wireless and Spectrum,
National League of Cities (May 27, 2010) (““[M]ost urban areas will rapidly outgrow the capacity of the 10 MHz
allocated by the FCC for the public safety networks.”); Andrew Seybold, Response to Roberson and Associates, LLC
White Paper entitled “ Technical Analysis of the Proposed 700 MHz D-Block Auction, dated August 23, 2010, contracted for by
T-Mobile USA, Inc.”, (September 10, 2010) at 5 (available at: http://andrewseybold.com/wp-
content/uploads/2010/09/ResponseT-MobileWP09-10-10ENL.pdf) (“Data usage has grown on commercial
networks in the order of 5000% in only the past three years. Demand will follow the same curve as the commercial
broadband sector as new applications and devices become available for Public Safety...”).
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contiguous D Block to public safety only postpones the allocation of an additional 10 MHz for
commercial purposes (which the “new” block comes from the 500 MHz of spectrum promised
by the FCC and the Obama Administration). In the second option, the D Block is auctioned for
commercial purposes now, precluding its assignment for public safety purposes. In this case,
the incremental benefits and costs from commercial use accrue now, but the benefits and costs
of public safety’s use are postponed. Framed in this way, the relevant issue is not whether the
10 MHz is used for public safety or used for commercial use, but rather when and which 10 MHz
is put to use in both, and how the size and timing of benefits compare between these two
alternatives.

More formally, let B! represent the incremental benefits and C! the incremental cost of an

additional 10 MHz of spectrum assigned to sector s at time t, where s has values P for public
safety and A for commercial application, and where ¢ is 0 for the present and 1 for the future.

The incremental net value of public safety assignment of the D Block today is Vy =Bp —C5
today, and Vs =Bp —Cp in the future. In the same way, we have net benefit V? if the 10 MHz is
auctioned for commercial purposes today, and V, given future allocation. Applying the
constraint that each party receives a 10 MHz block, then the best policy decision is simply to
take the highest value of the two sums V) +V, (ie. public safety now, auction later) and
Vi+V, (ie., auction now, public safety later).s The D Block spectrum should be given to
public safety if Vp +V}>V]+V,, or equivalently, V5 V3 >V} -V, . Notably, all the costs

and benefits that enter into these valuations are incremental to the status quo. That is, costs and
benefits are measured only for the additional 10 MHz allocation.

Armed with this simple but useful framework, we can provide some meaningful
commentary on this important issue and interpret some of the available evidence in a pertinent
manner. In what follows, we evaluate some of the evidence and issues using the cost-benefit
framework, and we believe this exercise is highly informative.

III. Assigning the D Block to Commercial Use

The total economic benefits of commercial use include profits and consumer surplus, where
these benefits are only those added by the addition of 10 MHz of spectrum. As for profits,
assuming there are a few relatively homogeneous bidders, the profits from the added spectrum

18 We ignore the possibility of either party getting both allocations.

19 The upper 10 MHz of the D Block is already allocated to public safety and a network will be built to use that
spectrum. Those costs are not incremental to the D Block.
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will be largely dissipated at auction.20 Based on an econometric analysis of the more recent
spectrum auctions in the U.S,, if the FCC auctioned the D Block on a truly unencumbered basis,
then we could expect the auction to generate revenues in the range $1.3 to $3.3 billion.2t There
are, however, many reasons to expect this range of potential revenues is too high, including the
Commission’s recent track record of trading off auction revenues for other goals.

First, as seen in the earlier attempt to auction the D Block, public service obligations levied
on the commercial license holder substantially reduce the value of spectrum. Only one bid was
received in that auction ($472 million) and it was well below the minimum bid established by
the Commission ($1.3 billion). The public safety encumbrances, therefore, imposed costs of
about $0.8 to $2.8 billion, as reflected in the low bid value.2 Given the lack of any service rules
for the re-auction of the D Block, it is unclear what public safety encumbrances will be placed
on the spectrum. The National Broadband Plan proposes that the commercial use be “technically
compatible with the public safety broadband services,” so some constraints will be placed on a
commercial winner.» If there is an auction, and in light of the current debate, then we suspect
there will be significant political pressure to impose public safety obligations on the D Block.2
Thus, the expected auction revenues should be reduced to account for some types of public
service obligations. If these obligations are even half as burdensome as those in the original
auction, then the reduction in auction revenue would still be a sizeable 40%.

Second, the Commission has imposed certain obligations on spectrum blocks set for auction.
For example, the Commission imposed stringent open platform obligations in the C Block
auction of the 700 MHz spectrum, with disastrous results. Indeed, the conditions placed on the
C block reduced auction revenues by a whopping 32%, with little to no perceptible benefit.>s

20 G.S. Ford, T.M. Koutsky and L.J. Spiwak, Using Auction Results to Forecast the Impact of Wireless Carterfone
Regulation on Wireless Networks, PHOENIX CENTER POLICY BULLETIN NO. 20 (Second Edition) (May 2008) (available at:
http:/ /www.phoenix-center.org/PolicyBulletin/PCPB20Final2ndEdition.pdf).

21 Estimated from the regression analysis and data presented in Using Auction Results, id. The difference
between the lower and upper estimates is based on the REA and Auction 73 premium.

2 Assuming an unencumbered auction revenue range of $1.3 to $3.3 billion.
2 National Broadband Plan, supran. 5, p. 76.

24 See, e.g., Whitepaper: Technical Analysis of the Proposed 700 MHz D-Block Action, Prepared for T-Mobile by
Roberson and Associates, Inc. (August 23, 2010) (available at:
http:/ /fjallfoss.fcc.gov/ecfs/comment/view?id=6015952735), arguing that the D Block can effectively be shared
under a public safety obligation. We provide no comment on the legitimacy of the analysis, but simply note that its
relevance presumes the FCC will impose a public safety obligation on the D Block and that such obligations reduce
expected auction revenues.

%5 Using Auction Results, supran. 20.
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Although the Commission did not go as far when it promulgated its recent Open Internet Order,
the Commission did impose some obligations on wireless network operators and, equally
important, threatened to extend the full C Block conditions to other commercial licensees if
circumstances warrant. Accordingly, it is not unreasonable to expect that the Commission
could extend obligations to the D Block, including C Block-type obligations, and, as such, we
expect the auction revenues for the D Block to be lower than a naive model would predict.

Third, given the Commission’s recent Harbinger decision?” and concerns expressed in its 14t
CRMS Report about industry concentration2, it is also not unreasonable to assume that the
Commission may exclude some bidders from the auction.? A reduction in the number of
bidders, particularly if these potential bidders are large firms, is likely to reduce the expected
auction revenue (ceteris paribus).3

Finally, the economic health of the country has deteriorated since the bidding in Auction 73.
Thus, the D Block auction should not be expected to produce as much revenue as the earlier
auctions. Coleman Bazelon estimates that the economic crisis will reduce the expected value of
spectrum by approximately 20%.3!

26 In re Preserving the Open Internet, Broadband Industry Practices, FCC 10-201, REPORT AND ORDER, ___ FCC Rcd
___ (rel. December 23, 2010) at 4135 (hereinafter “Open Internet Order”).

27 In the Matter of Implementation of Section 6002(b) of the Omnibus Budget Reconciliation Act of 1993 Annual Report
and Analysis of Competitive Market Conditions With Respect to Mobile Wireless, Including Commercial Mobile Services,
FOURTEENTH REPORT, FCC 10-81, __ FCC Red __ (rel. May 20, 2010) (hereinafter “Fourteenth CMRS Report”).

28 In the Matter of SkyTerra Communications, Inc. and Harbinger Capital Partners Funds, Applications for Consent to
Transfer of Control, MEMORANDUM OPINION AND ORDER AND DECLARATORY RULING, DA 10-535 (rel. March 26, 2010)
(hereinafter the Harbinger Order). For a full discussion of Harbinger Order, see George S. Ford and Lawrence J. Spiwak,
The Broadband Credibility Gap, PHOENIX CENTER POLICY PAPER NO. 40 (June 2010) (available at: http:/ /www.phoenix-
center.org/pcpp/PCPP40Final.pdf), and forthcoming in 19 COMMLAW CONSPECTUS (2011).

2 C.f, Public Knowledge, “Spectrum Reform” (“The best method for ensuring that the spectrum is not simply
bought by incumbent broadband providers is by limiting their eligibility to bid — either through a flat prohibition or
spectrum caps.”)(available at: http:/ /www.publicknowledge.org/issues/spectrum-reform); Gregory Rose and Mark
Lloyd, The Failure of FCC Spectrum Auctions, Center for American Progress (May 2006).

30 Auction theory indicates that a reduction in the number of bidders will reduce auction prices in an
ascending, second-price auction. See, e.g., L. Phlips, THE ECONOMICS OF IMPERFECT INFORMATION (1988), Ch. 4.
Accordingly, a cynical interpretation of the debate might be that the D Block presents an opportunity for some
industry participants to buy spectrum at reduced prices due to the likelihood the present Commission will exclude
some bidders, and in doing so establish precedent for such exclusions in future auctions.

31 C. Bazelon, The Need for Additional Spectrum for Wireless Broadband: The Economic Benefits and Costs of
Reallocations, The Brattle Group (October 2009) (available at:
http:/ /www.brattle.com/ _documents/uploadlibrary/upload809.pdf).
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Given these four factors, we expect the auction revenue from the D Block to be considerably
less than the estimated range based on prior auctions ($1.3 to 3.3 billion). An auction of the
D Block, depending on the rules, could produce less than $1 billion in revenue, and we suspect
this low revenue amount is plausible given the current regulatory climate. We suspect auction
revenue is unlikely to exceed $2 billion in the best plausible scenario but, again, such predictions
are necessarily speculative.

Factors Reducing Auction Value of the
D Block

1. Public Safety Obligations

2. Other Obligations, such as Open
Internet/Platform Obligations

3. Excluded Bidders

4. Economic Crisis

As for consumer surplus additions, this relatively small addition of spectrum to the
commercial sector (currently licensed 572 MHz by the Commission’s count) is unlikely to be a
game changer.®> The consumer surplus gains from commercial assignment are limited to what
little competitive effects may arise from the added spectrum. To evaluate this issue, we adopt a
common, widely-used model of price formation familiar from previous analyses in
telecommunications. Assuming Cournot Competition in Quantities, unit elasticity of demand,
and a Hirschman-Herfindahl Index (“HHI”) of 2500, we estimate the addition of 10 MHz of
spectrum will reduce prices by about 0.6%.3 Given a total market size of $160 billion, consumer

32 OBI Technical Paper No. 6, p. 15 (“547 MHz, in total, is currently licensed under flexible use rules, which
allows for mobile broadband and voice services”).

3 Price is defined as P = ¢N/(N - 1), where ¢ is marginal cost and N is the number of firms, taken to be the
numbers-equivalent of the HHI (=1/HHI). Based on recent estimates, we assume an HHI of 2,500 producing an N of
4. See 14t CMRS Report, supra n. 27, at 51 (2,848) and Table 41 (2,200). Assuming 547 MHz of spectrum available, the
addition of 10 MHz of spectrum is treated as the equivalent of adding 0.07 firms, resulting in a price cut of 0.6%. See,
e.g., ]. Sutton, Sunk Costs and Market Structure (1995), Ch. 3; ].B. Duvall and G.S. Ford, Changing Industry Structure: The
Economics of Entry and Price Competition, PHOENIX CENTER POLICY PAPER NoO. 10 (April 2001) (available at:
http:/ /www.phoenix-center.org/pcpp/PCPP10Final.pdf) and reprinted in 7 TELECOMMUNICATIONS & SPACE LAW
JOURNAL 11 (2001).
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surplus gains (net of transfers) from this price cut are then about $600 million, annually.>* While
other models of price formation would yield different results, the Cournot approach used here
is familiar, plausible, and implementable using relatively little information.

Another piece of the valuation puzzle arises from the fact that the future 10 MHz of
spectrum could be part of a contiguous block. Turning again to the econometric analysis of
previous auctions, the auction revenue from a contiguous 10 MHz block is expected to bring a
premium of $2 to $6 billion (other things constant).>> We assume that a 10 MHz block auctioned
to commercial use in the future will be contiguous and will have an auction premium of $4
billion (the mid-point of the range).

Turning to the question of value, we can use this analysis to get a rough approximation of
Vi —V,. Assuming the auction revenues are $2 billion, consumer surplus gains are $0.6 billion
annually, the contiguous block premium is $4 billion, and the difference between time 0 and 1 is

five years, the value difference from delay of the auction of 10 MHz is about $0.6 billion
(=2B + 2.6B - 4B).36

IV. Assigning the D Block to Public Safety

Perhaps the most daunting, yet relevant, question regards the social benefits of “public
safety.” Such benefits are real but difficult to quantify and, absent immediate crisis, prone to be
undervalued. If we faced another event like 9-11 or Hurricane Katrina, we believe the 20 MHz
would be allocated to public safety immediately and the network fully funded in a week’s time.
Fortunately, we are not presently victims of such a crisis and, though the lack of crisis makes
the spectrum allocation decision a more difficult one, this is a burden we welcome. For the
moment, we choose to set aside the quantification of the benefits of an additional 10 MHz of
spectrum for public safety, looking instead at the cost side of equation.

Spectrum is not homogeneous. Not only is the 700 MHz spectrum highly valuable because
its technical properties are well-suited for mobile communications, including broadband

3¢ The change in consumer surplus under unitary elasticity is market size in terms of expenditures (about $160
billion in 2010) multiplied by the natural log of the ratio of the new price to the old price. For expenditure data, see
Wireless ~ Industry  Indices:  Mid-Year ~ 2010  Results, ~CTIA  (November  2010) (available at:
http:/ /files.ctia.org/pdf/CTIA _Survey Midyear 2010 Graphics.pdf).

35 Using Auction Results, supra n. 20.

3%  We assume a discount rate of 4.4%. The discount rate is the government recommended discount rate for
social projects evaluated over a twenty-year window. See OMB Circular No. A-94, APPENDIX C (Revised December
2009) (http:/ /www.whitehouse.gov/OMB/circulars/a094/a%4 appx-c.html).
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Internet services, but for the public safety community the D Block has added value because it is
contiguous to the PSB, which is already allocated to the public safety community. A
contiguous block of 20 MHz of spectrum is substantially more valuable than 20 MHz of non-
adjacent spectrum. As noted above, a 10 MHz block of contiguous spectrum in the 700 MHz
band is worth about $2 to $6 billion more than a non-contiguous block of the same size.

While this value differential is estimated based on commercial use, much of this premium is
based on the lower cost of deploying network for contiguous spectrum, which would likewise
apply to public safety. Evidence suggests that the cost of the public safety network using
20 MHz of spectrum is probably about $10 billion.” Andrew Seybold, a highly regarded
wireless industry expert, suggests that expanding a 10 MHz public safety network to 20 MHz
adds about 15% to 25% to network deployment costs.’ By this standard, the incremental cost of
the additional 10 MHz is about $1.5 to $2.5 billion.»® Alternately, adding a non-contiguous block
of 10 MHz of spectrum to the public safety network would cost about $5 to $7.5 billion in
deployment costs.# Assignment of the D Block to public safety, therefore, is likely to reduce the
cost of the public safety network by around $4 billion in network deployment costs alone.
Operational costs are likely to be lower as well, perhaps adding billions more to the savings.

37 White House, supra n. 9 (assigning $7 billion in construction costs); Broadband Network Cost Model, supra n. 7
($6.3 billion for a 10 MHz network).

3 A. Seybold, Comments on the FCC White Paper: Federal Communications Commission Omnibus Broadband
Initiative A Broadband Network Cost Model: A Basis for Public Funding Essential to Bringing Nationwide Interoperable
Communications to America's First Responders, Working Paper (April 26, 2010), p. 15 (available at:
http:/ /andrewseybold.com/wp-content/uploads/2010/04/ Comments-FCCWP-Final-April-27-2010.pdf). The FCC
study, Broadband Network Cost Model, supran. 7, claims an additional 10 MHz of spectrum would substantially increase
the cost of the public safety network, but we find the extreme assumptions of that analysis to be unreasonable and in
violation of economic logic. Seybold, supra n. 38 also rejects the agency’s argument (“The Commission seems to
believe that there are only two choices for building out the public safety broadband network. The first choice is its
option to essentially combine it with the commercial networks except for some of the radio equipment. The second is
to provide a totally separate and standalone network. The FCC does not take into account that between these two
extremes is a number of options that can and should be explored.”).

3 Expanding commercial networks is also costly. There is little reason to suspect that the cost of a commercial
expansion to additional 10 MHz will be much different than for the public safety community. For example, it was
announced that Verizon is expected to spend $4 billion in equipment alone to deploy LTE, which is about $180
million per MHz of 700 MHz spectrum. For 10 MHz, the cost would be about $1.8 billion. Verizon Wireless Awards
Alcatel-Lucent Contract Expected to be Worth US $4 Billion for Ongoing 3G Network Expansion and LTE Build out, Alcatel-
Lucent Press Release (Nov. 4, 2010) (available at: http:/ /www.alcatel-
lucent.com/wps/portal/!ut/p/kexml/04 Sj9SPykssyOxPLMnMz0vMOY QjzKLd4x3tXDUL8h2VAQAURK_Yw!!?L
MSG_CABINET=Docs_and_Resource_Ctr&ILMSG_CONTENT_ FILE=News_Releases_2010/News_Article_002258.x
m).

40 Seybold, supran. 38 at p. 15.
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Moreover, the cost to deploy the 700 MHz band is much lower than other bands (some
estimates are 70% lower than other bands). Thus, depending on what additional spectrum is
provided to the public safety community if they do not receive the current 10 MHz block, the
ultimate deployment costs could be substantially higher (though this differential may also
apply to the commercial licensee). We leave a more sophisticated assessment of such costs to
others, and assume here that the cost difference is $4 billion.

While we have not addressed the benefits of public safety’s use of the additional 10 MHz of
spectrum, which could be quite large, we can see that the contiguous spectrum premium of $4
billion is itself sufficient to offset the value of commercial assignment of an additional 10 MHz
($0.6 billion). Let Z be the marginal benefits from enhanced public safety created by the
combination of the D Block for public safety use. From our cost-benefit framework, the relevant
decision criterion for assignment to public safety is

VS -V > V-V, &)
approximated here to be

Z + $4 billion > $0.6 billion, (2)

which plainly holds, even without sizing Z (where Z > 0 and potentially is very large). Even if
the 10 MHz provided zero benefit in terms of enhanced public safety, then assignment of the
D Block to public safety produces $3.4 billion in additional social value over and above the
commercial value of the same block. (Of course, this is a result of the constraints we imposed
on the problem, i.e.,, 1I0MHz of spectrum would be provided to public safety one way or
another.) We have also ignored the value of spectrum currently used for narrowband purposes
by public safety that may be repurposed for commercial use as a result of migrating existing
public safety capacity demands to the D Block and PSB.4

Notably, much of this value spread arises from the unique opportunity to create significant
value by allocating a contiguous block of spectrum to public safety, and then doing so in the
future for commercial use. This value is foregone by commercial allocation of the D Block
today. While some may contest our estimates, it is necessary to account for the economic value
arising from contiguous spectrum.

41 For example, Section 205(3) of the Rockefeller Bill, supra n. 10, requires the Commission to conduct a report
within five years of enactment that examines, among other things, to determine whether there is an “opportunity for
return of any spectrum to the Commission for auction to commercial providers to provide revenue to the Treasury of
the United States.”
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V. An Alternative: Public Safety Encumbrances on Commercial Networks

Thus far in this analysis, we have assumed that if the D Block is used for commercial
services, then an additional, non-contiguous 10 MHz block will be assigned for public safety use
in the future. A realistic alternative to this grant of additional spectrum for public safety is
simply to impose encumbrances on other 700 MHz spectrum that permit the encroachment of
public safety users during episodes of resource scarcity. Unfortunately, however, it was exactly
this approach that produced such miserable results in the first D Block auction. There are many
complex issues that must be resolved with any sort of sharing scheme of this type, and such
resolutions can be very costly. As revealed in Auction 73, public safety encumbrances
substantially reduce the value of spectrum. Auctions revenues from an unencumbered D Block
would have been about $3.3 billion, whereas the only bid for the encumbered block was a paltry
$472 million —a mere 14% of its revenue potential.

Consider, for the moment, that incentive auctions for broadcast spectrum, which have been
proposed in the Rockefeller bill, permit the recovery and repurposing of 120 MHz of quality
spectrum. One study estimates that the auction revenues from this spectrum would be $35
billion, with a net value of $33 billion after relocation of existing licensees.#2 Our earlier research
suggests that these predicted auction revenues are plausible.# Applying public safety
obligations on this spectrum, however, would materially diminish its value. From the failed
D Block, we might conclude that public safety obligations would reduce the auction value of the
120 MHz of spectrum to as little as $5 billion (=35 x 0.14), a loss in revenues of $30 billion or
86% of its potential. This calculation likely represents the upper boundary of lost auction
revenues since it presumes the encumbrances apply equally to all 120 MHz. Alternately, at the
other extreme, using the size of the D Block in proportion, the reduction in auction revenues
would be more to the tune of $2.5 billion, which is still a sizeable amount and probably more
than the sale price of the D Block in a present day auction.# Notably, both numbers are
underestimates of the total value loss since they measure only the loss in private value from the
spectrum. We have ignored in these calculations the higher cost and diminished value to the
public safety community (and those they serve) due to the reduced functionality inherent to a
sharing of networks purposed mainly for commercial use. The fact of the matter is that no

42 See supran. 10.

4 We estimate a 10 MHz block could yield $3.3 billion in auction revenue. A total of 120 MHz of spectrum, in
turn, would render about $40 billion. We note there are factors that could raise or lower auction revenues in the
future such as encumbrances, market conditions, the number of bidders, and so forth.

4 A 10 MHz block is 8.3% of a 120 MHz block. Assuming $35 billion in unencumbered auction revenues, each
10 MHz would bring $2.9 billion (on average). Applying the 14% factor from Auction 73, an encumbered D Block
would yield only $408 million in auction revenue, cutting auction revenues by about $2.5 billion.
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government agency can guarantee public safety quality access to commercial spectrum on an
as-needed basis.

In all, we believe the use of encumbrances will be more costly than the assignment of an
additional 10 MHz in the future (as we have modeled the issue above). So that our estimates
are conservative, we do not incorporate the costs of this alternative in our calculations. Any
proposal adopting this option for supplying spectrum resources to the public safety network
should provide a careful study of the loss of auction revenues and the dollar value of the
reduced functionality and higher costs of such a network.

VI. Conclusion

The assignment of the D Block spectrum to public safety or commercial use requires an
assessment of the relative benefits and costs of these two alternatives. We propose an
economically sensible cost-benefit framework in the POLICY BULLETIN. An assessment of the
Commission’s record and other evidence within this framework suggests that D Block
assignment to public safety has a higher value, producing no less than $3.4 billion more in social
benefits than commercial use. Much of this difference is attributable to the unique opportunity
to create a contiguous 20 MHz block of spectrum, and the fact that this opportunity exists only
for the public safety community. We recognize that this issue is complex and our analysis is
preliminary. That said, our work includes many of the “big ticket items”, such as potential
auction revenues. However, the calculations ignore any incremental benefits to society from the
use of the additional 10 MHz block by the public safety community. As these gains are likely to
be large, the economics seems to lean strongly in the direction of an assignment of the license to
public safety. We suggest more research on this topic, but encourage future contributions to
adhere to an explicit, rational framework for analysis.

At the forefront of the debate over the D Block is the potential for auction revenue. If the
D Block is assigned to public safety, then the auction revenues from the 10 MHz block are
forgone. The argument has been made that auctioning the spectrum will provide revenues to
help fund the public safety network and perhaps aid in deficit reduction. We argue that this
argument is invalid; we observe that the loss of auction revenues today are more than offset by
the gain of higher auction revenues in the future and lower public network deployment costs .
Thus, the auction adds, rather than relieves, stress to the public budget. Moreover, the
Rockefeller bill, which allocates the D Block to public safety, also permits the use of incentives
auctions to recover high-quality broadcast television spectrum that can then be re-purposed for
mobile services. According to some, this spectrum is expected to generate just over $35 billion
in auction revenues, the sum of which could be used for funding the public safety network and
deficit reduction. Thus, while the D Block may offer a unique opportunity for the public safety
network, it is not exceptional in its ability to generate auction revenues for the federal coffer.
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The allocation of spectrum resources is an inherently complex issue. In the case of the
D Block, complicating the choice is the fact that while the economic benefits of public safety are
exceedingly difficult to quantify, the social goal of ensuring the safety of all Americans is
nonetheless at stake. Fortunately, even if we value this security benefit at zero, our analysis
shows that allocation to public safety is still preferred even on purely economic grounds. In our
view, based on the analysis presented above, and absent evidence to the contrary, we believe
the D Block should be combined in a contiguous 20 MHz block for use by the public safety
community.
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Introduction

Through advances in technology, mass adoption, and global innovation, today’s wireless
networks offer tremendous voice and data capabilities. Voice coverage is reliable and
ubiquitous, while data services, now commonly called mobile broadband, provide throughput
rates to users of millions of bits per seconds, orders of magnitude higher than just a decade
ago. New generations of wireless technology, such as Long Term Evolution (LTE), have just
started to be deployed, and will deliver even greater data capabilities. LTE is the perfect choice
for public safety applications. This paper will explain why 20 MHz of contiguous spectrum is
essential for this technology.

This paper also discusses the emergence of LTE as a global standard, the bandwidth
requirements of different applications, the relationship between spectrum and capacity, the
crucial need for at least 20 MHz for public safety, and the challenges of alternate approaches
that seek to share spectrum between Public Safety and commercial operators.

LTE as a Global Standard

LTE is the technology likely to see the broadest deployment of any new wireless technology
over the next decade. Nearly all major cellular operators have committed to adopting LTE. The
result will be huge economies of scale leading to cost-efficient services and devices. LTE not
only provides high data throughput, but packets traverse the network with low delay, and
traffic flow can be controlled to provide high levels of quality-of-service for applications such as
video and voice over Internet Protocols (VolP). First Responders have wisely endorsed LTE for
their 700 MHz broadband networks.

Spectrum and Capacity

The amount of capacity in wireless networks depends on a variety of factors, but in general,
mobile-broadband networks have significantly lower capacity than fixed-broadband networks.
Capacity can be calculated by assessing the spectral efficiency of different wireless
technologies, a value that is represented in bits per second per Hertz of spectrum (bps/Hz).
While new technologies such as LTE are spectrally more efficient than prior technologies, all
wireless technologies are reaching what is called the Shannon bound, a law that dictates the
maximum spectral efficiency that a technology can achieve relative to noise.

By knowing the radio channel size and the spectral efficiency of the wireless technology, one
can estimate the aggregate capacity of a cell site. LTE in its initial deployments has a spectral




efficiency value for the downlink of about 1.5 bps/Hz per sector. For the uplink, it is .65 bps/Hz."
Thus, LTE will have the capacity values as shown in Table 1.

Table 1: LTE Capacity Values

Amount of Spectrum Downlink Capacity Uplink Capacity.

10 MHz 7.5 Mbps 3.25 Mbps
(5 MHz down, 5 MHz up)

20 MHz 15 Mbps 6.5 Mbps
(10 MHz down, 10 MHz up)

Given the application requirements discussed in the next section, these capacity values, even
for 20 MHz are quite finite. The capacity in 10 MHz, as is made clear below, is simply too
limiting to provide a broadband network that can accommodate the needs of first responders.

Application Bandwidth Requirements

There are multiple factors that are fueling growth in data usage including:

o Faster networks. The faster that data can be exchanged, the more likely it is that
applications will take advantage of the speeds, especially since faster speeds can mean
less waiting time for workers.

e More network-enabled devices. New device categories such as tablets and netbooks
are expanding overall data consumption, especially because of the delivery of high-
quality video. Just as consumers and enterprises are adopting these new device
categories, so will first responders.

¢ Increasing computing speeds. The faster the platform can compute, the more data an
application can process in real time.

e Higher screen resolution. Greater screen resolution corresponds to higher resolution
video options for users.

! For a detailed discussion of spectral efficiency values, refer to my report, “Transition to 4G,” September, 2010.
http://www.rysavy.com/Articles/2010 09 HSPA LTE Advanced.pdf




e Embedded modems. An increasing number of laptops and tablets come with embedded
4G modems, facilitating the use of mobile broadband service.

The question is how much bandwidth do applications actually need. Some typical values are
shown in Table 2:

Table 2: Application Bandwidth Requirements

Application Bandwidth Requirements

Voice over IP 10 thousand bits per second (kbps) to 20 kbps (both
downlink and uplink directions.)

General-purpose audio to | About 100 kbps.
record all sounds

Video Ranges from 200 kbps on a small-screen device like a
phone, to 1 million bits per second (Mbps) for
medium resolution on a laptop, to 5 Mbps for high
definition.

Web browsing Usually requires about 1 Mbps or higher to provide
good response time.

By comparing these throughput requirements against the capacities listed in the previous
section, one can see that just a handful of first responders could easily consume the capacity of
a 10 MHz LTE network. LTE in 10 MHz has a downlink capacity of 7.5 Mbps. Thus, 8 downlink
streams at 1 Mbps each would consume the capacity of the cell sector. On the uplink capacity is
even more constrained at 3.25 Mbps where just 4 uplink streams would consume capacity. For
example, these streams could be video from patrol cars at a crime scene.

Public-safety applications will increasingly demand higher bandwidth. The same innovation
shown in commercial broadband will extend to public-safety broadband. In the February 2011
report “Cisco Visual Networking Index: Global Mobile Data Traffic Forecast Update, 2010-2015,”
Cisco predicts a 92% compound annual growth rate in mobile traffic. There is no reason that
such trends do not also apply to Public Safety. Examples of public-safety applications include:




e Wireless video surveillance.

e Aerial video from a helicopter over a scene fed to personnel below.
e Video-based training to remote emergency workers.

e Real-time license plate recognition.

e Testimony based on video transmitted from an emergency-services vehicle or command
post.

e Sending and receiving high-resolution pictures.
e In-field biometrics (such as iris and fingerprint identification).
e Automated vehicle location and navigation.

e Medical applications such as telemedicine, patient records, and high-resolution video to
enable medical services performed at a scene of an accident.

It is important to note that another aspect of some public-safety applications is that they
demand bandwidth continuously. For example, a patrol car in an emergency situation may
need to transmit a constant video stream.

The Need for 20 MHz

In light of the finite capacities of LTE as discussed above and growing bandwidth demands of
public-safety applications, my view is that 20 MHz of spectrum for LTE is the absolute minimum
to satisfy the needs of law enforcement. The available throughput per user goes down as the
number of users increases. Given that many broadband applications need 1 Mbps or higher
throughput, sector capacity can be exhausted quickly.

While commercial operators can design their networks for typical densities of mobile users,
emergency situations can result in needing to support extremely high densities of public-safety
workers. For this reason alone, the public-safety network has to have as high a capacity as
possible. The network must have at least 20 MHz of spectrum. Anything less could lead to
catastrophic consequences due to applications performing unreliably or failing completely.

The consequence of insufficient spectrum is restricted capacity, which combined with high
demand, causes network congestion. For applications, this means sluggish behavior or outright
failures.

Figure 1 shows an example of how an application begins to respond extremely slowly as the
number of simultaneous users increases. Assuming a Web page of 1 MByte size, a page load
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time of 10 seconds (considered very slow) occurs with 10 users in a 10 MHz deployment
scenario but not until 20 users in a 20 MHz deployment scenario.

Figure 1: Web Page Load Times Based on Simultaneous Users
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Beyond sluggish performance in congestion situations, there is also the high likelihood that
networks simply have to drop packets of data. Packets arrive at a base station over a high-
speed connection such as fiber but then the base station forwards the packets using the slower
radio connection. If there are too many incoming packets the inevitable result is that the base
station, or infrastructure nodes prior to the base station, will drop or significantly delay packets.

Consequences of such congestion are not just slower performance but also application failures.
Most communications protocols implement timeouts on their operations, including
Transmission Control Protocol (TCP) itself, the packet-transport protocol used in the Internet to
provide reliable end-to-end delivery. With large delays or dropped packets, communications
protocols attempt to deliver data reliably, but at some level of congestion, they can no longer
cope properly, and applications will either indicate a failure, or worse yet, require an
application or full-system restart.

Beyond needing 20 MHz just to satisfy bandwidth requirements, there are compelling reasons
for providing Public Safety 20 MHz of contiguous spectrum.




e LTE is spectrally more efficient operating in 20 MHz channels than 10 MHz channels. In
other words, the network can deliver more bits per second using a 10 MHz radio
channel (10 MHz down, 10 MHz up) than in two 5 MHz radio channels.

e Using non-contiguous radio channels will significantly increase the cost of the radio-
access network due to the need for additional radios and antennas.

e Adding spectrum later in a non-contiguous manner will result in devices in the field
likely not being able to take advantage of the new spectrum.

Challenges in Sharing Spectrum

There are arguments for alternative approaches to dedicating spectrum for Public Safety, such
as sharing commercially-allocated spectrum between first responders and commercial
operators, with the commercial operator serving as the primary user or licensee. This is a bad
idea for a multitude of reasons.

The first reason is that the needs of commercial customers and Public Safety are inherently
different. Commercial networks are developed in a highly competitive environment where
operators invest in a way to provide services at the lowest possible cost to customers. These
low costs are a major factor in what is driving the broadband market. First responders,
however, need hardened networks that are extremely reliable. This hardening includes items
such as long-term backup power, redundant backhaul, diversified routing, and explosion-proof
sheltering, thus significantly increasing the cost of the network, and likely not making it viable
from a competitive aspect for the private sector.

Sharing of spectrum also assumes that public-safety applications will obtain the bandwidth they
need when they need it from the commercial entity. This assumption, however, is fraught with
risk for the following reasons:

e Policies implemented by commercial operators may not sufficiently address public-
safety needs. Policies, such as reserving certain amounts of bandwidth for commercial
customers, may result in insufficient capacity for public-safety applications in emergency
situations.

e Prioritization schemes may not work correctly. In an emergency situation where there
is massive demand on the network from both constituencies, it is possible that
prioritization schemes will not work as planned simply because they may never have
been tested under such extreme conditions.




e Users may defeat prioritization schemes. It is already common for users to hack their
devices, especially smartphones, to access services not in their current service plans.
These modifications could defeat the prioritization schemes at exactly the time they are
most needed.

Nevertheless, if Public Safety has control of the spectrum and they wish to lease part of their
network capacity to other entities, this can be feasible and even desirable for defraying costs,
so long as Public Safety can specify the terms of such arrangements, can implement the
appropriate preemption capabilities, and so long as the underlying network is built to address
the specific requirements of Public Safety.

Conclusion

| strongly believe that Congress should reallocate the 10 MHz D Block (758-763 MHz and 788-
793 MHz) directly to Public Safety. This will enable a national broadband network for
emergency services that will address the critical needs of this country. There are many reasons
to have 20 MHz of contiguous spectrum available for Public Safety, including sufficient capacity,
lowest-cost network deployment, and dependable network operation in emergency situations.
Not doing so places this country in unnecessary jeopardy. This is a historic, and potentially last
chance to allocate 20 MHz of contiguous spectrum to Public Safety. We should not squander

this opportunity.
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The National Broadband Plan calls for 500 megahertz of spectrum to be made available for use by
wireless broadband over the next decade, with 300 megahertz to be made available over the next five
years. Spectrum is a public asset and an obvious question is how to optimize the value and use of that
asset. That question, in turn, comes down to a tradeoff between the inherent value of the spectrum
itself and other public interest considerations. In other words, the amount of money that an auction can
raise for the Treasury—the auction as a source of Treasury funds--is impacted at least in part by
controllable decisions about how the auction configures the spectrum for sale and the conditions
imposed on it.

The Congressional Budget Office (CBO) has scored the value of spectrum likely to be auctioned by 2021
at $24.5 billion [CBO scoring of 5.911 on July 20, 2011]. The CBO states that it is difficult to predict the
amount of spectrum that might be auctioned by 2021, because it is difficult to predict what spectrum
might become available and when existing users might be moved. CBO points to past experience that
relocating both federal and commercial users can be very costly and time consuming. CBO estimates
that between 150 to 225 megahertz of spectrum below 3 gigahertz might be auctioned by 2021, but
does not specify the mix of spectrum in the lot it is pricing out. It estimates that the weighted average
unit price paid by winning bidders might be lower than in recent years, estimating it at $0.70 per
megahertz (MHz) per person (POP), i.e. $0.70 per MHz/POP.

It is, of course, appropriate for CBO to provide a conservative estimate. But it might also be helpful for
Congress to be able to approach the issue from another angle—looking at spectrum the way investors
do--taking into consideration the enormous range of valuation that is possible for the same spectrum
depending on the way spectrum is configured and the conditions that are attached to its sale. In other
words, the value to be extracted from spectrum can to a large extent be influenced by Congress and the
Federal Communications Commission (FCC), acting under Congress’ instructions. Looking just at the
broadcast spectrum that might be auctioned during 2012-2021, using valuations in Auction 73 as a
proxy, depending on the amounts auctioned and the conditions attached, the proceeds of the auction
could vary from $1.4 billion to $91.4 billion. That is, of course, an enormous range, and the reasons for
it are explained below. Here we will point out only the two extremes: The $1.4 billion represents the
sale of 30 megahertz with extensive conditions and the $91.4 billion represents the sale of all 120
megahertz with no conditions. Please note that this paper deals only with auctions as sources of funds,
but does not comment on how those funds might be used once the auction has raised them.



There are at least two sets of issues that impact proceeds from an auction. One is market conditions
and the other is the usefulness of the spectrum to bidders. The economy, the ease of getting financing,
and the potential universe of bidders are key elements of market conditions. The other set of issues is
the inherent value of the spectrum, as modified by conditions attached to it. The inherent value of
spectrum itself is a function of its propagation characteristics. But other factors also enter the equation
and determine how useful and valuable that spectrum may be to potential auction-bidders. Factors
include: the geographic footprint covered by a license (CMA, EA, REAG, nationwide), the band-size, the
level of interference that may be expected from neighbors and/or from other users of the same
spectrum such as unlicensed users, other restrictions or conditions that may be placed on the spectrum,
as well as issues specific to bidders such as other spectrum they already hold. The value obtained by the
Treasury from an auction is further affected by factors such as discounts provided to designated entities
for public interest reasons.

One of the recommendations of the NBP was that the FCC reclaim and auction 120 megahertz from
broadcasters via incentive auctions. It is not clear how much of this spectrum is included in the CBO’s
scoring or at what valuation. However, that spectrum is inherently similar to the spectrum in the
700MHz band that was offered in Auction 73, which ran from January to March of 2008. In this paper,
we use Auction 73 as an example of the range of values that the Treasury might be able to obtain in
exchange for various amounts of the proposed broadcast spectrum under various conditions.

Market conditions in early 2008 were poor. The economy had just begun its slide into the worst
recession in decades, and the stock market had taken its first slide off its high point, but had not yet
gone into complete free fall. The collapse of Bear Stearns on 3/18/2008 coincided with the end of
auction 73, but the credit markets had begun to freeze up in late 2007, making it difficult for bidders
without well-established track records to get financing. Frontline Wireless, which had been expected to
lead the bidding for the D-block had to withdraw for lack of funding, despite stellar and normally very
credit-worthy leadership. Thus, while the FCC did not exclude any potential bidders from the auction,
the economy did so.

There are reasons to expect that there will be solid demand for spectrum in auctions during the 2012-
2021 timeframe. Cisco has predicted that mobile data traffic will grow 92% per year for the next five
years, driven by video. Credit Suisse issued its Global Wireless Capex Report on July 18, 2011 indicating
that capacity utilization in U.S. networks is at 80%, well above target rates. Credit Suisse expects
companies to increase capital investment in the next few years to wring all possible capacity out of the
existing spectrum. But, as Rysavy Research points out in its March 16, 2011 engineering analysis of
spectrum use, a report titled The Spectrum Imperative, there is a limit to what can be accomplished
simply through more intensive network engineering. Without enough additional spectrum, network
performance will suffer. As the CBO points out, the process of identifying spectrum for sale, designing
and holding the auction, then clearing the spectrum for use post-auction takes several years. Bidders
will plan their bids based on spectrum needs far down the road, at a point when efficiencies gained via
network investment and upgrade in the 2011-2013 period will have been exhausted. If the National
Broadband Plan was right and 500 megahertz are needed by 2021, and if the CBO is right that only



about 30%-40% of that can be brought to market by 2021, then demand for spectrum should result in a
very strong auction-bidding environment. That demand will be further enhanced if the CBO is right that
the spectrum will have to be auctioned in multiple stages, so that no single auction places a glut of
spectrum on the market.

While it is impossible to predict what market conditions will be when the FCC auctions spectrum over
the next decade, Auction 73 provides a proxy for an auction performed under poor, if not yet completely
disastrous, conditions. In other words, the market and demand environment for the auctions over the
next decade are likely to be healthier than the environment was for Auction 73. And, of course, all of the
blocks sold in Auction 73 were sold under the same set of market conditions, since they were all sold at
the same time. In this paper, we are not predicting a specific price for spectrum in future auctions, but
suggesting a reasonable proxy as well as illustrating factors that influence valuation under a given
environment.

Auction 73 provides an outstanding illustration of the broad range of values that similar spectrum can
attain depending on factors that are largely under the control of the FCC, such as spectrum
configuration and public-interest conditions. The spectrum was divided into 5 sets of blocks, A, B, C, D,
and E. The range of average final bids for these blocks ranged from $0.17 per MHz/POP for the D-block
to $2.67 per MHz/POP for the B-block, for inherently similar spectrum. As described below, there were
various reasons for the differences in valuation. The A-block’s value was suppressed mostly by concerns
about interference from the neighboring broadcast channel 51. The E-block’s value was suppressed by
the fact that it was a narrow, unpaired channel whose uses were inherently limited. The C and D blocks’
values were suppressed mostly by the public-interest conditions that were attached to these blocks.
The B-block is the best proxy for the value that can be obtained for clear spectrum that is free of
conditions.

A and B were 12 megahertz wide each, and consisted of paired 6 megahertz blocks. C was 22 megahertz
wide and consisted of paired 11 megahertz blocks. D was 10 megahertz, in the form of paired 5
megahertz blocks. E was an unpaired 6 megahertz block. Other characteristics included:

e Geographic coverage: A and E were auctioned by Economic Area (EA), B was auctioned by
Cellular Market Area (CMA), C was auctioned by Regional Economic Area Grouping (REAG), and
D was nationwide. There were 176 licenses each in the A- and E-blocks, 734 licenses in the B-
block, 12 licenses in the C-block, and one in the D-block. Each license within a block represents
a different geographic area. The CMA areas are smaller than the EA areas, which in turn are
smaller than the REAGs, which are smaller than the nationwide area. The licenses—i.e. areas—
could be combined like building blocks, so that a collection of licenses could be built into a larger
area. For example, Verizon bid on REAGs, but could effectively combine the areas it won into a
national footprint covering the lower 48 states.

e A was impacted by potential interference from broadcast Channel 51.

e Ccarried an open access condition—unlocking and unblocking. The winner of this spectrum
agreed to allow porting of devices and access to any applications, subject to reasonable network
management.



e D carried a variety of conditions with regard to its relationship to public safety spectrum.
e E’s uses were limited by its unpaired nature.

The average value of these blocks was:

e A:S$1.16
e B: S2.67
e (: 5076
e D: $0.17
e E: 5074

The lowest bid per MHz/POP of $0.17 was obtained for the D-block, which was heavily conditioned,
required coordination between the buyer and public safety, required the winner to fund public safety’s
buildout as well as its own, and gave public safety priority access to the spectrum when needed but also
gave the D-block winner access to public safety spectrum when it was unused. We view this as a proxy
for appealing spectrum that carries extremely unappealing public-interest conditions. While in theory
this spectrum was open to any bidder, the conditions were so onerous that they effectively discouraged
most bidders. The tough financial conditions of the time precluded the most likely bidder—Frontline
Wireless—from participating.

The second lowest bid of $0.74 was obtained for the E block which consisted of 6 megahertz of unpaired
spectrum, bid by EA. In this case, the key deterrent was the unpaired nature of the spectrum. Thisis a
proxy for less appealing spectrum (because unpaired) that does not carry conditions that might have
further lowered its valuation.

The third lowest bid of $0.76 per MHz/POP was for the C block. The C-block had the advantage of being
22 megahertz wide and thus easily suited to use for broadband. It is not clear whether its division into
REAGs, large geographic regions, helped or hurt valuation. For some bidders, it might have been
attractive that the REAGs could easily be combined into a national footprint, while other bidders might
have preferred smaller areas because those would require building out less territory and thus involve
less cost. The C-block also carried open access conditions—unlocking and unblocking—which appear to
have deterred bidders. We view this as the best proxy for spectrum that is inherently very attractive but
carries unappealing public-interest conditions.

The second highest valuation of $1.16 per MHz/POP was for the A-block, which was bid by EAs, areas
smaller than REAGs but larger than CMAs. The main deterrent here appears to have been potential
interference from broadcasters on channel 51.

The highest valuation of $2.67 per MHz/POP was for the B-block, which was bid by CMAs (the smallest
market size), which was not threatened by interference, and did not carry conditions. Thus, we view this
block as the best proxy for valuation of clear spectrum free of conditions.

As the accompanying table shows, the value of the full 120 megahertz of broadcast spectrum could vary
from $5.7billion to $91.4 billion, depending on the conditions attached. [Please note that, for



comparability, we are using the same number of POPs that were used in Auction 73, i.e. 285.62 million
POPs., while recognizing this number may be a bit low by now.] The letters on the left in the table stand
for Auction 73 blocks that are proxies. The lowest valuation would involve heavy conditions like those
that were attached to the D-block, while the highest valuation would involve spectrum that is neither
threatened by undue interference nor carries conditions, i.e., similar to the B-block. The proceeds,
obviously, also vary by the amount of spectrum sold. Thus, condition-free spectrum like the B-block
could bring $22.9 billion for 30 megahertz, $45.7 billion for 60 megahertz, and $68.6 billion for 90
megahertz.

It is also possible to consider variations. For example a total of 90 megahertz could bring $52.2billion in
a combination of $45.7 for 60 megahertz without conditions combined with $6.5 billion for 30
megahertz carrying conditions like those carried by the C-block. It could alternately bring $47.1 billion if
60 megahertz carried no conditions and the other 30 megahertz was conditioned as heavily as the D-
block was in Auction 73. Many variations of amounts of spectrum and level of conditions are possible,
and the resulting proceeds can be calculated from the table below.

The bottom line is that Congress has tremendous discretion about the amount of proceeds it could raise
in exchange for spectrum. Looking just at the broadcast spectrum, depending on the amounts
auctioned and the conditions attached, the auction could raise between $1.4 billion for 30 megahertz of
heavily-conditioned spectrum to $91.4 billion for 120 megahertz of spectrum that carries no conditions
or bidder-restrictions. Additional funds would, of course, come from the auction of other spectrum in
addition to the broadcast spectrum.

The CBO provided one estimate of the value of the spectrum that might be auctioned between 2012 and
2021, and that estimate is, of course, important. Given the strong demand for spectrum that is likely
and the difficulty of finding enough spectrum, the actual amount could be much higher, if even just a
portion of the broadcast spectrum is auctioned, as long as the bidding is open to all possible bidders and
no conditions are so onerous as to discourage bidding by either incumbents or potential new entrants.

Valuation of broadcast

spectrum
Number of megahertz
30 60 90 120
A 9,903 19,806 29,709 39,612
B 22,860 45,720 68,580 91,440
C 6,475 12,950 19,425 25,900
D 1,416 2,832 4,248 5,665
E 6,334 12,669 19,003 25,338
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Preface

Since the Public Safety Wireless Advisory Committee (PSWAC) report was released in
September 1996, the wireless communications landscape has undergone enormous
changes. While it is true that technology has allowed for more efficient use of spectrum
resources, it is equally true that public safety’s need for spectrum has never been greater.
In 1996 there were no broadband wireless networks or applications. Public safety’s need
for data communications was limited to text in the form of digital dispatch. Even then
there was a shortage of spectrum available to public safety. In the interim, public safety
wireless networks have continued to fall behind commercial networks in technology and
capability.

Today we are at a crossroads. We can either advance public safety communications by
consolidating our efforts and resources to create a nationwide public safety broadband
interoperable network that supports both data and voice or we can continue to support
separate networks on disparate frequency bands using incompatible technologies. We are
under no illusion and fully understand that this is a formidable challenge. The vision of a
converged public safety data and voice network will not be realized for several years, and
then only when public safety is satisfied that broadband mission critical voice is as
reliable as existing land mobile mission critical voice networks. Nevertheless, we also
understand that if we do not have sufficient spectrum resources, we will never achieve
our goal.

Public safety needs additional broadband spectrum that is suitable for both current and
future technologies such as streaming video, automated license plate recognition, and
biometric technologies including mobile fingerprint and iris identification. The 700 MHz
band is ideal for public safety as it provides superior coverage and “in building”
performance compared to higher frequency bands. It is imperative that public safety
control this spectrum to ensure that the standards established for the Public Safety
Nationwide Broadband Wireless Network regarding capacity, interoperability, priority
and reliability are maintained at the highest level. Recent incidents have illustrated that
commercial wireless services cannot provide the bandwidth and services needed during
an emergency.

The existing public safety 700 MHz spectrum allocation is inadequate to support public
safety requirements. The D Block spectrum is crucial to the development of the
nationwide network because it is adjacent to the existing public safety broadband
allocation. Combining the existing public safety 700 MHz spectrum with the D block will
simplify network design and deployment, and will reduce handset and mobile device
costs. A single wireless broadband network combining the D Block and the adjacent
public safety 700 MHz spectrum is the only logical choice to satisfy public safety
broadband wireless spectrum requirements. All major national organizations representing
police, fire, emergency medical and prominent public safety officials have united in an
unprecedented effort to support the reallocation of the 700 MHz D Block spectrum to
public safety, and the creation of a truly interoperable public safety wireless broadband
network.



Executive Summary

Public safety must plan now for existing and future wireless broadband needs. Many
broadband applications are already being used by public safety, often using commercial
networks. Public safety envisions utilizing additional broadband applications but
requires public safety grade coverage, redundancy and infrastructure hardening
conspicuously lacking in commercial wireless networks. This paper lists and describes
many public safety wireless broadband applications and their spectrum requirements. As
new commercial broadband applications are developed, some of them will undoubtedly
benefit public safety agencies.

The currently proposed 700 MHz spectrum allocation is insufficient to support the
applications that public safety requires now. The 700 MHz “D block” spectrum
scheduled for auction is adjacent to the Public Safety Broadband Licensee (PSBL) 700
MHz Broadband allocation. The adjacent spectrum is critically needed to provide the
capacity necessary to support mission critical public safety broadband applications now
and in the future. A single wireless broadband network spanning both the D Block and
the adjacent public safety 700 MHz spectrum is the only logical choice to support public
safety requirements.

Most commercial wireless carriers have committed to deploying a fourth generation
wireless technology called Long Term Evolution (LTE). This technology will be
deployed worldwide and is supported on the 700MHz band. Once these commercial
broadband LTE networks are deployed, public safety will gain access to lower cost
infrastructure and user devices, and will reap the benefits of ongoing research and
development financed by the commercial wireless industry.

The 700 MHz band is ideal for public safety as it provides superior coverage compared to
the higher bands in mountainous terrain and within buildings. If the 700 MHz D Block is
auctioned to commercial providers, the lack of available spectrum will force public safety
to maintain separate wireless networks for data and voice in perpetuity, forcing public
safety to financially support two networks and carry two devices.

A 700 MHz public safety nationwide broadband wireless network supporting both data
and voice will for the first time establish true interoperability in public safety
emergencies requiring a multi jurisdictional response. The September 2009 Draft of the
National Broadband Plan lists an eventual converged data and voice network for public
safety as a strategic goal'. This vision will never be realized without a commitment by
the Federal government to allocate the D Block to public safety now. Auctioning the D
block is shortsighted and ultimately prevents public safety from attaining its goal of a
dedicated, robust and reliable broadband wireless network. We believe that the future
cost savings achieved by a converged public safety data and voice network will far

! See Draft National Broadband Plan Dated September 29, 2009 Page 9, National Priorities, Public Safety
“Interoperable mission critical voice and broadband network”.



outweigh any short term revenue collected from a second auction of the D Block
spectrum.

The benefit of allocating the D Block to public safety is very significant while the cost of
reallocating the spectum is very small. The Cellular Telecommunications Industry
Association (CTIA) has indicated that approximately 800 MHz. of additional spectrum is
needed to enable commercial broadband service’. While allocating 10 MHz. of spectrum
in the D Block would double the broadband spectrum for public safety, removing it from
auction represents a reduction of only 1% percent of the spectrum requested for
commercial broadband. Dedicating additional spectrum for public safety broadband
would benefit the entire population, who are served by dedicated Police Officers,
Firefighters and Emergency Medical personnel. We therefore urge Congress to place a
priority on public safety by directing the Federal Communications Commission to
reallocate the D Block to public safety broadband operations.

Appendix A, is an excerpt from New York City’s recent Comments filed with the
Commission in the Matter of Additional Comment Sought on Public Safety, Homeland
Security, and Cyber security Elements of National Broadband Plan -- NBP Public Notice
# 8. The excerpt is included at the end of this document to underscore our major points
and provide broadband throughput analysis data.

Section One
Public Safety Requires a Robust and Reliable Network

Reducing public safety coverage, reliability or availability requirements in order to attract
potential bidders is shortsighted as such a network will not meet public safety’s needs.
The result will be a false sense of security that will be shattered by catastrophic network
failure when the first large scale disaster occurs. All commercial enterprises are
motivated by profit, commercial wireless networks are no exception. Their primary
responsibility is to their shareholders, not to the welfare of the public.

Public safety’s mission is to protect the public, there is no profit motive. Therefore,
Public safety communications networks are more akin to military wireless networks
rather than commercial wireless networks. The establishment of the Department of
Homeland Security and the FCC’s recent establishment of the Public Safety and
Homeland Security Bureau, as well as the longer established position of Defense
Commissioner all serve to underscore the increased threats that public safety agencies
must contend with in the post 9/1 1environment.

2 Letter from Christopher Guttman-McCabe, Vice President, Regulatory Affairs, CTIA, to Chairman Julius
Genachowski, ef al, Federal Communications Commission, GN Docket No. 09-51, September 29, 2009
(“CTIA Spectrum Needs”).



Reducing the minimum required bid price undercuts the very purpose of the auction.
Diluting the network coverage and reliability requirements shortchanges public safety.
Rather than taking these steps to attract a potential bidder, we urge Congress and the
Commission to cancel the D Block auction and assign the D block directly to public
safety. This will insure that public safety has sufficient spectrum to deploy a nationwide
interoperable mission critical wireless network that will ultimately support both voice and
data, alleviating interoperability issues caused by legacy public safety networks operating
on disparate frequency bands and incompatible wireless technology platforms.

Section Two
Benefits to Public Safety

Network Control

If public safety owns and operates its own network, or at a minimum holds the spectrum
license in a public private joint venture network, they can exert greater control over
future technical decisions that effect network performance. Additionally, ownership of
the network allows public safety to exert influence over the network design and
deployment to satisfy the immediate and future needs of public safety users.

In an emergency it is critical that public safety exert direct control over their critical
communications networks. Public safety agencies must be assured that they are afforded
the highest priority during emergency situations, even if others are denied service or are
otherwise inconvenienced.

The addition the D block licensed to the public safety 700 MHz. allocation will put public
safety in a favorable position if a public safety partnership is forged in a particular
locality. Other localities may choose to build own and operate their own public safety
broadband network. In either case, granting the license for the D Block spectrum through
a public safety entity such as the PSBL puts public safety agencies in a better negotiating
position if a partnership arrangement is desired. As licensee, public safety will be able to
partner with any qualified commercial entity whereas if the D Block is auctioned, public
safety can only negotiate with the D Block auction winner.

Guaranteed Access

In order to protect the public and perform their job efficiently and effectively, public
safety users require guaranteed access to the communications networks they use. In
recent years, public safety users have become increasingly reliant upon commercial
networks.  During emergencies these networks often fail due to congestion or
infrastructure breakdown, since they are not scaled or engineered for emergencies.

On October 11, 2006 New York Yankee pitcher Cory Lidle crashed a small private plane
into a 40 story apartment building in Manhattan. Public safety first responders arriving at
the scene were unable to use their commercial wireless cell phones due to call blocking
resulting from network capacity limitations. All wireless carriers were similarly affected.



Although many of the first responders had “priority access” they were still unable to
access the wireless networks in most cases.

Analysis after the event revealed that a large part of the problem was that the commercial
wireless networks are simply not scaled and engineered to handle the traffic spikes that
result from this type of event.  Further analysis revealed that “priority access” was
ineffective for two reasons. First, the priority given to public safety is only “top of the
queue” priority, rather than preemptive access. Given the location of the incident and the
number of news media personnel present, who have learned from experience never to end
their call until the incident is over, it is not surprising that few public safety calls were
successful. The second factor is that the “access channel” was congested. The network
could not recognize the public safety user as a priority user until the call request was
recognized by the network. Since the access channel was overwhelmed, the public safety
user was competing with all other users for network recognition.

Future Cost Avoidance

Both the National Public Safety Telecommunications Council (NPSTC) Statement of
Requirements for the National Public Safety Broadband network and the FCC Third
Further Notice of Proposed Rulemaking specify a Push to Talk (PTT) voice capability.
As LTE technology matures, we are confident that a mission critical voice capability will
become a reality. Setting aside sufficient spectrum for this purpose now will create a
more definitive market opportunity for technology suppliers to begin early development
of products knowing that a true market exists and that development costs can be
recovered through sales of equipment and systems.

In the future we envision a single converged voice and data network for public safety.
This vision is also expressed as a national strategic goal in the September 2009 Draft of
the National Broadband Plan. If a converged public safety voice and data network
becomes a reality, public safety agencies will reap significant cost savings since they will
only have to support a single wireless communications network and carry a single device
for both data and voice.

At the recent GSMA (Groupe Spéciale Mobile Association) Mobile World Congress, the
GSMA announced the acceptance by the majority of wireless network operators of a
standard for voice over Long Term Evolution (LTE). The technology will be based on
IMS (Internet Multimedia Services). The GSMA believes that IMS voice services could
become available over LTE as soon as the middle of 2011.

Reliability

Public safety networks are typically equipped with emergency power backup capability.
Most critical public safety radio sites are equipped with a minimum of eight hours of
backup power. During the Northeast blackout of August 2003 many cell sites in New
York City failed within the first few hours and remained inoperative for the duration of
the blackout.



Network Restoration

Public safety staff can restore service quicker than commercial entities. Public safety
technical staff can more quickly access sites within disaster areas when commercial
providers (civilians) are excluded due to security concerns.

Technical Staff

Public safety technical staff will respond in situations that commercial providers will not.
Public safety technical staff are credentialed and screened to a higher standard than
commercial provider technical staff and their subcontractors. Commercial providers often
use third party subcontractors who are not focused on public safety as their primary
commitment. They sometimes employ transient workers whose commitment to the
mission is questionable. Such employees are rarely subjected to extensive background
checks prior to employment.

During the Northeast blackout of August 2003 electrical power was out in most of New
York City for approximately 25 hours. This exceeded the backup power capacity at
many NYPD radio sites. However, NYPD Radio Repair Mechanics and Police Officers
were able to keep these sites on the air by replacing discharged backup batteries with
freshly charged batteries. These batteries weigh approximately 100 pounds and in some
cases had to be hand carried up sixty floors. No commercial wireless network provider
made a similar effort to maintain service, nor would we expect them to. They simply
waited for commercial power to be restored.

Section Three
Long Term Evolution and Spectrum Efficiency

Long Term Evolution (LTE) has been endorsed by the Public Safety Spectrum Trust
(PSST), the Association of Police Communications Officials (APCO), the National
Emergency Number Association (NENA), and the National Public Safety
Telecommunications Council (NPSTC) as the preferred technology for 700 MHz. Public
Safety Broadband Network. Verizon Wireless, AT&T, and T-Mobile have all publicly
stated their intention to deploy LTE in the United States as their fourth generation (4QG)
wireless network.

LTE standards are governed by the Third Generation Partnership Project (3GPP), an
international wireless standards body. LTE is supported by the 3GPP and most
commercial wireless carriers, worldwide. LTE supports channel bandwidths from
1.5MHz. up to 20 MHz. wide.

Spectrum efficiency is improved through spectrum aggregation. The larger the channel
size the greater the potential for spectral efficiency. Within LTE, a 10MHz. block of
contiguous spectrum provides significantly greater spectrum efficiency than two SMHz.
blocks of non contiguous spectrum blocks.



The current allocation for broadband public safety spectrum consists of two 5 MHz.
spectrum blocks, one 5MHz. uplink channel and one 5MHz. downlink channel.
Although a public safety broadband network could be created using SMHz. uplink and
downlink channels in the existing public safety broadband spectrum, and another
commercial LTE network, could be deployed using the SMHz. uplink and downlink
channels in the adjacent D Block. A better solution is for public safety to be allocated the
D Block channels and deploy a network consisting of two 10 MHz. LTE channels, one
uplink and one downlink. This solution offers distinct advantages. First, it is more
spectrum efficient as it allows higher peak power data rates and higher throughput.
Second, it is more economical since the cost to deploy a network consisting of two 10
MHz. channels is approximately the same as the cost to deploy two SMHz. channels.

The 700 MHz. D Block is the only available spectrum adjacent to the public safety
broadband allocation. If the D Block is auctioned rather than being assigned to public
safety, state and local governments will pay a much higher price in the future supporting
public safety communications than any short term revenue gleaned through a second
auction. If a commercial wireless provider chooses a technology other than LTE for the
D Block, a guard band will have to be established between the D block and the Public
Safety broadband spectrum.

LTE supports channel sizes ranging from 1.5MHz up to 20MHz. A network utilizing
larger channels in urban environment will provide substantially greater capacity. In rural
areas, larger channels will allow for the deployment of a higher site architecture network
employing higher power base stations thereby reducing the number of sites required.

Section Four
Convergence of Data and Voice

As time goes on, it will become increasingly more attractive to build converged data and
voice networks. This issue was raised during the PSWAC effort in 1996; however it was
not technically feasible at that time. The technical environment has changed dramatically
since then. A converged data and voice network solution at 700 MHz is now possible if
the Federal Government, public safety and the wireless communications industry decides
to move in that direction. It will not be possible if the spectrum is not available.

The National Public Safety Telecommunications Council’s (NPSTC) Statement of
Requirements published in November 2007° and the FCC Third Further Notice of
Proposed Rulemaking issued in September 2008 both specify a commercial grade PTT
voice capability as a requirement of the Public Safety 700 MHz. Broadband Network.
We are confident that over time a mission critical voice capability will be developed
within the LTE framework.

3 See NPSTC Public Safety 700MHz Broadband Statement of Requirements pp20-21
* See FCC Third Further Notice of Proposed Rulemaking Appendix C, p189(4) and p193 (Table 1)



Federal Agencies are already beginning to use converged voice and data networks for

mission critical communications.
“The vast majority of Federal public safety agencies do not currently use
broadband networks to support mission-critical voice communications. The
Transportation Security Administration (TSA) of the Department of Homeland
Security (DHS) is one exception. TSA uses commercial wireless broadband
services in the 800 MHz spectrum for mission critical air to ground
communications for Federal law enforcement officers in flight, as that is the only
spectrum available for this application. This capability will soon include Voice
over Internet Protocol (VoIP).””

“Immigration and Customs Enforcement (ICE), within DHS, is another exception.
ICE uses commercial broadband networks for intranet access for laptops and
other portable electronic devices, such as Blackberries, and for voice telephony
applications. ICE requires exceptionally stringent security to safeguard law
enforcement information and therefore allows broadband access only for
authorized ICE end user equipment on which the required security controls have
been installed and tested. ICE’s law enforcement officers have mission-critical
requirements for critical demand theater operations. The lack of law enforcement
priority on commercial broadband networks also necessarily limits ICE’s usage of
such systems. Despite such limitations, the Commission should consider whether
use of commercial broadband networks, with adequate adoption by public safety
agencies, may be a first step in the path to maximized broadband network.”

The National Telecommunications and Information Administration (NTIA) shares the
view that a converged public safety data and voice communications network will
ultimately replace existing narrowband public safety voice networks.

“As voice and data communications continue to converge, users have a greater
expectation for both voice and mobile wireless data capabilities. Broadband
systems that can provide reliable, interoperable voice and data systems will likely
replace antiquated narrowband voice systems and low data rate networks. If
mission critical voice applications are to migrate to broadband, systems will need
to have sufficient control channel capability in high congestion areas, especially
during special events and large gatherings, to support both a significant increase
in text messaging and data traffic and call setup capability for national security
and emergency preparedness (NS/EP) communications. Legacy voice networks
must be effectively leveraged while the migration to broadband evolves.”’

> See NTIA Executive Branch Views On Public Safety, Homeland Security and Cyber security Elements of
a National Broadband Plan, December 2009; Page 4.

% See NTIA Executive Branch Views On Public Safety, Homeland Security and Cyber security Elements of
a National Broadband Plan, December 2009; Page 4.

7 See NTIA Executive Branch Views On Public Safety, Homeland Security and Cyber security Elements of
a National Broadband Plan, December 2009; Page 11.
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Assuming that the 700 MHz. broadband public safety network will be constructed in any
event, public safety should seize this opportunity to include mission critical voice as a
required network component as soon as the technology permits, thereby solving voice
interoperability issues and standardizing public safety communications nationwide. We
realize that mission critical voice over broadband is a not available today and that public
safety will not accept this technology until it equals or exceeds the capabilities and
reliability of existing mission critical public safety land mobile radio networks. However,
we also believe that the eventual convergence of broadband data and mission critical
voice on a single network is inevitable. The alternative is to support separate public
safety networks for data and voice, construct and maintain incompatible mission critical
voice networks using dissimilar technologies on disparate frequency bands, and pay
premium prices for narrowband user devices. We view this alternative as unacceptable.

The goal of public safety communications planners should be not only consolidation onto
an integrated broadband voice and data network®, but also an orderly migration of
existing public safety mission critical voice communications systems, over time, to a
common frequency band and technology platform, which will provide inherent
interoperability and improved spectrum efficiency while reducing overall costs in the
long term. In order to achieve these objectives, Congress should allocate the 700 MHz. D
Block directly to public safety and forgo a second auction.

Section Five
The 4.9GHz. Public Safety Spectrum

Some opponents of our effort to assign the 700 MHz D Block to public safety have
suggested that the public safety 4.9 GHz channels provide more than enough spectrum
for public safety to deploy broadband networks. The deployment of wide area networks
using 4.9GHz public safety channels is impractical for several reasons. First, the number
of sites required to provide adequate coverage, especially in an urban environment is
staggering. The number of sites estimated to cover New York City alone exceeds 13,000.
From both a maintenance and infrastructure perspective 4.9GHz is a poor choice. It may
be appropriate to use this technology in small areas for special purposes; however the
poor propagation characteristics offset any derived benefit. In some localities 4.9 GHz
has been used to implement wireless WANs, however this was done out of necessity,
since no other spectrum was available. Currently, there are no other options available to
public safety for a broadband network deployment. Another very critical issue is the
backhaul requirements of a 4.9GHz wide area network; the number of sites required to
provide ubiquitous coverage creates a difficult challenge to deliver backhaul
infrastructure to the network. The 4.9GHz public safety channels were intended for
hotspot or incident scene use only; they were never intended to be used as a wide area

8 See Draft National Broadband Plan Dated September 29, 2009 Page 9, National Priorities, Public Safety
“Interoperable mission critical voice and broadband network”. Page 161 Ensuring public safety requires a
high quality network; Goal:” Enhances mission critical voice over time”
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network solution. 4.9GHz links can be used to transport video for spontaneous or
temporary deployment over short distances.

Public safety emergencies occur in all areas, not merely in pre-defined or anticipated
locations. Time is of the essence when lives are at stake. It is far more desirable for
public safety first responders to have a wireless network in place that provides adequate
broadband coverage in all locations than to call in a special unit to deploy an ad-hoc
network. Incidents that unfold quickly or change locations further underscore the need
for ubiquitous broadband network coverage rather than relying on ad- hoc networks to be
set up and broken down repeatedly. Fixed wireless network assets are a much more
permanent, reliable and effective solution for public safety.

The propagation characteristics of 4.9GHz virtually preclude practical wide area network
deployment since the range is very limited. Although it is possible to deploy a mesh
network to increase the range and circumvent obstructions, this technique severely
reduces throughput and adds additional layers of complexity and potential failure. Due to
the specifications of the 4.9GHz emission mask, devices deployed on adjacent channels
in close proximity may interfere with each other, further reducing throughput.

Connectivity between 4.9GHz devices requires a line of sight path between transmitter
and receiver; 4.9GHz signals will not bend around obstructions. These physical channel
limitations are especially problematic for deployment in dense urban areas which are the
very areas most likely to require the highest data throughput. The inability of 4.9GHz
signals to penetrate walls, windows and other common construction materials render
them virtually useless indoors.

A wide area 4.9GHz network deployment is inconsistent with the ultimate goal of a
constructing a converged nationwide voice and data public safety network utilizing a
single user device and operating on a common technology platform. The suggestion that
4.9GHz devices can be deployed over a wide area to provide broadband capability for
public safety first responders ignores the coverage limitations of the frequency band. The
4.9GHz public safety channels are more appropriately used as hotspots at known
congregation points such as Police Precincts or Firehouses, or at the scene of protracted
incidents for the local exchange of broadband data and for Blue Force Tracking purposes.

The majority of public safety broadband applications will require backhaul to remote data
bases so that information can be downloaded to public safety responders and to
Command and Control facilities so that critical information can be exchanged between
headquarters and field units. Ad-hoc 4.9GHz hotspots deployed at incident scenes
without the benefit of backhaul do not provide the same level of functionality as access to
a permanently installed wireless infrastructure.

Municipal Wi-Fi mesh networks deployed within the last few years by some
governmental agencies and private firms have, for the most part, been shut down. This
occurred due to the lack of a sound business model, the need to constantly add and
relocate access points, the cost of back-haul for these networks and poor in building
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penetration. The inability of well funded commercial entities to successfully deploy Muni
Wi-Fi networks in the lower portion of the spectrum where coverage is better than at
4.9GHz. indicates that this model is not a suitable alternative to the 700 MHz wide-area
network planned for public safety.

Section Six
Public Safety Broadband Data Applications

Applications Relevant To All First Responder Agencies

1.) Incident Video

Live incident video has immeasurable benefits to public safety. The ability to stream on-
scene video to responding units, operations and communications centers, supervisors and
emergency managers can dramatically alter the way public safety responds to major
incidents. The ability to share first responder and broadcast video among responding
agencies will greatly enhance public safety’s ability to manage and contain critical
incidents. Integrating Geographic Information System (GIS), sensor and tactical data
with video will provide first responders with critical pre-arrival information that will
allow a more effective response to critical incidents. Video captured at incident scenes
can be wirelessly transmitted to Command and Control facilities or responding mobile
units, improving situational awareness and enhancing officer safety.

Incident Video Viewing DL | 1150 kbps
Incident Video Viewing UL | 28 kbps

2.) Broadband Data Dispatch

Although “digital dispatch” has been available for more than 20 years, its capability has
been limited largely to text transmissions by the throughput constraints of current
narrowband public safety wireless data networks. A next generation public safety
broadband data network will allow broadband data to be transmitted to field units prior to
their arrival at the incident location, greatly improving situational awareness.

Advanced consumer wireless features such as photos and video sharing allow citizens to
capture incident information and transfer it to public safety dispatch centers. Utilizing a
broadband network this information can be wirelessly transmitted to field units
responding to an incident. Additionally, this capability will allow dispatchers to attach
this information to the incident record, automatically send it to responding units to view
or listen to all available data related to the job assignment, including for example an
audio file containing the information provided during a 911 call. It will provide critical
premises history information such as: prior police response, arrests, weapons, warrants,
and crime report histories. This type of information can be critical in determining how the
responding officers approach the individuals involved in the incident, or enable them to
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more effectively conduct their investigation. Broadband data dispatch will reduce radio
traffic on voice channels, minimize call backlog, improve response time, improve officer
productivity and enhance officer safety.

The NYPD currently responds to an average of 5,000 to 6,000 incidents per day. Over
time, the voice component of the public safety dispatch function will decrease, while the
broadband data component will increase dramatically. We envision that in the future,
pushing broadband data to responding field units will account for 85 to 90 percent of
dispatch transactions without the need for voice communications.

Digital Dispatch DL | 25 kbps
Digital Dispatch UL | 25 kbps
Audio and Video DL | 96 kbps
Audio and Video UL | 19 kbps

3.) Mobile Incident Command Vehicles

During major incidents and special events, specialty vehicles are dispatched to serve as
Mobile Command Posts. These vehicles are typically equipped with multiple
communication devices and critical incident management applications and contain radios,
cell phones, fax machines and satellite phones. Wireless broadband connectivity will
allow two-way transfer of photos, video, and audio clips to and from Headquarters in real
time, improving Command and Control and situational awareness for on scene Incident
Commanders as well upper echelon command staff not on scene. Additionally,
applications that require high bandwidth connectivity can be supported at the incident
scene over a single broadband modem.

Incident Video Viewing DL | 1150 kbps
Incident Video Viewing UL | 28 kbps
Website Viewing DL 90 kbps
Website Viewing UL 25 kbps
Incident Video UL 647 kbps
SFTP Transfer DL 93 kbps
SFTP Transfer UL 92 kbps

4.) Mobile Access to Geographic Information System (GIS)

Mobile units and field commands can download geographic information such as
topographical and curb line maps and architectural and computer rendered drawings from
government and private municipal data bases. Use of GIS and Computer Aided Drafting
and Design (CADD) information will provide invaluable assistance to law enforcement
and fire services during routine and major incidents. Incidents such as the Mumbai, India
Hotel attack illustrate the need for better tactical information for first responders. This
capability replaces the need to carry physical maps that may be out of date. GIS
capabilities further provide a means to visually connect different layers of information to
improve on-scene situational awareness.
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GIS / CADD Request UL 20 kbps
GIS / CADD Request DL **100 kbps

**file size assumes DWG or similar format and avg sizes

5.) Blueforce Tracking (BFT)

The location of public safety personnel can be remotely monitored during high risk
operations to enhance first responder safety. Fire and police services have been interested
in this technology for several years and recent developments in the defense industry now
make public safety availability likely in the immediate future. Broadband technology
will allow blue force tracking solutions to be available when necessary. Since first
responders are typically responding to unplanned incidents there is limited time to deploy
ad-hoc or temporary networks for blue force tracking applications. BFT can be used to
monitor firefighter and police officer location, and vital signs. Body worn video can be
deployed to provide tactical and situational information to field and command personnel.

BFT Data Transfer UL *25 kbps
BFT Data Transfer DL *25 kbps
*Assumes polling at 5 second intervals

6.) Automatic Vehicle Location (AVL)

Real time location and status of public safety agency vehicles can be wirelessly
transmitted to the dispatch center, allowing the dispatcher to more effectively deploy the
fleet, enhancing command and control and improving efficiency.

Data Transaction UL 40 kbps
Data Transaction DL **60 kbps
** Estimated average transactions with 5 and 30 sec poll rates

7.) Supervisory Field Access to CAD and RMS Data

Public safety supervisors need the capability to monitor personnel and incident activity.
Monitoring Computer Aided Dispatch and Records Management Systems wirelessly
allows field supervisors enhanced situational awareness and allows field units to react
rapidly changing conditions. Although this capability has existed for several years
utilizing existing data networks, the functionality has been limited by the lack of
sufficient bandwidth. Supervisors are limited to text updates and as more users respond
to the incident system response times deteriorate. Users are also limited to text based
searches of internal databases and have no access to the internet or web based
applications. Broadband connectivity will allow supervisors to search multiple databases
simultaneously and receive interactive feedback to allow for further refinement of their
search parameters. Secure broadband communications will also allow for access to
external databases that would otherwise be restricted for security reasons. Narrowband
or even high capacity channelized data systems do not have the bandwidth to sustain
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multiple users accessing large amounts of information in a concentrated area. This
capability was successfully used in the “Miracle on the Hudson” plane crash in January
2009 when NYPD Special Operations Division (SOD) field supervisors monitored CAD
data in real time over the NYCWIN network, thereby eliminating the need for constant
dispatcher updates.

Data Transaction UL 20 kbps
Data Transaction DL **22 kbps
Data Trans. + photo/GIS UL | **40 kbps

** Estimated average transactions based on similar NYCWiN traffic

8.) Real Time Field Supervision

The capability for Field Supervisors to monitor the location and status of mobile units
assigned to them without dispatcher assistance. Utilizing AVL and GIS capabilities, field
supervisors can view their area of responsibility and “see” the units on a map. AVL will
allow the supervisors to select a unit’s icon and instantly see status, assignment, duration
of service and other related information.

Data Transaction UL 20 kbps
Data Transaction DL **25 kbps
** Estimated average transactions with 5 and 30 sec poll rates

9.) Exchange of Broadband Data in the Field

Mobile units operating in the field can exchange data regarding an incident without
dispatcher intervention, decongesting voice channels and allowing dispatchers to process
incoming job assignments more efficiently. This data may include photos, video or audio
files. This capability aids in the positive field identification of suspects, weapons, stolen
items or other evidence. The exchange of data in real time between geographically
separated team members improves officer productivity and enhances the investigatory
process by enabling crimes to be solved faster and more effectively.

Data Transaction UL 22 kbps
Data Transaction DL *40 kbps
* Estimated average transactions including audio, video and photos

10.) Wireless Call Boxes
Emergency (911) call boxes can be installed in any location within the wireless network
coverage footprint, regardless of the availability of wire line connectivity.

VOIP Call DL 20 kbps
VOIP Call UL 20 kbps
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Police Specific Applications

1.) Mobile Crime Scene Units (Detective Division)

Crime scene investigation involves the gathering of evidence and subsequent analysis by
specialists at a centralized location. Specially equipped vans staffed by detectives can
respond to a crime scene to gather and analyze evidence. Immediate access to critical
information will provide invaluable assistance to investigators and lead to more timely
apprehensions. The information must be gathered and analyzed quickly and effectively,
in real-time. Broadband connectivity will allow immediate analysis of evidence saving
valuable time. Crime scene photos, video, forensic data and other information gathered
at the scene can be instantly transmitted to the Real Time Crime Center or crime lab for
detailed analysis.

Incident Video Viewing UL | 28 kbps
Website Viewing DL 90 kbps
Website Viewing UL 25 kbps
Incident Video UL 647 kbps
SFTP Transfer DL 93 kbps

SFTP Transfer UL 92 kbps

Data Transfer DL *25 kbps

Data Transfer UL *20 kbps

* estimates based on current data rates from NYCWiN

2.) Automated License Plate Recognition (LPR)

Public Safety and government vehicles equipped with Automatic License Plate
Recognition systems can scan hundreds of license plates within minutes, sweeping an
area for wanted or stolen vehicles with little operator intervention. Additionally, LPR
systems can be used to enhance officer safety by transmitting real-time vehicle stop
information to the dispatcher and automated database inquiries for car-stops. Broadband
connectivity will allow agencies to quickly deploy fixed LPR systems to monitor traffic
in and out of a defined area or along major roads for major incidents and temporary
security operations.

License Plate Reader UL 256 kbps

License Plate Reader DL 22 kbps
Based on actual data rates from NYCWIN

3.) Mobile or Handheld Summons Issuance

Traffic Enforcement Agents and police officers can issue summonses using hand held
and mobile ticket writers connected to the broadband network. These devices can access
Department of Motor Vehicles (DMV), National Crime Information Center (NCIC),
National Law Enforcement Telecommunications System (NLETS), and agency databases
in real time, thereby alerting the agent or police officer to a wanted or stolen vehicle, and
verify the accuracy of the data entered. Photos and GIS data can be combined with the
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violation for accuracy and real-time location information. Wanted vehicles can be cross-
referenced in real-time with violation information to support detectives during an
investigation; an activity that normally would take several days can be accomplished in
minutes.

Data Transaction UL 20 kbps
Data Transaction DL 20 kbps
Data Trans. + photo/GIS UL | 40 kbps

4.) Chemical, Biological, Radiological, Nuclear and Explosive Detection Devices
(CBRNE)

Portable, fixed and deployable sensors designed to detect Nuclear, Biological and
Chemical agents can be deployed almost immediately or strategically placed in high
threat areas for remote monitoring through the broadband network. Wireless connectivity
allows the sensors to be relocated rapidly if necessary without regard to wire line
connectivity availability, should the threat location change. The City of New York has
been testing devices over the NYCWIiN network with great success. In the event of a
CBRNE incident the information can be monitored at remote locations reducing risk of
further exposure to the threat. The devices can also be deployed at major events such as
sporting events, concerts and other large gatherings without consideration for wired data
connections.

Data Transaction UL 20 kbps

Data Transaction DL 20 kbps

Data Trans. Alarm UL *#25 kbps

** Includes transfer of spectral image for interpretation

5.) Real Time Crime Center Wireless Connectivity

The NYPD Real Time Crime Center (RTCC) allows investigators to gather, correlate and
analyze data from numerous sources at speeds previously unheard of in law enforcement.
The RTCC allows Officers in the field to transmit photos or video directly to the RTCC
from handheld devices for analysis. Key components of the RTCC include a data
warehouse, data analysis software and a video wall. Using these tools, Police Officers
quickly analyze data from numerous data bases and establish relationships that otherwise
are not immediately apparent. Prior to the establishment of the Real Time Crime Center,
data now correlated literally within minutes could have taken days or weeks.

Broadband Wireless connectivity plays an integral role in the operation of the NYPD
Real Time Crime Center. The ability to transmit photos and video clips from the field in
real time, or from the RTCC to the field, greatly accelerates the investigative process.
Currently the NYPD utilizes a commercial wireless provider to supply the broadband
wireless connectivity. The implementation of a Public Safety 700 MHz. broadband
network would provide a cost savings to the NYPD by eliminating the expense of
monthly recurring charges. The 700 MHz. band provides greater in building penetration
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than the 2.5GHz. NYCWIN network which is used primarily for vehicle based
applications. In addition a public safety 700 MHz. broadband wireless network would
allow public safety agencies to purchase relatively low cost handheld devices similar to
those used in commercial wireless networks.

Data Transaction UL 22 kbps
Data Transaction DL *#160 kbps
Data Trans with photos UL | **80 kbps

** Estimated average transactions

6.) Transmission of Video from Aviation Units to Terrestrial Mobile Units.

Current technology limits the ability of aviation units (helicopters) to deliver video to
multiple terrestrial mobile units. Utilizing wireless broadband connectivity will allow the
video feeds transmitted from aviation to be distributed to mobile command posts and
responding units. The existing equipment requires the mobile command post to be
stationary and erect a receiver directed towards the helicopter. Sufficient bandwidth is
required to allow for video distribution to multiple units at the scene, responding to the
scene and at remote locations. Broadband wireless connectivity will allow the video to
be transmitted to a central repository and re-transmitted to any mobile or fixed unit within
the coverage footprint of the broadband wireless network.

Incident Video Viewing DL | 1150 kbps
Incident Video Viewing UL | 28 kbps

7.) Photo ID

Field Officers can verify the identity of suspects or other individuals being detained,
particularly those with common names or without valid identification. This capability
enables Officers to detain or release individuals with a much higher degree of accuracy.

Photo ID DL 40 kbps
Photo ID UL 60 kbps

8.) Field Officer Direct Access to Remote Databases
Field Officers can verify the validity of license data without dispatcher intervention.
(DMYV records, Pistol License data, Peddler Permits etc.)

Data Transactions Text DL 22 kbps
Data Trans. Text + Photo DL | *60 kbps

Data Transaction UL 25 kbps
* estimates based on file sizes from NYPD mobile data photo
pilot
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9.) Gunshot Detection

Gunshot detection system have been shown to reduce incidents of gunfire in targeted
areas, assist investigators with timely and accurate information and provide invaluable
evidence for court cases. The systems rely on strategically placed sensors and some form
of line of sight connectivity. In urban areas placement of these sensors can be difficult if
not impossible using line of sight communications. Connecting the sensors via
broadband affords the user optimal placement options, rapid deployment and critical file
transfer capabilities. The incident information and audio files can be instantly sent to the
communications center and units in the vicinity to enhance response to gunshot incidents.
Additionally, the sensors can be relocated as needed without wire line installation
considerations or constraints.

Incident and Audio Transfer UL | *65 kbps
Incident Transfer to Unit DL 80 kbps
Data Transaction Text Only DL | 25 kbps

*

assumes and average audio file size with 5 seconds of gunshot audio

10.) Photo and Video Distribution

In an investigation of a crime or missing person the first 30 to 60 minutes are critical to
the resolution process. Photos or video of missing or wanted individuals can be
distributed to mobile field units in real time improving the likelihood of a successful
outcome. (Amber Alert Wanted Persons etc.) The process, if done manually, may take
several hours to initiate and distribute the information to the field. Broadband capability
will greatly enhance response to these types of incidents.

Video UL from field *1000 kbps
Photo UL from field 90 kbps
Video DL from Dispatch *1000 kbps
Photo DL from Dispatch 92 kbps

* Average file sizes — not streaming

11.) Maritime Surveillance and Monitoring

Port Security is a priority as part of the nation’s efforts to protect critical infrastructure
and prevent acts of terror. There is the potential for weapons and explosives to enter
coastal ports on cargo ships. DHS has stepped up their inspection efforts and port
monitoring, however the deployment of a wireless sensor network would greatly enhance
the security of our ports. Cargo manifests, ship information and travel itineraries can be
made available in real time to Coast Guard and local law enforcement to enhance
investigations. Remote sensors can be deployed in strategic locations to assist in early
detection of dangerous cargo. These types of systems can only be deployed if sufficient
bandwidth is available to allow for exchange of critical information and the monitoring of
remote sensors.

Data Transaction UL 20 kbps

Data Transaction DL 120 kbps

Data Trans. Alarm UL **60 kbps

** Includes transfer of spectral image for interpretation and GIS
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Fire Service Applications

1.) Electronic Command Boards (ECB)

The Fire Department has developed an Electronic Command Board to support fireground
operations at the scene of an incident. The ECB allows the Fire Chiefs at the scene of a
fire to exchange critical information and provide live updates to the Operations Center.
The ECB requires a broadband application to transfer information in a timely fashion. At
the scene of many large scale incidents commercial wireless networks are often
overloaded and cannot provide the necessary bandwidth for ECB to operate properly. The
ECB requires a broadband connection for optimum operation. Fire Chiefs at the incident
scene can track responding units and transmit this information to Fire headquarters in real
time enhancing Command and Control capabilities.

Data Transaction UL 40 kbps
Data Transaction DL 120 kbps
Data Trans. CADD / GIS *%220-400 kbps

** estimates include transfer of GIS and CADD information

2.) Wireless Access to Floor Plans, Drawings and 3D Graphical Displays

Responding units and commanders require access to building floor plans, schematic
diagrams and 3D graphical displays to enhance situational awareness. For Fire Chiefs at
the scene of a major incident this capability allows incident commanders to make
informed decisions regarding resource deployment thereby enhancing Firefighter and
citizen safety. Early transfer of critical information will allow firefighters to approach the
incident tactically thereby reducing initial critical response times.

Data file transfer CADD/GIS DL | 300 kbps
Incident Video Viewing UL 1100 kbps
Website Viewing DL 120 kbps
Website Viewing UL 40 kbps
SFTP Transfer DL 93 kbps
SFTP Transfer UL 92 kbps

3.) Wireless Access to Building Department Databases

Access included in Building Department records, including the presence and location of
potentially hazardous materials within the incident perimeter enhances situational
awareness and Firefighter safety.

Data file transfer CADD/GIS DL 500 kbps
Data file transfer CADD/GIS UL 50 kbps
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EMS Applications

1.) Automatic Vehicle Location (AVL) Integrated CAD

The location and current status of all ambulances can be wirelessly fed into the EMS
Computer Aided Dispatch computer. The EMS CAD computer uses this information to
make recommendations to the EMS dispatcher for the next assignment. Implementation
of this type of system can result in a significant reduction in response time.

Data Transaction UL 40 kbps
Data Transaction DL **60 kbps
Data Transaction for Routing 120 kbps
** Estimated average transactions with 5 and 30 sec poll rates

2.) Patient Tracking

Family members routinely inquire about the location of their sick or injured relatives.
Access to a broadband wireless network allows EMS workers to accurately track patients
and provide this information to their family members in near real time, increasing
productivity and reducing patient tracking errors.

Data Transaction UL 30 kbps
Data Transaction DL 50 kbps

3.) Real Time Transmission of Medical Data

Medical data such as ECGs, photos or videos of injuries and patient history can be
wirelessly transmitted to receiving hospitals in advance of a patient’s arrival permitting
Emergency Room staff to assemble the appropriate personnel and equipment in advance.
Advances in mobile telemedicine equipment enhance the initial diagnosis and field
treatment of critically injured or sick patients. Information in the form of broadband data
can be exchanged between the on board Emergency Medical Technicians and the hospital
medical staff to assist in patient treatment during transport. This data may include photos,
video, video conferencing and other forms of medical information.

Information Transfer UL *128 kbps
Monitor status Streaming DL *200 kbps
Intranet Access UL *120 kbps
Patient Video UL (1 way) *647 kbps
Instructional Access DL *90 kbps
Video Teleconference DL *900 kbps
Video Teleconference UL *900 kbps
Data Transfer DL *25 kbps
Data Transfer UL *20 kbps
* estimated
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Governmental Non First Responder Agency Applications

The Public Safety Broadband Wireless Network will support QOS and priority. These
mechanisms will allow other municipal lower priority users to access network. Allowing
non emergency municipal agencies network access improves overall spectrum efficiency.
A few examples are listed below:

Sanitation Department Applications

1.) Automatic Vehicle Location (AVL) and Vehicle Monitoring

Real time location and status of Sanitation Department vehicles is wirelessly transmitted
to the Sanitation Department dispatch center, allowing the dispatcher to more effectively
deploy the vehicle fleet, enhancing command and control. The AVL application also
monitors the status and health of the sanitation vehicles by connecting to the data
interface.

Remote vehicle sensors installed in Department of Sanitation vehicles wirelessly transmit
vehicle status data to the Department of Sanitation dispatch center. These sensors
monitor vehicle health as well as mission status (truck full, sand or salt released, at
vehicle location etc.). This data is particularly effective in managing fleet resources
during snow removal operations, which are the responsibility of the Sanitation
Department in NYC.

Data Transaction UL 40 kbps
Data Transaction DL 60 kbps
Data Transaction for Routing 85 kbps
Supervisory Inquiries UL 60 kbps
Supervisory Inquiries DL 100 kbps
Based on NYCWiN data

Department of Transportation Applications

1.) Wireless Traffic Signal Control

The Department of Transportation is installing new traffic controllers equipped with
broadband wireless modems that communicate with the Traffic Control Center in real
time, allowing for the wireless control of traffic signals and eliminating the need for wire
line backhaul. New traffic signals can be installed in any location within the wireless
network footprint without regard for wire line availability, reducing installation time and
expense while eliminating recurring (leased wire line) costs. The wireless modems will
also allow DOT to implement ITS enhancements such as emergency vehicle priority
access, route information and messaging, and traffic management.

Data Transaction UL 40 kbps
Data Transaction DL **60 kbps
Data Transaction for ITS (future) 120 kbps
** Estimated average transactions
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2.) Traffic Monitoring

Permanent or temporary traffic monitoring cameras can be installed in any location
within the footprint of the broadband wireless network without regard for wire line
availability, reducing installation time and expense while eliminating recurring costs.

Data Transaction UL *40 kbps
Data Transaction DL *60 kbps
* assumes high traffic patterns during peak periods

Municipal Government and Critical Infrastructure Applications

Sharing the public safety network with other governmental entities on a priority basis
enhances and increases public safety agency’s return on investment while simultaneously
satistfying the original intent of the public safety broadband wireless network to provide
ubiquitous national data coverage for first responders. A few examples are cited below.

1.) Wireless Meter Reading
Water, electric and gas meters read remotely taking advantage of the broadband wireless
network and/or its backhaul infrastructure to improve accuracy and reduce labor costs.

Data Transaction UL 25 kbps
Data Transaction DL 20 kbps

2.) Wireless Leak Detectors

Water and gas leak detectors connected to the broadband wireless network can be read
remotely in real time. These detectors can be installed in any location within the wireless
network footprint without regard to wire line availability; reducing installation time and
expense and eliminating recurring (leased wire line) costs.

Data Transaction UL 20 kbps
Data Transaction DL 25 kbps
3.) Bus Locator (AVL)

The real time location and status of municipal buses can be wirelessly transmitted to the
bus dispatch center, allowing the dispatcher to more effectively deploy the vehicle fleet,
enhancing command and control and providing improved service to the public. In
addition, it is possible to monitor engine parameters, and emergency requests from the
driver in real time, or an alert basis.

Data Transaction UL **128 kbps
Data Transaction DL *#40 kbps
** Estimated average transactions with 5 and 30 sec poll rates
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Section Seven
Conclusion

Real time access to broadband data improves the efficiency of public safety personnel by
giving them the tools they need to perform their job. The delivery of broadband data to
field personnel requires access to a wireless broadband network. The FCC has taken the
first steps by allocating spectrum in the 700 MHz band to Public Safety for this purpose.
Unfortunately, the spectrum allocation will not meet future public safety demands.
However, an adjacent spectrum block, the “D Block™ has yet to be auctioned. We appeal
to Congress to relieve the Commission of their legal obligation to auction the D Block
and we implore Congress to direct the Commission to assign the D Block to public
safety.

This document has defined some of the broadband applications public safety can benefit
from with the assignment of the D block spectrum, and has demonstrated that the current
assignment of two SMHz channels is insufficient for the task. Although technology
advancements will improve network capacity (throughput), they will not outpace demand
for broadband spectrum. LTE is a very spectrum efficient technology. Improvements in
capacity beyond LTE are possible but the physical limit of the radio channel (Shannon
Boundary) will limit the magnitude of these improvements.

A unique opportunity exists to change the paradigm of public safety communications
where multiple frequency bands and incompatible technologies create obstacles to
interoperability and perpetuate inefficiency. We urge Congress to take the first steps to
allow public safety to learn from the mistakes of the past and plan for a future in which
wireless broadband networks deployed on a common frequency band using a common
technology platform provide public safety with the tools they need for the twenty first
century.

We endorse the vision of a broadband public safety interoperable data and mission
critical voice network listed as a national priority in the September 2009 Draft National
Broadband Plang, and in NTIA’s “Executive Branch Views on Public Safety, Homeland
Security and Cyber Security Elements of a National Broadband Plan”'’. We believe that
in order to achieve this vision, Congress should direct the FCC to forgo a second D Block
auction and direct the Commission to assign the D block to public safety.

? See National Broadband Plan (September 29, 2009 Draft) Pages 9 and 161.
12 See NTIA Executive Branch Views On Public Safety, Homeland Security and Cyber security Elements
of

a National Broadband Plan, December 2009; Page 11.
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APPENDIX A

Appendix A is an excerpt from New York City’s recent Comments filed with the
Commission. 1t is included here to underscore our major points and provide broadband
throughput analysis data.

Current and Anticipated Needs of the Public Safety Community for Mobile
Wireless Broadband Networks and Applications.

New York City is closely monitoring the evolution of Long Term Evolution (“LTE”)
technology as it relates to both mission critical data and voice applications including
duplex phone calls, push to talk, instant messaging and broadcast video. Broadband
technologies are developing at a rapid pace and the possibility of LTE supporting “push-
to-talk” voice communications must be investigated as an alternative to narrowband
technology. The lessons to be learned from past experience is that increasing channel
size (broad-banding) rather than reducing channel size (narrow-banding) leads to more
efficient use of scarce spectral resources. New York City understands that the LTE
standards for voice have not been fully developed and that initial forays into broadband
voice communications may be a few years away, however the Commission should act
now to ensure that sufficient spectrum is available and that public safety standards are
developed for this technology to evolve.

Anticipated Broadband Traffic and Capacity Requirements

Using New York City’s experience in building the NYC Wireless Network (NYCWIiN)
as a basis for analysis our team examined the impact that broadband systems may have in
the future operations of the public safety. We have collected important data points by
gathering application usage from the NYCWIiN network in order to provide real-world
operational and performance data for the Commission’s discussion on broadband usage.
First, the NYCWIN 2.5 GHz broadband system provided a basis to characterize the
various types of broadband applications that are in use today by the NYC public safety
and public sector users. These applications and associated data rates are seen in table 1
below.

Data Rates Download (Kbps) Upload (kbps)
Incident Video upload 12 647

AVL Monitoring 51 4

Website Viewing 90 5

SFTP Transfer 93 92

Field Video Viewing 1150 28

Mobile Audio & Video upload 19 96

Table 1 - Typical Data Rates Derived from NYCWiN
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The analysis focuses on two very important areas of consideration necessary in
understanding the future needs for spectrum for New York City. First we examined the
impact of secure broadband applications and the relation to bandwidth to support these
applications. As has been discussed throughout the proceeding related to the 700 MHz
spectrum, public safety has a critical need to improve daily operations through the use of
mobile and fixed applications and technology.

However, it is important to understand the public safety systems must be designed to
function outside of the accepted norm for everyday operations to best understand the
bandwidth requirements for first responders. As we have seen many times, commercial
systems have shown the greatest amount of stress during major City disasters and special
events such as:

- September 11" attacks in New York and the Pentagon

- American Airlines Flight 587: 11-12-01

- Staten Island Refinery Explosions: 2-21-03

- Staten Island Ferry Crash: 10-15-03

- Midtown Building Collapse: 7-10-06

- Cory Lidle Plane Crash: 10-11-06

- Midtown Steam Pipe Explosion: 7-18-07

- Multiple Crane Collapses: March and May 2008

- Miracle on the Hudson: 1-15-09

- Helicopter/Plane Crash on the Hudson 8-8-09

- Annual and Special Events (i.e. NY Yankees Parade: 11-6-09)

In many of these instances the commercial networks were overloaded with users confined
to a small area rendering the networks unusable. In other cases the networks were
rendered inoperable due to the lack of sufficient battery back-up or emergency power.
These, as well as other real life examples, demonstrate that commercial networks are not
designed to function under the stress of critical incidents and when needed the most,
cannot perform as required.

We intend to demonstrate, through our analysis, that first responder and public safety
services require significantly more bandwidth and capabilities than is presently allocated
to public safety in the 10MHz allocation in the 763-768/793-798 MHz band segment.
The City also believes that the most effective approach to a broadband public safety
network necessitates the allocation of sufficient spectrum to satisfy current and future
needs of First Responders.

Normal Operations Scenario

Using real data from our analysis of NYCWIiN applications, and using the projected
target numbers for the desired adoption of a broadband network by public safety users in
New York City; we examined the impact over time for system bandwidth usage as
compared to available system capacity. We used models that are similar to in structure
those models used by commercial broadband providers in analysis of their capacity
needs, but adapted with assumptions appropriate for public safety usage. Using real
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world experience and our judgment based on our knowledge of the operational goals of
Public Safety and other agency plans for broadband we have defined four classes of
applications; vehicle MDT installations, Automated License Plate Recognition (ALPR),
operational video, and personnel handheld devices. The model assumes a conservative
5% per year increase in the per user bandwidth requirement for both the MDT and
handheld users based on current trends in technology growth and additional system
capabilities.

Commercial networks generally use a 5% to 10% available user to active user ratio. In
simple terms, at 5% usage the assumption is that 1 out of 20 users will be using the
system at any one time. For the public safety environment we determined that the
commercial carrier formula is not applicable based on a number of factors. We must
assume that these devices are used in the day-to-day operations of a majority of system
users and are typically reused by each on-duty shift. The number is not likely to be
applicable in heavy daytime operation hours for operational vehicles and handheld
personal devices. Additionally, the commercial carrier assumption of 5% to 10% of
registered users cannot be applied during events such as parades, demonstrations and
other large deployments of public safety personnel. As such, a 25% available to active
ratio was used for mobile data terminals in vehicles and a 100% ratio was used for
machine-to-machine users such as license plate readers.

Normal Operations Model

Using a simple model based on accepted commercial analysis techniques, we examined
scenarios that consider the impact of a 12 year program maturation period for a secure
broadband network deployed in New York City at 700 MHz. The model network
deployment assumes a comparable street-level coverage design to NYCWIiN for the 5
boroughs within New York City and uses the known capacity and bandwidth
performance of LTE standard equipment as of this writing. The demand model starts
with 1,000 vehicle deployments, 40 LPR units, 100 mobile video assets, and 1,000
mobile handheld users. Over the 12 year period the users adopt the network using an “s-
curve” model to a final count of 10,000 vehicles, 1,200 LPR units, 2,000 video assets,
and 25,000 mobile handheld users. These numbers come from a conservative analysis of
anticipated user demand for a secure network of this type by public safety users in New
York City, however the potential if expanded beyond local jurisdictions to State and
federal entities could easily exceed 100,000 end user devices.

The demand model is then compared against different levels of aggregate capacity that
would be available based on different amounts of spectrum. In the case of a 10 MHz
spectrum allocation, as illustrated by the graph in Figure 2, the conservative adoption of a
700 MHz network by agencies would result in the UL demand reaching 75% in year 5
and 100% in year 6; while the DL demand reaches 75% in year 7 and 100% in year 9.
The model uses very conservative usage assumptions and bandwidth per user
requirements and it is anticipated that it is likely these estimates may be low as secure
broadband data access becomes an integral part of everyday operations. The commercial
industry equivalent to the plausible underestimation of usage comes in the form of the
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stress placed on commercial carrier networks by smart phones like the I Phone from
Apple. These phones have placed significant stress on the capacity of commercial
network data services because of the accelerated adoption of new applications and
utilization of bandwidth for these new applications.

The 20 MHz LTE analysis uses the same demand assumptions but increases the available
aggregate bandwidth as a result of increasing the spectrum available to the Public Safety
network from 10 MHz to 20 MHz. The analysis found that the uplink capacity of the
network still reaches the 75% at year 8 but never reaches the 100% mark over the 12 year
period. The DL system capacity stays below 75% over the entire period of the 12 years,
but it does reach a level of >50% as early as 7 years. It is important to note that just a
single major incident will require bandwidth well beyond the everyday operational
capacity of the network and sufficient reserve bandwidth must be available to ensure
proper operational support during a major incident. We have included a parallel analysis
of a major incident in figures 3 and 4 on the following pages.

10 MHz LTE Model

Technology LTE- 10 MHz

DL Capacity (Mbps) 10
UL Capacity (Mbpg) 3

Start Vear 1

End Year 12

\ehiclks 1000 10000 25% 1 0.25 S-Curve

Uszer Categories Initial Number Final Number Duty Cycle |DL Data Rate (Mbps) |UL Data Rate (Mops) |Growth Pattern ‘vearfy Increase Demand
. o

LPR 4 1200 100% 0012 0.25 -Curve

0%

Video Cameras 100 2000 100% 0.m2 085 S-Curve
cor

0%

Handhelds 1000 25000 1 0.25 S-Curve

#0f Sitez 200

Cellsizector

Figure 1 - 10 MHz LTE Model Inputs

Figure 2 - 10 MHz LTE Capacity Model Graphs
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20 MHz LTE

Technology LTE - 20 WAz

DL Capacity (Mbps) 21

UL Capacity (Mbps) ]

Start ear 1

End Year 12

|Jzer Categories Initial Number Final Number Duty Cycle |DL Data Rate (Mbps) |UL Data Rate (Mbps) |Growth Pattern “Yearly Increase Demand
ehicles 1000 10000 25% 1 0.25 S-Curve 5%
LPR 40 1200 100% 00z 0.25 3-Curve 0%
Video Cameras 100 2000 100% 0z 0.65 S-Curve 0%
Handhelds 1000 25000 % 1 0.25 3-Lurve 5%
# of Stes 200

Celszector 3

Figure 3 - 20 MHz LTE Model Inputs

Figure 4 - 20 MHz LTE Capacity Model Graphs

Normal Operations with Voice Application

While the previous section considered only data applications to estimate the total
bandwidth demand, in this section we add mobile, enterprise-class Voice as an
application and analyzed its impact on overall bandwidth demand. (As standards have yet
to be defined for mission critical voice for LTE, we have focused this analysis on non-
mission critical use for which reasonable bandwidth estimates can be made) We start
with 1000 voice users increasing to 25,000 users at the end of 12 year program maturity
period. Voice is a relatively low bandwidth application requiring only about 25 Kbps of
bandwidth on both the downlink and the uplink. Current industry estimates of LTE voice
capacity are ~160 and ~ 320 simultaneous voice calls in 10 MHz and 20 MHz bandwidth
respectively, assuming the entire capacity is dedicated to voice. Under the current
assumption of a street-level coverage design of 200, 3-sectored sites, this translates to
~96,000 and ~192,000 total voice users in 10 MHz and 20 MHz bandwidth respectively.
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Our assumption of maximum of 25,000 users accounts for only ~26% (~13%) of the
total voice capacity if all the 10 MHz (20 MHz) capacity were to be dedicated for voice
use. This shows that with the number of assumed voice users, there is still considerable
capacity available in the network for other data applications. The charts below show the
total demand, including voice, versus available capacity in the network for the two cases
of 10 MHz and 20 MHz of bandwidth.

DL Demand vs. DL Capacity UL Demand vs. UL Capacity
8000 4000
7000 // 3500 /
6000 3000 /
| s | /
p 5000 B 2500
l"'AOOD 7 b DL Demand glmu / ——UL Demand
/ == DL Capacity a UL Capacity
& 3000 / 75%DL Capacity E 1500 7 75% UL Capacity
2000 / 1000 /./
1000 500
,_/' 4.__o/
0 0
12 3 4 5 6 7 8 9 10 1 1 1 2 3 4 s 6 7 8 9 10 1 1
Time (Years) Time (Years)
Figure 5- 10 MHz LTE Model Capacity Graphs with Voice
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14000 4000
2
12000 3500 * ‘/.’
10000 \ 3000 /
é B 2500 #
8000 M /
M / =#==DL Demand 2000 —e—UL Demand
E oo —8-DL Capacity % / = UL Capacity
3 / 75% DL Capacity £ 1500 75% UL Capacity
4000 /
/ 1000
2000 500 /
,—.—/ 0—-/
[ 0
1 2 3 4 5 6 7 8 9 10 11 12 1 2 3 4 5 6 7 8 9 10 11 12
Time (Years) Time (Years)

Figure 6- 20 MHz LTE Model Capacity Graphs with Voice

Comparing these charts with the case without voice, we notice a small impact on
capacity. For the 10 MHz case, threshold of 75% downlink capacity is exceeded at the
end of 7 year instead of 7.5 year without voice, The Tables below illustrates the capacity
impact of adding voice for both the 10 MHz and the 20 MHz cases.

75% Capacity Exceeded With Voice Without Voice
Downlink 7 years 7.5 years
Uplink 5.5 years 5.8 years

Table 2 - Capacity with and without Voice with 10 MHz LTE Bandwidth

75% Capacity Exceeded With Voice Without Voice
Downlink > 12 years >12 years
Uplink 7.1 years 8 years

Table 3 - Capacity with and without Voice with 20 MHz LTE Bandwidth
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Although the impact of adding voice to the overall capacity is small, this is true only for
the number of voice users assumed in this model. If the number of users becomes
significantly higher, that would result in a considerable impact on available capacity.
Likewise, the model does not take into account the potential impacts on data traffic
associated with the yet-to-be-defined implementation of VoIP on LTE. If, for example,
the real time nature of VolIP traffic is supported by dedicated channels or bandwidth, the
effective bandwidth available to other data traffic could be reduced beyond the linear
model assumed in this analysis.

Critical Incident Bandwidth Requirements

While a public safety broadband wireless network provides valuable services to the
public safety personnel in the execution of their day-to-day mission operations, it is
during an emergency incident brought about by natural or man-made disasters that the
potential of a broadband network is truly and fully realized. Public safety networks must
be designed and built to meet the most stringent requirements for reliability, availability,
quality of service, and security. An important aspect of public safety broadband
networks that requires careful consideration is their engineered capacity, and that is
strictly a function of the total amount of spectrum available for public safety use.
Although the networks can be engineered and hardened to highest standards of reliability
and availability, that is meaningful only if there is enough capacity available in the sites
serving an incident scene to meet the communication requirements of hundreds, if not
thousands, of first responders. A capacity shortfall during a major incident scene would
result in blocked and delayed calls, significantly hampering the efforts of public safety
personnel to save and protect lives and property. Since an incident can strike without
warning at anytime and anywhere in the jurisdictional area of a network, it is imperative
that all the sites in the network be provisioned with enough capacity to handle the worst
case scenario that would unfold during an emergency situation.

We must assume that a major incident such as the September 11" terrorist attacks on the
World Trade Center, if such an incident were to occur again, will require a large and
coordinated response by federal, state and local public safety First Responders and
support personnel. The purpose of the National Broadband Network is to provide high-
speed interoperable data and voice communications for First Responders. The network,
under normal circumstances, will be used by the local or regional agencies to conduct
day-to-day operations in the conduct of their public safety mission. However, should
another terrorist attack of similar proportion occur there will be a large scale response
from federal, state and local jurisdictions into the incident area. In the future, when the
regional segments of the network are built-out, First Responders and support personnel
will be using the network while en-route to the incident and upon arrival at the scene.
Because of the dense urban and suburban populations of the greater metropolitan areas
there are upwards of 50,000 state and local public safety First Responders in the
immediate metropolitan area. In addition, there are many federal agencies that maintain
personnel in the area that could potentially respond to a major incident. It is conceivable
that the number of active users could increase by approximately 75% if a large response
is required.
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New York City Critical Incident Response Simulation

In the following section we describe an incident scene in the New York City with the
specific objective of estimating how much spectrum is required to adequately meet the
communications requirements of First Responder emergency operations.

The incident involves a “dirty bomb” set-off at Pennsylvania Station in Midtown
Manhattan. The device was planted in the information and ticket sales area of the
Amtrak area and has caused moderate structural damage to the area and has caused
secondary damage to the structure above and below Amtrak’s Penn Station. The area
below the Amtrak section is part of the Long Island Rail Road (LIRR) complex and has
damaged passenger corridors and waiting areas. The bomb also damaged the structure
above the Amtrak waiting area which is part of the Penn Plaza / Madison Square Garden
Complex. Immediately above Penn Station is a large office building that is operating at
75% occupancy.

The “dirty bomb” has released nuclear contaminants throughout the Amtrak and LIRR
complexes and into the areas above and below the stations. The bomb also caused fires to
break out on all levels including the track levels. The fires are causing a large smoke
condition throughout the complex and into the track areas of the LIRR, Amtrak New
Jersey Transit, and the New York City Subway. Smoke is also billowing out of the
station at the street level exits and blanketing the street area immediately around Penn
Station.

Incident Assessment

There are approximately 400 injured passengers on the Amtrak / New Jersey Transit level
and 500 injured passengers on the LIRR level, The injuries range from critical and
serious near the center of the explosion to minor caused by fleeing passengers and the
heavy smoke conditions. There are injuries on three levels of the station and above the
station from falling glass and building materials.

The New York City Police Department (NYPD) has initiated a level 4 mobilization
setting up command posts in the vicinity of 34™ St. and 8™ Ave. The FDNY’s Command
Tactical Vehicle, Mobile Field Communications, and Emergency Medical Field Units are
set in the same area. The Office of Emergency Management has set-up their command
vehicle on 8" Ave near 34™ St. All of the mobile command posts are near each other.

Fire Department of New York City (FDNY) is setting up a hazardous material (HazMat)
detoxification / wash-down area on 31* St. and Broadway, while Emergency Medical
Services (EMS) has set up their mobile triage vehicles on 31* St. and Broadway.

The Departments of Health and Mental Hygiene and Environmental Protection have
responded with their mobile command posts and have placed them in the vicinity of 35™
St. and 7" 8™ Ave. FDNY will use 34™ St. and 8" Avenue for ambulance and bus staging
and the NYPD has closed off Broadway, seventh and eighth avenues from 20" St. to 42™
Street.
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New York City Transit (NYCT) has been asked to stage busses to begin transporting the
injured to area hospitals and has responded with a mobile command center located near
the Office of Emergency Management (OEM) command vehicle.

Emergency Response

Because of City’s preparedness to handle incidents of this magnitude, there is a swift and
coordinated response from a number of different agencies including Police, Fire,
Emergency Medical Services, and Office of Emergency Management Services among
many others. Each agency, in turn, will respond with several different units trained,
equipped, and specialized in handling specific aspects of emergency response. For
example, in this particular incident, NYPD will respond with, in addition to patrol
vehicles, a number of different specialized units such as Detective Bureau, Intelligence
Division, and Mobile Command Posts etc. Table 1 below illustrates the level of effort
required to handle a crisis of this magnitude. For each of the major agencies, it lists the
different units, the number of units that would be converging at the scene, and typical
applications they would be using.

Table 4 - Agency Response

Police Department

Agency Qty | Primary Application Secondary
NYPD Mobile | 2 Requires video from deployed cameras | Incident
Command Posts as well as the ability to view video from | Management,
Borough and Comm. other sources. Each MCP will deploy a | CAD, Internet
Div. number of wireless cameras and | and mobile data
monitor other feeds from other MCPs | access
and agencies. Assume each MCP has 4 | VoIP Comms
cameras
NYPD  Emergency | 2 Viewing video from other sources and | Incident
Services  Command their own equipment. Management,
Posts Assume each vehicle deploys 2 cameras | CAD, Internet
and mobile data
access
VoIP Comms
NYPD TARU 3 Extensive use of video and specialized | Incident
Skywatch ~ with 4 equipment. Management,
cameras each CAD, Internet
and mobile data
access
VoIP Comms
NYPD CTD 1 Video feeds, primarily viewing not | Incident
Command Vehicle sending Management,
Management of sensors and access to | CAD, Internet
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CTD databases and internet. Access to
federal databases and applications.

and mobile data
access

Use of portable sensors for CBRNE VoIP Comms
NYPD CTD 5 MDSL deployed for mobile detection of
Support vehicles CBRNE threats
Portable Sensors 25 | Monitors the levels of toxins and
radiation, CBRNE
Patrol Division 3 Video, access to personnel information, | Internet, VolIP
Mobile Command and databases, CAD, Incident Management | Comms, mobile
Support Vehicles data
NYPD Intel Division | 2 Access to databases, federal databases, | Incident
Mobile Support internet, video feeds Management,
Vehicles CAD, Internet
and mobile data
access
VoIP Comms
NYPD 25 | AVL
Fleet Services
Towing Services
Agency Qty | Primary Application Secondary
FDNY Command | 2 Video from CTV and portable cameras, | Incident
Tactical Vehicles access to FD Operations Center | Management,
applications,  Electronic = Command | CAD, Internet
Board, HAZMAT databases and mobile data
access
VoIP Comms
FDNY 3 Audio feeds for recording Fireground, | Incident
Field video, uplink Fireground to FDOC Management,
Communications CAD, Internet
(Includes Command and mobile data
Post) access
VoIP Comms
FDNY 4 Video, Incident Management, CAD
Heavy Rescue
FDNY 1 Video, audio from Fireground
Emergency Medical
Command Post
FDNY 3 Telemetry, video, photos, Incident
Mobile Triage Management,
Vehicles CAD, Internet
and mobile data
access
VoIP Comms
FDNY 10 | AVL, telemetry, CAD, triage | Incident
Ambulances applications Management,
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CAD, Internet
and mobile data
access

Office of Emergency Management
Agency Qty | Primary Application Secondary
OEM 1 Video, downlink and wuplink for 5 | Incident
Mobile  Operations cameras Management,
Center CAD, Internet
and mobile data
access
VoIP Comms
OEM 1 Connectivity to OEM Operations, | Incident
Temporary Field databases and applications Management,
Operations CAD, Internet

and mobile data
access

VoIP Comms
Other New York City Agencies
Agency Qty | Primary Application Secondary
Department of | 1 Access to applications, sensors, video
Environmental
Protection
Mobile Operations
Center
Department of Health | 1 Access to applications, sensors, video
Department of | 1 Access to applications, video
Buildings
NYCT 1 Radio communications, applications
MTA Police 3 Video, applications, databases, internet
Field
Communications
Emergency Services
AMTRAK 1 Video, applications, databases, internet

Command Post

Bandwidth Requirements Analysis
We used the model of the expected users, command vehicles and associated applications
associated with the response to estimate the total bandwidth demands that would be
required during the peak response periods following the incident. We have assumed that
the incident area is served by a public safety broadband wireless network that is built
using fourth generation Long Term Evolution (LTE) technology and operates in the 700
MHz public safety frequency band.

37




Table 5 below lists the average capacities available from a single LTE sector using 10
and 20 MHz of spectrum.

Spectrum Downlink Capacity Uplink Capacity
10 MHz, 10 Mbps per sector 3 Mbps per sector
(5 MHz Downlink, 5 MHz Uplink)

20 MHz, 21 Mbps per sector 6 Mbps per sector
(10 MHz Downlink, 10 MHz Uplink)

Table 5 - Spectrum versus Capacity

The aggregate bandwidth requirements of the applications used during the incident can be
compared against the available capacity. Estimated bandwidth requirements of typical
applications used during at an emergency incident are listed in Table 6.

Application Downlink Data Rates (Kbps) | Uplink Data Rates (Kbps)
Incident Video | 12 647

Upload

Field Video 1150 28

Data Access 10 100

CAD Dispatch 50 Kbps 50 Kbps

VolP 25 Kbps 25 Kbps

Table 6 - Application Data Rates

As illustrated in Table 6, video applications are the most demanding in terms of
bandwidth usage. However, it is also a critical application for incident management,
sending images in real time from the incident scene to the command and control centers
enhancing situational awareness and providing a current and consistent operating picture
required for effective and coordinated response. An incident scene will typically have a
large number of video cameras streaming information back to the command vehicles
present at the scene as well as to the central command and control centers. Command
staff personnel from each agency will make extensive use of the video feeds to get a real-
time view of rapidly and dynamically changing situation at the incident scene to aid them
in their decision making process and to coordinate their response with other agencies.

In the incident scene we have depicted there are 38 simultaneous downlink video streams
consuming about 44 Mbps of bandwidth at 1.15 Mbps per video stream. These streams
are distributed to the various public safety command vehicles present at the scene. This
combined with other applications such as database access, file downloads, telemetry,
computer aided dispatch, VoIP results in an aggregate sustained downlink bandwidth
requirement of about 60 Mbps.

On the uplink, we have assumed that the agencies will deploy twelve portable or vehicle
mounted cameras continuously sending real time images from the incident scene. This
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utilizes about 9 Mbps of bandwidth on the uplink. Another significant consumer of uplink
bandwidth is ambulances sending triage images back to the hospitals to inform them in
advance of the nature and seriousness of the injuries. We estimate that EMS will utilize
about 2 Mbps of uplink bandwidth. Coupled with uplink usage of other applications,
aggregate bandwidth used on the uplink is about 16 Mbps.

The aggregate bandwidth demands in above can be compared against the bandwidth that
would be available in an incident scene. Available bandwidth is a function of the
number of sectors/sites that would be within range of the incident scene and bandwidth
available per sector, as shown in Table 5. Table 7 shows the total aggregate demand at
the incident scene and the number of sectors of bandwidth that would be required to
fulfill that demand.

Spectrum Downlink | LTE Sectors | Uplink LTE Sectors

Demand Required for | Demand Required for
DL Demand UL Demand

10 MHz 60 Mbps 6 16 Mbps 6

(5 MHz uplink)

(5 MHz

downlink)

20 MHz 60 Mbps 3 16 Mbps 3

(10 MHz

uplink)

(10 MHz

downlink)

Table 7 - Total Incident Scene Demand

The number of sites that would realistically available to support an incident is a function
of the network design and the geographic distribution of the users. In the example
provided, given the localized nature of the incident coupled with lower site count due to
superior propagation characteristics of the 700 MHz frequency band relative to other
higher frequencies such as 2.5 GHz and 1.9 GHz, it is likely that the incident scene would
be served by only 3 sectors.

For incident scenario presented and the associated site density, 10 MHz of spectrum will
fall considerably short of the required bandwidth demand. 20 MHz of spectrum is barely
sufficient to meet the projected demand. We realize, however, that the incident we have
utilized in our model represents an extreme case but it is entirely within the realm of
possible threats for a large metropolitan city like New York. To meet the extraordinary
demands that are placed on a network during emergency situations, we strongly believe
that 20 MHz of spectrum is needed in order to prevent the network from being saturated
and to continue providing reliable service.
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Incident Scene Operations

Incident Scene Response Qty DL Data | UL Data
Units Primary Application | Secondary Application Kbps Kbps
Receive 4 video CAD, internet, incident
Mobile Command Posts 2 feeds mgmt, VolP 9700 442
Receive 2 video CAD, internet, incident
Emergency Service Unit (ESU) 2 | feeds mgmt, VolP 5100 442
Technical Advisory Response Uploading 4 video CAD, internet, incident
Unit (TARU) 3 streams mgmt, VolP 642 8664
Counter Terrorism command Receiving 2 video CAD, internet, incident
vehicle 1 feeds mgmt, VolP 2550 221
Counter Terrorism support Monitor CBRNE
vehicles 5 threats 500
Portable sensors 25 | CBRNE 625
Patrol Division Mobile Video, database Internet, VolP, comms,
Command 3 access, internet mobile data 4200 663
NYPD Intel Division Mobile Video, database CAD, internet, incident
support vehicles 2 access, internet mgmt, VolP 2800 442
NYPD Fleet Services Towing
Services 25 | AVL 625
FDNY Command Tactical Video, ECB, CAD, internet, incident
Vehicles 2 HAZMAT database | mgmt, VolP 5100 442
CAD, internet, incident
FDNY Field Communications 3 Video, Audio mgmt, VolP 4200 663
Video, Incident
FDNY Heavy rescue 4 | mgmt, CAD 5600
FDNY Emergency Medical
Command Post 1 Video, audio 1400
Telemetry, video, CAD, internet, incident
FDNY Mobile Triage Vehicles 3 photos mgmt, VolP 4200 663
AVL, Telemetry, CAD, internet, incident
FDNY Ambulances 10 | triage applications mgmt, VolP 2500 2210
Video downlink, CAD, internet, incident
OEM Mobile operations Center 1 uplink mgmt, VolP 2550 947
OEM Temporary Field database access, CAD, internet, incident
Operations 1 data apps mgmt, VolP 300 221
Department of Environmental video , sensors,
Protection applications 1 apps 1400
video , sensors,
Department of Health 1 apps 1400
Department of Buildings 1 video , apps 1400
NYCT 1 radio comms, apps 300
MTA Police Field
Communications Emergency video, database,
services 3 internet 4200
video, database,
AMTRAK Commend Post 1 internet 1400
Total in Mbps 61 17

Table 8 Incident Scene Operations

40




City’s Response to Commission Questions Regarding Operational Requirements

The FCC has suggested three categories of operational conditions relative to demand;

critical, medium and low. For the purposes of this filing we will define the three

categories as follows:
Critical — Network usage during a major incident(s) supporting a large scale
response to a catastrophic event such as a bombing or natural disaster. This type
of incident will initiate responses from local, federal and mutual aid agencies for
initial response, rescue and recovery. Using prior incidents as a model the City
can expect the number of first responders to grow exponentially as the incident
progresses through its various stages and the network utilization to fluctuate
between periods of extreme (>75%) utilization, heavy utilization (>50%) and
medium utilization (<50%).

Medium — We have assumed that medium usage refers to normal operations
during the primary work hours of a public safety agency such as the police
department or the fire department. Based on staffing levels the time period for
medium usage will span from early morning rush hour for both vehicular traffic
and public transportation, through the normal and extended workday, the end of
the school day and evening hours until midnight. This period of time from
approximately 5:30 AM to 12:00 AM comprises the majority workload of the
New York City Police Department. This model also takes into consideration
typical tourist and commuter workforce traffic travelling into and out of the City
proper. This model will most likely apply to the Fire Department, specifically
with regard to Emergency Medical incidents responded to by emergency medical
personnel and firefighters.

Low — We assume that the low usage period will consist of the period of time
after the evening hours and prior to rush hour when staffing and equipment is
deployed at lower levels. Typical public safety models assume that these hours
are less busy than other periods and staff accordingly, however the typical per unit
workload may remain similar to the workload during busy periods due to reduced
staffing.

During critical usage periods we anticipate that the network will first be utilized by First
Responders to coordinate multi-agency response to the critical incident and exchange
critical information relative to the incident response and operational plans. This may
include but not be limited to:

Incident data from 911 calls and first responders

Information sharing for HAZMAT and environmental information
Coordination of response for federal and mutual aid responders
Video from fixed cameras that are adjacent to the incident

Maps and GIS data relevant to the area

Personnel and equipment rosters for logistics

Building or location information

Executive / managerial teleconferencing

Personnel and vehicle tracking
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Incident Management / Situational Awareness

Mass Notifications

Traffic Control and Traffic Advisories

Download and consolidation of surveillance data for forensic analysis

As described earlier we believe that the type of traffic will constantly fluctuate however
the usage will remain high during the initial response period. Depending on the severity
the initial response may last upwards of 7 to 10 days as the various first responders arrive
at the incident scene. The type of network usage will change based on the stage of the
incident response. We must assume that the network will be utilized at approximately
75% of capacity for the first stage of response. The network must support the first
responders throughout the period of initial response to the incident through the remaining
stages of rescue and recovery.

As evidenced during the September 11" terrorist attacks the initial response was
tremendous and the logistics aspect was primarily carried out through a manpower
intensive effort. Not only were commercial network services overwhelmed at all levels,
their infrastructure was severely damaged and ineffective. Public safety responders did
not have a broadband wireless networks to supplement the coordination of the massive
response effort and relied on inefficient forms of communications for such a complex
event.

It must be noted that during this type of incident the City’s first responder agencies must
also serve the entire City and not just the area of the incident. In a City as large as New
York an incident can occur in a small area with a dense population and still only involve
a small percentage of the City’s area.

For medium theater operations we have assumed the model of normal daily operations of
the City’s First Responders. In this category public safety will utilize applications
designed for routine business processes. The Fire Department’s typical usage will consist
of dispatch information for fire and medical incidents that will require broadband
communications to transfer patient data, location history and HAZMAT information,
building plans and maps, driving directions, patient telemetry, AVL and telematics data
and other incident related information. Prior to the adoption of NYCWIiN none of this
information was available to responding units with the exception of on-scene patient
telemetry for EMS. As the agencies begin implementing new technology the utilization
demand will rise, primarily driven by many factors; new capabilities, features and
functions of systems due to the availability of the broadband network and additional
bandwidth requirements as more data intensive applications are implemented. For
example; the ability to quickly and efficiently transmit patient data, photos and video of
patient’s injuries, and bio-metric information to a physician and subsequently allow the
hospital staff to assist in field treatment via video teleconferencing will provide
tremendous benefit to the citizen’s of New York City.

The Police Department will soon have the capability to download photos within seconds
from their criminal history databases along with other critical information that will
support the investigatory process in the field thus saving valuable processing time. The
ability to scan bar-coded documents for traffic violations will not only save time and
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produce more accurate citations, it will also increase officer safety. Automated and
bundled transactions will help the officer make sound decisions and alert him/her of
potentially dangerous conditions. These capabilities are not available with today’s 25
KHz channelized systems. Real-time data collection will create new capabilities for
investigators and counter-terrorism personnel by moving data from the field to the data
warehouse as fast as it is collected for critical analysis. Scanning a driver’s license will
provide the officer with the appropriate information within a fraction of the time
previously required to type or call in the information request. The database query will
return a photo in addition to the standard DMV and warrant information, helping the
officer confirm the identity of the person stopped for the violation. These and many more
applications will make first responders more productive and effective. But these
applications require an appropriate allocation of spectrum and bandwidth to perform as
specified under these normal operating conditions.

Low theater operations do not necessarily reduce the bandwidth requirements due to
lower staffing or reduced activity. Individual applications will still require sufficient
bandwidth to operate efficiently. However, these periods of lower activity offer
opportunities for agencies to update their mobile applications and equipment with
security patches, new applications and data. The mobile and portable devices and
applications should be afforded the same maintenance features benefits derived from a
wired network or a commercial cellular network. Updates, new applications and patches
should be pushed out from a central source to the edge devices to keep the users and
devices in the field, rather than ferrying devices to depots for software updates. Applying
the right design parameters to the network and applications will allow for the efficient
maintenance of the devices, applications and data ensuring that the mobile workforce is
truly mobile.

No matter how carefully bandwidth planning is done on any type of secure public safety
wireless network, the network will eventually be placed in a position of stress due to a
major incident or an unplanned increase in utilization. There is not enough spectrum
available to provide the necessary overhead to assure that bandwidth will be available
during critical incidents where users require immediate and high priority access. It must
be assumed that utilization will be higher in certain operational scenarios. Once
broadband data systems become widely adopted by public safety it is highly probable,
based on analogies to commercial systems, public safety networks will be extremely
stressed during events similar to September 11" in New York and July 7" in London.
During events such as these usage will dramatically increase, and intelligent mechanisms
to handle bandwidth must be in place well before the occurrence of a large scale
emergency of this type.

In our bandwidth analysis of the incident scene we discussed the various impacts of
applications on bandwidth availability during emergencies. It is clear from our analysis
that in scenarios where 20 MHz of spectrum is available to public safety the system will
be “stressed” during periods where important characteristics of a network need to exist
above and beyond what is available commercially. A public safety system must have
built-in mechanisms that support Quality of Service (QoS) prioritized by both
applications (voice, video, data, etc.) and by the role of the user based on the operational
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command structure. Next generation wireless technologies such as LTE have included
these mechanisms as part of their adopted standards, however the configuration of these
controls must be carefully implemented in any network supporting public safety users. It
is highly unlikely that commercial carriers will break with their tradition of “best efforts”
delivery and offer guaranteed message delivery and bandwidth allocation. Based on the
quantity of users they must support it will be difficult to provide priority services to a
small number of users when the demand will be so great from the users at large.

New York City is learning valuable lessons from our implementation of the NYCWiN
program on how to deploy and operate applications on a broadband network to ensure
that the available bandwidth is efficiently and effectively used in high stress utilization
conditions. Application planning must include such concepts as intelligent distribution of
data based on role, location, and need utilizing prioritized push technologies to control of
information flow during peak and stressed network conditions.
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1  Exccutive summary

“I'his is the final tcpurt uf o study conducted by Analysys Mason Limited (" Analysys Mason') for
the TLETILA Association, to undertake o roview of Biture mabile hroadband needs for public safeby
muobile comriunications, and how these needs miglt be addressed,

For lhe purposes of this report, the torm ‘public safzy’ is assumed to comprise pritaarily police,
fire and ambulancs services, althongh the requiremoents arc zlso considerad 1o he applicable in a
wider Public Prodection and Disaster Relief (TP context.

The majority of public gafely users in Forape currently use dedicaled redio networks for their
mohile communications that huve been designed specifically o mecl their needs, typically using
digital mobile conumunications technalogics such us THITA or TETRAPOL and opetating in
spectrem in the 380400 M1z band. These networks olfer a range of low rate data services, but
the speed and capacity that is available within those networks Hmils more widespread use of
higher-gpeed data applications.

In linc wilh societat trends for access to informution on the move, public safely vperations ae
hecoming inurcusingly informetion-driven, requiring secesg lo a wider rangs of wideband and
broadband applications, These range from high-quality imaping (o upteading and devnlaading of
larze data files, and real-time videa.

Given the limimtions in capacity of cadsling dedicared pebwaorks to deliver mobile broadiand
services, il is songiderad likely that a new gencration ol solation will be required scross Burope lo
the next five to ton yoars, (o meet foture public safety wser demands, This new solution, if
delivered nsing new dedicated mobile broadband networks that are designed o mel public safery
recquirerneits, will require additional spectram (o deliver the serviess required,

In order to define the benefits of the development of a new generation ol dedicaled mebile
brandband netwarks for public safety, and to suppot! the identification of additional speetrun o
meat fulre needs, the TETRA Association has commissionod Amalysys Mason Lo undertake this
gludy to gather infemation on fulurs public safety user requirements, based oo 4 review of
existing decurneels snd reporls that have heen published in Lurops over the st few years and are
avatlehle in the public dornain,

We have reviewsd cach ol the documents {listed in Annex B}, with a vicw Lo determining:

« the future mubile data and nmaltimedia applications thut are eovisaged to be in widespread usc
within the pulslic safsty seclor over the shert and medium ke

v the notwork toguirements that are associated with these applications, ie the operatienal
requiremnents of mobile communications networks  that will mest pobiic safefy user
tequirements
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s the benelits to the pubkic safery scetor of the development of a nuxt-ganeration of dedivaled
mobile dats nelworks (requiting additional, dedicated spectrum to deliver), compared to the
albernative optious such #s re-engineering of existing or planned commercial netwotks i
Europe,

The authars of this teport would ke to thank the TETRA Assccigtion for their inputs Lo this shody
and identification of the relevant dociunents and reports thal have formed the basis ol the study’s

recommendationg,

1.1 Summary of applications and vser requirements

Cureent and future publie safety mobile data and maltimedia applications identificd in the various
teviewetl doguments cover a tenpe of needs, including:

= mohile offics

+ lranafer of images

« Dbiomutric data

+ gutomatic nurnber plate recognition
« digital mapping and location services
+« emoke diolabase access

« persannel montloring

« sensor devices/networks

»  remotely conlrolled devices

+  pon-reghtime video

+  real-time video,

Sunmtory of aperational regrirements essentiol fo public safely mobile communications

The reviewcd docunts make reference to a numbet of specific nperational reguirements that are
cssential for public salsiy mebile conuminications, in urder Lo ensure the pvailsbility, relisbility
and imegrity of networks. Those include:

s high levels of notwork wvailability

s high degres of netwark control, including the ability to implemenl prioritised access for
specific user groups or individuals, and to rescrve capacity where required

»  wenr nationwide peopraphic coverage, including the ability 1o comnmmnicate in remot sroas

»  sgcurily

s low latency, specilivally end-to-end voice delay ol no mors then 200 millisccandy

« interaperability between diflerent public safety authoritivs aod seross horders

o highly resilient nebworks, including varions layers of redundancy

»  ability Lo suppert mized traffic,
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1.2 Sommary of cvelution of applications in the public safely sector

“There arc numiber of key trends apparcn within the daity routines of public safery users, as well as
in iraproved responsivencss at major planmed and unplamed events, which arc alfseting the public
safity soobor's Fumee mobile data requirements!

« ways of working are changing

« data is being used to enhance voice

v command und contral is moving o eommand conlres to the field
v there is groutet awargness and use ol tnltimedia.

“Ihese trends bave been nsed to dovolop fome alternative evolution paths 1o ilivserate how [ilare use
of mobile data and multimedin applications might develop within the public saftty sector, us
summarized below in Figure 1.1,

Evelidion path Dascrgficn

SHtaady growih Working methods change slowly, and voics ramains the dominant mathod of
mission arlllcal communication. Existing data applicallens continue ko be s
alongside this, with 3 gradual Increass in ksé,

Daka snhances volcd  Incident rasponsa increasingly ralflss on siationsl awareness provided through a
range of data applleallans on the move, and access to a rang e of faster data
applivallons that can be raed In e siivilar net-cantrls fashlon b hai of group-tased
vaica calls (i.e. group sharling and exchange of data),

Imermadicn driven A corHnon operating picture s established at incldent scenes tnrough Use of
mabile command canires alengslda central command units, and sharing of
Infehmation finduding yolse, laxk, Images, dala end videa) betwaen tha two. This
drives requiraments for real-tima upleading and downloading of Imformation
{lmagas, data) between fisld and control reotns, including use ol vidan
conferencing and other on-demand videe services W aid capmunications and
incident responae,

Full multlmet e A diverse range of mobile tuadband applications, Iheluding high-quality fmaging

rellanca and reaiime video applications Lake off, with widespread usa acrass Ihe public
salaly saclar. Widsspresd Information sharing impreves the astablishment of
carniman operaling pleluras atincidents, feclilalas real-time declyiuns at incidents,
and sHables tha Introduction of new Wdeo services such as remole medical
applications, and parsonal characteriztlcs recognlillon,

Figure 1.1: Ewaliifor: paths to ifustrate starmative views of how fulure usage might evolve [Bource:
Analysys Measan]

Cur assessment of the implications arising itom cach of the cvolution paths in terms of futre
nemwork reyuirenents is summatised in Figure 1.2 bulow.
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Fualidhonarny
faih

Ovricome

impdlcations

Stoady growth

Dala
enhances
wolee

iformetion
driven

Full
multimediz
Talintga

Minimal changes o existing
cperationat practicas, and lmited
scopd to achiewve grealar efficlunclas
and respanzlvanass thraugh new
ways of working.

Public safaty ueera benafli fiom
slgnificantly graalar sltuaflonal
awareness st Incldent seenes, Mrough
sharling and exchange of a range of
data and images. Seoily of data
transfar becomes incraasingiy
significant, whigh inlls the usaliness
of cammarcial networka to camy
sensilive dala traffla.

Mobile officers and those [ command
cantras have access Wb 3 common
picture of Incidenl oparatlons,
faclitated by sharlng of data, images
and other infemalion, This Improvas
faclslon making, responsiveness gnd
Ihe ahility of puiil; salaty offlcers to
waork In crisis siwations, as well 38 1o
respand b evaryday Incldants,
Appllcations such as fingerprint
recagnition, llcanca plate recognition,
and access o orimina! records aan all
ha conductad ramalely, in real ime,

Mew ways of worklng ara Implamantad
actass fhe publlc safety communily, &
nenw ganeralicn of siuatlons
awaranass appllcations ano used in
daily response as well a8 for major
incidents, Public safety users are abla
to operate mens eMiciently, meking
betler use of resoureas and reducing
ynecassary iravel. Real-fime vidao |5
widely aed — for axample, vidao calls
betwean mobllz command and centeal
command Units, real e CETY image
tranafer, and remaote madlcina
applicatiomns,

Public safaty uzers will require longer-larm
ratenton of exlsiing dedicated networks 10 meal
vatea, narrowband and widahand data
funcienally, however fhese will te insufflclant o
maot fulre mebila roadiband needs. This will
constratn the devalopment of new worklng
mathods and use of & widar range of dala and
mulfimed|a applications. Limited additional
gector-wide banefita are galnad throogh
migration Lo better, faster and more 1eaponriva
ways of working, bl overall giowih In dala usage
ig limillad by nebwotk consirainks,

Exlsling dadicalar narrawband and widelband
netwarks wilf be insuMicient o accommadate the
wolurnes of data trafic thal will acour in everyd ey
Wig. Commerncliat networks are not daployad Lo
meet the operalinnal requirements for missian-
crltlcal data applications, such vs secuie dala
transfer, natonwlds coverage, guarantesd
avallabllity and conteol, This auppyts the noed
for & naw ganaration of dodicaked mobile
braadtand netwark deslgned to meast tha
nperatonal needs of mission critical dats,

The need for data applcatksns o be dakivered
ovar nabworks that ensure high avalkabllity,
resiliance and secura communlcation, and sre a3
rellabla as oxlsting TETRATETRAPOL volce
nekworks, is increasad 9z a rasult of the need [o
ascass a wider range of applications from
anywhera, st any e, Metworks must be
capable of mobile bresdband infermation uptcad
and downbead, The neod kor 2 mare extenaiva
range of mobile applicattons thersfore requiras
capacly snhansament, similar o the *data
anhances voice” path, which will ba beyond tha
capablity of exlsting dodicated networks,

Wiih tha avelltion In data and multimedia
applicationg, and the requirement far those
applications to be avallable ovar a very wido drea
o make appllcations such as remobs
tolamedicine feaslble), axlating narrcwband and
widaband nalworks will have insufficient capacity
and funciicnality to mesl the raquirements of this
evolutionary path. Smillary, heta are limitations
In use of commercial networks due o a lack of
fult geographls: eovarage, capacity and ability o
caimy secur data, This evalutionary palk
therefora rarulras the devalopment of a new
gencration of dedicaled meblle broadband
nabworks 10 dellvar meta network capacity, higher
bitralas and a widar rangs of appllcallons.

Figure 1,20

FH -

frpac! of diferent paths on futbre telwark regulrements [Source; Analyvsys Mesan]
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1.3 Summary of options to mect public sufety’s evolying requirements

It appuars that the capabilities of existing nammwband and widcband dedicated mobile networks
currently uscd by the poblic safcty sector will not be sufficient to meel futue equirements nhder
three of these four cvolubion paths. The only cvolution path that could be accotnodared by
existing networks is the “steady growth™ path, Huwever, Lhis is not sustaingble o the longer tern
sines there is already prowing evidence of changes in working metkods and trends within the
public safety sectar that suggest thar this path will not mateh future demands.

A summary of the four alletnative evoluiion paths and their impact on nelwork regquirsments is
provided in Figure 1.3 Delow.

&

Significant
increase

Usage
LA
N h
', - lnformatien',
driven -
Little - G
thange =y ) ': ’
I I %_
Yolce Eroadband
daminated dominated

EBroadband data rellanca

Figune 1.3: The four altarnative svolldlon pafits and Rolr inpact on network requirements [Smree:

Anafysys Masonf

The four evolutionary paths indicate that a new generation of mobils broadhand service is requived
to aecomrnodate the range of fature data, image and nudtimedia spplicalions that public safeby
wsers will demand, The oplions lor delivering Lhis new peneration of services arc to muke use of
upgraded commercial networks (e using USPA VTR technology, with network deployinenl
modified to meet the specific operatiomal requiremenls of the public safery sector), or to develop a
new generation of dedicared maobile broadband networks tur exelusive public sality uge, i
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While the new generalion of dala scrvice could theoretically be deliverad through upgradinge and
re-oopincering commereial notworks, the reviewed documents sugpest that this might not he
achievalile in practice, bared on a number of reasons, which range from lcchiical limilations

throwgh to cost and commercial consideratioms,

Tn particular, thore are 2 number of ressons why commercial operators mighl be wowilling o make
the necessary nefwnck chanpes to support puldic safety operational noeds;

+ the public safety sector requires very extensive geographic coverapge as woll as in-depth
coverage penetration inside Tmildings, irrespective of location, which does not mateh the
typical roll-oud reguirements of o conunercial nemwork

« it iz Hkely to be very cxpensive ta re-engincer commereial nolworks [v sehicve all of the
pithlic safery sector’s nperatipnal requirements, and thers are questions about whether
sufficieni incentives exist for cormmercial operators to de this.  For emample, bypically
roqudrements include the net for batery back-up Lo be available at thousands of base statinn
sites across the nebwork, and tor networks to be desipned fo cnsere thal they are hiphly
resilicat {including overfapping coverage, standby power supplies and fllback sites) and that
nw single *point ol bilure’ cxists vither in access or core networks

« there are questions about whether same of the public salely requirctaents are dolually
achievable

¢ there is 4 question abowl whotber the reguired Grade of Betvice [or public safely use can be
muaranteed within a netwark shaved with commercial usors, parficularly in times of very high
traffic loading

¢ Lhere sre conflicting views on whether signatling could be coerypled over the air interface in
IGITTE

s ensuring the specilic requirements [or castiage of ‘restricied’ or ‘confidential® documents
reguires careful nelwork platning und approvaly, which is complex and costly 1o achicve

» it s not clear that networks can be dimensioned to achicve the roguited immedincy and

guaramtesd access thet public safely requires.

In addition, the reviewed documents prerented o inther range of reasans why public safety users
have been reluctant o make more widespread use of existing commercipl nebworks, and have
favoured the developtnent of their vwe dedicated notworks. These include the following,

ﬁﬁ. -:
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Caverags Commercial oparalors bypleally Invast in coverage whete populatiors exlst, and
capacity |5 designed to mas milse ravenue generation In those areas, with fithke
Incantive ko lnvest In areas of low-density population, Publiz aafely, by contrast,
requires ubiguiloua coverage acress g aounlny's geography for averyday usa,
Irraspacilve of populatlon densities,

Metwork dasign Ra-sriglhasting of commerslal netwaiks fo mast public sakly's reguitemants
might ba feasiblo in thecry, but in practice would result I largs parts of the
cormmerslal netwark bedng heasdly cvar-anginearad, This is likely to be mora
coslky for the publlc seclor to und than a dedicated network prowlslonad to maat
the specliic covarags and capacity naeds of the publlc safety user based,
withgut having o provisien for additional commercieal fralfic.

Sabolage Thare |5 a view that commercial natwarks might be more vulnerabls 1o
sabotage by cimingls that dedicated nabworks are, if tha network is known o
ba uzed for public safety communications, Dedicated public safaty networks ara
fypically mora guardead agalnst sabatage through a ranga of specific measures
{2.0. veiled =laff, secure kencing al sites, and netwiorks desitned to ansura no
slngle palnt of faliura in the event of sabofagae, et}

Roffout scheditas There are precige requirements for tha rall-oul of public satafy networks (&G,
Iha raad la allgn wih polles/freiambulance ares boundaries), which donol
rialzh {ypicel comme rcial roli-out strabeglas,

Rizfes of shared weo Thera are risks such as information seourity, quallly of ssnice and control of
sarvina |eval agreamants I public safaty users shara networks with commersizl
uzorg, which previous expenence suggasts can be avoidad hrotgh usa of
telleatad netwoerks undar govarmment control and suparvislon.

Refiance on commergial  There is a reluctance for public hodies to be relfant an a fully commerclal
operalor, Iy vlew of the polantial lack of confrol upon hhure netwark inrvastment,

aperalors o
business plana and financing .

Cimelasians

The study has found that, in line with sociclal irends evident within loday’s Information Saciety, a
diverse range of data, imaging and multimedia applications arc in demand within (he public safoty
sector. Demand for acoess to 8 wider range of information is being driven by chanpges in working
practicos, which 15 creafing requirenients [or aceess 1o o lor wider raage of deta sources (textoal,
images and videa) that is fypical in commercial mobile networks. Sharing of various dats lypes
flextuad, images, vidoo, ole) is bemp uged in order to establish and maininin a connmon operational
picture bolweon apencics and belween ficld and coetitm] cornmand stalf, Thiz is being used w
improve responsiveness, aid the deployment of resources, and improve tirmeliness and desision
waking in daily public safety operations and when responding w majer planned ov unplanned

cvenls

Thres of the four evolutionary paths doveloped For this stody Hustrate the public safety sector's
need for & next generation of mobile broadband network ta deliver the range of appliculions that
pre etvisaged in the fomre. As there is g limit to the range and volume of data and nultimedia
applications that oxisling dedicaled narrowband and widshand nerworks, and existing commercial

! Thia |3 refarancad, for rxamplo, In £T5] TR, 402 £20 (SAD pr additional speclmm megricoments for ubire PSE wirklass corvmualcalian
ayatams I the UHF fraguancy ranga, which rofers iw specille condilizns in plaro in a numbar nf Furepozn eoanines

"
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nctworks, can provide, if a new generation of mohile broadband notwork s nol made available,
some new applications cannot he delivered, THtimately, this will affoct how already emoereing
clianges fo ways of working wilhin the public safely might evolve, and, in the longsr term,

vonstrain Lhe [urther development of the scetot,

A new generation of servicss coukd in theory be delivered using an uperaded cormmercial nebwark,
wilh the deplovment of the notwork chgincered to most specific public safety requirements.
Mowever, as explamed in Section 8.2, this option does oot appear to he achievable in practice. The
ainky other option 13 to encourage induslry to develop o new generation of mohile broadhand
nolworky for dedicated public safely wse. To couble he imduslry o Jevode the necessary
investment tn develop new dedicated nebworks, there is a need for additional spectruny to be
identified, since existing bends are already fully wtilised by existing dedicared public safioty
sysloms, [ should be noted thet identilying suitible speotrurn is on Lhe “eritical path™ o suppore
develapment of a new peneration of dedicated mission crifical mobile broudband solufion, becaose

of the timeschles associabed willl identifving smilable spectum.

This additional spectrum demand is based upon the combination of the various factors identiticd

thremghont this repott, specifically:

¢« fronds in the range of data and multimedia applications in demand within the public salcty
gector

» potcaftal inereass In user densitios and mtensity of wse for dafs applicalions

# gspecitic etfic characteristics of poblic safety operations (eg. nebvork-centric ways of
warking)

# the inltasiructure and toehnical roquircments fo mect the oporational requircrnents of the
puklic safety comrumnity (e.p. avadlabiligy, security, relialhlity, latency}, and linmitations in use
of cotmmercial networks 1o deliver these,

Given the cost of deploying new nerworks, access to spectiinm i1 bands below 1GTE will ensure
maximum commonatity with existing dedicated networks deploved in the 3803857390 303MTT5
bands, lacilitale re-uge ol ussols where possible {eg. tadio siles). Use ol speclram sbove 1GH:
{c.g. bands sround 2 GHz) might be feasible but would incur significantly higher moll-out costs
compared w that helow 10117, raising questions at national poverninent level as to whether and
howe e sl ditional vosls can be lundod.

Based on the roviewed documents, the PBuropuesn dimension fo the public salily gpoclturn

requarement is imporiant for a numéer of reasons:

= the public safety sector is a niche market and therefore benefits from the idendification of
barmonised speclrum even more than comenereial mobile gysinz {e.e. GSM or UMTE),

beouuse of the srmnliur wser base snd resuliing lewer volumes of squipment and torminals

= even if coimmercial solutions are adapted to meet specific requirements of g niche #ector such
as public safely, there are still vosly involved in the necosssry modifications, and thercfore

hurmonised spoctrum availabilily 18 key fo cosure that manufachuoers are able to develop
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produels for a Eurcpean market. An example of the re-engineering of existing eommercial
shanderds fo meet niche requirements s that of GSM-1 (the raibways version of GSM) -
althemgh the OSM standard iz supporied by all major vendors arvund the world, GSM-R
equiptnent is supplicd by retatively fow and the availability of harmonised spectrus for the
product has therefore been important ta reduce costs

» interopetahilily b un ihoreasingly important requirement within the public safety sector, hoth
o commuenicate herween different poblic safety authorities within o country, and o
commmnicate across horders, 'Lhis iz evidenced by o number of the documenls reviewed [er
this study.

The lack of available spovirum is therefore a significant barier to the hurther development of
mohile communivations capabilitics tailoved to meet public safery requirements, until such time gs
4 e, harmanised band can be identified st o Baropean level,
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2 Introduction

This topurl bas been propared by Analyeys Mason Limited (*Analysys Mason’) va bihelf of the
TETRA Association, to present the results of a study W review the fulure needs and rogquircinents
fur muobile dats ang multimedia applications within the public safely sector.

T'or the pupeses of this report, the term ‘public safiely” iz assumed to cumprise primartly police,
firc and ambmlance services, although the requirements arc also considered io be applicable na
wider Public P'rotection snd Disester Relief {PPDIL) context.

The public safery sculor uses B variety of comumunications oelworks pt present, ineluding a range
of fixed voies and data syslems within headquatiers (110}, and digital mebile actworks while oo
ihe move, The mujority of public salety users in Europe use dedicaled mdio petworks [or their
mobile connmicativns Lhat have heen designed specifically to meet their necds, fypicaily using
TETRA ur TEIRATOL. digital mohile comnumicalions technolugivs and operating in spectum in
lhe 380 400 MHz bapd? This is the frequency band identified at a Buropean feve! Lot digital
public safery communiculions s 8 result of HRCAIRCASE)0] and subsequent desiaions,

While the public saivly sector has taditionally relied on voice comuunicalion as it primaty
weans ol conumrmnication @t incidents, making particular use ol group calls, as wel as [hrect Made
Operation {DMO} snd air to pround yoice communications, the requiraments for aceess 16 B range
of mubile data applications have cvobved over recent years and are now cousidered to be an
esscntial part of the public safery sector’s mobile communications. "Ihis is evidenoed, for example,
by the depondency on applications such as automatic mmber plate reeognition (ANPR) and access
to various databases by police while on the move,

‘The public salbly sector currently has two options w address the vse of a wider rangy of data
applications:

« o upgrade cxisting namowband networks tu provide a widchand overlay (o TLDE),
providing wideband data capability

e to canlipue to make use of existing dedicaled networks for mission eritical voice and low
speed dats, snd use commercial networks to deliver igher bandwidih, non-missivn-critical®
ER

2z In mary countied in Eurape, piklic saialy Uzam glan meke ws of exleling commareial walwerke fag, GPRS ar 3G} In addtan ko
dadlcalad TETRATETRAPOL nrtwrdos, Commearclal nolwarks ara oflan veed for tho prodlsian of edditional walicle and hardhsld
dala serdces, bplrally of @ non-lzsfon erileat nalua. Tz [ banaese cammerclal netwoks aro ped designad 12 maol o specillc
funeflanat reelremants for missien-ciicel puslic sakaly cemminicatlons, which requires vary bigh favals of uobxark evaliablilly, Iow
lalancy, very wide ar8a coverega and vafaus lavals of securly ard enceypllan,

2

*Missisn-srilcal® refara n a servica or Infarmeslen far which Taies 1o delvar, disruplion ar deley s nol tataralle i vlew of it mpard
an pukin safaly cparellons,
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However, oither of these options is cnvisaged to mest public salcly requirements in the fulure,
since thore is & need for & mobile broadbend solution that can deliver niisgion criticat high spued
data, requiring a network (hat iz designed to meet the specific operptional requircments of the
public safety sector, Thnderpinning suppott for the developmunt of a next-generation ol mission
critical mobile brondband solution is lhe identification of suitable spectvm to deploy lulure
systems. This is rcquired because the existing speeirin available for public safely mobile
comntrunications is already fully deployed to accommedate today’s narrowband snd wideband

networks,

The TETRA Association has therulore commissioned this study to provide an asscssnicnt of fure
pubilic safely user needs, which will delermine fimre spectrum reguirements, Since much ol the
required infomaation en fumre public safuly heeds exists in 2 ranpe of documents and reporls that
tisve been published in Europe over the past few years, the scope of this siudy has not heen to
conducl new research into potential futore wser reguitemcnls, but rather to summmarise the
requiremecnis that are already known to exist through a review of the cxisting documents.

The remainder of thig document is laid out as follows:

« Seclion 3 describes our overal] approuch to the smdy.

»  Section 4 reviews Lhe current and fubore reguiternents and needs of the public safety sector

o Section 3 considers sltermalive trends of how public saloty needs might evolve

«  Scuiion 6 presents the results of our atalysis, in teons of oplions 1o meet fiture public salety
requUErCIMCnly

= Zection 7 presents our conclusions from the study,

The report includes & number of annexes containing supplementary matecial:

= Annex A provides a list of the acronyms wsed ity Lhis decument
= Anuex B provides the list of dosuments that have been reviewsd ns part of this study
v Annex O includes 2 summary of our review of erch dacwment,
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3 Approach to the study

"Iie overall approsch to the study i summatized in Figure 3.1 and o hrief doscripéion of each task
is providad helow,

Figure 3,10 Approsch fo stedy [Source: Analysys Mazon]

Research anef document roview

In this task, & wide sclection of dectiments from a range of public-dumain sources (listed in Annex
B} were reviewed and used 1o provide an overall assessment of public safely user needs, sad the
associated benelis from use of dudicated mobile broadband neterorks 1o meet those nocds, A
summary of the lndings from fhis docunent review is provided in Annex C.

An ohjective of this task was to revicw (he forecast demiand lor data and mulimedia applications
as presented in the range of existing documents recommended by the TETRA Axzociation for
inclusivn in this study, including assumptions on reguirements far dedicated nerwarks and the
henefits of using dedicated networks cotupared to 2 shared network,

Development of alfzraative evaltiion poths

The first uitn of this sk was (o identify which applications are considered 10 be driving demand
for a new penuration of mobile broadband networks for public safety use. This was achieved by
sutntnasising the range of applications thal were presented in the reviewed douwments and
grouging them into simifar applicetion oypes,

The second aim of this ek was to develop a serics of alternative lrunds for the development of
public safery nser needs, illusttating how usage might evolve under dillerent alternative views of
the fiture. Four alieenative evolution paths were developed, rauging from a steady-growth hase
case {i.e. continued and gliphtly increased wsy of existing applicalivna) fo o much greaier celianee
on a range of traffic types {voice, data and media) wilhin mission-critical ctrvironmenis.

ooy
2 analysys
-0 e MAsSON




Fublic safety aallla broadband and speclrum neads | 13

Compar e of epiianRs to mect fiulure regrdremidnliy

Tnn this task, the oplions available to the publiv sulely sector for providing wobiic broadband
services were summariscd, In addilion, the limitations of existing dedivated networks and existing
vomtnorelal networks to deliver the range ol teguirerments illustrated by the aletnative evalution
paths were identified, and the public safety user reguircments that 3 new generstion of mobile
broadband network noed to noeel were considered.

Report sunmmariving identified fiauee needs

The results af the analysis are conined in the remainder of this report, wiich forms the mam
deliverable Irorn the stody.
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4 Summary of applications and uscr requirements

4.1 Current and envisaged future mobile spplications

Based on an asscsstacnt of the cumently uscd applications within the public safiely seetor, along
with those envisaped 1o be used in the future, it is apparcof thal public safety mabile
comommications have traditionally been vaice-bascd, bug there is a trend towards using a runge of
data applicaticns alongside traditional veice applications 1o enhance comnmunicalions.

Traditionsl voice services are widely used for missinn-critical mokile communications, and oflun
nsed in a ‘network-centic’ fashion”, cvidenced by the widespread use of group calls, Yaricus
documents® indicate that the requirement lor Lhese services will likely continue to cxist. The tange
of voiee services that public saloty uaers rely on includes:

¢ proup calls

v encrypled mdividual and growp calls, with authentication

« individual calls 1o conmand centre PABX and/or public telephone networks

» ditect mode operation between wrminals (Lo, torininal-m-terminal conununication, wilhout &
nctwork)

«  gmergency calls

s air-lo-ground communications,

It iz now apparcnl that 8 range of data, imagy and video applications are emerging alongide Lhese
traditional voica servicey, and there is an increasing demand for these dala-bazed applications (o be
used alongside voice for mission-critica] communications, in many cascs it a similar ‘network-
centric’ manner fo voice.”

fixamples of vrnerzing applications are deseribed n Figare 4.1 below.

“Lalmuek-caniric® rafars to sharing of iMoenalan batwasn ponpa awd devices In & many-lo-meny (greup) coaffuratien, as |s aflen
nsael wighin the publle sefaly scclar,

For example, a5 reforred Injn results of TETHA Azsccilion TEOS warkehop, 200
For uampta, priscnallsed data |8 balng shaped anonysl difarent ugers al an insidanl scana, which cen olfar honefils euch as

linprasdng fha sitwalions awarensss of offlesrs at a soene, There | alao & tend tewards incbile diless, ang mablie comark and

ranlrol.
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Application

Descripiion

Mabila office

Transfer of imagas

Aigrralnic dafa

Audernatic rumber plate
racocgrbio

Digltzt mapping and
fonation sandces

Remoifa defabasa access

Porsonnal monianig

Sensor dovicagineleiris

Remolaly confroled
daviees

-

Access to mall and Inikanets, tansmission of incldant raparts fram sn heldent
soene or remals focatlon, sto,

A very wida vange of Imaga raguirements, including Hilgh quslity imeyes of
damaga within buildings, defailed bulldings ptans, photographs of potantiel
criminals, parsanal recognilion systoms {e.g. faclal, Ifs). images of last
children, injuries &t Incldanl stengs and athar incideni-relaiad images raqulred
for subsecuant evidenlial purposes.

A greater range of parsonat racegnillan syetems including fngerprint, facial
antl 1ls recognition of potanlal crimingis by offlcars on patrolling duly, and
transfar of thie Infarmation in raal e to HO'command centres to be chacked
agalnst blometic records. This improves he etfciency of the palastal
identiflestlon of criminals.

A camera captures lleance plabs defalls and transmibs the lmage tack to HQf
comtrel cantra. This is an applleation thal has emerged in widespread dso in a
number of counttas avsr the past few years, and ik Jss |5 expected to
contliue. Transterrdng the nage back o Hillcammand cenlre enablas officers
o varlty whelher fhe vahicle is sloten, or involved in 8 crlme ar other oifarces.
I futiars, thls spplicalion could ba extended so that inage capture s
chacking against Information contained within police dalabasss could ke
condustad anliraly by officars while on patrolling dublas, it real tms,

Tracking of vehlcles or peopls, precise gaographic posiioning (e.g. similar to
appllcations that are provided on commersial moblle handsets ko enabla
navigatien and [dentfication of nearest locabion of inlarest).

Rurncle dalabase chacks of varlous typaa, used ncreasingly within the public
safely seclor i ratisve information fram databases stored In HQcommand
ganlres by offices on palrel or at incidents. Cther databages that could be
accesged I real ime to suppart Incldent responss Include the Fire Servics
'‘Gazellner,

Monlterlng of public safely offcers In real-time 1o monlior health conditions
wille responding to Incldenla (e.g. fire flghtars within a building, or officers
imvolves i search and reseus oparations). Other appllcations might tnclude
parlmeter manltoring (e.g. of peopls sntaringilaaving an [eldant scene),
vehlals ar parsonal alarms, o tracking the focatlen of an assigned Individual
far goneral peracnnel management purposas as well a3 in the event of an
emergancy.

Eensar naiworks daployad in epecliic Incldant areaz, used to collect data ar
Iagas within the area far onward trangmisslon back to HQ@Weamimand cenires
{e.g. collestion of themmal imaging frem Inside buildings reporting on the sate
of fira or cther damage}, Flxed or mobile sensars used ta record data and
images In faal tima {including Inages in a videe-streamlng farrnatl), which
conldl han ba distributled 45 othar ofiicers at the same Incident {s.g. vla a
sensar network at the incident sgana), or back o HOWcammand centres. This
arablas olicera in the cammand centre 1 have access W Ihe sams Images a3
the oflpars at the incident, shabiing real-time decislon-naking.

Robolics devices, used to record imagas within badly damaged bulldings that
are toa unstablo for officers ko anlar, or b operala within explogive aréeas of In
undererater searches. Olnor applicallons Include remotely wming on or off
survaillance microphones of surveilance cameras (incfuding remotsly slming
or pointing the camara), and activating and de-activaling alsrms. Various
telameiry systoms ajso in use ar anvisaged within & range af putlic safaly
usage scengnos includa confre! of moving fixed assets {a.4. vehlclas,
equipment [ hospltats, etz },
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Mom-real-fime viden Capluta of video sirsams at the seene of an incident, which sra then stored
fe.g. in @ vahicle) and downleaded when the vehicla ratums o HEL Ceuld also
refar 1 slow-scan viden used to gauge activity at an Incident scane, but whizh
= ol of sufficlent qLeality to be used as evidance of ta suppart real-thne
decislon-making.

Roal-fima vidas Reaktime vileo surveillance from fixed cameras permananily located along
stresls and in bulldings ar irom portable cameras mounted on vahicles, Chlwr
applications Include wansmissian of videa fiom figld ¢iflcars to cammand
panlies, and vice varsa, and usas within tha haalth sechor, such as remeols
medical setvlcas {e.qg. traating patients in rural aress Using video r:alls
balwaen e patlant's home and tha heakth cantre) or {razsiment of castmaliss
at en Inctdent using raal-fime franefar of Images hetwaen resphders at the
[ncidant ares and doctors in hospitals whe are abls to provide guidenca an
ramate eaatment =t ha ncldent scana or whils the patlent is in an ambutan:e
belng tranapaitad to hosplial,

Figirre 4,97 Summery of the range of curenf and fulure pulliz safely mahlle dalta erd mutimedie
eppfications [Sawrta: Analysys Mason]

The incressc ify data, image and video applications 18 driving, and will continye o drive, demand
for greater handwidth and increased funclivnality from pubic safcty mobile nctworks.

A snmmary ol the range of applications that ane in enrrent wse within the public safely secto,
along with their approximate intensity of usc (on a scale of bigh to lowy use), is provided in the
RO summary of responses to ity questionnaire on public salety and disaster reliel produced for
CLPT BM PEIS, as reproduced in Figure 4.2 helaw,
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hifensiy of nee Application

High Geo-location idar';tlﬂcallcun [of vehlolss and paople)
Dafabase queryACCass
Short daiaimassaging
Diract rode communEcatlon
Imapgeividaotmapiplanfphota rans ke
MAe=d Group calla
PSTH calls
Alr-te-reound communications
Commeand and controf (dispatch)
Cala from ambulance to hospital
Emergancy call
Lovw WAP fuerlas
Email and moblte office
Calls te'from PETM and office PARX
Tracking {=.9. RFID)
Friority calllaccess
Trunked operations
Flr