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I. INTRODUCTION

On September 30, 2025, the Committee on Technology, chaired by Council Member Jennifer Gutiérrez, the Committee on Public Safety, chaired by Council Member Yusef Salaam, the Committee on Oversight and Investigations, chaired by Council Member Gale A. Brewer, and the Committee on Public Housing, chaired by Council Member Chris Banks, will hold an oversight hearing on the Use of Surveillance in NYCHA Developments. Among those invited to testify include representatives from the Office of Technology and Innovation (“OTI”), representatives from the New York City Housing Authority (“NYCHA”), representatives from the New York City Police Department (“NYPD”), representatives from legal service providers, civil liberties organizations, and other interested members of the public.
II. BACKGROUND
On August 11, 2025, New York Focus published an article detailing how the Adams Administration is using Big Apple Connect, a program sponsored by the City to provide free internet to public housing residents, to facilitate the connection between CCTV cameras in NYCHA-operated buildings and the NYPD’s domain awareness system.[footnoteRef:1] With the installation of new modems and routers in NYCHA-operated buildings common areas under Big Apple Connect, the NYPD is now able to connect directly to CCTV feeds.[footnoteRef:2] In the past, NYPD could only review NYCHA-operated camera footage by physically visiting the authority’s CCTV control rooms, and only upon request, for the purpose of investigating incidents.[footnoteRef:3] Now, these new connections provided by Big Apple Connect allow the NYPD to have access to real-time remote streaming and recordings from up to 30 days prior to an incident, without requiring authorization from NYCHA.[footnoteRef:4]  [1:  Zachary Groz, Adams Quietly Uses Free Internet at NYCHA to Expand Police Surveillance, N.Y. FOCUS, https://nysfocus.com/2025/08/11/eric-adams-nycha-nypd-cameras-surveillance.]  [2:  Id.]  [3:  Id.]  [4:  Id.] 

On February 19, 2025, the New York City Council’s Committee on Public Safety, Committee on Technology, and Committee on Oversight and Investigations held an oversight hearing titled Examining NYPD’s Implementation of the POST Act,[footnoteRef:5] where representatives from NYPD testified about the many surveillance technologies NYPD is using in the city.[footnoteRef:6] On April 29, 2025, the Technology Committee held a hearing on Evaluating the City's plan to Connect All New Yorkers to Internet where representatives from OTI testified about Big Apple Connect. In neither of these hearings were details about the use of real time CCTV cameras under Big Apple Connect disclosed or discussed.[footnoteRef:7]  [5:  The Public Oversight of Surveillance Technologies Act (“POST Act”).]  [6:  The New York City Council - Meeting of Committee on Public Safety on 2/19/2025 at 10:00 AM, https://legistar.council.nyc.gov/MeetingDetail.aspx?ID=1276943&GUID=20AAA999-CE32-47BF-8799-DE307C4ACCAD&Options=info|&Search=. ]  [7:  The New York City Council - Meeting of Committee on Technology on 4/29/2025 at 10:00 AM, https://legistar.council.nyc.gov/MeetingDetail.aspx?ID=1291009&GUID=103599E6-9841-42F9-80DA-175CE33DC67A&Options=info|&Search=. ] 

Information about the use of these cameras was revealed in documents, including contracts and pitch decks from Optimum and Spectrum, provided to the internet service provider People’s Choice Communications in response to a public records request under the Freedom of Information Law (“FOIL”).[footnoteRef:8] The Optimum NYC Affordable Cable and Broadband Program Altice USA proposal, dated March 2022, included the ability to “utilize network to get security feed to NYPD” and the “ability to carry IP camera signals from property to Police Headquarters” as additional benefits Optimum is able to offer the City under the program.[footnoteRef:9]  [8:  Zachary Groz, Adams Quietly Uses Free Internet at NYCHA to Expand Police Surveillance, N.Y. FOCUS, https://nysfocus.com/2025/08/11/eric-adams-nycha-nypd-cameras-surveillance.]  [9:  The response to People’s Choice Communications' FOIL request was shared with the Committee Staff by the District Office. ] 

According to the article published by New York Focus, NYCHA residents didn’t appear to be aware of the surveillance expansion.[footnoteRef:10] This has spurred responses from advocacy groups, who condemned the Administration's expansion of surveillance in public housing,[footnoteRef:11] and demanded full transparency, impact assessments, guardrails, and oversight for any extension of surveillance into public housing.[footnoteRef:12] [10:  Zachary Groz, Adams Quietly Uses Free Internet at NYCHA to Expand Police Surveillance, N.Y. FOCUS, https://nysfocus.com/2025/08/11/eric-adams-nycha-nypd-cameras-surveillance.]  [11:  S.T.O.P. Condemns Adams’ NYCHA Surveillance Through Public Broadband, STOP SPYING, https://www.stopspying.org/latest-news/2025/8/11/stop-condemns-adams-nycha-surveillance-through-public-broadband.]  [12:  Statement on NYPD Surveillance Expansion in NYCHA Through Public Broadband, BetaNYC, https://www.beta.nyc/2025/08/13/statement-on-nypd-surveillance-expansion-in-nycha-through-public-broadband/.] 

III. HISTORY OF BIG APPLE CONNECT
a. Big Apple Connect
Big Apple Connect is a digital equity initiative launched citywide in September 2022 by the Adams Administration, aimed at providing free high-speed internet and basic cable television service to residents within NYCHA developments.[footnoteRef:13] Eligible NYCHA households receive a bundled service package entirely free of charge.[footnoteRef:14] This package includes an in-home, high-speed internet connection (reportedly averaging 300 Mbps download speeds)[footnoteRef:15] along with the necessary equipment such as a modem and router.[footnoteRef:16] It also includes basic cable television service, complete with a cable box and remote control, and provides for Wi-Fi hotspots in common areas within the developments, the locations of which are selected in consultation with NYCHA.[footnoteRef:17] [13:  NYC Office of the Mayor, Mayor Adams, Chief Technology Officer Fraser Announce Nation's Largest Free Municipal Broadband Program for NYCHA Residents, . https://www.nyc.gov/office-of-the-mayor/news/684-22/mayor-adams-chief-technology-officer-fraser-nation-s-largest-free-municipal-broadband#/0. ]  [14:  Id.]  [15:  New York City Council, Hearing Transcript, “New York City Council Budget and Oversight Hearings on The Preliminary Budget for Fiscal Year 2026 The Preliminary Capital Plan for Fiscal Years 2026-2029, and The Fiscal 2025 Preliminary Mayor’s Management Report 3:00 p.m. Office of Technology & Innovation 4:00 p.m. Public”, pg. 81. https://legistar.council.nyc.gov/LegislationDetail.aspx?ID=7102151&GUID=2E79CADF-0D1B-469D-A317-DF745DC59D9E&Options=&Search=. ]  [16:  NYC Office of the Mayor, Mayor Adams, Chief Technology Officer Fraser Announce Nation's Largest Free Municipal Broadband Program for NYCHA Residents.]  [17:  Id. ] 

To implement Big Apple Connect, OTI established three-year agreements starting in 2022 with established cable television franchisees Altice (Optimum) and Charter (Spectrum).[footnoteRef:18] These agreements include options for extension potentially through 2027.[footnoteRef:19] Under the arrangement, OTI is billed directly by the providers for all enrolled residents.[footnoteRef:20] The program was designed so that existing customers of Optimum and Spectrum living in designated Big Apple Connect developments would be automatically enrolled and notified of their reduced bills, while residents without prior service could sign up directly with the companies or attend on-site enrollment events facilitated by the providers in partnership with OTI.[footnoteRef:21] [18:  Id. ]  [19:  NYC Office of the Mayor, Mayor Adams Expands 'Big Apple Connect' to 17 new Sites, Free Broadband now Available to 150,000 NYCHA Households, https://www.nyc.gov/office-of-the-mayor/news/557-23/mayor-adams-expands-big-apple-connect-17-new-sites-free-broadband-now-available-150-000.]  [20:  Id.]  [21:  Id.] 

Big Apple Connect initially aimed to reach approximately 300,000 New Yorkers across more than 200 NYCHA developments by the end of 2023.[footnoteRef:22] The program achieved its initial target of 200 sites ahead of schedule in March of 2023.[footnoteRef:23] Further expansion occurred, and as of August 2023, the program covered 220 NYCHA developments, extending eligibility to over 330,000 residents across roughly 150,000 households.[footnoteRef:24] By June 2023, over 100,000 households had enrolled, equating to about 75% of eligible households at that point, and according to recent testimony, during the Technology Committee’s Fiscal Year 2026 Preliminary Budget hearing, adoption rates now surpass 80% across participating developments.[footnoteRef:25] According to OTI leadership, in buildings where estimates suggested 30-40% of NYCHA residents lacked broadband prior to the program, average connectivity increased 30-35% due to Big Apple Connect.[footnoteRef:26] According to service providers, the program had already generated “tens of millions of dollars” in savings for NYCHA residents as of June 2023.[footnoteRef:27] OTI reported the program's current annual cost at approximately $39.4 million, potentially rising to $42 million as enrollment approaches full saturation.[footnoteRef:28]  [22:  Id.]  [23:  Id.]  [24:  Id.]  [25:  New York City Council, Hearing Transcript, “New York City Council Budget and Oversight Hearings on The Preliminary Budget for Fiscal Year 2026 The Preliminary Capital Plan for Fiscal Years 2026-2029, and The Fiscal 2025 Preliminary Mayor’s Management Report 3:00 p.m. Office of Technology & Innovation 4:00 p.m. Public”, pg. 25.]  [26:  Id, pg. 82.]  [27:  Over 100,000 NYCHA Households Have Enrolled in Big Apple Connect’s Free Internet, THE NYCHA JOURNAL, June 6, 2023, https://nychajournal.nyc/over-100000-nycha-households-have-enrolled-in-big-apple-connects-free-internet/. ]  [28:  New York City Council, Hearing Transcript, “New York City Council Budget and Oversight Hearings on The Preliminary Budget for Fiscal Year 2026 The Preliminary Capital Plan for Fiscal Years 2026-2029, and The Fiscal 2025 Preliminary Mayor’s Management Report 3:00 p.m. Office of Technology & Innovation 4:00 p.m. Public,” pg. 25.] 

On September 29, 2025, the administration announced a three-year extension of the Big Apple Connect program, continuing the provision of free internet and cable to 330,000 New Yorkers in 220 NYCHA developments until at least June 2028.[footnoteRef:29] This extension is accompanied by $1.2 million in new funding from Optimum and Spectrum, which will be dedicated to digital literacy programming at libraries across all five boroughs.[footnoteRef:30] Additionally, a new online hub will be launched to offer virtual training sessions for NYCHA residents.[footnoteRef:31] [29:  NYC Office of the Mayor, Mayor Adams Extends ‘Big Apple Connect’ Program, Continues to Provide Free Internet and Cable to 330,000 New Yorkers in 220 NYCHA Developments, https://www.nyc.gov/mayors-office/news/2025/09/mayor-adams-extends--big-apple-connect--program--continues-to-pr.]  [30:  Id.]  [31:  Id.] 

IV. PUBLIC OVERSIGHT OF TECHNOLOGY (“POST”) ACT
The NYPD relies heavily on an expansive scope of surveillance technologies to support operations and investigations that aim to help solve crimes and keep New York safe.[footnoteRef:32] Use of these technologies can generate extensive amounts of personal data, and the potential misuse of such technologies and data raises privacy concerns. For example, license plate readers can capture snapshots of vehicles to provide police an expansive ability to track an individual’s location and movement without a warrant; facial recognition technologies can store and process facial images gathered from surveillance cameras situated throughout the City; and cell-site simulators can capture data and information on all cellphone users within a vicinity.[footnoteRef:33] Due to the scope of surveillance technologies at the disposal of law enforcement, and the potential for invasion of civil liberties arising from such technologies, there have been significant public calls for increased oversight and transparency regarding their use.[footnoteRef:34]  [32:  An Assessment of NYPD’s Response to the POST (Public Oversight of Surveillance Technology) Act. (2022, November 3). DOI Reports. https://www.nyc.gov/assets/doi/reports/pdf/2022/20PostActRelease.Rpt.11.03.2022.pdf. ]  [33:  New Bill Holds NYPD Accountable for Surveillance Technology, ACLU, March 1, 2017,  https://www.aclu.org/news/new-bill-holds-nypd-accountable-surveillance-technology.]  [34:  Keeping eyes on NYPD surveillance: Time for the City Council to increase scrutiny of Stingrays and other technology, NY DAILY NEWS,  March 1, 2017, https://www.nydailynews.com/opinion/keeping-eyes-nypd-surveillance-article-1.2985109. ] 

[bookmark: _Hlk209506054]At the local level, there has been criticism that there is often limited public notice and lack of meaningful oversight regarding the NYPD’s acquisition and use of specific surveillance technologies.[footnoteRef:35] In an effort to provide a meaningful opportunity for public and legislative oversight of the Department’s acquisition and use of surveillance technologies, the Council enacted the Public Oversight of Technology (“POST”) Act in 2020.[footnoteRef:36]  [35:  Id.]  [36:  Local Law 65 of 2020, NYC Ad. Code §14-188, https://legistar.council.nyc.gov/LegislationDetail.aspx?ID=3343878&GUID=996ABB2A-9F4C-4A32-B081-D6F24AB954A0. ] 

A. Impact and Use Policy (“IUP”)
Pursuant to the POST Act, surveillance technologies are defined as “equipment, software, or systems, capable of, or used or designed for, collecting, retaining, processing, or sharing audio, video, location, thermal, biometric, or similar information. . . ”[footnoteRef:37] The law requires NYPD to publish a surveillance impact and use policy (“IUP”) for all existing surveillance technologies, and issue new IUPs following the acquisition of any new technologies.[footnoteRef:38] Such IUPs are required to include information on each such technology, including a description of the equipment’s surveillance capabilities; rules, processes, and guidelines for access to and use of such technologies; safeguards or security measures designed to protect the information collected by such technologies; and policies related to retention, access, and use of data collected by such technologies.[footnoteRef:39] Upon publication of draft IUPs, the public is granted an opportunity to provide comments on such policies, which the Department is compelled to consider prior to issuing final versions of such IUPs.[footnoteRef:40]  [37:  Id.; NYC Ad. Code §14-188 (a).]  [38:  NYC Ad. Code §14-188(b), (c).]  [39:  NYC Ad. Code §14-188(a).]  [40:  NYC Ad. Code §14-188(e), (f).] 

Further, the POST Act tasks the Department of Investigation’s Office of the Inspector General for the NYPD (“OIG-NYPD”) with conducting annual audits of the NYPD’s IUPs; requiring the OIG-NYPD to: (i) “assess whether [NYPD’s] use of surveillance technology . . . complies with the terms of applicable [IUPs];” (ii) “describe any known or reasonably suspected violations of the [IUPs], including but not limited to complaints alleging such violations;” and (iii) “publish recommendation, if any, relating to revisions of any [IUPs].”[footnoteRef:41] [41:  NYC Charter §803 (c-1).] 

B. OIG-NYPD Report on NYPD Post Act Compliance
On November 3, 2022, OIG-NYPD published its first POST Act Report as required by local law.[footnoteRef:42] As noted earlier, OIG-NYPD is required to conduct annual audits of the NYPD’s IUPs to ensure compliance with the POST Act requirements and strengthen oversight of the Department’s use of surveillance technologies. OIG-NYPD found NYPD largely complied with the POST Act’s requirements with respect to the issuance of IUPs; however, the IUPs lacked sufficient detail or included boiler plate language, thereby hindering the OIG-NYPD's ability to conduct comprehensive audits as required by law.[footnoteRef:43]  [42:  An Assessment of NYPD’s Response to the POST (Public Oversight of Surveillance Technology) Act, Nov 3, 2022, DOI Reports, https://www.nyc.gov/assets/doi/reports/pdf/2022/20PostActRelease.Rpt.11.03.2022.pdf. ]  [43:  Id. ] 

The POST Act mandates that IUPs detail potentially disparate impacts of surveillance technologies on protected groups; however, according to the OIG-NYPD, the NYPD’s IUPs narrowly interpreted this requirement by focusing on the impact of the policies themselves while omitting evaluation of potential disparate impacts from the actual use of such technologies.[footnoteRef:44] The OIG-NYPD found that only 5 of the 36 published IUPs specifically addressed potential disparate impacts. Furthermore, meaningful oversight was impeded by the NYPD’s practice of grouping related technologies in single IUPs, which limited available information on the nature and usage of each distinct technology and created practical challenges for OIG-NYPD in assessing whether all functionalities and capabilities were sufficiently covered.[footnoteRef:45] [44:  Id.]  [45:  Id.] 

C. Post Act Amendments 
	On April 10, 2025, the City Council voted to approve a package of legislation aimed at strengthening oversight and transparency of the NYPD’s use of surveillance technologies, including key amendments to the POST Act. Among the bills passed was Int. 0168-2024, sponsored by Council Member Amanda Farías, which requires the NYPD to provide the Department of Investigation (“DOI”), upon request, with an itemized list of all surveillance technologies currently in use, along with information on data access and retention policies.[footnoteRef:46] The law also mandates that the NYPD deliver semiannual updates to DOI on any newly acquired or discontinued technologies, as well as on revisions to access and retention policies made through recent contracts. [46:  The New York City Council - Meeting of Committee on Public Safety on 4/10/2025 at 10:30 AM. https://legistar.council.nyc.gov/MeetingDetail.aspx?ID=1294261&GUID=3EBA43BB-48B4-4A89-9EA0-F957139731B5&Options=info|&Search=vote.] 

Additionally, the Council passed Int. 0480-2024, introduced by Council Member Julie Won, to expand transparency requirements within the POST Act’s existing framework.[footnoteRef:47] This bill clarifies that the NYPD must publish an IUP for each distinct surveillance technology, explicitly name every external entity that receives surveillance data, and disclose safeguards against unauthorized dissemination. It further requires that IUPs evaluate potential disparate impacts on protected groups, and directs the NYPD to create policies governing circumstances in which outside government agencies may access data, as well as an internal tracking system to monitor when and how such access is provided. [47:  Id.] 

D. Closed-Circuit Television (“CCTV”)
Following the release of draft IUPs and a period of public comment, a final IUP for Closed-Circuit Television (“CCTV”) was released on October 26, 2023.[footnoteRef:48] According to the IUP, CCTV cameras have the capabilities to record video images, but not sound, and share those images directly with NYPD personnel.[footnoteRef:49] NYPD uses CCTV as a tool to obtain either real-time or recorded footage in order to “aid in crime deterrence, reduce incident response times, provide archived video coverage for investigations or criminal prosecutions, enhance public safety and officer safety and provide infrastructure security[footnoteRef:50].” Per NYPD policy, CCTV video recordings are retained for 30 days unless the video needs to be kept for security purposes or a criminal investigation.[footnoteRef:51] Only authorized users may access CCTV footage, and logs are created to whenever the footage is accessed or searched.[footnoteRef:52] [48:  Closed Circuit Television Systems: Impact and Use Policy, NYPD, October 26, 2023, https://www.nyc.gov/assets/nypd/downloads/pdf/public_information/post-final/cctv-systems-nypd-Impact-and-use-policy_10.26.23.pdf. ]  [49:  Id. ]  [50:  Id. ]  [51:  Id. ]  [52:  Id. ] 

Included in the CCTV IUP was an acknowledgment that the “[e]xternal entities must provide the NYPD with access rights to the system before NYPD personnel can view the CCTV video.”[footnoteRef:53] The CCTV IUP found that the built in safeguards and protocols mitigate any risk of biased enforcement.[footnoteRef:54] [53:  Closed Circuit Television Systems: Impact and Use Policy, NYPD, October 26, 2023, https://www.nyc.gov/assets/nypd/downloads/pdf/public_information/post-final/cctv-systems-nypd-Impact-and-use-policy_10.26.23.pdf. ]  [54:  Id. ] 

V. NYCHA’s Relationship with the NYPD
Policing at NYCHA has taken many forms over the past century. For most of NYCHA’s tenure, policing was handled internally by NYCHA’s own housing police force. When NYCHA was established in 1934, a security guard corps stationed individual security guards at each development. In 1966, the corps was designated as an official police department with broad arrest powers. In 1978, the corps was divided into nine precinct-like areas called Police Service Areas (“PSAs”).[footnoteRef:55] PSAs still exist today, providing police services to NYCHA communities across the five boroughs.[footnoteRef:56] [55:  New York City Housing Police Silver & Gold Lodge 997, History of the Housing Police, https://fop997.org/history.htm.]  [56:  NYPD, Housing, available at https://www.nyc.gov/site/nypd/bureaus/transit-housing/housing.page.] 

On September 16, 1994, policing at NYCHA changed when the housing police department merged with the NYPD.[footnoteRef:57] This merger, formalized through a Memorandum of Understanding (“MOU”), marked the first time that policing was outsourced to an external entity. Pursuant to this MOU, the NYPD—and specifically the newly-created Housing Bureau—became responsible for providing all police services in public housing facilities operated by NYCHA.[footnoteRef:58] The MOU extended beyond basic policing services, requiring the NYPD to, among other things: [57:  Memorandum of Understanding between New York City Housing Authority and the City of New York on Merger of the New York City Housing Authority Police Department and the New York City Police Department (“NYCHA-NYPD MOU”), (Sept. 16, 1994).]  [58:  Id.] 

· Implement advanced crime control strategies, including computerized career criminal targeting and tracking;
· Deploy uniformed and plainclothes officers in and around public housing developments;
· Evaluate, advise, and coordinate with NYCHA management on a permanent and ongoing basis;
· Conduct ongoing security reviews of NYCHA’s physical infrastructure and technology systems; and
· Create a broad education and crime prevention program to inform residents about how to minimize the risk of crime.[footnoteRef:59] [59:  Id.] 

The merger also created dedicated command structures that ensure the Housing Bureau maintains its own Chief and distinct command while operating under the umbrella of the NYPD. This structure provides direct access to NYPD headquarters for addressing specific NYCHA security issues and resource allocation.[footnoteRef:60] The merger was completed on May 1, 1995.[footnoteRef:61] [60:  Id.]  [61:  New York City Housing Police Silver & Gold Lodge 997, History of the Housing Police, https://fop997.org/history.htm.] 

a. Camera Infrastructure at NYCHA
NYCHA’s Office of Safety and Security (“OSS”) maintains a complex surveillance network of over 20,000 CCTV cameras at NYCHA developments.[footnoteRef:62] These cameras monitor critical common areas such as entrances, lobbies, public spaces, stairways, and exterior grounds.[footnoteRef:63] The network includes approximately 3,194 cameras maintained and supported by NYPD through the legacy Video Interactive Patrol Enhancement Response (“VIPER”) and approximately 90 Argus camera systems.[footnoteRef:64] VIPER cameras, which are located at 28 developments, are monitored by NYPD officers on an hourly basis from police rooms at the relevant PSA.[footnoteRef:65] VIPER units issue reports over the radio if they see suspicious activity, and after a crime is reported the units are tasked with going to the location of the crime to obtain any video footage.[footnoteRef:66] If a camera is malfunctioning, NYPD sends a report to OSS, which is responsible for repairing these NYPD-operated systems.[footnoteRef:67] [62:  Oversight - Doors, Locks and Lights: the Infrastructure of Resident Safety at NYCHA, Committee on Public Housing, New York City Council, November 30, 2023, Council.nyc.gov. ]  [63:  Committee on Public Housing, November 30, 2023. ]  [64:  Oversight - Doors, Locks and Lights: the Infrastructure of Resident Safety at NYCHA, Committee on Public Housing, New York City Council, November 30, 2023, available at Council.nyc.gov; Final Fiscal Year 2013 Annual Plan, NYCHA, October 18, 2012, https://www.nyc.gov/assets/nycha/downloads/pdf/Final_FY2013_Annual%20Plan_10_18_2012.pdf. ]  [65:  Oversight - Public Safety at NYCHA, Committee on Public Housing, New York City Council, February 24, 2021, council.nyc.gov. ]  [66:  Off-Site Oversight Hearing - Examining the Mayor's Plan to Address Violent Crime in Public Housing, Committee on Public Housing, New York City Council, November 11, 2015, council.nyc.gov.]  [67:  Oversight - Public Safety at NYCHA, Committee on Public Housing, New York City Council, February 24, 2021, council.nyc.gov.] 

For the rest of NYCHA’s camera network, monitoring is limited and fragmented. Some cameras monitored locally, and others are monitored centrally.[footnoteRef:68] In 2015, the NYPD described NYCHA’s CCTV camera network as smaller-scale cameras that are not continuously monitored but rather reviewed after an incident is reported.[footnoteRef:69] In 2023, NYCHA clarified that its CCTV teams scan and conduct sampling of camera footage throughout the day.[footnoteRef:70] This decentralized approach suggests that cameras are used primarily as an after-the-fact investigative tool instead of a means of ongoing surveillance. [68:  Oversight - Doors, Locks and Lights: the Infrastructure of Resident Safety at NYCHA, Committee on Public Housing, New York City Council, November 30, 2023, council.nyc.gov.]  [69:  Off-Site Oversight Hearing - Examining the Mayor's Plan to Address Violent Crime in Public Housing, Committee on Public Housing, New York City Council, November 11, 2015, council.nyc.gov.]  [70:  Committee on Public Housing, November 30, 2023. ] 

Technical infrastructure
The technical infrastructure for the CCTV cameras varies by development size at NYCHA. At smaller developments with three or fewer buildings, the cameras utilize a single network switch, while larger developments require separate management and aggregation switches connected by fiber optic cable.[footnoteRef:71] Each development requires a Security Operations Center, which NYCHA describes as a network of computer, recording devices and software… “the brains of the system.”[footnoteRef:72]  [71:  NYCHA CCTV Design Guidelines, available at https://designguidelines.nycha.info/cctv/. ]  [72:  Oversight - Safety and Security in NYCHA, Committee on Public Housing, New York City Council, June 6, 2019, council.nyc.gov.] 

Operational issues
The Federal Monitor’s 2023 Safety and Security Report documented several operational issues with NYCHA’s camera infrastructure. The report found spray-painted surveillance cameras, missing cameras near building entrances and elevators, defective and broken cameras, and cameras that had been taped or masked over.[footnoteRef:73] These physical problems were revealed to be widespread at an April 2025 public housing hearing, when DOI testified that 70 percent of the 63 senior buildings investigated had CCTV cameras that were either inoperable or could not be viewed remotely.[footnoteRef:74] Beyond these infrastructure failures, the 2023 Safety and Security Report reveals that even when developments have functioning property lighting and cameras, NYCHA fails to use them to identify individuals and address criminal activity or other unwanted behavior.[footnoteRef:75] Despite these issues, property management is required to have a designated individual check the system daily at the development location. If there is an issue with the camera, NYCHA staff are required to submit a work order. When a work order is issued, NYCHA aims to correct the issue within 48 hours.[footnoteRef:76] [73:  Federal Monitor’s 2023 Safety and Security Report https://www.nyc.gov/assets/nycha/downloads/pdf/NYCHA-Monitor-Safety-and-Security-Report-5-25-23.pdf. ]  [74:  Oversight - Security Guards, Fire Guards, and NYCHA’s Oversight of Contractors, Committee on Public Housing, New York City Council, April 15, 2025, council.nyc.gov.]  [75:  Federal Monitor’s 2023 Safety and Security Report https://www.nyc.gov/assets/nycha/downloads/pdf/NYCHA-Monitor-Safety-and-Security-Report-5-25-23.pdf. ]  [76:  Oversight - Safety and Security in NYCHA, Committee on Public Housing, New York City Council, June 6, 2019, council.nyc.gov.] 

Funding
NYCHA’s camera infrastructure depends entirely on external funding sources. During the June 6, 2019 hearing, NYCHA was asked about urgent funding needed for cameras at Woodside Houses, where two elderly women had been murdered.[footnoteRef:77] NYCHA stated that camera installations depended on funding from local elected officials and the Mayor’s Office Action Plan for Neighborhood Safety (“MAP”).[footnoteRef:78] NYCHA testified that it needs funding not only to install infrastructure but to also maintain it, noting that the “life of the CCTV cameras is ten years.”[footnoteRef:79] NYCHA testified that it allocates zero capital budget funds for security cameras. NYCHA’s capital funds are directed to “roofs, the bricks, the heating plants, the gas risers, with no line item for security.”[footnoteRef:80] [77:  Id. ]  [78:  Id.]  [79:  Id.]  [80:  Id.] 

	Among these external funding sources, MAP has emerged as an important public safety initiative. MAP is a comprehensive public safety initiative focused on NYCHA developments that brings together residents, NYPD, NYCHA, and other city agencies to address crime through community-based solutions.[footnoteRef:81] In 2022, MAP released a request for proposals to select new community-based implementation partners for NeighborhoodStat, which is now expanding from 15 to 33 developments across the city.[footnoteRef:82] NeighborhoodStat is a component of the MAP program, which facilitates regular meetings where NYCHA residents and city agencies examine crime data and quality of life metrics to identify and address safety issues.[footnoteRef:83]  [81:  Office of Neighborhood Safety, MAP, available at: https://neighborhoodsafety.cityofnewyork.us/mayors-action-plan.]  [82:  Id. ]  [83:  Learn about MAP, MAP, https://map.cityofnewyork.us/learn-about-map/. ] 

One of the key components of MAP is improvement of the physical environment, through major investments in outdoor lighting and safety infrastructure such as cameras.[footnoteRef:84] An example of this infrastructure investment occurred in 2015 when the Manhattan District Attorney announced an $89 million upgrade to CCTV cameras at MAP sites that would connect them to the NYPD’s Lower Manhattan Security Initiative.[footnoteRef:85] The Lower Manhattan Security Initiative is an NYPD counterterrorism surveillance network that monitors thousands of public and private cameras from a central command center south of Canal Street.[footnoteRef:86] This would connect NYCHA’s MAP site cameras to the NYPD’s surveillance network. [84:  Office of Neighborhood Safety, MAP, https://neighborhoodsafety.cityofnewyork.us/mayors-action-plan. ]  [85:  Off-Site Oversight Hearing - Examining the Mayor's Plan to Address Violent Crime in Public Housing, Committee on Public Housing, New York City Council, November 11, 2015, available at: council.nyc.gov.]  [86:  NYCLU v. New York City Police Department (Seeking access to information on Lower Manhattan Security Initiative under FOIL), NYCLU ACLU of New York, https://www.nyclu.org/court-cases/nyclu-v-new-york-city-police-department-seeking-access-information-lower-manhattan-security. ] 

b. [bookmark: _Hlk209514348]NYCHA’s Privacy Policy
NYCHA’s Standard Procedure Manual includes a privacy policy, which instructs NYCHA employees, consultants, and contractors on how to safeguard and disclose Personally Identifiable Information (“PII”).[footnoteRef:87] NYCHA defines PII broadly to include any information that can identify an individual, such as names, social security numbers, addresses, phone numbers, email addresses, driver licenses numbers, passport numbers, financial account numbers, and biometric data like DNA, fingerprints, and photo images.[footnoteRef:88]  [87:  NYCHA’s Standard Procedure Manual has a Privacy Policy, https://www.lisc.org/media/filer_public/39/3a/393a08a4-3676-4cad-94af-8188c6d6d6dc/nycha_standard_procedure_manual_privacy_policy.pdf.]  [88:  Id.] 

According to NYCHA’s privacy policy, NYCHA may release PII under the following circumstances:
· Upon request by HUD or other federal, state, or local authority;
· If required by law;
· If requested by subpoena, search warrant, or other court order; 
· If requested by researchers to support a study;[footnoteRef:89] [89:  Id.] 

· Pursuant to a formal agreement, like an MOU, with a government agency or entity;[footnoteRef:90] and [90:  Id.] 

Through the City’s integrated web-based data system.[footnoteRef:91] [91:  Id. at 5.] 

NYCHA’s law department reviews all PII disclosures on a case-by-case basis and determines what information, if any, can be shared.[footnoteRef:92] [92:  Id.] 

NYCHA’s privacy policy requires that PII be disposed of securely when no longer needed, in accordance with NYCHA’s records retention policy.[footnoteRef:93] Such records retention policy is not public, so it is unclear how long NYCHA retains video footage and how NYCHA destroys such footage securely. When asked, NYCHA stated that the footage is retained for a few weeks but declined to provide exact retention timeframes, claiming that it was sensitive information.[footnoteRef:94] [93:  Id. at 4.]  [94:  Oversight - Safety and Security in NYCHA, Committee on Public Housing, New York City Council, June 6, 2019, council.nyc.gov. ] 

NYCHA is exempt from OTI’s Citywide Privacy Protection Policies and Protocols.[footnoteRef:95] Therefore, it is not subject to the policy requirements to notify residents about surveillance activities or data access, maintain a log of law enforcement access to surveillance systems, conduct annual privacy audits, or report to the public.[footnoteRef:96]  [95:  NYC OTI, Citywide Privacy Protection Policies and Protocols (June 13, 2025), at 41.]  [96:  See Id.] 

VI. CONCLUSION 
The Committees look forward to receiving testimony from OTI, NYPD, and NYCHA, advocacy groups, members of academia, and other interested members of the public on the current state of surveillance implications for NYCHA residents.
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