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I.  Introduction

Today, the Committee on Public Safety, chaired by Council Member Peter F 

Vallone Jr, will hold a hearing to solicit testimony regarding measures taken by the New York City Police Department (NYPD) and the banking industry to curb the rise in the number of bank robberies in New York City. The Committee will also be considering Int. 442, a bill mandating bulletproof glass inside bank buildings. Those expected to testify include Police Commissioner Raymond W. Kelly, Commerce Bank Market President David Slackman, New York Bankers Association President Michael P. Smith, and other interested members of the public. 
To date, there have been more than 300 bank robberies in 2003 in the city of New York, double the number of bank robberies during the same period last year.
 The majority of these robberies, 256, have been committed by note-passers who did not reveal a weapon.
 The New York City Police Department (NYPD) has cited several possible reasons for  this increase such as the lack of bullet-resistant barriers, the extension of daily and weekend banking hours, the decrease in security guards, and lax surveillance systems inside banks.
  

In February, New York City Police Commissioner Raymond W. Kelly and Superintendent of the New York State Banking Department, Diana L. Taylor, sent a letter to 200 CEOs of banks with New York City branches recommending that their institutions adopt certain security measures.
  These measures include
:

· Closed Circuit Television Systems (CCTV): High quality digital equipment that has the capability of capturing faces of those conducting business at teller stations as well as entrance and exit doors.

· Lighting/Cameras: Positioning lighting so that it does not to interfere with processing images of perpetrators.

· Bullet Resistant Bandit Barriers: Bullet resistant barriers separate bank personnel from customers.

· Employees to Greet Customers: Security gaurds, service representatives or greeters provide a plain view security presence.
· Dye Pack/Serialized Currency: These devices aid in prevention, apprehension, and prosecution efforts.

· Height Markers: These markers at doorways aid in establishing a prepetrator’s height.

· Direct Telephone numbers: Direct telephone numbers to the Major Case Squad and Joint Bank Robbery Task Force to enhance their ability to obtain information quickly.

· Employee Training: Employee training to trigger alarms and security cameras, as soon as possible to protect customers and employees. Calling 911 as soon as reasonably possible should also be part of this training.

· Employee Instructions: Instruction should include limiting the amount of currency surrendered, covering dye packs with $50 and $100 denominations, to retain the demand note if possible, and to minimize the contamination of evidence.
· Unobstructed Views: Bank employees views of the teller area should not be obstructed. 
· Signage: In addition to the signage required by the ATM Security Act, added signs such as those indicating the presence of surveillance equipment and/or FBI signage should be used.
· Alarm Systems: Alarm buttons at each teller’s work station as well as other key points throughout the bank should be used.

· Safes/Vaults: Vaults and safes rated for tool and torch resistance level based on the amount of currency held.
· Bank/NYPD Communicator: Banks should be connected to the Crime Prevention/Area Police Private Security Liason (APPL) program.
· Enhancement of APPL Email Alert System: Cross institutional /police video communication to disseminate immediate notifications of bank robberies or attempted robberies and suspect information. 
II. Summary of Int 442

Int 442 seeks to amend the administrative code of the city of New York by adding a new section 10-160, in relation to mandating bulletproof glass and necessary security inside bank buildings.  The installation of bullet-resistant barriers is one of the increased security measures articulated in the February letter described above. A copy of Int. 442 is attached. 
Int. No. 442

By Council Members Koppell, Comrie, Martinez, Nelson, Seabrook, Sears, Stewart, Vann and Weprin

..Title

A Local Law to amend the administrative code of the city of New York, in relation to mandating bulletproof glass and necessary security inside bank buildings.

..Body

Be it enacted by the Council as follows:

Section one. Legislative Findings and Intent.  According to NYPD statistics, the number of bank robberies in the first few months of 2003 has significantly increased compared to the same time period last year.  In a recent press release, Police Commissioner Kelly cited several possible reasons for the upward trend, including a decrease in the use of private, armed security guards by banks, and the banking industry’s increased efforts at offering customers more convenient banking by extending daily and weekend hours.  The combination of these two factors, insufficient use of preventive security measures and a movement toward enhancing bank accessibility by offering customers greater banking flexibility, has resulted in banks becoming increasingly vulnerable to would-be criminals.  

As early as May 2002, the FBI reported that bank robberies in the metropolitan area had risen 65%.  Further, the post-September 11th economic downturn and law enforcement’s subsequent focus on counter-terrorism efforts, have made it even more imperative for the banking industry to take additional security measures for the safety and security of patrons and bank workers.  While fighting international terrorism may have deflected some resources from law enforcement’s ability to fight traditional crimes such as bank robberies, it has always been vital that the banking industry take a pro-active role in initiating and implementing security measures to protect the safety and well being of its customers and employees.  

Any banking institution doing business within the City has a responsibility to take reasonable and proportional measures to provide a safe and secure environment for those people whom it invites to do business.  In February, Mayor Bloomberg sent out letters to bank CEOs, urging them to take necessary steps to improve security.  The NYPD is also reaching out to the banking industry, holding numerous meetings with bank managers and security directors to outline robbery- prevention systems.  

Banks employ many New York City residents and are an integral part of New York City consumers’ lives, being used by millions of New Yorkers on a daily basis.  It is the Council’s intent and objective to ensure the convenience, safety and security of banking facilities by establishing basic security measure requirements for bank teller windows.  

  § 2. Chapter 1 of Title 10 of the administrative code of the city of New York is hereby amended by adding a new section 10-160.1 to read as follows:

§ 10-160.1 Additional Security Measures at Banks.  a. A bank, as defined in section 10-160, shall comply with and maintain the following security measures:

(1) Install bulletproof glass and/or partitions that meet or exceed Underwriters Laboratories Level II ballistics standards at all teller windows.  Banks shall provide sufficient documentation such as contractor certification or building inspector certification as proof that this requirement has been met.  Underwriters Laboratories Level II ballistics standards partitions must be constructed in such a manner so as to prevent an individual from breaching such partition to gain access to the protected area where the tellers transact business.

(2) Adopt and implement a security program that provides for a schedule of inspecting, testing and servicing of the security devices installed pursuant to this section.

b. Violations and penalties. A bank found to be in violation of any provision of subdivision (a) of this section shall be subject to a civil penalty of not more than one thousand five hundred dollars.

c. Any bank found to be in violation of subdivision (a) of this section shall correct the violation within two weeks after such finding.  Failure to correct the violation within two weeks of such finding shall subject the bank to a civil penalty of not less than one thousand dollars and not more than one thousand five hundred dollars and an additional civil penalty of one thousand dollars for each day such violation continues.

d. Enforcement. The police department, the department of consumer affairs and the department of buildings shall be authorized to enforce this section.

e. Exemptions. Notwithstanding the foregoing, the provisions of this section shall not apply at banks where transactions are conducted primarily by cash-dispensing machines.  

§ 3.  This local law shall take effect one hundred and eighty days after its enactment into law.
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