
















































































































New York City Council Committee on Public Safety 

Hearing on the POST Act (Int. 1482-2017) 

Testimony of Center for Democracy & Technology, Campaign Zero, South 

Asian Americans Leading Together (SAALT), Tenth Amendment Center, 

Restore the Fourth, Defending Rights and Dissent, Open Technology Institute, 

Electronic Frontier Foundation, National Network of Arab American 

Communities, Council of American-Islamic Relations (CAIR National), Fight 

for the Future, Crypto Harlem, Access Now, Million Hoodies Movement for 

Justice, American Civil Liberties Union (ACLU) 

June 14, 2017 

 

The Center for Democracy & Technology, Campaign Zero, South Asian Americans Leading 

Together (SAALT), Tenth Amendment Center, Restore the Fourth, Defending Rights and 

Dissent, Open Technology Institute, Electronic Frontier Foundation, National Network of Arab 

American Communities, Council of American-Islamic Relations (CAIR National), Fight for the 

Future, Crypto Harlem, Access Now, Million Hoodies Movement for Justice, and American 

Civil Liberties Union (ACLU) respectfully submit the following testimony in support of Int. 

1482, the Public Oversight of Surveillance Technologies Act (“POST Act”). We thank the Public 

Safety Committee for holding a hearing on this important legislation, especially at a time when 

the federal government is actively dismantling the right to privacy. The aforementioned groups 

urge the City Council pass the POST Act.  

 

The increasing use of surveillance technologies by local police in cities across America, 

especially against communities of color and other unjustly targeted and politically unpopular 

groups, is creating oppressive and stigmatizing environments in which every community member 

is treated like a prospective criminal. Many communities of color and low-income communities 

have been turned into virtual prisons where their residents’ public behavior is monitored and 

scrutinized 24 hours a day. Yet, despite this perpetual surveillance, there is very little evidence 

that these technologies reduce crime or prevent terrorism.1  

 

Almost every week we learn of new surveillance technologies that are being used by law 

enforcement agencies around the country. These revelations are often a result of investigative 

reporting or lawsuits. In most cities, decisions to acquire and use surveillance technologies are 

made in secret by police departments without any knowledge or input from the public or their 

                                                           
1 Bruce Schneier, Focus on the Threat, N.Y. Times, Room for Debate, Mar. 3, 2010, 
https://roomfordebate.blogs.nytimes.com/2010/05/03/times-square-bombs-and-big-crowds/?src=tptw#bruce; 
Michael S. Schmidt, F.B.I. Said to Find It Could Not Have Averted Boston Attack, N.Y. Times, Aug. 1, 2013, 
http://www.nytimes.com/2013/08/02/us/fbi-said-to-conclude-it-could-not-have-averted-boston-
attack.html?partner=rss&emc=rss&smid=tw-thecaucus&_r=3&.  

https://roomfordebate.blogs.nytimes.com/2010/05/03/times-square-bombs-and-big-crowds/?src=tptw#bruce
http://www.nytimes.com/2013/08/02/us/fbi-said-to-conclude-it-could-not-have-averted-boston-attack.html?partner=rss&emc=rss&smid=tw-thecaucus&_r=3&
http://www.nytimes.com/2013/08/02/us/fbi-said-to-conclude-it-could-not-have-averted-boston-attack.html?partner=rss&emc=rss&smid=tw-thecaucus&_r=3&


elected officials. This has to stop. The New York City Council should be empowered to provide 

greater transparency and oversight over the NYPD’s acquisition and use of surveillance 

technologies.  

 

When used indiscriminately, surveillance technologies create oppressive, stigmatizing 

environments, especially for communities that are disproportionately targeted by their use, such 

as communities of color, low income communities, and politically active communities. Rather 

than allowing the police to unilaterally decide if and how surveillance technologies may be 

acquired and used, we believe local communities and their elected officials should be informed 

in order to provide greater input and oversight. 

 

Procedures for promoting greater transparency and oversight are necessary because it is clear 

that without such procedures, law enforcement use of surveillance technologies will often fail to 

adopt appropriate limitations and adhere to best practices. For instance, a New York Civil 

Liberties Union FOIL request revealed that the NYPD used Stingrays, a surveillance device that 

allow authorities to spy on cell phones in the area by mimicking a cell tower, over 1,000 times 

since 2008.2 The NYPD also disclosed that it has no written policy for use of the Stingrays, and 

follows a practice of obtaining only lower-level court orders rather than warrants.3 The process 

for considering the use of surveillance technologies should be transparent and well-informed. 

Transparency helps facilitate public debate that will benefit the NYPD’s development of policies 

that reflect best practices, do not inhibit their investigatory powers, and protect the civil rights 

and civil liberties of New Yorkers.  

 

We thank the New York City Council’s Public Safety Committee for bringing attention to this 

important issue. We urge the City Council to pass Int. 1482, and hope that the City Council will 

continue to take an active role in preserving New Yorkers’ civil rights and liberties and 

protecting their privacy.  

                                                           
2 Press Release, New York Civil Liberties Union, NYPD HAS USED STINGRAYS MORE THAN 1,000 TIMES SINCE 2008 
(Feb. 11, 2016), https://www.nyclu.org/en/press-releases/nypd-has-used-stingrays-more-1000-times-2008.  
3 Id. 
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